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1.3.3.1. Nmap2 Al &3l S22 A

Nmap& Jl E¢] 2 glojo} %2 A% et v 9] A8 HE EYYTh Nmape £ 5k A8 5 9o
M ARE FPE Y P A4S S EE EQUT FA D AR O3 2 7 A

=& o) A7t 2FH o) dHUth A AE U E A9 M Nmap S AHg-8le] 3 4E A28 23 5
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Nmap& # ok %7be] 3 v o
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Nmap< 4 %] 3l#] ¥ yum install nmap 8 % S root A} &2 2 2 8) &t}

1.3.3.1.1. Nmap A}-&

Nmap-2 nmap B3 Foll AALE HAle] S2E o]F = IPFAE YEste] & 5T EA A3 s
T AdFUT
A H .

I nmap <hostname>

d Z So] & 2E o] E0] foo.example.com?l HAIS A7 H A ZTEZEJ t}S

o
iR
)
%
i
0

I ~]$ nmap foo.example.com

7B AN ] AI(E2ET} Qe AR 9 B HEDD 2 0] Y= 9 A o weh B 2
Eohe s FAEY T

o
ki
i
i)
N
%0,
o

Interesting ports on foo.example.com:
Not shown: 1710 filtered ports

PORT STATE SERVICE

22/tcp open ssh

53/tcp open domain

80/tcp open http

113/tcp closed auth
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1.3.3.3. OpenVAS
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RO UG YO JUE GAS) A3 oI & LAGUT o 2P 22 E
G 57] Aol AF A P Eaokats A BA % @A AR COl 2P ES AFahe 9 A w7t
91t 7% Niktot= ol 2] g A vl o] 5ohe SHelsh vl 488 227t @ 5 A&k
t}.

Niktool] o g #pA] gk W 82 th3 URL oA 818 4= 3l

oy
°

http://cirt.net/nikto2

1.4. 1<l 91 g

1
1o
v
oo
Ay
)
ttlo
-
o,
et
=)
L
b
)
>
e
i
r ]
:Oé
ol
N
4
i)
o
ofN
L
et
+
X0
)4
i
v

18


http://www.insecure.org/
http://www.nessus.org/
http://www.openvas.org/
http://cirt.net/nikto2

¥] B gk o} 7] e 4
A% AR YENIE Ade] g AR Fo A9l U ALt e 0 Z 2d Y EYA
A T Rl Fopy o] £ o] T R EFUT

£ ko] B AEld Ao
DERECE-DRIS A 5

HRojl2E Y EYA

A &E FE 2 B A A EYH st=ddo] o] a4 A sHA] Xste A5 7 BEUth s B
2o e G lEdolE R EIAE EEH A9 4 S AETULE S, =2 A U E
AAE Sl HolHE FAA =28 A5 wjuit; 812 = 29 Bl = A2 =27 v o B & 41 8
A w 7R "ol sfZl o] HRENAES AFFPUTh o] IH S 24 SAEQ R Y2l 4
3k Qe AFE Aol o] 8] ARP(Address Resolution Protocol) == MAC( Media Access Control) =4~ 233

o 744 # ok g .

&

F4AFA A
EOEFAAAUNEND AP TS A g B AU B /1ol A QurA el v
o 79 dol B AYU T o] /15 ol g v Y n)
e g ougo] WAl A7) o wol Mgtk ey 4 1 E4) Ao d BN 2N T o] A
AL WA FG AW £ R U EY AT} S5 AEHA GAY A shE 5 Qo ol g
Zapol U} ko] HAE ¢ AU th ol el a A gl A FU AW AA MEY o] A28 5 e D

4 2ol gtk

c
A

¢

¢
.

1.4.2. 4w B etel th ek 914

A weke uolA EFE 240 F 29 ANE W
A7t &G EE FAAL S RHAL 248 5 AES
Mg A F 2 BAlo el A S e g o,

397 R W ES S Bt Fa g
REZU2EAEY 5 ASUTE T A A0

APGEHA =AU D QEXE
Red Hat Enterprise Linux 7] A A A 2] o] = 10007} ©]4+¢] o & A o] A & gho] B & 7] 3 7] %] 7} £ 3
Hol syt 2y tf R o] AW A A= v 2] BE 7R E DX SHA] AL of ] A1 of
AolAdE E3Fste] 7| & 712 AAE AS Ut AR E H 71 A] o F71 2l 9] & Al ghal of 3}
Eolfol U A 23d. "2 ashH4 g7 A AX"E FFIAA L.

| 2| Ak Abel ol M £8] WA ke A o' T2 o] AAR AAH I gl=A] el
AAE A8t AUt ol= =2 2 Mu =S A6, 7L AP o= A AL AA
of #4171 2 4= A5 th o] 2 238 Telnet, DHCP F+= DNS9} 7+-& 931X ek A H] 27t 2]
SHAl gl MW Em A g ol ol AP =S & 5 oGyt ol = Qlell ME el Bk Ashx] &
= Ed ol 3 AAE AT A2 FAAN ARE SAD 5 dFYT 27 TE QA HA] &
EAu 2= @A skl e G B E 438 AMu] 2 B S FEY A L.

fo

o & o >
> Ar o2 [N

¢

S EEE TR PN
71 Ao TeHE mRRe] v o 22l A o8& A 5 )

T2 g AT E o]t glon] 4§ AT A7 ASU T HSo] HA AEEdolE A =
284 B0 EHYAY e MH 2ZES A WF 217)7} 9l7] Bl o) 3 F A A HEEA
o= 797k BT

NEARet Al 28 A b A o ZAloldo A e e HaE R W T4 9 Bekdd €]
Abo]l E(of): Bugtraq Wl 9 & 2] 2 E (http://www.cert.org) =& 43 715 % g (http://www.cert.org)ol]
i3t R E AAGUTE ol 21 & vl AU Fol AFUE O Bk 3ok & 7 alske 32 1 W o] A Tk A
28 FAYATAI AR S FA AR5k Aol Fadyth A AT ol 2 g FH A F2A AH e AAl A
S AL HBE ARSI & A S wvttt A X H A G A AW S FAs7] Wil 53] 285U
T Al 2E A E QA s Bo kA Y S S BAget] el A, ASAJDI W F4, A
A =E) fA] AE 7 ey oh

19


http://www.securityfocus.com
http://www.cert.org

Red Hat Enterprise Linux 7 B ¢l 7}o]| =

A2 AN G R §A S o] T AN NG 3 2T FY P2 5 S BEFAA
o]
AR T oS

A7 A 2" S 2 8HA] = A2 A Bk ti gk 7 E 918 5 s Y o SysAdmin, Audit,
Network, Security Institute (SANS)ll Wt=2 ™ 7 FE Bt FHFH o F8 A8 "Hot fA = & 4 5
A B AHES L wSold A M FAEF AU AP L FAT F ARE T A

ﬂ”thmﬂbﬁﬂﬂAﬁ@ﬂw%Aﬂﬂ44”ﬂ 7]

2

A FE Ab= A H oF o A 2H o] S o 2] SFA] RshA] EP%T& A A" AL EE M EYA EY
oA 2 A A& A A XU E e dubHQl @ Fe Mo g 72 day 717 A
HA 2 AP UT A S Sof HelEuH ol N EA= ]i% YA AR FFSA ol T HEE W
B Aol pg st ® A HolgH o] 2ol = 7 & #eE] a7 AF YT H o B H] o] & #E] A7} o]
Ho s A A Eote A Aol 5T 3 AARE Z GH 7B G E AFE S v o B H o] 29

e s A F AFUTh ol EohA] 2 Y2 e ATt EdE F S BoF= 2 7T

o ol &It

1

AN

l

[m

d
¢

S

o)

|

¢
i

N
L mlo

i
A
o

ERUE R B
9ok M E AL A2 el 0w el g A =3
e o2 o] 41515 & 5] 0l 2ol A A48 e o 0
5

=
M %X‘X—#Ei A gle dHY S Sl AP LE AR S U

i

»oi.lﬁ.

il 2L g

m*ﬂﬂﬂ

REE LAY

B
e u:|> [‘
N Jg

2
AR

[¢)

s

ol
o
)
(o]
2

SUEYI A2 @A T NS 98] FEHEA L ALER o B3} P57} 2
t}. Telnets} FTPE % 714 A1 22U o). ) 2l o] 97 A&k o] &) & A u] 2 ALg} o] &
o Edj e mUBY s 49 47 AHAES F STk

qo, ot 2

f

folt 3
o
Lal

Yo
N I
N

¢

i)
N

© 2 olej gk My 2t wok YANA Bk F225 3 A9 o] 57] At ole e
oM e A7} A E A AT A 28 S A7) = WEJEA]EHMESQ =
=912 298 G A8 8 A7) o 2 Ewﬁ§%%+ﬁﬂ4ﬂiwl
WolX) She §g A2 she] 97 Aul 2ol R H ALEA WA AR Abelol FE g T o) 2 @ w4

2 S AT AL ARG A48 YaE wel G 9 A4 ol E £HF F S

X 1oz
i) oH
_l

EOE SR R M o= LAN AFS-S 918l WA A o2 7 d w2 vk PR Al = WAN(E A AHS
24l ) o 2 g s = NFS EE NISeH e M E9 2 9t Al 28] 9l J B M| 2=7t 23gYch 71 &
QQEN%ﬂ%ﬂﬂﬁﬂN%ovgﬂféﬁﬁﬁﬂ]E@%E%%Eﬂ“ﬂ*&ﬂ FE=eF
T Bt uAYZFo] A H AA &FUhNISO = EQiEAQMELMMM&M%MHMH
Hlo] = Well M s gl vhd Ag gzi}ﬂmEJﬂA EEAHFEAA LejoF & &@@iﬂ“
FUt o] dlolEfu o] 2o A AT 5 3l A A= &ﬂﬂﬂ@%i%ﬂﬂﬂEﬂﬂA = A8

Aol YAl 28 5 AU Th

7122 © & Red Hat Enterprise Linux 7& o] 8 3 R E AU 27 AR A &2 e 2~gyth 28} 3
27} o] @ 3 A U] A2 AFL s oF sl A7) Bho m 2 Al ZakA] 74§ ok oA 31 1
2 A A ) )5 AT LS 434, “Au] 2 Ho =

1.4.3. 9] I 2 g o] A 2 3 PC Kot T3l 98
Aazdold B FPCEVEN D EE AN F4287] 44 &S 5 AANFF T2 volH

CIRES T RIS L ME R RECECERERSEBEIDERE PR RTs
A4 glolw 35 AT+ gom $AA 2YH $H S0 BT A 2O R AT 5 G

Horr

ol gt o] {2 9 A 2H)

o] Aol Ak & vheatm AL Aol Al £ A A ThA AR S AL HlolE E
CREH ETHENARGS ED 59



F ok ST ol A E A Aol A

HH A7 S 6] b s A 7 A & H M E AL AL s = DA ARE A 7E A H o OMI/W‘HH QF
Attt ov= obdUth o & o] MW7 38 U ENAE Telnet == FTP AMH]| A& A Fal=
B 3AA=UMEAIE S8 dese At d2E AL o] F 3 S E PA T U ﬁl?ﬁ FHRE A}
gato] A ARgAFe] A zE o] Ao HAl 2T 5 lF YT

SHA DL RYX2EEG HENE ARAE TAIAE ATAAAE AF g =0 oo
A8 A7) 8 BA1e] F10Fa1 8 5 251 o o 5 o] w1SSH S eholel e ok SSH vl X
FA AT vl AR FARE WEDDE ol FeolAET} BE 7] 4 8 npg-2

Zeg A0 e A 5 AU of $AIE V2 SSH xw E oA A 25 A W @ e Aol 3l

E oA E el Ao M 24 ok 7 0ol mhet QIH o] EoHz AL AL Ao Al 2l gl o

l

404, e =35 5ot AE| 2ot B AME A A FE YT aE o] o H YL A haty] $8) 3 oF 8t
= 9AE AA 3 Ao

1.5. & ¥F& <1 EXPLOITS 2 ATTACKS

W 292 2] 220 oA 23] )8 A YA A SHE TH Quka el B4
g o 2 g A !
928 A28 nashs gl e 49 gy

nul EE )R s el ES U AL AE NG Y Lo BheE, ek, VPN
& 7|2 s A ey gtor 2 wsl  NAS(HIESR A 14 2E2A]) o &tel<d
M3} e sudoldA /g Qugoely L oF BT HIEAA el wel &l

FY
9k Linuxol| A A3 =] = 5 A H] 2o = 7]
E AR G se 382 4 dHYoH(Red we 7| &9 AA, 58] W
-

Hat Enterprise Linux 7o A = A 3 5 A & UNIX 2 Windows)ojl A} < ut
[e)
2). g}

= A 2 (el

{02 A4

lm

e kg Loy

718 & 7 HebMu| 2= /d = H7FH &
3 712 ®Het 71§ H 71 3t= A 97
Yt o] g gt 7] 7F WA H A g8aL Q1E Y
+ A WX =™ 712 77 5
= AEA9) B - 7] Bl Ao O
M2 P E e 7)o 23E =93
of MA| 28 = AdFH )

A O 2 A W3 AP P E 8eE A
of Fekol ol 20 A /b At

»
jines
i
=

o F?L >1 w f"

o

21



Red Hat Enterprise Linux 7 B ¢l 7}o]| =

£
op

a4 3

T
>
4
ot

LA AN2He gAYEYAY & &
S sk, A o] F ok S L e, W o
T2 EE EZo] EntE A28 v

E93 2 22g Ao Pt

2~E o AR A Al 2~E o T sk A
AL zAa7] Y] TCP/IPA A HEE
ol ZaHA W A7 7} ol o HFH S 5
%6%ﬂ5%ﬂﬂ%¥ﬂﬂ ETE A
3}
=8

PKI I ssh mE= SSL/TLSO Al4-5 o
Sstd AS 3 vt HWAEHA ‘e%t,
rshtelnet, FTP 53} 22 thd Al =8 ()
rsh, telnet, FTP 5) ul&} o5 o

(
A

H

ARG RS MENINN B FH T4
J v 7o) AgEEgogs  RHTTPA

Ly

44 A= ol 34 S T 9
all LANo A &2 A el of] A 28 5=
Qolok gtk dutr o2 Ag)7E A~
W& LANo| 2444171 7] $13) o el 1 37
(el: 1P 2% = 2728 AL A S

£

8] 2~ FH ok

N
o

oX o ol m =+

2 B A E = AH] CGle} & HTTP 7] ¥F A 2 E 9

Jo] WA FE UL o] F o 2l 9 )33 °"*ﬂ*°ﬂ%$§\4u}.

47 A 2~ 3 ¢ o] HTTP A H] 227} "nobody" ¢} 7+-& I

o 9= = A 2 N AR A E = A ol= %"é 3}
PETEASE ggyEgandgegdus 4e

l%ﬁﬂﬂﬂé%aﬂéizﬂl at

o r
s

oot g

RN
o

ﬁ—iiﬂ

m L o L
L w o
rN

2

I
W
o

=

o N, oY 2 ol
i cpy tlo

My Kooy

f
>
i =

olei et A et (cl: vz} o1& 2594 L&
W7 @ nlZiZ)o] o Fa] A o] v a] v
7] 2 A ekl Au| A2 Foate] 344
oA Aele] e A 2= 9l sl
By T2TEZ AT TAR A &
_]

& ] Ao ddE FAE F dFYHh

[ed

o

B e Au 20t R E LSRR A9
2] 9k 2 ok 3hn Wiy X 1ot 22 o
of Z&] Al o] A o]} CERT ¥ CVE 59 of &
A o] Mo gk 5 %] 2 o e} %HME

22



& A A3
=AM HF FAAEH2IZFE E JArHH o = 91z A o) A5} g AL oF8-517] 7t
E g Aol A ol L SetolAE) M o B HAsUT AdA= B S A AY
2 27 9]0 I Ay e ALY, FI & A 817] -_‘H%%ﬂ—‘i— A 2] o] L} 73?_-4_0] ne
A= T A Al 28 L 9] EZo] Eul o2 ohgsh] 45Ut B Az E o
o o me e g A e galA] g oW Y W 9
S AAFU T E4E Az o]l vl 0l S o W WAYT 9 Fo] YOS A
EQ e vy Kol A #e] Aghe] o ol =8 F )
A F7tEAel 2T F AFUS
ol FEfo|AE LZEF o7} HE 3
d&AsoR AN AP dEF B
3 AAE FEE F AFYTE 3 Red
Hat Network X=+= 7] E} A] 2=8] 2] AJH] 2~
E Abgsto] AL o] AT E Y o]
s QU O ER th 7] B w2 o] 1
s E o dsFyTh
A1 H] 2= A X(DoS) ZAAREE ZAA 28] 2 YES vl =o A 7+ B 5LE DoS At = 2000
oo . ol E =*x =] Zz ___T'_ﬂ]
doEEH R AAsAA R LA oz AR EE SN
= 1_‘6“0]'051 Z A %L]E}' o]%—ﬂ] s T o] & }\]_/_\_1%1% A}%6}7AL}EEE7HZ_\_E]O
ARJA A7 2= A (A EEYYUEAT gl HAFU
U
ot ARSI R e R = Ry A RS =
CIHAEFHB R FA ] AA| 220 s
Me 2AEAHEFU T

Snort¢} 7+-e iptables 2 Y E 9= H <
G2 Al &F S AR et A DEE (IETF
rfc2267)¢] W & #e| 27t 4 DoS ¥
AL FA st WA sk o %o Hyoh

[1]http://www.sans.org/security-resources/mistakes.php

23


http://www.sans.org/security-resources/mistakes.php

Red Hat Enterprise Linux 7 B ¢l 7}o]| =

279, 42 E 93 B Y
Red Hat Enterprise Linux 72 A %] 3} 7] ¢J&] CD &=+ DVDE t] 2~ 3 = g}9]
H

Hoko]l A ZEU T AL RE QA A2EE 745 hEo)] R}
4t

2.1.BIOS X gt

BIOS(¥+= o] o] A4-&3=BIOS) ¥ R E 2o 3t ¢4s BE = Al =wlof thgh &2 2 A2 Hgho]
= AFEAL 7L o] 2 B o & AFE St R ESEA Y @l AHE A REE F3l root WEHS A= A
= %l

AL F AFU 0|2 FHACZHE BE 6] 98l Fa sl oF sh= B 22 = 9 A2 0

5] Wizkie ol A 2w o] 914 o whe} ezl y

A% o], Alzgo] o] whatsle] ALgH ™ Fad ARst LFHEA B AS o] HH FAL WA sk
Rol 284 42 5 AgUth 2L N0 R Qs AW =9 el vl 58 A e SSH 77}
At AP Aol FAT Ae) w0l M 402 Fob A= A9 A AA ] RAMOR Q18 78 1)
ko= olo] gl th

ubelo] W ako] YA AT 5 A AT A 2T 5 9 kol 9T g ol o] gl 4% BIOS
T PE 2 Hotel sk 3 & AFUTh

2.1.1.BIOS &5

-~

—_

7AFE 2 BIOSE 452 I de 7 /HA F8 olfre oo gy nhl2

1. BIOS &g W74 g 2] - F Y A7E BIOSo| A 28 4= 9l= 79 CD-ROM &= Z4] =g
ojHo|A RHEGEE HGT FdFUTh o2 Tl HF REEE DL AEA RER M
= [H & 5418 = dFU

O

(¢

]

FoBE 2PN Qolo T2A 2 S AL A o
2. A 2g P gx - AR BIOSE ¥ TEA 29 4EE BEFVT B8R T4 4 BIOS
7} RE ZHE AL Ao FEE G o gtk
BIOS ¢ & & 44 st W& AFE Az vt 2s] 2o 59 AW e AFE AYME F2d
A2

o]
T AFUT wEtM 7 B AFEH Aol AE e ol 5yt 12y CMOS v g El o] A4 &
siAlst7] Aol HHFH e vt EEC gt M S s Al L.

2.1.1.1. 9] BIOS 7] vk A] 2~¥] ® g}

=~

OE A 2H o7 H X = A2 & T2 138 A3l o] x86 A| =1l o] BIOS9} A 9] FY 3t 9] &
S P} of| 2 o UEFI( Unified Extensible Firmware Interface ) 4l o] 214 th.

BIOS¢} 22 220l g Bodte ool that A AxdA o AR S Fxs AL

2.2. 1] 23 9E| A

Red Hat-&/boot, /, /home, /tmp, /var/tmp/ t] & E 2] of t) &} H = 2] E] A&
ztol o]l &= v =21, ZF FEl A S tE U T

=

Ee Qe AFFISG 4

/boot

o] HE] S FE Foll Al 2wl A ¢ A HA 3t A Yot Al =8-S Red Hat Enterprise Linux 72
E 29 % A oln| A = o] e APt o] e AL FE s A =

24



—

St FUth o] S| o] /o] ZHe 3 Sl otE o] GEEE AL I BHE AL T 5 gl HE A 2w
o] HY ¥ rgLth

/home

AH&-2L ] o] Bl (/home) 7+ ' &= o] THE] A T4l [of] A g = of shE] A o] A A £ A A 7F 2 <A S
Yot 3k A] 28 S Red Hat Enterprise Linux 82] t}&- 1 o 72 ] g o] =& uj g o] & & /home
Aol Gojud Fenm® gaso =k Y ey th £5 e A()o] EAHA HolE g7
o2 &4d FolFyth Bre] FE S AMESHE dlolE E4 S 2 o 48t dFYth o] 7
Hag g e e s A £ dFyh

/tmp ¥ /var/tmp/

Amp 2 /var/tmp/ Y ¥ H 2= 5 A7 A GsHR] Zolx H = HlolHE A s o AFgE YT
v oy ya B F sty B2 HolH I HEdte A R SEA IS AV 5 Q5
Yt o] Aol g e 7H/ Wl A=A Al ~go] Bt 5T 4 AFUth ek o ¥
St E A JE|HS R o] Fdle Aol =5

e
A2 ZEA 2 o] HE AL FEHY 5 Qe SH0) AU T FEE ATk T
o 95 & SHE A8l Aol Bl E B st ol AT & ol @ ShE st 719 4R E A A 7]
- o 82 FUTh A S 4918, "LUKS t 221 955} A8 o] W §-& BEFH A S

AFE =24 2ZES ol FH o] S T JBE ARG A7 A T DA &= Zl o] F5Y
DVD iy ojoll X AR st 74§ AR Tl AT A7 A S A &apA A9 D = AFyeh & A7 A7
2237 of A|=glel] & F71E = AFH T

A 2] o) th g+ AFA 3 W &2 Red Hat Enterprise Linux 7 4 %] 7}o] =98] 452 E ¢ o]
AHg-3ke] Kickstart st o A & A X & FA T F & 5y
Kickstart A1 ] of] o] & z}A] &+ ] 8- Red Hat Enterprise Linux 7 A X] 7}o] =] 3} 7]#] A&l A A& 2=z

24 4% 22 A2 FUEYI AFG A

Red Hat Enterprise LinuxZS A x| & o A 2] v 2] = &4 A 7bol] A| =8 o] 2 W ARS LERY U T} o] o]
3l 24l Bt 47 AH&OM@@%%OW*O&@ 2 2] vt o] o) A A F 3§ Al 28] o] Pl AE Fof vl
#8574 A Al F s

FAH oz FoFed w9 AAE A=A ¢ 7ME ZoFMENI ez T =28 A THY
TP AT A2 "M EA A Yl 9o, AR ZRA L Fol AJLF e Aol ol FHE
=22 drdyth Y Aol 7 AT Aol LAN E=QESl Aoz e SFETY
gl Bk A 2 =W b E 9 =0 A Red Hat Enterprise LinuxE A 2] sl &<t 2] LA B2 9} 7}
FbE dAaE A9 Iy

HEYZ AZA A9 sk zHA 8 J 8- Red Hat Enterprise Linux 7 A %] 7lo]|= o] Y EL| = U &
ol F AE FxN L

2
S w7 = Red Hat Enterprise Linux A %] 3= ZA] a8 oF 3= B &3 A xpygU )

25


http://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/7/html/Installation_Guide/sect-package-selection-x86.html
http://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/7/html/Installation_Guide/sect-kickstart-syntax.html#sect-kickstart-packages
https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/7/html/Installation_Guide/sect-network-hostname-configuration-x86.html

Red Hat Enterprise Linux 7 B ¢l 7}o]| =

)

[Rh=3
I ~]# yum update
2. %3} 48]~ firewalld = Red Hat Enterprise Linux A 2] & 3| 2}% Ei g sh = X vk

Kickstart 749 3 ko] WA 2 © 2 W] 84 518 5 Ay th ol el @ 45 wah S tha) 458

= Aol FFU

firewalld 2 A 232 A root= thS 5 &

o

o4

L

Y,

~]# systemctl start firewalld
~]# systemctl enable firewalld

3. HetS Zslete A ﬂé 5hA] gF A B 2~E B A S YT o & Eo] FAFE O ZHE 7 AR
glo] 9| gke 7 S W E S ALE-3le] cups A B 2 E H]E A EHEM t}.

I ~]# systemctl disable cups
g MRS AESHE S B8 S dg gy

I ~]$ systemctl list-units | grep service

F7h o)
2 91 A X ol th 3 A 3 )-8 Red Hat Enterprise Linux 7 A %] 7}o] =& 2231441 2 .

=

26

[2] 729 BIOSE Al =@ Avtth hEn g AR f3 F 489 45 NES AN e+ ANV e FH
12~
H

F 748 T sl E AR O E shte AdeA 22 5 2


https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/7/html/Installation_Guide/

o] Fol = AL S HA FE 2 Aot Z2M| 28 AUtk of 7] o= Bt U] E A X w2
3}3L, Red Hat 327} =98 A}

X
ot
=
-
oX
ol
H
=
i
2
=
o
[
(it
H
N
A
=2
>
ki
ins
(it
E
o
>
oot
o
o~
Oko

Heb FHoFH o] A xW A Al Bt S A gstH SFS e 2ZESo]E Julo]Edfof &
t}. Red Hat& & A #] Y = &= Red Hat Enterprlse Linux Bl =3 ] s} 7] x| o] L o] 749 o 3wk F <F

He FAete dulolEd A7 A S 24617 Y& AL thetx sy Th

TE 5 B F A gt B E FAE M Aste X (e A2 FE)9 3 AlFH Ut o] 3 X =
Red Hat Enterprise Linux 3] 7] A of] 2 &% o gle} Julo]ER H2E 2 g 2Pyl 221} w3t
B X 7} L3 o] ) A] k2 A ¢ Red Hat 71 & 2= WA FA & | 23H7] Hlall 2ZES 9] X &<}
FdEdUSh FA 7 A EH 417]7‘]% H2Eslo] ogtel Hulo|ER el =gt

Al =Rl o A ARG = AZ E g ofof tfa] ol etEf HulolEV HEl 2H = A 2R A A o= FHoF
SHAIZHS H A3 et] Sel YEFS weE H7|AE 7he s ] duolE HE Zlo] =HF U

BE 2ZE ]t 17t QHUTH EF o) 8 vl 1k o HQ AG AN A 2L 2T F 9
EATIE ALY ¢ Aguih dcl=g G A7 0= BHE A0 QA SAYU 4
H AP S %S A AL TN g T 5 s

He AU EE ALE S 4 US|l Bl 2ES L AXE 98 o Pk 2o o
A Aol o] 717k ERt Al 2" S B sted 7 HEES ARGl oF gy Tk o] & & A 33l 2] ok
of wpeh GepA A wk 7 sk o F, o) B et ALg e AZE o]l A MAe] 23E 5 AFY

t}

A Q= 3717 o] W 2= o gtE AU S S AFESk e Al A = A5 T °ﬂE‘rE‘r 54 ol gtel7t A 2l st
= o tf gk 7+=F f?_”‘ﬁﬁrﬂ”ﬂ 0}1%01”4 RPM 3f 7] ]i:r“*%‘/]‘?} | 2+ €l = Red Hat
Subscription Management MU 25 53] &4 A E AT HA L 53 1129 ﬂ] MEFIUTh Hel A&
3l 4 3} = of| 2} e} = Red Hat Security Advisories 2} 3l $F4 t}.

5.9k of ek ALg-o] o) g ARA § W 8- 3214, "1 o)A Bk 93 87" & FEeAA 2. RHN
classic o 4] vo] a0 d 3k W o Thet A 2 £3ske] Red Hat A8 2219 4 3] Au] 2o o &
AR GG o] Au] 29} HAE A A E x5 el

2 [

3.1.1.1. Yume] Bl 7] 5 A&

YUM =} 7] 2] &) 2ol = Kot ol gtet & AM, v, 4] 2 A X8t AHES 7 e o8] 7FA] Bk 3
d 7)%5o] X o] AUt ol @ 715S B4l YumS ALl Bk Qulo|Ex A% 5 dFUTh
Al | oA ARE 7hs R Bt i Ul EE Slste root E vk W H S A Ik

~]# yum check-update --security

Loaded plugins: langpacks, product-id, subscription-manager

rhel-7-workstation-rpms/x86_64 | 3.4 kB 00:00:00

No packages needed for security; 0 packages available
el FRL v Y won AYRLL LG 7h5 A0l ET} A AT AAE A3l L2 EAA
AR S JFYTh o] BH L AN 7he @ Rk Qulol BV} 9l 07k §lE A SR % 100 & wE

SRR SN

27


https://access.redhat.com/documentation/en-US/Red_Hat_Subscription_Management/

Red Hat Enterprise Linux 7 B ¢l 7}o]| =

o] &} FALSHAl th & A& sl B A o] ERE A Ay o
I ~]# yum update --security

updateinfo &} 9] ™ & & Al-&-51o] AE 7153 Hulol Eof ths] gl EX B oA Al a3 G B E T A EHA
U s dyoh Updatemfo St B E AA = A BE S 518 SN Bk A ARS s AEE B X
HE T LU olg s W e /e 3 3.1 "yum updatelnfooﬂ/ﬂ AHEE g Qe Bt HAE HE &
Z3HAIA 2

AN

il

3% 3.1.yum updateinfool A AF&& 4= 9l &= Bt #d H&

9%

advisory [advisories] st o] o] Warel 3k F B E A F ) advisoriesE @il W T 1
= AR vy
cves CVE (Common Vulnerabilities and Exposures) 2} 3% H ol 319

e EAFYh

Holtxr:= % FE RS AHE AR E AT
A= [H 7= _levell =+ A 3-¥ severity_level & Bt #& 3| 7] A ol th g+ A B S F AT}

sev [severity_level]

31.2. 9717 Jellol E 9 A X

AR 2ZEAE QU ET W AT 5 Uk 22N JUoES GeRE
AR #AE AdstEE A FAF 0D W57k dE AN AE DA A W=D 5 AW, TE Bt
Ak 2 ohgstel Aol A Bel 28 ¢ AF LT o] 45 e RPM of 3t 5hel Shel o 22 1.9}
FEe A of FFH & §A 5 4Lt uheb A Red Hatsh 22 121 @ 4 9 2204
RPME} th & 2 =8k 3 574 A% & Sl she] 244 < slak Zo] f$- F2 g

YUM 5 71 2] &) 2} AFE- ¥ o] o) b 244 3 U] 82 Red Hat Enterprise Linux 7 A| 28] 3] 2} 7}o] = €]
YUM #-& #2354 Al 2. https://access.redhat.com/documentation/en-
us/red_hat_enterprise_linux/7/html/system_administrators_guide/ch-yum

3121 A% H #71A 821
R E Red Hat Enterprise Linux 7] 7] X] &= Red Hat GPG 7] & A}-&3}o] A W &t} GPG & 24k 514 9
PzS

A9 ARE gelsl= Ul AFEH = F 85 AZEY o] 97] % 2 GNU Privacy Guard == GnuPG & g}
Wy ok # 71K A gelo] Aslstd s 7] X 7F M7 = o] 212 & 4 gl Th

YUM 9| 7] 2] ]2 A X e 2ol 2o AMS 5 e R 7R & Aoz 3 4 A5yt o]
72 71 A o2 A stE o] AlFU Tk Al & oA 01 &S 74 5ledH Jetc/yum.conf 24 31 9
~1 gpgcheck 2 A A Zo] 12 A =of =4 FlgdY T

= B S A B A 2" oA 3 7] A] Y S 5o R SRl

I rpmkeys --checksig package_file.rom

Red Hat 7% 41 2 o] v) & #14] & )& Red Hat 117 X8| 4% A% (GPG) 7| ®ME F2s
SpK

28


https://access.redhat.com/documentation/en-us/red_hat_enterprise_linux/7/html/system_administrators_guide/ch-yum
https://access.redhat.com/security/team/key/

ASE HNAE DA S H (31218, A E = 3 7] A] 21" 3t Al 2ol A S 71X & &<l sh= B el
8k 244 3 W) &2 t}8 7 7o) yum install % % < root A& 2} 2 A& o}

o
I yum install package_file.rom

4 FZ ARGl @ o o2 H7|AE AAFUT & S0 5 R 2 @A Y ZE.rpm
H71A & AT

I yum install *.rom

T8
BetdgtetE A A st7] el ol gbet Barxo] £3hd 554 A ¢ 3L A A skA 29 st
AL ol 2E JHlo]ER g WG AR A g0l thd dubH Q] A2 3132 " A =

HHlclES Fall WA A 8" UM L.

=37
dnkA o 7 Al 2HlS A HE = A2 HA e Az ES o 7R 7F AR E =A] &1
s 7bg Fo B AUTh 2 o] AL 4 B4 ok v A28 el 2 g AL
$3 5 Qe RL gy
of Z 2] A o] A
AR BN EY AN E A AT N B 5 YE RE T2aYYYT ANH o o) d o) F

v o=
RA O S AL A, 2T E i AR 4 R R E L ol 2 A4 a e ALEFY

il

ol2) g ALe A B 7k ol Zel Ao o] Yulol EHW A 2uol A S S A oMo AAH LS FAF F
=228 A A gstel Qulo| =8 WAL ALe o
7& vl

7]'d 2 Red Hat Enterprise Linux 7 £ A A o] A4 AZ E o] 24 @ AUt v Be], T2 A A
R0 gA o] @ AA 2 el s RE 4L of oo

FFAG YR AFHE ALY &L ADL A AT 5 EUTh e A 22 ARy
@ u7tA delol=d A vAL AT F e
KVM

gemu-kvm % libvirt 3§ 7] 2] 7} el o] EH ™ RE AXLE 7Y WAl & FA6HaL B 7Hdst RES v
Al ZESAW(EE S2E A2 S AFY) 7HE Al 2d S ohA] A1 28] ofF gy o

Ismod % & & A}8-3le] 2 =5 = 2 E(kvm, kvm -intel ®=+= kvm-amd )& 31 gyt 29 &
modprobe -r & & & A}-8-5}] modprobe -a W& & A A S & JFS s BES A 2EFY
o

29



Red Hat Enterprise Linux 7 B ¢l 7}o]| =

1A
o

~J# Ismod | grep kvm

kvm_intel 143031 0

kvm 460181 1 kvm_intel
~]# modprobe -r kvm-intel

~]# modprobe -r kvm

~]# modprobe -a kvm kvme-intel

fr 2hol Bl

4 ol B2t ole) fF Ao B A u] 20 A AL§ 5= glibest 2 5= B9l YUtk B4 2
o|Hele) & Abg et hE Aol H e QurH oz fEe Ao do] 27188 1) FH AES RESE
2 ulo| =8 ghol Bel 2 & AL g ot R E o 22 Ao 4L Fekam thA) A asl of g T,

54 grolB g gof thall oW o ZEjAlold HAE A FAA gl Isof HH S AHEFU T
I Isof library

o] & S0} libwrap.s0.0 o] Bej 2ol tha] o)W o) A o] o] YaH =) elstelwl b A
.

~]# Isof /lib64/libwrap.so.0

COMMAND PID USER FD TYPE DEVICE SIZE/OFF NODE NAME

pulseaudi 12363 test mem REG 253,0 42520 34121785 /ust/lib64/libwrap.s0.0.7.6
gnome-set 12365 test mem REG 253,0 42520 34121785 /usr/lib64/libwrap.s0.0.7.6
gnome-she 12454 test mem REG 253,0 42520 34121785 /usr/lib64/libwrap.s0.0.7.6

o] ¥ £ host-access AEE] TCP 23 & AHg 3l 4 F9 RE Z2I3 %5 watgh .
whebA] tep_wrappers 971 2] 7k Qe o] EE wf g E BE 2 7S FEEL oA A 2El of $Y

=8

systemd A H] &

systemd A H] 2= URbA 0 2 B ZR2A| X Foll Al &R = T A 2227 9 o} systemd A H
22 9] of 2 = sshd &= += vsftpd 7| )54 o}

ofef gt RS AntH o g A xglo] A E = st v REe] fAHER A7) A S YL o] =7t

¥ el o] EH systemd M H]| 25 FESEaL TA] Al Abel oF S o o] 212 systemctl § & 2 AFE-5)
of root AFE A2 A = sy Tk

I systemctl restart service_name

service_name< A A 2+ A u] 2~ o] 20 7 wA| Yt} (of: sshd).

7)€} 2 ZE 9o
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® Red Hat Directory Server- https://access.redhat.com/documentation/en-
US/Red_Hat_Directory_Server/ ol 3l 93} Red Hat Directory Server 8] A of] tj 3+ &2/~

mE g FEFYA L

® Red Hat Enterprise Virtualization Manager -
https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Virtualization/ ol &}
Z3}= Red Hat Enterprise Virtualization B} 2 ¢] &/ %] 7}o] = 2 Z %384 A S
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AQEJAFUT VN sH S = T2 F4EUT Y5 B8, S8 2 A4 2 9o RE B &
Al =CVSS( Common Vulnerability Scoring System ) 71 & A 4+& /\}%—8}04 H7rg Yok

o e B ek BA Y FFL ol s 5hz B ol BE A 2de] oS AL o i §-4
S8 ART 5 AEUh o] SFE AA AP Fo] ohd w7 ML Ao R b A H A 9
AAH A2 WG I F, 54 Ago) e Aol del2Hw et JF ST MANA 2y
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A X H A
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® Red Hat Enterprise Linux 7 SELinux A}-82} 2 2] 2} 7}o] = - Red Hat Enterprise Linux 7
SELinux 4163} 2 #2] 4 QA1 = SELinux 2= /4] 2= Ao] Wl AU 9] 74 & #4 8 F] ek,

RedHat 72 * ¢

e RedHat 7] %8, 59t - 770 ¥ & 9] Bk 414 6] = Red Hat CVE ] °1 Ml ©] 2~ 3l Red Hat A
et g T ek gl tie Favt g E o] gy th
)

FAETEe] HAl Bt A EA ] sl A gy

e 49024d."GPG 71 A" T &

o]}l
o
ol
N
do
o)
=
o,
@
v
@
N
B
m

FU
035
OIA
ol
rr
%
rE
filo
(o
ol
%
L
)

32


https://access.redhat.com/documentation/en-us/red_hat_enterprise_linux/7/html-single/system_administrators_guide/index
https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/7/html/SELinux_Users_and_Administrators_Guide/index.html
https://access.redhat.com/security/
https://access.redhat.com/blogs/product-security/

4%4. % R Au 22 A 27 73
4%, 5 D Ay 22 A 2 43}

4.1. ¥) 2~ =& B ot
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I randomword1 randomword2 randomword3 randomword4

Alzglo] thiea), 22 B 540 wAS AR SRS Al sk A 9 W AL Aol dle gEE kst
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A S A RF Y A 24 2FeR pAE Yol dEE At BEE =T dYTh fFEEE
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F A A8 FAL ST F AEI T AEAE AT FEE VEAY FEE FA S B AEAT
AN QPEE WE 5 AES T 5 g
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Bl we} ole) & 2ol Y Th w4}

o|2] 3k o] F & ] Al 2E el Abe AME AT ALf FEE A sk A S AT skA R o] & k=)
TES] AsteA AFH o2 A9y ﬁ%ﬂﬂﬂ*ﬂﬂ”%i&%ﬂﬁ%%ﬂ&%ﬂﬂ%‘%
71 om wAstes A 482 dsyth

AFE A7 B E HEAY MA Stk H A A 7F A EH PAME /14 5= passwd T 3
727l s EE)EANST F Ao A7 HUF FAY 28X oW A BE 5 d=A Y
Yt} o] 74 A= pam_datasources.so PAM & & o A =3 §F T},
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Red Hat Enterprise Linux 79l 4 pam_ manage PAM = & & Red Hat Enterprise Linux 69|
A AT FE HAALE Y3 71 2 w52 AFE-H pam_cracklib £ ) ) Jl 54 o
pam_cracklibe} &< & Wl =5 A& o)

o

pam_framework =52 2 #H o] 7o Y& g5 ArE Selse=
TAHUT A AlFd dE T AR A=A ZQl U‘HE} ER
<=4t} pam_ ResourceOverride= /etc/pam.d/passwd 3} ] ¢+ & 14 Li | A= e PAM L E
7} A e sk A8 2 XA 2 A E 7} lete/security/ingressgateway.conf 27 w1 o] 2] H Y
t}. o] 81§ A Abe] AA =22 pwquality.conf (8) nj F+4 T o] x| & H 23514 A L

o 4.1.pwquality.confol| 4 ¢+5 7F = A 7

pam_quality = A& 3l &4 3}z /etc/pam.d/passwd 12 ] password 28 of] T} 8 & 7}
EIR R A

I password required pam_pwquality.so retry=3

2 g Zof St AHGUTh o & o] /o] w2 S EE BT 2 ete] H A 83 4o
o] o+ 57} & 2 3k A 9 /etc/security/dockerfile.conf 3} o) T} 3 & )

I minlen = 8

minclass = 4
A A ELT A% BAo Y@ 4B FEE AR
/etc/security/ResourceOverride.confol t}2- 3 S 7134 o}

maxsequence = 3
maxrepeat = 3

o] ofjoll A YH 3 s =abed o} 7FHE W Ao 3 o] AF xS glom 1111 7 778 37) o]
Aol A% E EAE 298 4 fauo

root AHEAHE s A Ol e 75 & A g5 AHg Ao B AT M AX 7 Yol @
58 AR EE Uk ARt 4T ATk

A7t A Well 4 2R E 55 RIS ¥ Ag st Eoe 1S dUTh g E

W20 2 009)) Fol Al §EE YR FLE v 447} EAHL T o]
2 HASEE A= A, ZAAA v LEHATE A 3HE A 7F 5o
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Red Hat Enterprise Linux 7o 4] &3 A}-& 7] 7+S 2] A 3121 A chage & & 2 A}-8314] A 9.
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Red Hat Enterprise Linux 79| 4 = 7] 2] & 2 shadow % 7} € s} Y o} A & W &
2 Red Hat Enterprise Linux 7 Al =8 #2] 2} 7lol= & fgi@}g Al Q.

chage We e -M &4 Q57 4 Ar) L F2 AFFUT o] B 50] 90 Foll HEHES ALE
A se agedY g wE s AL

I chage -M 90 username

g ® o A username & AE-A}F o] § o2 WA FYTHE U vt E v &gt -M 3 FHoll -1 3he
L3y

9
“’_
chage 0 2 AL§ 7H5 @ 400 thd A4 & W g2 ofeh £E FEIAYA L

¥ 41.chage 5= 34

g4 L
-d days 1970 19190 o] ¢/} WA E A 58 ATk

-E date Aol & e EAE YYYY-MM-DD 2] o 2 x4 3t} 191970 1
)

-l days Al Xé% Z7] Aol %‘i “Jf—i FHEA A FEALFUTE Fel 00 45

-m days AH A7 B E WA SOk Bt A4 U S8 A T ol 0 0] g E L
HEHA gy

- mdays Fert GRS A L FEAGFU o] gH AHE L Foh-d gHOo
ARE L 7t @A GARG F o AY L ALE Y] ol dEE WA oF
ok

-W days AgAA B s Ed A9 d £8P

3t9 =M chage W& & AME-ste] o3 o ARS 717 S AR AR FEE A = dsyTh

& WEL Agale) B8y RES A%

o o] YL AHgs

o
=
o}
‘ ~]# chage juan

fr

A= ke A A Qo

Changing the aging information for juan

Enter the new value, or press ENTER for the default
Minimum Password Age [0]: 10

Maximum Password Age [99999]: 90

Last Password Change (YYYY-MM-DD) [2006-08-18]:
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4. 5 R Au| 22 A 2] 745}

Password Expiration Warning [7]:
Password Inactive [-1]:
Account Expiration Date (YYYY-MM-DD) [1969-12-31]:

AHEAE A S NG GBI HEAES AT 5 AgUth o @A A AL SN G5E W
Aok gt

L 2742 EAGTUT 72 H2E @Foted € Z52E root= 45 {92 dEFH
I passwd username
@ F2l
passwd %92 ] o= null ¢35 24 sk §40] AFYTh null 55 A}
23k AL W 312 W, BAE A ehA] e AL A} o) B8 AL 3hed A&
Ho] 2318t A2 5 QOB R ul$ bR e T PUTh b
B A4S null FEE ALEEA] BN L AR S REAS FE Ul gE R
AR & 33 A s 7] Aol AgA7E 22908 E6)7} HAEA FAsHA
(o)
2. root= v} W H S AA st S dE R E A A8 gy
I chage -d 0 username
o] 5 EA(1970E 1€ 1) & A FU Tk o] 72 &3 ARE 7]

o |o
fu

4 1R
oh',
FU

o)
B SN A3 LE% A ATy o

A 2295 AFg Al A A @5 S A stebs vl A A 7F EAEU T

412 A1 7=

Red Hat Enterprise Linux 7| 4 pam_faillock PAM &5 & A}-&3}H A| 28 #2217 XA @ S92 A
A A E FAEA AL FF 7 AFU A4 2N AR ARE F2 A4 A 458 <
7] 913l 7hs gk FAbE A 34 & WA ok B X 2 AR FH Y

pam_faillock = 55 A& 3™ 2 vja 2 2¢1 A =7} /var/run/faillock T] & g 2] ¢] 7} A&}l el ¥
To] g ol AU

e
A EE A E 20 50 9] & 247k S8 3 o o] 52419 M7 A3 even_deny_ root
FH AL HE A FEASA AL TPl BEASA AL FF 5 AF U

1. 3 Ao Asfsl= §root7t obd AFEAHE 25103 F-ofl =2 Al et ™
/etc/pam.d/system- auth 2 /etc/pam.d/password-auth =} < ¢ auth A A o] F =& 3718y
ot #1355 9 o] AA auth A A & oS 3} 7Folof gyt
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auth required  pam_env.so

auth required  pam_faillock.so preauth silent audit deny=3 unlock_time=600
auth sufficient pam_unix.so nullok try_first_pass

auth [default=die] pam_faillock.so authfail audit deny=3 unlock_time=600

auth requisite  pam_succeed_if.so uid >= 1000 quiet_success

auth required  pam_deny.so

gl s 29 47F 7 dF Ytk

2. o] @AM A | F v o] account A H o B3 & FUHE YT
I account required  pam_faillock.so

3. root Ab&-A}] thE A S -85t W even_deny_root 5412 /etc/ pam.d/system-auth
4 /etc/pam.d/password-auth 3} 2] pam_ RuntimeConfig & %cﬂ] F7Fe Yy k.

auth required  pam_faillock.so preauth silent audit deny=3 even_deny_root
unlock_time=600

auth sufficient pam_unix.so nullok try_first_pass

auth [default=die] pam_faillock.so authfail audit deny=3 even_deny_root
unlock_time=600

account required  pam_faillock.so

ol el Al W 291814 £ & F AHg 2} john o] W] WA A 7E Bk 221 AlE S ] WA Al Al A

A o] 711 T}

~]$ su - john
Account locked due to 3 failed logins
su: incorrect password

o] 229l Ay Fo = A AdH o] ALE2LE X Bl == sty /etc/pam.d/system-auth 2

/etc/pam.d/password-auth < A pam_faillock 7} 3] 2 T &5+ 8 vl 2 o T2 P S F7I5HH A1 &
=3k userluser2, user3 S 2 A A&} o] 20 & upF YTl

I auth [success=1 default=ignore] pam_succeed_if.so user in useri:user2:user3

ARG A E A 2 2 B rootE ok W E S Ag gy
~]$ faillock
john:
When Type Source Valid
2013-03-05 11:44:14 TTY pts/0 V

AREAF ALY o] FES Al sk root= ths R & AF U

I faillock --user <username> --reset
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cron #¢2 A3 &t cron A S A T2l allF AHEAF9] load counter 7} & & AF-&-212
Ao 7€ 71 A4 A F = 2, cron o] o 3l should not be configured for cron. =}Al| 3k 1j
£ Knowledge Centered Support (KCS) &34 & Fx 3144 L.

authconfig= A}&2} A o] 44 Fx
authconfig f 2 €] & AH§-5to] Q15 74& =4 & u) system-auth 3! password-auth s} 2
authconfig #-9 2/ €] 9] 47407 Hoj%1ith o] ¥4 authconfigrt Q12313 Hojax] ek 74

A A AR A Aol $AF 5 5T T4 5+ 2 authconfigol M Ag A A AL
Ao ALESHE W the BAE ALg Sl AR FES FH T T

system-auth % password-auth 3} < o] o] ] system-auth-ac 2 password-auth-ac < 7}
7= AEY FAJAA FAFYTHA =1 7] Z371 ).

I ~]# Is -I /etc/pam.d/{password,system}-auth

0] b3 A A ARY Y27HA AN AT WA WE 30 AUH F AgY]

o,

Irwxrwxrwx. 1 root root 16 24. Feb 09.29 /etc/pam.d/password-auth -> password-auth-ac
Irwxrwxrwx. 1 root root 28 24. Feb 09.29 /etc/pam.d/system-auth -> system-auth-ac

system-auth 2 password-auth s} o] 2 &8 337} old AL S GA S A

b

gy

4 sl o] o] g WA T,

~]# mv /etc/pam.d/system-auth /etc/pam.d/system-auth-ac
~]# mv /etc/pam.d/password-auth /etc/pam.d/password-auth-ac

Off

AR AR Ao A DS A

.

his

I ~]# vi /etc/pam.d/system-auth-local
/etc/pam.d/system-auth-local =} of| = t} & 3 o] 5] of of ).

auth required pam_faillock.so preauth silent audit deny=3 unlock_time=600
auth include system-auth-ac
auth [default=die] pam_faillock.so authfail silent audit deny=3 unlock_time=600
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account  required pam_faillock.so
account include system-auth-ac

password include system-auth-ac

session include system-auth-ac

I ~]# vi /etc/pam.d/password-auth-local
/etc/pam.d/password-auth-local 3} o] = t}3- 3 o] EZ 35| of of ).

auth required pam_faillock.so preauth silent audit deny=3 unlock_time=600
auth include password-auth-ac
auth [default=die] pam_faillock.so authfail silent audit deny=3 unlock_time=600

account  required pam_faillock.so
account include password-auth-ac

password include password-auth-ac

session include password-auth-ac
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~]# In -sf /etc/pam.d/system-auth-local /etc/pam.d/system-auth
~]# In -sf /etc/pam.d/password-auth-local /etc/pam.d/password-auth
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A g2 Al 4L fEy.

4.3.4.1. TCP WrappersE A}-& 3} < iLObind } &

TCP Wrappers A1-§-3}<] 9152] 713 Fej7] 7] mj&o] /=S 2 Ei= s 2o g 4= 7
gto] = I ES2E Al Aol F2 .

G A H] 2o g gt YA AE A G mf vt IP F2E AL . 2 E o] F:2 DNS Poisoning 2
Zlep W oz g = glo oz A& IR uffA] Q.

4.3.4.2. firewalldE Al-§35}<f iLObind ¥ 3

RuntimeConfig bind 4] 8] = oj] g 31 WA+ A~ Z =7} Z ] 3l5}2] @ 4] v] o firewalld 7% < &7}35] 2
£ | E g =29 t) ot a2 F A esp= A o] Forilh.

< firewalld &7 6t ¢1o] 'F g o] 7 7}F] o] 9/} A WA 4= 192.168.0.0/24 1] E 2] = o] 4]
A& zal FE 111 o] gjst TCP 9142 3] & §1] o). = vix]= localhosto] A 5 < 6t Z E o tjj 51 TCP
WAL s gt O 2E 2 A F o

~J# firewall-cmd --add-rich-rule="rule family="ipv4" port port="111" protocol="tcp" source
address="192.168.0.0/24" invert="True" drop'

~J# firewall-cmd --add-rich-rule="rule family="ipv4" port port="111" protocol="tcp" source
address="127.0.0.1" accept’

UDP E2 22 531 At ¥l - §E2 AFE 5142,
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~J# firewall-cmd --add-rich-rule="rule family="ipv4" port port="111" protocol="udp" source
address="192.168.0.0/24" invert="True" drop’

27

firewalld =31 9lo] F & OI/ --permanent = F7}s}o] HF L g FF o2 vhEL .
G E o) e AP B 5. WA A & FE AL,

4.3.5. rpc.mountd # oF

EgressIP .mountd t -2 NFS 1] 2(RFC194 ) % NFS 1] 5l 3(RFC1813)o) 4] Al-§- 3} Z 2 EF
¢! NFS MOUNT 2 EZ 9] Aju] 22 73& g

RPC Ajv| 25 H ¢

\O'E
iy

79 g 7% 752 mF .

4.3.5.1. TCP WrappersE Al-§3} < iLO.mountd 2 &

TCP Wrappers £ A]-§-59] 915-2] 7] A Fe 7} g17] 0] v] E5]2 iz E2E] o5t oAl
2 fAelo] 9lE= Y EY T E A lste= Aol = gt

Lot A H] 20 g ot A AE A &S o vk IP F2F AFE § 0. $2E o] F:> DNS Poisoning %
el Wy oz 9JFE 4 gl on 2 AL SIR] vl A] 2.

4.3.5.2. firewalldZ Al-& 5} <f InstallPlan.mountd &

KnativeServing .mountd 4] v] o] t] ¢ o} 4| =& F 7} A §a}2] ¥ A ] firewalld &4 3 ¢1of
FEH L FolaE S5 U E T t) & G~ E A ghgF]

2 firewalld 53t 910] B3 o] = 71x] of 9J1]c}. A H A= 192.168.0.0/24 1] E -3 Z o 4]
mountd ﬁéa sl & F WA= 28 $2E° mountd 1F4ES 3-8 02 EE RS 4
AH 4o

~J# firewall-cmd --add-rich-rule 'rule family="ipv4" source NOT address="192.168.0.0/24" service
name="mountd" drop’

~J# firewall-cmd --add-rich-rule ‘rule family="ipv4" source address="127.0.0.1" service
name="mountd" accept’

58


http://www.rfc-editor.org/info/rfc1094

4%%. 5 R A 22 N 27 st

FF37

firewalld 331 ¢10] 3% o] --permanent & &7}35}o] 4L ¥J7F oz vt
Brslul 25 o] ) o} XJA) oF 1)) &2 57 HFslu] A2 2 A Z5IH A L.

4.3.6. NIS H o}

Y| E9 =2 FH A 8]~ (NIS)= y,
w2 a5 =9l vl Uiz 7
Eapis o AFgHU

ypserv 2}= RPC 4] H] =2, A} &2} o] Z, ¢} = 7]} #& A H]29]
Fol= BE Z e o tf 3 ALEAF o] F, %’E o 7]} vl gzt ot g 1 E

NIS 41 &= o] 2] o E 2] o] .02 74 HL] T} o] 7]l thge] EeFgi]h.

/usr/sbin/rpc.yppasswdd - yppasswdd 4] H] 22} 7= 5}= o] HE 2 A}-&5}H AF&A}T}
NIS ¢ts 5 W@ & 5 51

/usr/sbin/rpc.ypxfrd - ypxfrd 4] 8] *2} 7% 5}, o] gL JJEYZE 55 NIS <L A5
g ok

/ust/sbin/ypserv - NIS A 1] g] = ¢/ 1]},

NISE 319 EZo] uje} it ohdspa] Fer]th E2E 95 WAYES glov] 93 s A& E

gretal o5 BiE A e ESZE S BiE JHE AS T 04 NISE A& EH2E 4
& u )¢ F2 3 of Fi] Tk o] = NISS] 7] 750] HFH 02 obelslx] Grpi= AP 2 6 Bgal 7
1o,

NIS ] B] Z 7285} = 2 E A& A= vlx] 4.3.44. “rpcbind ¥ ¢F” of 4% H o Z openvswitch
bind A} H] A~ F H QFst 02 H|EY 7 A 33 7+ oS FAE | d5l= Aol E5U

4.3.6.1. Y| EF| =2 A gL F2] 27 A

Jeor

NISE £28 9108 =928 Fa P53 55 e Ful2 dgataz §apy Foja Jr=2
JY a7 A2 = E 1ok HES 2o A =E AP ee Ao] w2 NIS B} b al A g

2 Y EY2E Fo A4 drir pzAE f50] At A5 e HEYZ HAE {7 1ok 9JuH
2 @xais o =80 2 5 A&t

4.3.6.2. of5 9] 22 NIS =1 Q] o] 5 W 2 E o] F A&

o
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%52 AFg 3Fo] AH§ 7} NIS A]1] 2] DNS 52 o] £} NIS ] ¢l
vjol 4] §30E 72T 7 ALk

& 5o, HF ZirEE vl ERZ AFsA} 9 Y ERZANA (F Y7 IPF=25 27 317]
gJaf Az]) o2 5 E 2 9314 /etc/passwd 7 o] FEA]HLr].

I ypcat -d <NIS_domains> -h <DNS_hostname> passwd

o] 3> 27} root AFE- A}l 7 tf5 FF S 9 g5} /etc/shadow 7S PS = Q1]
I ypcat -d <NIS_domain> -h <DNS_hostname> shadow
2

Kerberos E Al-&3l= 7% /etc/shadow 7122 NIS = o] A] ZFE] =] gF51] .

NIS o] HA)~51= g*F =7} O o] 2] YX] == 5lz] EH orhfawtgmhwg.domain.com 2} Z+2 DNS %
2E o] Fo] gjs] 9Jo]o] #FAHES vy, vpirfA 2, O E F AL Z NIS 9] o] F2 Yy g
o] 2 915l ¥ X}7} NIS A] 6] o] A A =3}7] 7} E# O o]z 9] &1

4.3.6.3. /var/yp/securenets =} & #HF

/var/yp/securenets 5} ¢/ o] v]o] QIAL} EA]R] gFi= F-H(7]E &R o] 72 F¢)NISE ZE Y E
H=ZE 7 )7 gy . 7} v Asof & 9 5 )= ypserv o] FHH st Y|E R T 9] @ F vt §HIE
= g} of YupAF/4|E 37 4L v X sl= A Y.

%

=2 /var/yp/securenets 7 o] #Z gEQl1]r]

I 255.255.255.0 192.168.0.0
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72-%'

/var/yp/securenets 2} 22 W4 5]x] gk #2002 NIS A ] Z A] ZF5}ER] of &
4] 9

— 0

o] 7] IP £2FF 34 o 2P E H o E A3 Xk NIS 4] 6] A]H]=2] Yl Ef] 0= &9
A gto] &1

43.6.4. 95 £E 35 @ 9lo] 775 A1E

NIS<} A& 2E A6 9= INPUT .yppasswdd E A 9] ¢ ¢ EEO] 28 5Lt - AR
7} 229l Qe E WH S 5 e gqEYYg. ZEE gE F NIS A/ v] g)#¢] INPUT .ypxfrd & ypserv
o GG B 752 Y5 NIS ] 2 FUFZHE Fo12 w5 D 5 Ao

o] 7] s} ¥ /etc/sysconfig/network o c}-S- -2 F 71§}

YPSERV_ARGS="-p 834"
YPXFRD_ARGS="-p 835"

F&
)
SNy
Y
\0'11'
e

# o o] firewalld 7732 A}-&35}o] AJu]7} o] 2 3t EEZ =4

X
| =3
i)
-7

HE E-r-/

~J# firewall-cmd --add-rich-rule='"rule family="ipv4" source address="192.168.0.0/24" invert="True"
port port="834-835" protocol="tcp" drop’

~J# firewall-cmd --add-rich-rule='"rule family="ipv4" source address="192.168.0.0/24" invert="True"
port port="834-835" protocol="udp" drop’

=, A/ H]+=192.168.0.0/24 v] E 2] Z of 4] 2 F o] A 3> F-7-o v} ZE 834 ¥ 8359 tjj st 27t 5]
885}, X A 732 TCP & UDP & % vl 75 91/

iptables 572 41§ ato] Waly elo] v A UL 55 W A& & F
ZFHA] 2.
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4.3.6.5. Kerberos °1= Al-&

NISZ 9l o] AF§-& uf sz2]alof T #A4] & sfrhs AF§AF7} Al = Ho] 2729 v}
fetc/shadow 51.9] 915 a4 7} W 92 E e d4Hrrs ALtk 3 97 NIS ] ¢lo] o425
7 U EYZ B 5L 2] Yot G AMEA o] B 95 ANE FHE 7 AFHTh FET A DL
Y7 915 2o Zuafe % JEE 758 7 don FARE EZA FEE AT o
A2 7 o

Kerberos+= v] ¥ 7] ¢} 3} & AFE-0lE 2 YIER I E &3 ¢18 A7 HSHA Fernz A]=H9
Hoke g4 o ¢Fd sl 74 e + A1 H. Kerberosol o o 2}4 ¢ v &2 Linux =7 ] ID, <15 &
g & 7}o] =] Kerberos A1-&S 9]¢t ldM=Z =73 AHS F=314 A1 2.

4.3.7. NFS H o

NFS Ezj5& wE 1] H oA TCPE A]-£31] By = 9] © 1], NFSv4E A1-§3}= 4
- NFSv3 b}l NFSv3<} g7 AFg3sfoF g ). 2& Bl 9] NFSi= RPCSEC_GSS AY
2 E5o] JdHZ Kerberos A2 @ 25 9152 =] ¢l ¢}/ ). Red Hat Enterprise Linux 7
2 Diffie bind & Al-83}+= NFSV3E X] g5} 2 2 Al &A= A<= FgrEo] Q5]

4.3.7.1. Y| EF =2 A gL F2] 27 A

Jeor

NFSv2 2 NFSv3+= ¢ vHe o = fjo]El & QFF 1R &2 Yej= de st r). o)A ZE& vl Hdo]
NFSo] 4] = Kerberos & A}-§-31a] ovt 749 A28 912 ¢I5(2 de 5oz gsahe + Y/
NFSv4ojA] = 2 E zF¢] o] 4] KerberosZE A&+ + 9l 1/c}. NFSv2 i== NFSv3, 3 FH 2 o] 2 E
oAl i= of F 3] o] 5 AF&5}X] &5 ). NFSv4.02 A& 3}= 777 Z2fo] 1 EZ} NAT B = #s] 8
Ao 2]oo] 7Z1E + s t). NFSv4.12 A1-g-3}of NAT & 38l 2 F& 9] 92 2] sf= ¥ o
ol x4 ot 1j]- 82 Red Hat Enterprise Linux 7 Storage Administration Guide2] pNFS 2] {2 #FZ 5}
A L.

4.3.7.2. NFS n} 2 E 24 Ho}

/etc/fstab 71 2 o] ] o} .2 E B & X]-&.2 Red Hat Enterprise Linux 7 = E 2] x] #&] 7}o]= o] o}.2
E JF AL Fo 5ol Qg B ot Ae] A= ALEA A Y 7)E SHE HY 5= b AR
8} = 9l /etc/nfsmount.conf o NFS v} 2 E 42 A F e =% Y.

4.3.7.2.1. NFS A] 1] 3}9]
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4%, 5 9 Au 2z A 29 78

72-%'

FF gL AlAdol g o) gl AJAHo] 519 OJdlE ] E JHi= 2
HOF EA 7} & 5= QL) Z-2 o mja} Za}o]ol E 7} 5le] A AElo] L”_E Hoo
" sta] Y Y] 7] sfA e P o 2 o] &3 7 1] o exports(5) =52 7] o]
2] 9] Eg] AH F=).

np 2 EH 9 A| =gl & 7 = AR 7E =0 17/ el 7hs ot -2 FY FL A =HE g7 A
02 YR Y 10 §HE AE G T U] LG GPo W $H T A YA 2. A& ] &
2 man exports(5) z| o] x| & FZ N A] L. 227] A4 o]_Q_o/_n:] e z7he JEe gz 270 9

g o] F7lg] ). of 7] o= tmp 2 Jusr tmp 2} 72 ou] g sz 7} e,

rw 53 A48 3]e] H A2 vl Lo i g 58S #ol] Hal et A9 9 Hee
HE AFE S 7 YEF Pk AR A Se] Ao HoA F O E e E Yr = AL A JAER 9%
& A FopA Lt oFstA %‘I‘i}floi 7] mj#o AIHEZ E 7 Ao HSe]A o] H ﬂES’ AE 27
28 g o] 2 5t _,772‘570] 2w Y. AR Apgaf= SSH 7] & Hg iz oz F O
2= 98 o] ASE o] gt ¢S A1&E FA 57 1} KerberosE A1-& 3} 5 9] # o] 2Fs}H H .

N4 dglo] Ha e Fajo] e v 121 7] E 5§tk NFS 4]1]o].4] showmount -e 53
2 Alg o] M E YR 9 AEFT 53] Bas] e FEL WHYA o HAL.

no_root_squash 5% Al§31x] @31 7= HAE FEs}o] AlEHA] F=X] Il g ol A oF
] &2 4.3.7.44. “no_root_squash 5412 A}-& 13| vl {]A] 0. E FZlHAL.

secure S41L “o oFE” FEZ LB 7] E A st5l= b AFLEHE= A B = Y E7] 49910 7]
HZA O g Anl= J]E Fefo] A E(q): AY vj] NFS ZFclo]d E)ut “Ql2] g 4= Q=" F=(of: AY
NFS Zz}o] A E) vt 5]-8 3 7] g “of oFE” 3 E( 1024 ] 7ro] EE)o,Vf o} Zalo] ol E EXL 5] L3
Ul za 1} B2 yJJEY FoJir] dH Falo]o] EoJA] root ] HE= HL o] FX] gro o= /{fﬂf"]/‘f of oF
H ZE9] Flo] Agto] Qlrpar 71y 5f= A2 A 9] ¢Fd5HA] °”‘L/’:} ajefA] of oFH E Eof El/i"?‘}//m‘
< A etd 79t o). Kerberos, #3l¥ W 57§ Zalo] Q1 E o fj gt v Hij] 7] A gto] o] F5}= A o] F
.

2B o] Fafo]dl Ex 7} 5t -2 o FH ¥ —Ex}ﬂffws} Z1} o oFH FE = AotH a2~
o] B2 Fe}o] 1 E (53] B2 NFS rp2E7} Qs FE)E 2 W59 FESAEIES M98 7 5
1]}, Linux Zz}o] 91 E = “noresvport” uf L E $42 A1-g35lof o] YL g & = Gl )]
7] oA o] & 3]-& 3} H “H] H P Bl 7] §HES AFEE}o] o] H S TH T 7 A
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A AT} Aol 22918 7 YEF i
WIS QA2 G 7 A= AEA 2 FEE HEF

x
S
iy
Ty
L
£
=
@
2,
R
Y
X
N
2,
o,
o
1y
ot
Qﬁ
e
ol
5
2,

9

4.3.7.2.2. NFS Z&}o] ol E 319]

nosuid 542 A& 5o setuid =2 7 H o] AI-§2 5]-&3}x] &1 ). nosuid 542 set-user-

identifier B = set-group-identifier v] EE v] &3 5} g}1]r}. o] &7 5]H g7 A}& X7} setuid Z= 7H
2 H P35l O =2 AL AL 5 HJ5Hrl. F2lo]E Y Au] SJA] o] 4L ALg gLl

noexec 51> Fejo] N ES] B= JY v L v| Y] Gt} o] F AE5F] ALEAT} 3 5 ¢
T A2y o] A gH dE d2 dP5)X] Xl =5 g1]]. nosuid & noexec 5§82 b i 7Y

Al 2Hlo] ofHd Z-2 FF 549 L.
nodev 54 S AF-& 3} o “device-files” 7} Z&}o] 91 E o] sl= o] FX|Z 2] HX] gre=5 gl

resvport 5§42 Ze}o] A E Z vl 2 E 4100 secure = 3 S A/ H] 5 ] M 7] 5549 9] 1] o} (9] <]
Y Fx). "} ZE G FXNL A FF ] o F H= "Ie] {" EE= root AFE A} 22 A 9
= AREA B Z2A=F fle o SfE o] et o] 5HE HFY5H Fefo]AESf o ofH £ FES
AE-Spa A H Sf & g .

2&
e
X
Mo

& B 72 NFSoJ 4]+ o] #] Kerberos 0155 Al-§ ot vl 2 EE A2l gl t]. o] & S-¥ 3}
E §41:2 sec=krb5 ¢/1]r].

NFSv4oj 4] = 22 3 2 95 krb5i E A}-& 5t Kerberossl 7J 91 F 1 H 5 E 9] krb5p S Al-& 3t o}
L EE X g gl o]i= sec=krb5 = v} 2 E g g A} =X 7F NFS A] v] o x] 2 5] of gFr] ], <}A) ¢F
] &2 Y] ]l 7](] g5 W Hij] 7]) o] =22 F o] X & FZ3lH A L.

NFS =22 o] x](man 5 nfs)oji= NFSv42] 1 9} 72 A1 -2 H 5 el 2= NFS 54 rl2E 2

o] Zgteo] 9= “SECURITY CONSIDERATIONS” &) o] Ql51]].

krb5-libs # 7] %] o] A] Al gZ5]+= MIT Kerberos 2} o] H 2] 2] = A} vl 3 o] 4] DES(Data
Encryption Standard) 237 2] 52 A& 51— AL 1A g Hola B 58y
2] o]+ = DES:+= Kerberos 2}o]H 2] 2] o A] 7]E & 0 2 1 o] § A& H | o n] H] &
Yol ey o] Al =2 HoF Gue]ZS XA g F 7o v DESE AFE 514/ 4]
o

.
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4.3.7.3. Syntax 27 3 2

NFS 4= 29 5e] 2] =€ 5} o] & ] I £] 2] £ fetc/exports 78 FZato] il EAEE
AY It o] UL AH G u] #E FUL F7}HN] FEF FFH A 2.

o] & o] /etc/exports 7Y o] O} 2 2 /tmp/nfs/ O] A E ] Z 2] 7]/327] A+ AF& o] S2E
bob.example.com o] 3*4%- %]}

I /tmp/nfs/ bob.example.com(rw)

95t g E2] Z $AE bob.example.com 7} 2] 7] A& #H 3t

vt /etc/exports 7Y 9] 0S¢ &
ool g7t #A)2 oI5 817] A& Aoz Fa

O Z FF32 TAE o] F9f

N o
Y °lﬂ

I /tmp/nfs/ bob.example.com (rw)

showmount 5 3-& A]-§ 3} ]

ok

ol

# 5 g Felstel 748 NFS F5-& el

\0'11'
rr
Y
<9,
o
T\
N

I showmount -e <hostname>
4.3.7.4. no_root_squash 5412 A}-§&5]X] o} A] 2.

7] 3 2 2 NFS 347+ root AF§AIE ¢ ¢to] §li= A&} A <1 nfsnobody A1-§-2}= ¥4 g}
oj& 7 5}H B E ZEJ} Yt 5 o] 2327} nfsnobody = Bl 7 5 o] setuid bit7} &g H ZZ 723
Y2 @gXa 5 g,

no_root_squash E Al-&35l= -2 d7 ZE A g = 5 7 A 2d o] 7L WGl fE A}
817} o= alA] g A AT 5 Y=F Trojanso] 2la] 79 A ZeA o)L G & 5 et

4.3.7.5. NFS grsj8 24

NFSv4= Red Hat Enterprise Linux 72] 7] NFS v] zl o]o] TCP-&© Z vt ¥ E 20495 & o] oF 3]
t}. NFSV3E A}-§3}+= -7 o} 2o 43 H tj = 47)°] F7} ZE7} F 2§},
NFSv3e] ¥ E 2%

NFSoj] A}-§ 5] += ¥ E=168 bind A]v] 2] °]5] & o 2 ggs oz Wsjy 752 vls g FA7}

WY st 7 Yerr]r). o] XA~ E Bastsle H fetc/sysconfiginfs 592 ALg o] ALg et FEE 7]
B gyt
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MOUNTD_PORT - o} 2 EZ 9]t TCP & UDP ¥ E (rpc.mountd)

STATD_PORT - ¥ &]-§& TCP ¥ UDP ¥ E (rpc.statd)

Red Hat Enterprise Linux 79 4] /etc/modprobe.d/lockd.conf 5} 2 o] NFS &= #&] xF(nlockmgr)
©] TCP 2 UDP X EE &g g1l

nim_tepport - nlockmgr2] TCP ¥ E (rpc.lockd)

nlm_udpport - UDP 3% E nlockmgr (rpc.lockd)

A E EE WS g2 AH]2oA] ALEa)AE o Hi. XE W5 E 2557 TCP 2 UDP ¥ E
2049(NFS)E 3] -8 5}=5 ol e 74 gLk A1§A} 2|9 7} 8 NFS gz #e) 4 vl ) o] o ¢
4 3.2 /etc/modprobe.d/lockd.conf & FZ 5] A1 2.

NFS 4] 8] o 4] gRPC info -p '§ %S &P 35}of AF& 59 ZES RPC ZZ 73S sfolgi].

4.3.7.6. Red Hat Identity Management=Z NFS % oF

Kerberos 914] NFS &2 Red Hat Enterprise Linux<j 3 ¢+= Red Hat Identity Management=
Al&5li= g oA 27 YastE 7 s o

Red Hat Identity ManagementZ Al-§ g+ ] KerberosE Al-§-31of NFS & H $35}+= WS ol
2/ ™ Red Hat Enterprise Linux 7 Linux =19l ID, ¢15 % g 7}o]= E FFA] L.

4.3.8. HTTP A u] 1 QF

4.3.8.1. Apache HTTP Server % oF

Apache HTTP ] u]= Red Hat Enterprise Linux 79 A] 7} 3F ¢Fg & o] 17 QL7 3t A] H] = 5= 5L} QL]
o}, B2 9] $457 7]aL A1-& 35} Apache HTTP ServerE H 53 4 &1]r). of2 Al {oj4]=
Apache HTTP 4] 1] & 24 & o 12y Alel & 7Hefsts) 5 g ok

ggol A7) dol A=FgN dY 59 22 YES} g 2 FEF=A T 39

&
by
N
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I A] L. B SF root AFE AT 2 F E = CGIE X §3sf= t g Ea] o 7] Adto] Q=X g2l
o}, o] &7 312/ @ root Al g} Z 02 FFL 9]}

I chown root <directory_name>

I chmod 755 <directory_names

A|2H A2 2= oS 78 58S AFE & g 2] 8 of g} 1] o} /etc/httpd/conf/httpd.confo 4] %4

FollowSymLinks

o] A2 7] F o7 FYsjr]o] Qlormz 9 Aujo] A FEO Ggjst Y EE Y25 YYI
g] Fo]3I{A] Q. o] & Eo] /o st JEE P E A Fl= 5L £ Il

Indexes

o AL A A2 B A0 RG] @ - Al S A A 5
912 ZH eI Eelie s ol o AL AAF T

UserDir

UserDir x| A2 A] =gl of] Al <} A o] Qli=x] 8Felst 4= glo gz 7]H A o g H|F 3] o]
Aol A u]oA] A&} O] e E] 2] AL Fy3lslaH oS AES AHE g

UserDir enabled
UserDir disabled root

o] 2] ¢ XA -2 /rool 7} oFHl 2 = AF§AF U] A E] 2] & F Aot AFEA) T 2 2] S B 5
1)}, W] @Y 5 AF 5o A-§2E 5752 vl UserDir disabled Zo] 1.0z 235 1§}
222 Fo)h

ServerTokens

ServerTokens <] A] -2 Z2}o] =] ] HEH= v &8 o]t H=g Ao gr] o o 7]
i g AV 7F AL el LA A FE 7 e el § o EHEH LT

ServerTokens Full (7] §4) - A& 7ls 3 & JH(OS 73 HAI&H 2&5)E
A o EH o574 25y

I Apache/2.0.41 (Unix) PHP/4.2.2 MyMod/1.2
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ServerTokens Prod &= ServerTokens ProductOnly - 0}-2 g H E A 3> ¢/}
I Apache

ServerTokens major - t}-% g H E A g~} 1] .
I Apache/2

ServerTokens Minor - t}& 3§ B = A 3> ¢} }.
I Apache/2.0

ServerTokens Min ¥ = ServerTokens Minimal - o} 72 & H E A Z g/}
I Apache/2.0.41

ServerTokens OS - £} 2 F H & A g2¢f] .
I Apache/2.0.41 (Unix)

Zzp7} A] 2 Hl o] gt =93t FJHE oz Z51== ServerTokens Prod $-412 A&

IncludesNoExec R]X]Z-& A A 5}x] vl A]©. 7] 2 2] o = Server-Side Includes

(SSI) m&5L FFL AP + Asv. FAF2 OE A7} A| =R o A] L AP
T Yonz gteA] Qg F-gof ofi]H o] HF b!]ﬁjlx] ol Aol =]
httpd 2 &5 A A

58 Ale] L oAl 54 hitpd 25 & A 7] 51 o] HTTP A] 8] 9] 7] 55 A ¢ 5}= A o] 3
#/4] /etc/httpd/conf.modules.d t] g E] 2] o] A] 7 LS AP ] A& S0] ZFA] ZEES A7}
FHH oee I

I echo # All proxy modules disabled’ > /etc/httpd/conf.modules.d/00-proxy.conf
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/etc/httpd/conf.d/ ] & E] 2] o = B2 &L Z =5} ] AFE 5= 74 # o] EgtE o] AFL o

httpd ¥ SELinux
ZJA) 3t 1] 82 Red Hat Enterprise Linux 7 SELinux A}-§-x} & # 2]z} 7}o]=2] Apache HTTP 4]

Bl 2 SELinux 35 #3514/ A1 2.

4.3.8.2. secrets H o}

NGINX+= 2y 5 HTTP % Z 5] Al u] /1] o}, o] HHA]= wget 7Y F3JA7]&= F7F BAE
retetA 4 E 9o wget 7§ 71 9] server A H oA g ¥ WY ALSE B @9 -

v d #A} v &Y 5}

3R 7F A H o A A 5 ¢IngressController<] v d < o}53]4] Xl =5

2 AFg g o,

\O'E

g o 848 58

I server_tokens off;

ofi= W W5 ] A7 <] FAE U072 23] AFIE BE 27N nginx AL 17
518t e 1)k

$ curl -sl http.//localhost | grep Server
Server: nginx
F7F B oFAd 3o Z§

RuntimeClass} 7] &*5}+= 2} 23 o= &2 & 58 § A=A o] & 7 k< et3)sl= +7F HTTP
e 7} EgE 7 A&

add_header X-Frame-Options-02-EORIGIN; - o] 5412 = 9] 9] o] 17 E sjo]X]E #
‘F3fojPeriodo 4] A g of= EE ZHZEE L Yol A4S Z FE A7 FHES g

add_header X-Content-Type-Options nosniff; - o] 5412 o] 7 Hzl-2 %] o] MIME %-%
24 F L gA g,

add_header X-XSS-Protection "1; mode=block"; - ¢] 52 Al-& 35} clientSS(Cross-
Site Scripting) £ 3 o] 7} =] <] @A o1, o] {412 AF& 3] browsers} rfcol &gl
ZgH FAFo = o Ho Zazg ddF st 2 Hih
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Potentially Harmful HTTP %] H] 8% 31

Yol H F-7 A2 HTTP 3 o x] = S F A7} g fEFe] A o] HS bl =Esl =5 HAH ¢ A]v]o4]
FAS T T A7 "‘L/E}. o] £ Zo] TRACE W49 2 XST(Cross-Slte Tracing)Z 5]-&3}= Ao =2 4]
A Ad&sH o

NetNamespace ] 1] o] 4] = o] 2] ¢t 73] e HTTP - # v} of ] 2} 3] § 5] o] oF 5= G5 v} 3] &
o)) WyE 5& g A A5 0] a7 Zev.

\0'11'

of

# Allow GET, PUT, POST,; return "405 Method Not Allowed" for all others.
if ( $request_method !~ N(GET|PUT|POST)$ ) {
return 405;

/
SSL 7%

NGINX ¢ ] 1] ofj 4] A & 3]+= d] o] | & B & 5] W HTTPSE &3] ¢} A &3]+ H] o] E| & B 5 5]+
A o] FE51L ) 8.9 A]H]oJ 4] SSLES A} &35 gl 2 B Y Z2HS YJysleld

Mozilla SSL 75 457 & 325441 9. 95 H 742 A8 aHl Ualdl FoFe 2 2 & (o] SSLv2
== SSLv3), 943 ¥ &y &z (al: 3DES F= MD5)o] 1] &5 5} 1] 1.

SSL A]1] 6] 2 & 41§ 5Fo] 75 0] HA 1ok 27 AP FFEA GG 7E g

4.3.9. FTP # 9}

FTP( File Transfer Protocol )= Y EY=ZEZ E3] 4IL ?o‘}E 7 E o]d TCP ZZEF 9
O} Al g2} o] =2 Fglol AJujo] R E Ef AL 55l ER] Qo olFsIx] Qe EZEZZ 15
He=Z 1‘_731‘5}7// g oF gl

Red Hat Enterprise Linux 72 = 7jJ 2] FTP A] v] & ] g%} 1] l.

o
N
M
¥
i}
oY
w
R3
X3

Red Hat Content Accelerator (tux) - FTP 7] &

vsfipd - FTP Aju]20] %8 AgF B ot X g 73

2
L
£

0}2 i oF x] &2 vsftpd FTP Al 5] 2 & &g 5]7] 9]t A ).

4.3.9.1. FTPRuntimeConfig Banner
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4%%. % 9 A 22 N 27 33

KA} o] F 7] 9F5 & A2 17] Holl TE AFEAA A W] T} EAFL T 7 EH ez of wjiio]
£ Alg] kg2 Gelstelm shs A AN 7§ ¢ v H0) EeEo] Ui

vsftpd o] QIA} B & Bl 7 5l W oS X] A2 /etc/COMPLETE/vsftpd.conf 5} Qo] =75} 4 A]

o
. )

I fipd_banner=<insert_greeting_here>

?] 9] 2| A]E 4] < insert_greeting_here >Z QIA} ] A x] ]2 E 2 vlF1L]T].

mutli-line banners<] 7 -8 uj1] 3192 A2 5t= Fo] 7}F EL4:1r). of & vjij o] FAa]E th=35]l5}
ZH 2.E v E /etc/banners/ 2}= A t] 2 E 2] of Hj X] g1}, o] o o 4] FTP &772—1_,] Hj] 7oL
/etc/banners/ftp.msg ¢/ L]t} O} 22 o] 2§} 7} o] o] BA] FA|E=2] Ho]FE= of 91}

I #i#####R#E Hello, all activity on ftp.example.com is logged. #########

27

4.4.14. “TCP Wrappers ¥ xinetdE A}-§ 5} of AJH] = H oF” of ] g H g = 220 =
7o) 7} =2 A1 Fe e oF e

vsftpd ] o] QIAL v 32 FFF 5l H o2 X A2 /etc/COMPLETE/COMPLETE.conf i &/ of
S aaiza

I banner _file=/etc/banners/ftp.msg

31 4.4.1.18. “TCP ¥ % ¢4 vji]” o] &5 H gj = TCP WrappersE Al-§3}o] o]+ ¢4
of F7}uj]E B + Qg

4.3.9.2. 9] oY~

/var/ftp/ o g E]2] 7} gl o Z)-g o] g4 3H 1

o AAEE GG 1Y A8 Y vSMlpd 97192 UAofis A5/t of A7 o 41
8319 f e 2] £2]& 452 o) AFgRe] B 8] d§oz Hd o) et A FH
.
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Aoz oy AFgAE HHE o] & 5 gE.

“ik 7]

FTP Aju]o] tj gl o)) ojA| =8 G431ed 523 vlo]5 7} g8 SAE 4

o] 51414 2.

4.3.9.2.1. 9% 9=

GO AFERTF AL ES YEEG 7 Q=5 5 H var/fip/pub/ o] 227] A& dHE2E vrE= A
o] Fgtjtl. o] g7 5}z root=Z o2 F -EQ g g,
I ~J# mkdir /var/ftp/pub/upload
5o 2 oY ALgA 7} O] e ] o] Y &S & 5+ =5 Ao Wg .
I ~J# chmod 730 /var/fto/pub/upload
Heez]e] 71 F4 E52 o2 gofof gl
I ~J# Is -Id /var/fto/pub/upload
drwx-wx---. 2 root ftp 4096 Nov 14 22:57 /var/fto/pub/upload
o) g o] AFg AL e Ee]of 23 & 7 YU EF 5] & 5= He]R= Al v 7} TFe] F £ ZE g o] o] A
=7} He= F27F s
I3l vsfipd 9 A] o]% @2 /etc/COMPLETE/vsftpd.conf 5} Y o] =7}5]4] A] 2.
I anon_upload_enable=YES
4.3.9.3. A1&A} A
FTP= Q152 98] ¢Fd6lx] &2 Y EYZE S T35 A &2 AFEA} o] 57 925 A&l =

2 A& A AF A A Mo tj e A ZH AP} HA L E AR e F o] EoL] T
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vsfipd © 2= &A1&} A]g & 6] &Y 5512 H o5 X A]#2 /etc/COMPLETE/vsftpd.confoj 37} 3}
HA L.

I local_enable=NO
4.3.9.3.1. AF&} A9 A 5t

root AF-§-2} & sudo ¢ gto] Q= AFEAFI} S 59 AY = 5 AY 27l djs] FTP 4=
Z v gy gl 713 2 PHL 4218, “FE = 587 o] 4B H ) 2 PAM 55 7192 4185}
= A ¢/t vsftpd 2] PAM 2% 71 -2 /etc/pam.d/COMPLETE §/1]t}.

2} A H] 2 o)A AFEA AF S A v EY G FE Af]oh

vsfipd o 4] 58 AFEA}F A|d & v] &Y 55l W A& A} o] 55 /etc/COMPLETE/ftpuserso] 57} g}
L of.

4.3.9.4. TCP WrappersE Al-§-3} o A o] JA]=

TCP WrappersE A& 3} 4.4.1Z. “TCP Wrappers % xinetdZ A}-§-3} o] A 6] HoF” o 43 H
f 2 FTP o] gj gt 4] 2 o] ghr] ).

4.3.10. Postfix 31 oF

Postfix:= SMTP(Simple Mail Transfer Protocol)ZE A}-&3}o] t}-2 MTAS} o] & Z2lo]dE T
[ ool A E o] HA vjrR]IXE G sl= MTA(H Y F 5 o o] AE) 9/t B2 MTAZ} 4] Z 7Ho] Egj
2o 55 e = A O R EL 78X oz FL YEYITE 53 ojuf YL FFs= AL 2F
Z o zZ oLF 5] x] ghe ERl g4 o = 71575 1] ). Postfix:= Red Hat Enterprise Linux 7] 4] Sendmail
2 7] MTAZ oj 7 1]}

Postfix A/ 8] & 78 8}2] = 2 Algho] 2 24 E ] d 5= Aol E5U

4.3.10.1. x]H]= 73 32 A&

oju Qo] £ 0 = ol5) 8] H FZ = AJu]oA] & HA m = Wl A A AHHZ o) oZ]
T . o2 e 324 9] ZE Y2 /etc/postlix/main.cf v} Y o 4] x| A]72] A ot& &g fof A et 7
sl o]o] Q= RJAIE 9] Fe viFsEA L H R AAEL O F oz o1 5+ 95
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I <directive> = <value>

T8 A2 AR 222 A G o A8 7 A AR BZ Y,

smipd_client_connection_rate_limit - &2} o] 91 E7} A] 7F TF 9] o} r} o] A]H] A2 Z = g}
7 = Fo) AF A E Yoo} HFH). 7] E 7S 00] 7], o] = Postfix7} 5]-& 3 4+ 312
o2 Zalo]dEA] A7 GG BS AFL 5 USL oujgryr). ]2 F oz F T

= v E 929 Fapo] =i A9 H ] .

Y

anvil_rate_time_unit - o] A] 71 G-9]= £ A o Ao AFGH U o 7] E g2 60= 9/ .

smipd_client_event_limit_exceptions - ¢1Z2 & 2= A o} B F o] A 2]H ZFlo]AEQ
o 7j2 o2 RIS 4 Qli= YJER T 9] Falo]dE= Ao HL .

nameserverd_client_message_rate_limit - Z2Jo] A E7} A 7F GG 2 F T 5 Q= F
o] WA x| F4 591 Postgro] A2 &5 Al X & 58 3H=x] of 9} BALL]).

default_process_limit - x] g H A] H] =~ ZF ] 3’5} Postfix 5} 9] ZZ4]>9] 7] H FHg]
¢/t o}, o] A ¢ master.cf 7} & o] 2= 5 Ajv] =0 bjsf YukstE = 5o 7] E 52
1009/ 1] }.

queue_minfree - v & o] H Q¢ o 7] F A A ZF o A] AFE TFs o FH s FZH(HFO]
E) ¢/} o]= ¢l A Postfix SMTP A] v] o A] A}-& 5} & v S 3] & 8R] o FF 51
o Al E U 7] F o 2 A& 7}5dF F27F 7] 7F message_size_limiti o} 1.58) o] w9l 7
-7 Postfix SMTP A v]:= MAIL FROM '3 % & A2 il O =& A& 7}soF 327 A o+-S A g
5} 2l message_size_limitZ 1.54) o] 3} ¥ g} 5}+= queue_minfree z-2 X3 sl A] 2. 7] E 3
© Z queue_minfree 72 09/ 1]}

header_size limit - HjA] x] c] & A F5}7] g3l vlo] E Ttg)o] o] v za] 9]l &
o7} & 7 271 A1 g 712 52 1024009/ 1] .

message_size_limit - 9179 §H E ¥ gF5}of A x| 9] FHo Z7](bfo] E) Y]], 7] 2 gt
2 10240000 ¢/ 1] .

4.3.10.2. NFS % Postfix

NFS

oy

5 ZF 9 Y 2= g E2] /var/spool/postfix/ & $ <] o] & A] 2. NFSv22] NFSv3+= Al-&
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2} © 25 ID] tj & A o] & RA 5] Gorz 7 5 o] §o AL A= FU e UIDE 71F 7 2o 4]
29 Mg 74 B gL 7 AFTh

Kerberos E A}-& 3= NFSv4oj 4] = SECRPC_GSS # Y = &o] UID 7] vF ol =
§5lx] ooz o] 2]l FA s} B 5ER] ). 221} NFS 375 5 i ¥ =
gl 2] & v A] 5}F] &= A o] FwH -

4.3.10.3. v & A& A} &<}

Postfix ] v] o] ZZ AF& A7} o} 5= A LS FA 7] & v Y AFEAF} o] o] Y ZZ 2 H S ALE
3}of Postfix A] v] o T 4] 2 5]= A o] 7} Fet]ol. v Y A1 6o & 7 gL 5] & H =] Gofof 5pr
/etc/passwd 2} Q) o] 2 E AL} €2 /sbin/nologin © 2 g3 oF g}1] c}(root A& A 2] 5} 32).

4.3.10.4. Postfix Y| E¢ = 53] 6] & 3]

£

7] % o 2 Postfix:=2Z F2Z v F2vF 21 gf 7] 51 =5 47 F 1 t]. /etc/postfix/main.cf 7 -2
(e}

B o] & gelF 5 el

/etc/postfix/main.cf 71 -2 ¥ v ]2 inet_interfaces & 7+ 3 A 5 =] 29l gFL]r}].

I inet_interfaces = localhost

o] & 7] 5}u Postfix7} v] E ¢ =27} oft =2 A] 2e9] u] ol mA]x](f: cron ZFY 1 24])et 5=2F5}
A o o]= 7] &g o]r Postfix7} Y E9] = 3*4 ° 2P F B35 g

localhost A 31 #j] /] & Postfix7} 2= ¢lg] 5] o] X ojjA] =3I O] 7] 6} %= 5 5]-& 35} ¥ inet_interfaces
=all gL A8 + s,

4.3.10.5. SASL 2 A& 3} == Postfix 4

Red Hat Enterprise Linux 7 1] & 2] Postfix == SMTP 9/ 5(%+= SMTPAUTH )£ ¢/5j Dovecot 5
+= Cyrus SASL 782 A& 4 Q5. SMTP Q152 G mjd A4 22 EF o] g3r¢/jo]. &%
2} G5, A9 Fefo] A E F oA A gl X 7= A5 WYL Algel] SMTP xu g o154
oF §1i}. o] o]+ Dovecot SASL 7 &2 AH§-3H=5 Postfix & 745} W< 49 51},
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Dovecot POP/IMAP #] v] = & =] 5} 2 Dovecot SASL > &2 A 2| o 4] AF& g = Q7] 5}2] & root
AFEAE oS FE S AP g

I ~J# yum install dovecot

Postfix SMTP A]u]= UNIX =] o] &7 55= TCP =7 £ Al-& 3} Dovecot SASL —F?fl.-—} e
7= &1} $x19] v 2 Postfix & Dovecot Ol] 2] A o] 41 o] Wiz o] A]|2Hojjx] & x]= G- 7t
Z 2 gt} o] ehjx]= UNIX-domain socket B35 o 935l o 1}2 7ol JH = x]]—-—a‘h,]c}_

Postfix 7} Dovecot SASL 7231$ A1§ 3112 % X Al 5t2] ¥l 7 o 2] A o] & m ol tfal ol 2] 752
WGk Fric). o]l 2h M AVF-S FE el ofel AAF 12 A L.

Dovecot 4%

1.
o2 g2 EFolst == 7] = Dovecot =% 72 <9l /etc/dovecot/conf.d/10-master.conf =
FH 7] 2 4F F o= o] m] B H o] g EghE o] glon] Jo F4 A e F oA
s oF 1] }).

service auth {
unix_listener /var/spool/postfix/private/auth {
mode = 0660
user = postfix
group = postfix
}
}

2] 9] o o] ] = Postfix £ Dovecot 7F 5419 UNIX 1] 9] 272 A& 6}= Ao = 7}35 g}
1] o}. 5ot /var/spool/postfix/ O] g gl 2] o] 9l+= v & ] 7] & 7] postfix A&} & 25 3}oA &
5] = of Za] A o] L EgFsl= Postfix SMTP 4] B]2] 7] 2 g x 7}g ]} o] Z A s1H 2]
7] & 7] @ gto] postfix Al &R} W 270 2 A oFg ]

7L AFg35le] TCP & 53 Postfix 215 232 511 4] 7] 5/ =5 Dovecot =

service auth {
inet_listener {
port = 12345
}
}

9] 9] of ol 4] 12345 & Al 3}l EE 72 vjF o).
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/etc/dovecot/conf.d/10-auth.conf 7~% 722 7 5l Dovecot o] &/ Bl 2 Z 79] o]F
m A 1] & A 35l =5 Dovecoto] ] A] gFr]r].
I auth_mechanisms = plain login
Postfix 4%

Postfix o] Z-¢ 7]# 7+ 79 <l /etc/postfix/main.cf 7 g sjjof gHijr}. oS g A F7F
tA HAF .

Postfix SMTP A] 8] o] 4x] SMTP ¢l=2 &% 311/}

ul

I smipd_sasl_auth_enable = yes
Postfix o] SMTP 9152 ¢/ sl Dovecot SASL 28 2 A& 5] =& <] A] gL,
I smipd_sas!_type = dovecot

Postfix tj 7] ¥ tj e £2] 9} A& H 95 §2E A3 i(HdE 3 =5 AJ-§& 3} Postfix
4] 1] 7} chroot o 4] & &5 =%] o] Hoj #A]glo] 74 o] ZEgL]L].).

I smitpd_sas!_path = private/auth

o] ttA]oj 4] = Postfix ¢} Dovecot 7} E21o] UNIX ) o] 2L Al-g3tr) 7 7}g o],
FERIo] TCP AL A& 6}+= F-2 O}E x| X Hl o] 4] Dovecot & ZF == Postfix & +%sl2 4
£ 5] FALE T S A8 .

I smipd_sasl_path = inet:127.0.0.1:12345

?] o o 4] 127.0.0.1 ;& Dovecot 7] 1 9] IP =52 12345 & Dovecot
9]/etc/dovecot/conf.d/10-master.conf &g 7} 2] of] X] & = 3 E Z WA s)of gL}

Postfix SMTP ] v] 7} Z 2} o] o1 E o 4] A}-& e = =5 SASL vj7]L]5& X g et &
o35} o gER] G A gis] gt mjA S YT T M”‘L/E}

smtpd_sasl_security options = noanonymous, noplaintext
smipd_sas!_tls_security _options = noanonymous
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219] oA = 95 H A &AM Follis o] l5o] 585 gov] 95 EA o
2 ALE A o] F H = 915 E Hg ke AL Fo] 58 HX FEF Y gk o5 s AH(
TLSALS)2] 3¢ 19 F 215 WAL o 851

5]-& 5= SASL v A& A s+E fl3] AL H= 2E FH H5L
http:// www.postfix.org/SASL_README.html#smtpd_sasl_security _options & &=} A]

o 2efel g]22= SASL 2 &3] Postfix SMTP Q1% 73} ] 78 F71 2 E A3

http://wiki2.dovecot.org/HowTo/PostfixAndDovecotSASL - SMTP ¢]3=<j tj]35j] Dovecot
SASL 82 A} 5155 Postfix & 47§ 5-= Wy o o § 17} Egh5 o] UsL]oh.

http://www.postfix.org/SASL_README.html#server_sasl - SMTP ¢]52 ¢/ 1 Dovecot
5= Cyrus SASL 788 A} 3} % Postfix & 44 5= Wyl tjg 327} F550] Ast]
o}

4.3.11. SSH H 2

SSH( Secure Shell )= 2 ¢t 79 S &3 OE A 2H 7 FR}= O] AFEH= JHHJEY=Z 2=

EF9r. SSH & §¢ &2 o352 7f=ZA7] 27 FH 2 E FH1. SSH *‘EEEOII oj gt Y urs]
o]  H 2] Red Hat Enterprise Linux 72/ SSH 4]H] = Al-& o] oj 3t x}4)] 3t 1}]- &2 Red Hat Enterprise
Linux 7 A =gl #Ae]x} 7}o] =] OpenSSH 32 FZ 51 A 2.

o] AlH o x]= SSH Hg S H o 5l= 7}y v ol vy of ojs &g gfr. o] 2] ¢t
A ord £3] B5L gHF A FHFH o Aoz gFar]= ¢F . 7] SSH 7] o
bjgt 452 sshd b # 9] F2& T+ 5= b AFEE T A= BE 7Y A ot &
7.2 sshd _config ( 5) & F-Z 1A L.

l

4.3.11.1. g8} =791

SSH & ZFEl ol 229151 b 953} 7] & A48 7 QEZ A G o] Q5 v A= A
wop G4 AAF T o] BYE gE A5 Wy F A gad dsow 058 5 U5t oIf you
combine this method with other authentication methods, it can be considered a multi-factor
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w
o
W
by
\OJL
g
2,

authentication. of 2] o1 Bl Al-goj g 6t AJA] 8t L &2 4.3.11.28. “0}5 o] = 1)
o

.

ol F9j ¢t% 3] 7] E A& 5}l /etc/ssh/sshd_config 72 <] PubkeyAuthentication T A E L
yes 2 ggao} grict. o] 7|2 HY YLk Z 2910 FEF ALY 7 gl
PasswordAuthentication X X] £ no Z &g g1}

ssh-keygen g 3 2 Al-§-3}of SSH 7] & ¥ e + A5l 771 ¢+ o] s&5+= 37 2048H| E
RSA 7] A|EE 4y ). 7]= 7| EFH o 2 ~/ssh/ O] dE] 2] o] X gH 1} -b 29| E A& 3] 7]<f
bit-strengthZE 73 & + 151/} 2048H] E 7] & Al-& 5l Julx] o 2 FHgl]r]. Red Hat

Enterprise Linux 7 A] =gl #&]z} 7}o] = o] OpenSSH % o= 7] % W&o g st x|+ 3l F H I} E
g5 0] 11 th.

~/.ssh/ O] g gl 2] o] = —,— o] 7] 7} FE A5 o] of §F1] ). ssh-keygen F 3L AP & uj 7] EZHL -2}t
- WY E 7o) o] FL2 id _rsa ®id_rsa.pub o]z 7§ 9l & 7)) 7] E Z}z}F Egg . I8 A<l 7]
—5-_%5011/‘1 H S5} tffe Algho] 2L + =5 dfof A vt A o] 2727} 81 S 7 HEF FoF F
o, 2z} I )= 229l g A/é go 2 JdE¥oloF g1l ssh-copy-id '§ 5 < /‘fﬁéf"? A Bl o
71E dEe 7 s

I ~]$ ssh-copy-id -i [user@]server

3l o] WL i) 7]E A v] 2] ~/.ssh/authorized_keys 2} Y o] A}-&© = F7}g}1]r}. sshd b =2
Alujol] 2 z29l5}e] 3 8 uf o] 3L golgi.

oo & 7e o5 mjF &3 npd IR = SSH 7] & g 7] e 2 s of g o] YL T
v authorized_keys 7} 2] o] x] A}-& 5] X] Fe 7] & A A s oF §f1]t].

HE T Y GO UFE GO B AN LEYE B pEo] spol Az gl &
95974 G5 Fog 0 2o} i g%g Mg 5t Al 2 E o] 229l 5E] L i AL

L e e el ol A B A e A0 S Ho

/etc/ssh/sshd |_config 5} 2 9 4] AuthenticationMethods configuration ] A]#-2 A}-g5}of Al-& &
& YIS A Y. o ANEE g3l F A o] 4] i AT By 552 F 2 7 UsH .
/ P AEAE BF F oh) ol YolH BE WA EE SEalof Gt RES v Fuoz #iao}
st 25 2] Y 25 P o] F2 FEE FEHF gL} A Fo] tFE7 Pt

I AuthenticationMethods publickey,gssapi-with-mic publickey,keyboard-interactive
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¢/ AuthenticationMethods <] A] S A&} o] 4 H sshd b E2 A&7} 37l 7] Q15
gssapi-with-mic == 7] H =-0J31 3] 252 Fi JFFo= 2292 A]J_ 5= Z Lo ol A~ Al
< Hojglij]. /etc/ssh/sshd_config 7} Qo A] s G 74 X]A]#Z(9: PubkeyAuthentication)< A}-§ 5}
of RFH 7} o5 WYL FAFH = gysislof . A& Tfs el 915 W o] durF ol HELe
ssh(1) ¢ AUTHENTICATION 4 {2 F-Z 35} A] 2.

4.3.11.3. SSH # ot¢] o} = uFy
ZZEF HA

Red Hat Enterprise Linux 73} 7 Al 35 = SSH 35:’55’1«/ ¢ SSH Z2}o] ol EJ] fjs)] Z =
EF2] SSH-1 ¥ SSH-2 v d & A& ] g3} vt 7} 6F 3¢ FA} 7 AF& 3 oF gF1] . SSH-2 v] & o] =
o] F SSH-1E 1t} 32 7] A} o] Z g5 o] Y on] gf ¥ 4 ZF 74 54 SSH-2Z A1 5l 35
o vt AFE- T = s o}

SSH -25 A}§-319 SSH Z2 EF o] A1E 5= 25 R & B3l YHE |3 sh= Aol 5
L}, sshd g ojJA] x| g5} ZZ EF B] 7 &= B A2 /etc /ssh/sshd conflg Qo] xEZ EF A
A L A} 5}of x/,y g 7 Ao 7]E #4g2 2 /1. SSH-2 v] {2 Red Hat Enterprise Linux
7 SSH A o] 4] ] ¢l 5= 7 & w]dl 9] .

l‘lo Ntﬁ

~

ssh-keygen 5 &2 7] 2 =] © & SSH-2 RSA 7] 42 A4 5}= vlH, -t 542 A& 5] DSA &=
ECDSA 7] = 445l == XJA] g+ + Ql41]]. ECDSA (Elliptic Curve Digital Signature Algorlthm),_
FY 3 t)g 7] AoldA 6 & §5g AFen. B O 2 71E Y g

J]Ho] ol ZE
Z] 2 A 0 Z sshd b Z& TCP ZE 22 o x] 4] gj 7] g} ZEE vl 7 sl 53515 Li/ EPl=Z 4
ALE 7]ulo Z Fli= FZH o] A]2H ] Zo] Fo]Eo] RE AL E3l Hoto] GAFL ) FE
/etc/ssh/sshd |_config 2% 2} Y o 4] Port x| A] -2 A}-& 8} of 7‘/% g = s} 7] o] "f” FE A}
< 3] §5l=5 7]¥ SELinux g 3L W s of gl root Z ]S 3% < ¢ & 5}f ssh_port_t
SELinux 7‘%%’1;‘; T8 T 531?'//’:}-

o
=

I ~J# semanage -a -t ssh_port t -p tcp port_number

?1¢] § % £ port_number = Port X A]#S A& 5lo] X FH A FE WS Z bfF Lo

FE 2729 8%

B3 AL& Ald] o root Al &Rl Z 22918 7l5% 01 2 9 35}x] g2 F-¢ PermitRootLogin &-°g <] A]
#2 /etc/ssh/sshd conflg w}olofA] no Z 4 s}= Ho] E51]}). ] x}F= root AFE x| = Z790]8F
53

Ty e mEgysael vl A AE 2ol A A FHE e L FE AT PL + 3
EAERE AAE 7 iU

X Security g3 A1-g
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Red Hat Enterprise Linux 7 &2} o] 91 E 9] X A/ v]= X H oF 3152 A 37 51A] &t} mjafx] Zaf
o] AE=X11 HEL &3l /1838 4+ 2= SSH A]vjo] dZded g O = HO AFEL 23T + sy
gl 22 o] o Fa]Ao] {2 o] g 7] so] ¥ sldE Yo AP + AU F|EFH o=
/etc/ssh/ssh_config 712 <] ForwardX11Trusted 5412 yes Z &g = o] ¢l o ssh-X
remote_machine (%1 2] & + gl+= &2 E)= ssh -Y remote_machine (trusted host) 3 % A}o] o] z}o]
7 Ao

72-%'

3
Ly
]
3
)
iy
fou
I
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<L
8
iy,
\0‘&
iy
ol
e,
>
2
iy
mlo
3
%o
Q&
2,
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4.3.12. PostgreSQL H oF

PostgreSQL > DBMS(Object-Relational database Management System) ¢/ 1] t}. Red Hat
Enterprise Linux 7] 4] postgresql-server 7] 7] X] == PostgreSQL £ #] 3 g}1]c}. d 3|5 =] g2 F-¢
root AF§-AJ2 o5 F% S ¢/ g o] A g

I ~J# yum install postgresql-server

PostgreSQL & A1-§ 512wl w5 fj =2 0)x] Hlo]Euo] = ~Ez]x] §oe 7] ao} g o] Z
oo~ Zej =B gty gl HloJEuo]= F2~EE %7352 e PostgreSQL 7 g7 414
H initdb 5 @2 A& 3] o] o]~ ZE=E 9] gl 7Y A2 FAE-D §H0Z EAFH
1. o & So] G272t

I ~]$ initdb -D /home/postgresql/db1

initdb g % o] o} & = G- g qHE 2] E YY) 2 gl o] oAl
/home/postgresql/db1 o] 2}i= o] 52 A}-& 1] }. /home/postgresql/db1 r] 2] E] 2] of &= ] o] E] ] o] =
of A gH B bo]E 9] Fefo] A E Q5 74 A o] FgEo] .

~]$ cat pg_hba.conf

# PostgreSQL Client Authentication Configuration File

# This file controls: which hosts are allowed to connect, how clients

# are authenticated, which PostgreSQL user names they can use, which
# databases they can access. Records take one of these forms:

#

#local DATABASE USER METHOD [OPTIONS]
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#host  DATABASE USER ADDRESS METHOD [OPTIONS]
# hostss] DATABASE USER ADDRESS METHOD [OPTIONS]
# hostnossl DATABASE USER ADDRESS METHOD [OPTIONS]

pg_hba.conf 7219] thg Z& A58 Q5 H 2= 28 ALEAI} G o] 50l L= o] Efmo]
2o a8 5 g,

I local all all trust

o] A= b o] | W] o] = A} EA}E Y H 5} 2l AFE AT} gl A58 e A ol E AHE e o
A 7} E 7 gt A|2H 9 2E ALE A} o] FE F A =2 Aol 51X &2 2] pg_hba.conf 7Y
A4 o] P& AT

4.3.13. Docker H o}

Docker += Linux Containers tjj o x] o Ze] 7 o] { H|ZE X}-& 3} 5} HE}Q 55 &5 g7 g =
2] 7 o] H S AE o] Z 7] Fl= 7] 5L A Fdl= 2Z 22 ZE A E QL] Docker 9§ ZZ=ZE H
o} or# 517 9-<] 5}2] ¥ Red Hat Enterprise Linux Atomic Host 7 Z g o] 1] 1 9F 7}o] = o] Fz}Z o} =
HAIL.

4.3.14. DDoS 3-4 9] dj3j] memcached H oF

Memcached = 9 Z 22 45 E3F vl 2a] A 73 A28 Qo). gL o] 79 b o] B Hj o] =
B2EZ Fo 55 § o Fe)A oo ¥&L A b F2 AI&F .

Memcached:= & o] 5l 1] o] = &, APl $& &= 5o]x] AE Y dools] £Y 2@ o HAEG P
9199 Bl o] E] <] - F=F §oF vl &2 2] vff 7]-gF X F4 1] cF. Memcached AFg-51 2 of Fe]A ]
Ho] Ba ot Hur) o] e A Z2Ho] Y= A|LH] Ao A] me]E S o Fe]A o] Ho] B2
Ao} A GeolA] HA L 7 U= G,

Memcached Vulnerabilities
20184, 377 ¢l el o] =Z+H memcached A/ v & ¢}-& 3} DDoS 7]-§ 34 FH g S A5
of. o] 2 3t * 4> dF o] UDP Z 2 EF & A1§-351o] memcached &5 &g/} o] 342 52 7

F vl &2 Qs aF7F Ydwr - B ¥ vlo]E 27]9] Q7§ o] & m|7}ulo] E Ei= =8 b 7}Hfo] E Z7]
o] HFE Y 7 s o] #A4= CVE-2018-1000115 2 =] g 5 o] 1]t

gl 2o Z-2 memcached AJH] 2E 3*& Qg dlo] =3 H 7} s o]glst =zo= g4
34 A7} memcachedo] A gd dHE FE=5lAY T8 5 A= XA HFZA I} QUL 5 S5

memcached 73}
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4%. 5 9 Au 22 A 29 75

P8-S elsjsle] W 2o H& Tts o os BAC] 5 TIFH
LANojA] wsjv] g, 24 4] E9] = 1o 4] vF memcached A 1] o] 4]~ 5

Sl o] oF 3}= F ¢ memcachedOI/xf A&l ZEJ fjsl o] L EafH S 5] 8513 uf{A] Q. o
= Zo] memcachedojj#] 7] o Z Al g5E= FE 11211L 5/ & H ZE EEJA] A A gl

~J# firewall-cmd --remove-port=11211/udp
~J# firewall-cmd --runtime-to-permanent

=9 IP W57} EE 112112 A& 5} =5 3-8 5} firewalld 532 5.8%. “Zone2 A}-§ 3}
of o] ma} Ee7] He]” § FEHAL.

Fefo] ol Eo)] o] = Z EFo] ¥ Q 35l%] g 3t /etc/sysconfig/memcached 3} Y 2]
OPTIONS ¥ 5=0] -U 0 -p 11211 72 Z7}3}0] UDPE 1] &4 3} 31 .

I OPTIONS="-U0-p 11211"

of &2 7 o] H 7 & & o A| 2| o] x] T2 memcached 4] v] TF A} 3]+ -7 memcached
& &85} localhost Ea] = v+ 3] gj 7] g}1]}. -1 127.0.0.1,::1 -2
/etc/sysconfig/memcached <] OPTIONS o =7}¢g}l1]}].

I OPTIONS="-1 127.0.0.1,::1"

- SASL(Simple Authentication and Security Layer) ¢/ 52 &

ANF2 WFT 7 A=
RES

/etc/sasl2/memcached.conf 21 2] of] =73 s} A L} =7}Fgi] ]

I sasldb_path: /path.to/memcached.sasldb

SASL & o] E] Hj o] 2= 0] A& F7}gH] o

I ~J# saslpasswd?2 -a memcached -c cacheuser -f /path.to/memcached.sasldb

83



Red Hat Enterprise Linux 7 B ¢l 7}o]| =

3.
memcached A}-§-x} B 255 off hj ot t] o] E] H] o] Z=of] Y A] =& = Ql=X] g}l g ],
I ~J# chown memcached:memcached /path.to/memcached.sasldb
4.
OPTIONS <j -S #I-< /etc/sysconfig/memcached °j 5=~} 3} memcached o] 4]
SASL 7] g2 243} g},
I OPTIONS="-S"
5.
memcached A/ B} E t]A] A]Z}sfo] WG AFgHS &g gl
6.

SASL 5] o] g Hj o] 2 o] 4] A EH A}-§<} o] Z2 7 oFF Z of Z&] 7 o] #15] memcached
Folo] A E 7o Frlgi .

stunnel 2 Al-&35}o] memcached Zzc}o] 91 E9} A]n] 7F 312 o153l gfL ]

memcachedo] ] TLSE A ¢l5}x] &2z 214> memcached ZZEF Yo TLSE
A 323} stunnel 7 7+& ZZX] & Al-g51= ALl

PSK (Pre Shared Keys)E A& 51 =% stunnel & 7§ 571} ALEA} A4 & AFE- o= A
ol o EgHtl. ASAE AHE ol &7 25 H AH§-=I v memcached A1 Hj o] 14 = glon]

Eg)zo] 95 FH L.

B 92 A1-& 3} memcachedo) <43} 7 -2 4] H] 7} localhostoj A] 7F
71 g 7] o] A1} 3} H] o] v E Y = o] 4] memcached Z E o gj gt Ji ==
5] & 8lx] H=x 3}l g
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A & 1§82 4.8F. “stunnel A}-&"E FZFHAL.

4.4. Y Eg = YA B o}
4.4.1. TCP Wrappers ¥ xinetdZ A}-§& 35} of 4] 8] H o}

TCP Wrappers:= A] 8] =] g] gt ] 2F AP ol= Z o] Yo 2 B2 L & 7 Axtr]. o] A4
A dd i E dEelL 5Y s 2ES] FHS Fustd ZY T]eE FYAT= b A& 7 =Y
W& Hofz1o. TCP Wrapper 7] 5 ® ] o] ¢1o] o] tj 6t 2}4] $F 1] &> hosts_options(5) =& 2 7 o]
A& FZEFYA| L. A H] 20 &t 5 Q= §H G L 5= AFE 7fs ¢ Z2 29 xinetd.conf(5) &=
2 F o] E FEFHAIL.

4.4.1.1. TCP 25 & 4.4 nji]

RF-G A7} A]H] 20 o1 Z & gf X3}t HjL]E FA] 5= AL FAY R 0l FAX} A| 28 AT} ZHA]
3l U3& daj= T2 W YU B ARERA A 3 EH = A2 tf ot FHE A o] g+ L]
r}. 4] 8] = o] b § TCP Wrappers uj 1] & ¢ 5} ¥ banner 842 Al g1/ .

o] oA A1 = vsitpd o o g W] E & gl o) A5t v wji] FAL vhEL . A|2He] BE
A AL 7 UA et b7 F Y o]F o] Yojof gl o] dAoi= UL
/etc/banners/COMPLETEz} x2 5l ]S &< ¥Zgghrl.

220-Hello, %c
220-All activity on ftp.example.com is logged.
220-Inappropriate use will result in your access privileges being removed.

%e ESL ARG o] F W EAE o] G P& (et FoJAE YU E= AL o] FH IP FEEF

A gato] elde H4  9gHz BEL.

of WjL] & So] ¢ = ¢z o] EA5He v fetc/hosts.allow o] e P2 FIFeF]h.

I vsfipd : ALL : banners /etc/banners/
4.4.1.2. TCP Wrappers & 34 3 32

B3 s 2E = gIEY T} A H] 377 o 2 Bx]H F-2 TCP Wrappers= Al-§ 351 generate <] A]
T2 A&} FlY S AE B gEY 9] T 3 AR 2 E EA G T e
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o] of o] 4] 206.182.68.0/24 H/E Q] F9] T AT} AH FHL A E5l= FoZ BG4
/etc/hosts.deny 7 Qo] O}S P S F7}slo] G YJER 2] AF A =5 AP 751 S 7o gjgt A]
E=E 71FA L.

I ALL :206.182.68.0 : spawn /bin/echo 'date’ %c %d >> /var/log/intruder_alert

%d £ 3G A7} YA 2518 A 5= A H] 29] o] & A g gt ).
o7 2 5] 3l =7 3}l /etc/hosts.allow 71 Y o spawn <] A] &2 v 3] g}1] T}
spawn A2 & FF S Y 37] Fo] 4 I HEE Yoo *FE,’XP//?// &
A

2 A} 55 Fefo] A=} Aujo] dE S AL G FE S APt Ho] F
1]},

4.4.1.3. TCP Wrappers % g3-d =7

Jlrn
o},i
i&
R
m
{
i1
Kt

dur) pEHE G AAE UL G5 AG A L0 22 EL

o] o o x] = FTP 4] ] ¢] ZE 23(Telnet ZE)o] ¢14L A Ed}l= BE Al gro] Za]# el 718 3]
o). o] & F A5l 7] Fafz, FH, AF AR gj}l 22 5o emerg Za] 2= Hj X g .

o] g7 s} ¥ /etc/hosts.deny o o3 FL v ] gL},
I in.telnetd : ALL : severity emerg

o]= 7] authpriv 273 7] 5% A& 3R] 2k 7] gl 4] info 2] 7] glojA] emerg = 28 915
4 g o] 7] & Z&9 i’z wjA| 2] & 2 A A] g o

4.4.2. Which Ports Are Listening 29/

7/1%27‘ 4 73 7/ -177"// /‘FQE/X/ EEE—E g Aol sagdd. i 7] ] o 7] A &

Open Ports Scan<j netstat A&
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o5 §% S root Z 9/ g s}o] Y ELZ A AFEL N 7] ¢ FEE Zolg .

~J# netstat -pan -A inet,inet6 | grep -v ESTABLISHED
Active Internet connections (servers and established)
Proto Recv-Q Send-Q Local Address Foreign Address State  PID/Program name
Active Internet connections (servers and established)

Proto Recv-Q Send-Q Local Address Foreign Address State PID/Program name
tcp 0 00.0.0.0:111 0.0.0.0:* LISTEN  1/systemd

tcp 0 0192.168.124.1:53 0.0.0.0:* LISTEN  1829/dnsmasq
tcp 0 00.0.0.022 0.0.0.0:* LISTEN  1176/sshd

tcp 0 0127.0.0.1.631 0.0.0.0:* LISTEN  1177/cupsd
fcp6 0 0::111 u LISTEN  1/systemd

fcp6 0 0:1:25 o LISTEN  1664/master

sctp 0.0.0.0:2500 LISTEN 20985/sctp_darn

udp 0 0192.168.124.1:53 0.0.0.0:* 1829/dnsmasq
udp 0 00.0.0067 0.0.0.0:* 977/dhclient

netstat 3 3 9] -| §-4#2 A}-&3}o] 51 g 7] 9] A]u] XA vk FA] ]l

~J# netstat -tiInw
Active Internet connections (only servers)

Proto Recv-Q Send-Q Local Address Foreign Address State
tcp 0 000.00:111 0.0.0.0:* LISTEN
tcp 0 0192.168.124.1:53 0.0.0.0:* LISTEN
tcp 0 00.0.00:22 0.0.0.0:* LISTEN

tcp 0 0127.0.0.1.631 0.0.0.0:* LISTEN
tcp 0 0127.0.0.1:25 0.0.0.0:* LISTEN
fcr6 0 0::111 i LISTEN

fcr6 0 0::22 n LISTEN

fcr6 0 0:1:631 ot LISTEN

fcor6 0 0:1:25 o LISTEN

rawé6 0 0::58 o 7

Open Ports Scan<j ss A&

= ss FH I E]E A& 7 0] 7] gelo] I = FEE I g netstat ¥t} F2 TCP
bef §HE X /U"‘M”‘L/'?}

~J# ss -tlw

etid State  Recv-Q Send-Q  Local Address:Port Peer Address:Port
udp UNCONN 0 0 :ipv6-icmp o

fco LISTEN 0 128 *:sunrpc X

fco LISTEN 0 5 192.168.124.1:domain i

fco LISTEN 0 128 *:ssh o

tco LISTEN 0 128 127.0.0.1:ipp o

fco LISTEN 0 100 127.0.0.1:smip i

fco LISTEN 0 128 :isunrpe i
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tco LISTEN 0 128 :::ssh o
tco LISTEN 0 128 =1ipp o
tco LISTEN 0 100 :1:smip i

~J# ss -plno -A tcp,udp,sctp

Netid State  Recv-Q Send-Q Local Address:Port Peer Address:Port
udp UNCONN 0 0 192.168.124.1:53 o users:
(("dnsmasq",pid=1829,fd=5))

udp UNCONN 0 0 *%Virbr0:67 o users:
(("dnsmasq",pid=1829,fd=3))

udp UNCONN 0 0 *:68 o users:
(("dhclient",pid=977,fd=6))

tco LISTEN 0 5 192.168.124.1:53 i users:
(("dnsmasq”,pid=1829,fd=6))

tco LISTEN 0 128 *22 o users:
(("sshd",pid=1176,fd=3))

tco LISTEN 0 128 127.0.0.1:631 o users:
(("cupsd",pid=1177,fd=12))

tco LISTEN 0 100 127.0.0.1:25 o users:

(("master”,pid=1664,fd=13))

sctp LISTEN 0 5 *:2500 o users:
(("sctp_darn",pid=20985,fd=3))

UNCONN ¥ El=UDP 5] gj7] =2 FEE FA gLl

97 A) ~Hlo]A] ss 2o HAJH == IP =2( localhost 127.0.0.0 = ::1 W 9] 2 A 2])o] b5 7
A& FAF T IPV6 748 2754 ] -6 582 218§,

zZE o2 HyJEYIE F] d4H ofE g4 /K]‘_él'fj”g]nmap_llz__‘_?_g_ H oA AJAEO 2 A}L o] 9
H A= =g st o). firewalld oJA] 752 BFolli b AL 8 5= 9]l 22 TCP 922 21
7] s X EE Fdgsl= gy

~J# nmap -sT -O 192.168.122.65
Starting Nmap 6.40 ( http://nmap.org ) at 2017-03-27 09:30 CEST
Nmap scan report for 192.168.122.65
Host is up (0.00032s latency).
Not shown: 998 closed ports
PORT STATE SERVICE
22/tcp open ssh
111/tcp open rpcbind
Device type: general purpose
Running: Linux 3.X
OS CPE: cpe:/o:linux:linux_kernel:3
OS details: Linux 3.7 - 3.9
Network Distance: 0 hops
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OS detection performed. Please report any incorrect results at hitp://nmap.org/submit/ .
Nmap done: 1 IP address (1 host up) scanned in 1.79 seconds

TCP 9121 714} (-ST) &= TCP SYN A} (-SS) 7} §-410] o}t 4 714 TCP A A} -8 91tk O 541
o 5229 29 AAE FA T

netstat & ss = A}-§ 35} Open SCTP £ E ZA}

netstat -7 ¥ 2] E] = Linux Y| E 9] 7 3]9] A|=H ] gj¢l g H E &g g1]r]. Open Stream Control
Transmission Protocol (SCTP) ZE ] gjsl 22 EF FA| S FZ A5l ™ root 2 0]5 F 3L ¢/ gg]

ok

~J# netstat -pInS

Active Internet connections (only servers)

Proto Recv-Q Send-Q Local Address Foreign Address State PID/Program name
scip 127.0.0.1:250 LISTEN 4125/sctp_darn

sctp 0 0127.0.0.1:260 127.0.0.1:250 CLOSE 4250/sctp_darn

sctp 0 0127.0.0.1:250 127.0.0.1:260 LISTEN 4125/sctp_darn

~J# netstat -nl -A inet,inet6 | grep 2500
sctp 0.0.0.0:2500 LISTEN

ss 7E2/E]:=SCTP ¢ Z XY EZ

ky
2,
1
3>
k1
20
Ty
N
X}

~J# ss -an [ grep 2500
sctp LISTEN 0 5 *:2500 o

LA ot 1] &2 s5(8), netstat(8), nmap(1) & services(5) o i+ Y # o] ] E F-Z 3} A L.

4.4.3. == 2l-¢ g v] gy st

22 g9 g2 IP AZ o] AZ o Ho} 5Fi= HRE PE] D= FH, Fi B AET 5 3
% o dHW Z2EF fAYZY F2} i 2E b F& ] F5E $HE T
"route 2 Z="9] F F5L tj ol 20 5 vl F2E AFHFT. o] E Foll £(HE E2E)]
A i EE BE 2 PEY B9 Hol RS PG HRE mEa Ei YA Y 5 ]
o AFEATF F) H 9l BH O F W EY T £ 5L 2T H G 7 Agr]T). g 22 vk P

u] 4 515 oF $71] .

accept_source_route 5412 Al-& 3} 1 Eg = ¢l E] 7] o] =~ 7} Strict Source Routing (SSR) %=
Loose Source Routing (LSR) 5-410] 43¢ H A2 5] &3]} 22 2l-9-g g7 o] 22 sysctl &
gl o3 AJo]Hrrl. o5 FF S rootZ ¥ s} SSR *+= LSR 54 o] HFH AAL A g
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I ~J# /sbin/sysctl -w net.ijpv4.conf.all.accept_source route=0

). rootZ o} FEL dP g

oj2 et FE 2> BE QE FH o] A IPv4 H IPv6 FZ] dEL v] &3

usx

1,

~J# /sbin/sysctl -w net.ipv4.conf.all.forwarding=0

~J# /sbin/sysctl -w net.ipv6.conf.all.forwarding=0

ojg] g FH2 B QEF o] 2oA] 2= WE] FfAE FFlo] 4GS v @Y s}l

.

I ~J# /sbin/sysctl -w net.ijpv4.conf.all. mc_forwarding=0

~J# /sbin/sysctl -w net.ijpv6.conf.all. mc_forwarding=0

ICMP 2]T] &4 $-2olli= 313 5 2] A1-g-0] A 9] fl5er]rh S¥5] B2 514 g2 Z-9 ICMP 2]t] €4
AA ] 53 B 52 1] 83} .

o]zl st FFL BE Qg F o] 2o B EICMP 2]t] el { )5S +851x x5 v]g-§s]gi] .

~J# /sbin/sysctl -w net.ipv4.conf.all.accept_redirects=0

I ~J# /sbin/sysctl -w net.ijpv6.conf.all.accept_redirects=0
o] HFL2 . E Qg F o] =0k HFICMP 2]c] 2)d F =] 482 v g 5} gf] .
I ~J# /sbin/sysctl -w net.ipv4.conf.all.secure_redirects=0
o] H&le wE Qg5 o] XA BE IPv4d ICMP 2] o gl sjZl2] -2 v] &35l

I ~J# /sbin/sysctl -w net.ijpv4.conf.all.send_redirects=0
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47%. & S Au| 2= A2 7F3)

ICMP =] g4 742 net.ipv4.conf.all.send_redirects 5=+ net.ipv4.conf 5= 5fL}
o] ¥o] &Y ¥uH = 7 H 1} ¢l El 7] o] ~.send_redirects 541 o] enabled= &g H1]
t}. net.ipv4.conf. 9l €] 7] o] *.send_redirects 5412 2= ¢lE]Fo] = o] 0 Fro = H%
gjof gl Al Qe Fo] A5 F 7} wjoj] ICMP 23 d42 5o 2 b]gysislaw
¢ BEL 9 g

I ~J# /sbin/sysctl -w net.ipv4.conf.default.send_redirects=0

IPV4 2] 5] .4 )2 A4 v @5 o N A E vk )T IPVAS) IPV6S] Afo] 2 ols] 4ot
“IPv6 == 277" A}t ff oF & 75& RFC4294 = F= 344 2.

37

AHyg Foj = o] 2] 5t gL ]3] H /etc/sysctl.conf 7 Y2 =G5 HA 2. o &
Eo] B E 9lE]F o] 20x] 2 E IPv4 ICMP 2]c] 2 { %12 23] v root AF&AL=Z &l
g =] = H 7 7] = letc/sysctl.conf 7L &7 0} .27 Zro] &2 FI}g] L]

I net.ipv4.conf.all.send_redirects=0

%

5 1y

ofY

ApA ¢k ] 82 sysctl =<5 2 7] o] X] sysctl(8) & F=2] {4 2. &2 7] B B
&H olE 9 bl g 4F2 RFC791 & F= 344 2.

R

72-%'

o] Bl H] = §] 2= ARP 5= MAC 74 235, & DHCP 4] 1], IPV6 2]-E]
Ee 7w gud gL BT FHdddis o BYe AT £ f17)
£E EfjBe £F HREAH2EE Fa Ju F50] BY gk o] 2o FF L ]
£z 2G93 7= 5 FLEAA A DT 7 AT E2E S
TeEE 2] FEA Sar.

4.4.31. 9YF F= Hdg

&
3
%

oy
tr

r

g

2 of}e] QEF| o] 25 F3 E0] L& FH A o] & QE I o] A2F Fof U= AL
W] ol= g A& H YO Uol= J29f So] o= F 2o g2 F-¢ 55 symmetric 2124 o]zl gL

o1


http://www.ietf.org/rfc/rfc4294.txt
http://www.ietf.org/rfc/rfc791.txt

Red Hat Enterprise Linux 7 B ¢l 7}o]| =

o FPEE FF o]H 9 YN OE AAL P I o o)1 SAEE o] HY2 G DL
Stk o 2] SHipo] P2 E Fol B 5L B o E AL FFA0] FE Y2 Fal EfHL 7
Ishiz A2 EgFakis HE AL H I} o & o, XDSL 7= 5 929} 3G 29} g 224
291 LG 0231 AIpE] 0 7} ALEAOA G AV 5 ol 2 i LA ol T FE AT
2 A} FITh. F, B2 A BE P AT} 2 A DA IP T2 F 2 FH 52 DDOS 57
o e 29U+ donz of 5ol 43 AT,

=} 57
Red Hat Enterprise Linux 72] 7] 2z RFC 3704 2] ¢] 7 I Reverse Path # 3 A}
' g}oj] =} Strict Reverse Path Forwarding 2 A}-§ g1/}

72—%'

Fgo] g 31H 7 -2 source-address 75 3/ (9: iptables 7% &)°] S+
7 -¢-o]] 7} Reverse Path Forwarding-2- v] 8% 3}3sj of g}1]r}.

rp_filter

K A 22 rp_filter <] A& & &3 431 H 1} sysctl 7 D] E] E AF& 1] AP &
o] A|2dle w4 & 4= 9l onf letc/sysctl.conf 7o 2 Frlsle] JFF o2 BFEG 5 G
rp_filter 542 A Yo 4] 7}x] B E F d}L}E { el =5 XA 5} b AF&FH U

oJx] Z o] WH L =gl root Z )2 FFHL 9 F gL

sysctl -w net.ipv4.conf.default.rp_filter=integer
sysctl -w net.ipv4.conf.all.rp_filter=integer

of 7] 4] integer = t}:3 & s} ]}

1-RFC 37049 g<]d g4t 2=
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47%. & S Au| 2= A2 7F3)

2- RFC 3704 g9 d =3t w =91

4152 net.ipvd.contE A}§-3po] v E S22 QB A o] 2 Wz AT+ Ugrih oI5 o]
.rp_filter 932 27 2],

I sysctl -w net.ipv4.conf.interface.rp_filter=integer

By Foji o]l g 4§ <3tz v fetc/sysctl.conf UL 55 5 A 2.
AE So] BE Qe o]~ R EF ¥ sle]d root Al g ALE AP H= A7) =
/ete/sysctl.conf 7Y -2 & v O} 57 o] P F7}gH] .

I net.ipv4.conf.all.rp_filter=2

IPvé6_rpfilter

IPv6 Z = EF 2] 72 firewalld b =2 7] 22 © = Reverse Path Forwardingoj %-& & 1]t].
32 /etc/firewalld/firewalld.conf 37} 2] o] A] 82l 5= 9] &-1] . IPV6_rpfilter $-41-2 & 3}
firewalld 522 v 3 g + g5

Reverse Path Forwarding 2] A}-§-3} X]°§ 7 o] #2337 t}57 ¢ ipbtables &3 < A}
&} firewalld 5] gl°] o] T3¢ + Azt

I ip6tables -t raw -l PREROUTING -m rpfilter --invert -j DROP
o] 742 2IAl/PREROUTING 7] 212] A] 5 -2 0] #4930} 5} 2 £35] 3o 53 A= 751} ¥

*] B E EgjFo] 2 gH1]r]. iptables 2 ip6tables 4] H] = o] ojj st x}4] 6t 1] &2 5.13 4.
“iptables Z Al-&35]o] IP 4| E &g = AJo]” & FZL5FHAL.

HZ de gy}

i

A| 2dl o] Hojx] =23l FF L O} 2 9 H s AEZ FHutsia]H A U] IP A2 & ssoF g
t}. root 2 Z 29l 3} 3 /etc/sysctl.conf 72 o] 4] net.ipv4.ip_forward =0 £ 2/= J L o} 20 = Bl F g}
v

I net.ipv4.ip_forward = 1
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/etc/sysctl.conf 7} o A] B 7 AlgtS = =5)E

L

)
{
Ulo
o}
ol
o
T
it}
xy
I
K

I /sbin/sysctl -p

IP Fgo] Jg5o] Y==] 8F2ls}EH root 2 t}5 FES JP g

I /sbin/sysctl net.ipv4.ip_forward

I /sbin/sysctl -w net.ipv4.ip_forward=1
4.4.3.2. &7} g] £~

22 Reverse Path Forwardingoj tjsf x|+ 3] € 3 5}= ]9/}
X =] H A

/usr/share/doc/kernel-doc-#] zl/Documentation/networking/ip-sysctl.txt - o] 2} &) o=
e e]ox] AF& e = Y= HA Y H SHo] ZotE o] g AY FGA o A5 G4
£38}7] Fj root Z of5 FFEL 9 g g

I ~J# yum install kernel-doc
22f el FA1
3 & v E9 =9 Ingress ZE]F o] tj g 432 RFC 3704 & F=31 A 2.

4.5. DNSSECZ DNS E )= o}

4.5.1. DNSSEC =7}
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4%. 5 9 Au 22 A 29 75

DNSSEC+= DNS &2} o] 21 EZ} DNS o] & A]v]oj 4] §52] P AL 155l FHds} ¢ ¥eE
golsl v FA4 o MEHYE=R] 8ol g 5 9= o #9)DNSSEC( Domain Name System Security
Extensions )¢/ 1/ c}.

4.5.2. DNSSEC o] 3]

A HAL g5 HF O Be Y AP oA HTTPS £ AMg-51e] et air] dd e+ 2l 7] 52
A )it 22} HTTPS ] Au]o] 212347] del IP F£F 54 92514 g ¢ DNS 232 79
slloF gi] . o] 2] ¢ DNS 23] ebdl 515 @l 79 0] A5 PEoz s F04 $4L Wik
Z, DNS Z2}0] 91 Ei= %] DNS o] F Aol 4] A 53p= o] FFor] 2 ¥ 5~ Feg2 2l
& 7 Yk 0 89 28 A7 o] F A7} T2 o] & Auol4] ¢ d e} G ol T
7 gl A 91/t DNS Z2 52 Fe}o]91=9] ] 4]=] 7} 4 7](man-in-the-middle) 522] tf-5-]
54 FEF o WA ELS AF 5 Fetér] ). DNSSECE DNS & AFg 1o 9l o] 52 8918
o 915 B RAY PA RELS WD) 9 EYALG T o] Uy EAE 7 e,

DNSSEC g2 E A A] 5l2] "W DNS Il 7} A 52 {2 A 1L #5387 JESF 5f= F 4 Zo]
DNS z] &= g7 =0 O] XY A G g7 7] & v Zsof gFjr]. & DNS 2| 2= g7 =of sl o= g
Al o] Yy EHo] Fojo oY A 2]+~ g Z=(RRSIG)E F7FF o ¥92 37 7]== DNSKEY
gl2x g2 FIIFY O A5 4 FH S Y Es}7] 95 DNSKEYS] A= 39 § 9 4 g(DS) 2]
22 g7 = Delegation © Z A A H Ul A 31A] = A9 AHE &]stA 317] 914, NextSEC
(NSEC) & NSEC3 2] 2= g Z =7} AF&-F 1 cl. DNSSEC A] 3 H ¥ o] z} ]2 glFZ = A E
(RRset)<] s 5F RRSIG 2] = g Z=7F Qo). 3¢ ¥ 9 (NS B &7 g2 =)o g st 9] Yo A-&H
= HJHZEE= A FHR] G o] ot FH == 519 GG A HIL of 7] A FHFH .

DNSSEC g2 323 492 FE 99 37 712 748 FeAxpo] o] +PFI e o] 7] A}
gote] GolxpoA] £E Folof A §H A FE GG 7 gtk o] E Fo] FE Fol2 .com 9 DS
220 A]F AT FE 992 .com o] Alu]o] o] e NS 2 glue #5725 A 551 cf. 2ol
o] 9192 up. 2 o] E 9 9]¢ o] F A1 41§ Ho] .com o] DNSKEY #52=0] tf ¢t 7] 2] & up1]
t}. 714-& DNSKEY 2 52.29] sl 7= §%9] DS a) =9} Ao} ). 2 G e Folp
.com o tja] 7}3-2 DNSKEYZ 12 §1]t}. .com ¥ < o4 RRSIG 2= .com DNSKEY<j <] 5
Y FL] ). o] ZZ4) 2= .com )< 9] 9)(]: redhat .com )o] tjs) B]Z=5A WFEH L o] W2
A& 5tel G929 el 9] o d AANA B2 DNS KEYE 77 51= 59} 511} FE 72 DNS 29l
ek 25 Hrioh 958 HApel Y5t A= SERVFAILS of F2] 7o) Hell vt ).

DNSSEC:= DNSSECE ] gl 3}A] &= o ZFe]7 o] ¢ 3] HolX] gz Wy o=z FA A5
t}. H{DNSSEC of Z&] 7 o] {1 o] DNSSEC 7} & 2] 1] E 7 2] 5}+= 47 RRSIGS] 72 o] 2] st A =2 2]
22 HFE §F Jlo] $HE Pet/r). 22/} DNSSEC 7} 81 Q13}= o] f 3] B & Qe JAFS T3
3l3Z o}y DNS 8- 5& B 3l= 47 o =] 7 o] 4] SERVFAIL ¢ 7E vral gt ). DNSSEC= DNS
A1 8](Q15 B A 7]) 7F d]o] 6] o] FHE S H S}, o Fa]A o] FIR} 7Hol H RS AR FE
t}. mje}A] of Fe] 7 o] H o dl G AR A SHA S HE o] A== Ao] T2 FF 72 HEHL
localhost o <] DNSSEC 7}5 8Folxl-= & 4l 3} 32 /etc/resolv.conf o] 4] 127.0.0.1 £ A}-&38l= A ¢J1]
t}. EE+= ¢4 DNS A/ 8] o] gj st VPN 9142 Al 5 Q1.

gt A o] &

Wi-Fi 523t %= VPN “2 DNSoj o] &3} 727
)0l 2.2 ¢ 5 o] x| 2 A§A}E 2 t] A 5}7] $]3) DN

Wi-Fi A} 8] = o] O] 3l ¢]|(5FE= 4
gto] 9l&=1]]. VPNoJ ¢4 35l=

RN
U oo
8
3]
g

m; -
9
i rlo
oy
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AFE A= BIAF Y EF =2 9] o] EA5}X] gh= ]2 2F 7] 98] “U - H&” DNS A v E A& of o}
= F-9o) B4 o] E flajAlE £EZEgJo]e] Fr} Al ) B Q g} o] & Zo] dnssec-trigger =
Al-& 5} Hotspoto] DNS 7 2] & 7} Z 4 32 unbound 7} ZZ £ ] o] & x]v] Z 2535} DNSSEC ¥ 2]
Ae]gd 7 A=A dA S 7 AFH o

DNSSEC 27 257 Hg)

DNSSEC 7} A 7] 89lL ] #35}2 ¥ BIND = unbound E A}-& 8 5= Qi) 7] 2= o =
DNSSECE 2% 3}5}32 DNSSEC FE 7] E A5} 74 H 1]t} A]n]o]+] DNSSECE &% 3} 5}
27 41§ 37} dnssec-trigger & 4-§ & 1] Hotspotse] 2.2 3 DNSSEC 4§ 9] & 5502 A 725 &
== 9] 77 Libreswan 2 A}-8 & gj VPN3} 22 mule] #F=] o] 4] unbound & Al-&38l= Ao] E&1]t). v}
o1y =] Qo bEZofJAf= AJuj S} Zulel B3] B Eof 883 = 9 et/ EgressIP/*.d/ t] @ E 2] of L}
o/ 5] DNSSEC dj 2] 2] v £ E &7}l2 ]3]}

4.5.3. Dnssec-trigger °] 3

unbound 7} /etc/resolv.conf o] ] & 17 A& H o] ZFa]Ao]4{e] 2= DNS 7 &)+ 8ol gl 5] =]
22 .dnssec-trigger = E 2] 7] H 7 -¢-of vF unbound resolverE 74 gi] t}. o]= F=Z o} Z Wi-Fi
HES =z AZHE 2Y Fefo]dE Lo HgFr]). 2~ g5 gir.

NetworkManager = DHCP “Z” 5 3J] ] DNS AJv] E 7]%] £ mj dnssec-trigger & E ] 7]
gl

28 12 DNSSEC -trigger += A{ 1] o] gjs oj 2] 6]~ EE 58 3}Z &3} DNSSECE
] gl al=] o g FF g

o] -7 dnssec-trigger = 3| 'St DNS A1 8] & 2= F 2] o t]3] HGAZ AFE 1S
unbound Z A4 g1}

= E o {55} dnssec-trigger = A DNS 4] v] & FA] 5} 52 B 7}A] Al-§ 7}5 ¢ fall-
back ¥]-2 A= 1] .

P8 ZE 53(UDP @ TCP)2 418 & 7 Yt} F 5fi= 3§, A GAE A1§ 317 i
unbound o # 3] 7] DNS A] 8] 7} 5 =2 ] A] gF1] ],

o] & o] Y EZ=Z°] DNS ] 6] X}A o] =g s}7]F A 2|3} B3] H o] EE 532 2} 3]
7] mj#o] DNSE ¥ E 809 A}§-3171} TLS &3} DNS & EE 443°] A& g1/} £E 80
o1 4430 4] DNS Z & &l 5]+= #] B} = /etc/dnssec-trigger/dnssec-trigger.conf o x] 7 & +
AsHo 74 Ae]d qAE 7] 7+§ 7L ox] AFE & T+ o] oF g
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4. 5 R Au| 22 A 2] 745}

o] 2] 5t o] =] vy &= &l 51 dnssec-trigger 7} H] H oF o = 2535} DNSSECE ¢
3] FA 3l A1} A DNS F 2] & A = 31x] g3z “FY Al o]u] Q= BE &9 tjal §Haf= 7
Al J&” mEA AP + Q.

Wi-Fi St =32 Q1E] I o) g ot A= AolS Fofs}7] Foj AFERFE AF¢l2 Fo]x] = &]r] g /H%‘L/
o}. 9o dFH 2 A A= Fof g]r] e o] ZER] 5 H A& = QI E] o] A 25 oF 5Fi=X] £+ ]
A 2] 7} FZ A]H 1]}, dnssec-trigger t] 22 10= U}E} DNSSEC 3} 2Ix}- 5 A< ZA}Fgh] ol dnssec-
trigger 2] 2 7€ 2] E] A}-§-of] O] 5t x}A] 31 L] §-> 4.5.8F. “Dnssec-trigger A}-§-" & FZ A L.

4.5.4. VPN A 3 = o] & o] Z A]H]

7 73] VPN o 22 &g Enolo] AL& e xuo]l W o] F An] 52 VPN E|Y &g JdPE=
e g + 951/l Red Hat Enterprise Linux o A]= NetworkManager 7} X]-& g1 c}. =,
unbound,dnssec-trigger = NetworkManager ¢ Zg}-2 VPN £ 3 E g o] o] A] A F6}+= =9l o] F
A E FAs}A A& 7+ A VPN gD o] A ZEH 27 v}y H A -2 FA 71 7 H =vj 9l
0159/ Y& & gis] FejA|HEZ Eh Q] o] F o] o]Fd jst 7] 7} VPN AFE-5}of =gt 1]

F o] F Alu]oA] A = 7} S} VPN E] 9 o] FEXH =uolo] gjsl F ] 7} & IP =7 vHel =] 37
0117"’// ZIA 2 Y Q1 IP T2} vRalE X e vl oly 2] g2 FYA 7 g r] Fej A FY o 4.5.114.
“of 2 A F = ol i st DNSSEC 3& % AAF 7472 FAF=34A] L.

4.5.5. A5+ o] F G At

= host.example.com =} ZFo] DNS 9] x] *dloj] A1-g& = =FQDN( g 773}
A9 o

ICANN(Internet Corporation for Assigned Names) 2 % 5 (ICANN)= o] dl o] 5Z x5 =] gFe H 3
¥ = 2l(): .yourcompany)=S- 37 E:’/X/ 2H o Fr}5}= 771 Yl &1 o mefA] Red Hat2- A1-H o]
EPZofA = 9] HA &L Er 9l o] 5L AFE IR &S RS FE s AFggdd. EH=Z 7+¥ 7
2} o274 g2l 5= B9l o] Fo] ’é’“&’f” 7 s 5#*’0?_ HEZ e] 225 AFE8 + 3 H
Lo Bot ]9/ H A &S w9l o] 5 AHE-31H =9l o]F F&] DNSSEC 752 &¥3]3]7] 3

soZ 7#Yo] Z 2522 DNSSECE wj ¥ 3] 73] #2]s}7] 7} o o]z FJ ). o] FA b ot =}
Aot 1) &2 Euj ol o] F F= tj st ICANN FAQ & F-Z35}4A] L.

4.5.6. Trust Anchors o]

AE 958 =P 1 JA = AF G 5 i AH G 5 g AL Y. o E Fo]
X.509 o7 HA o] FE QlgAl= HE] Aele] FYH = HE FAY T E] BA = H2 dEL I
S3171817] Sl Ald ol 212 BAIAE 155132 2loj kg,
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DNSSEC 2 &) = Eo]4] £12] §7]%= a5 o] 557 9128 DNS o] & ® 37 7)(E= 31 7]9] sI4]) =2
P FL T o] 7= 7] 642 91575 H 7= EHF ). 9154 = DNS 2|22 oI5l o5 o
A8 8 7 9= F7) 7] E EFel §BE @bl 78g1]rh RFC 4033 2 DNSKEY RR9] 758
DNSKEY RR = DS RR 342 {2 Y75 39 ghjch. 2ok 914 g9l §elxpi= o] 3 7] B 3
A Z 4] H DNS &5l th 3+ 915 A 9l-2 75 317] 9] A| 3502 A8 k. AV 02 25 ol
oI DNS Z 2 i3 939 119k B T 7 2l 702 5ol U7 Y79 27 g HojoF F
L. A2 P79 EAs FAAE N7 YA AG E FL YN 52 o] v 5] o],

4.5.7. DNSSEC & =]

4.5.7.1. unbound 4 =]

]| o] 4] DNSSECE 22 22 41§ 5}°] DNS & 89512 ¥l DNS I} v} ol J(H = mpel g )& &
] oF gFi]c]. mobile § 3] dnssec-trigger = & ] of gFi] ). A]B] 9] F-¢- A u 7} 2l= FJA](LAN
EE oyl nja} =4 sujole] A 7io] Bt 9] vt unbound = £E &) oF gl
dnssec-trigger — & =% #E g DNS ¥ 9 o 7F =% o] F1]c}]. NetworkManager,dhclient =
VPN of Fe]7 o] He &5 Er ¢l F5(H o] F A/ u] 55)& 5o 2 =7 & 5 X7 dnssec-trigger
E&unbound = 8 g 7 flui.

unbound = & x| 5l& ® root Al &A= 02 FEF 2 9 F

wy

1,

I ~J# yum install unbound

4.5.7.2. unbound 7} &8 Folx] 3+o]

upolg HA] ge o] A9 ol Felste o8 FEL e

X

)

1,

~]$ systemctl status unbound

unbound.service - Unbound recursive Domain Name Server
Loaded: loaded (/usr/lib/systemd/system/unbound.service; disabled)
Active: active (running) since Wed 2013-03-13 01:19:30 CET; 6h ago

systemctl status 5 %2 unbound 4] 5] =7} &4 5 x] 2= -2 unbound = Active:
inactive(dead) = ¥ gli]]}.

4.5.7.3. unbound A] =}
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ZE 9 A 2= A 2d" 713

1N

A Ald o] sl nreld ] gL e A%z H root A A2 S B E L 9 gL

I ~J# systemctl start unbound

systemctl enable 3 52 &3 3}o] x| 2do] Hyld gjolr} unbound 7} A] 25 =X] sFol gLt}

=

I ~J# systemctl enable unbound

H ol 5 X o o Eg 1§ 2 o8 E FHFA O O AE = E AFg el AF ] & 7
PEE

[
letc/ EgresslP/conf.d T el E] 2] = 53 =] ¢l o] £ tj & 74L& F7}ak= t] AMEFH1]
i, =u 9l o] Zo ¢ 72 & 55 DNS AJu] 2 gt e el o A-EF T o= 55 719
WAN w0 2t =) 5= 51-9] w21 0] A1-§-H1] .

/etc/ EgressIP/keys.d 0 g gl )= 57§ £ uj 9] o] Fof gj st {2 YHAE FI}5l= b AFE
Hiloh o] 7 H& o] 5] DNSSEC A5 5= -9 B3l =] F2ZE 75317 9]
A F o2 EA5li= DS F 2=} glg o E g2 x}ﬁ A= 3]AF WAN 2] 2o A] F27 =0
Z A& 7} ¢t o] &7 0= DNSKEYE A1-g-3fof w9l o] o v]F o] A] &= 39 ¢/H ]

/etc/cnv/local.d t] 2 ] 2] = 57§ DNS b o] E| & ZF @ nje}o] = 2 F7}5]+ b AF&H U
i o]= B ]2 EEF W EsiAY 75 A G o) E YYo= b AHEE 7 A5 o] Hlo]H =
unbound & §3j F&}o] ¢ Eo] prgtE]x] vk DNSSEC 4] % 0 = FA] 5 %] g1

NetworkManager & 232 VPN &= ZE gjo]= 742 FF o2 v Fga 4 Qs o]g st 74 o
g ez o= 74 A 2] H <rl/%// g o] Zghsof M""JE} 2} A oF LJ/ 2 unbound.conf(5) o7& 7 o] x|

2 Fz A 2.

4.5.7.4. Dnssec-trigger 1 =]

=

dnssec-trigger of = 2] 7] o] {2 H# ¢l dnssec-triggerd = & & g 1] }. dnssec-trigger Z & %] 5}
2 o root Al g A2 02 552 9 &g

I ~J# yum install dnssec-trigger
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4.5.7.5. Dnssec-trigger Daemono] & 3 591 x] 8}9]

dnssec-triggerd 7} &8 F9I=] 3olsla v of2 F5 L o &g,

~]$ systemctl status dnssec-triggerd

systemctl status dnssec-triggerd.service

dnssec-triggerd.service - Reconfigure local DNS(SEC) resolver on network change
Loaded: loaded (/usr/lib/systemd/system/dnssec-triggerd.service; enabled)
Active: active (running) since Wed 2013-03-13 06:10:44 CET; 1h 41min ago

dnssec-triggerd ] o] & g 5] ] gk= -2 systemctl status 3 %2 dnssec-triggerd = Active:
inactive(dead) = 2 gf1]c}. €A 4] Ojs] A =3l root AFEAF=Z o} FF L 9/ g g

I ~J# systemctl start dnssec-triggerd

systemctl enable 3 32 & s}l A]~H-2 2y g gjolr] dnssec-triggerd 7} A ZF=]=X] 221}

1,

I ~J# systemctl enable dnssec-triggerd

4.5.8. Dnssec-trigger Al-8

dnssec-trigger o Z 2] 7 o] 4 oji= DNSSEC Z 2 H Z & ¥ A] 5} ¥ 2 o] nj2} DNSSEC == H
2FL +d317] ¥/t GNOME =4 7€ 2 E] 7} o). 7 ¥ 2 ] & A 2}3l2] H Super 7] & =2
Activities Overview(&5 7/j 2)E ¢/ & 35}:Z DNSSEC & ¢ &3l ]2 Enter 7] & =5 Ut} v JAHE o}
Al Z Y o}= ofo] 2 3lH sl Q= AR EFo]o FrlFH Yl §H ©E2Z 3l Q= gl E 7
g 9y ofo] 22 e HAFL]rh Y7 ool 2L mpps 9 2% HEC 2 FE|5ie §Y S A7

1,

o] gl 9] o] 4] unbound = o] Z Ajv] 2 24 Z Al-§ 5 resolv.conf = 127.0.0.1 £ 7}&]Z] 1]}
Hotspot Sign-On 7] Yo 4] OK & &€ 5}% o] 1j-& o] ¥4 H 1] }. DNS #] /= NetworkManager o} <]
7 2] 3} 22 resolv.conf o uj x| {1/ t}. o] %] Hotspot2] Sign-On = o] ] ol 4] olF gt = Qlg1ir). Y7] of
o]Z& DNS F 2] & ¢Fe 1A G F 2 sl= 2 B =g ZE F A g o). 2155 ¥ dnssec-trigger
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£ o] E AFEO GXah B wER tjA] FFso} 53] 7 4o u}2] Reprobe & HHs}e] 750
2 o] A9/ 7Y Fr] .

DNSSEC-trigger = 2 ¥ Z AIER] ¢ o] 25lR] Fsr]r). A FH Foj= W zel 2= o] FF
& ofu A7} Y 5pH #%’ HAE Y2IE Fo AFEAFA &gl 3l resolv.conf 7o) #HG A}
?f’o}/ 3l unbound o A 2+ ]l

4.5.9. DNSSEC = dig A}-&

DNSSEC7} a5 6}i=x] o 2.8 gl stz vl o}
=74+ bind-utils 37/7]le dig 93 9l 5&3
unbound-host ¢] =& /1]l o]d DNS 5 &/
&A= ¢oF 1o

3 HHE EL ALY 7 ASU T AT Y FL
7| e} fo nbound 57| ] ¢ Idns 7] =] =
nslookup = host = o o] 3} A} &5 x| gFo &z A}

T o

dig & A}-§-3}of DNSSEC tjjo]E]l & 2 ¥ 3}+= 2] E Hz]H +dnssec 54 o] H 3o 71 4.
o & &YW 53 g5y

~]$ dig +dnssec whitehouse.gov

; <<>> DiG 9.9.3-rl.13207.22-P2-RedHat-9.9.3-4.P2.el7 <<>> +dnssec whitehouse.gov
;; global options: +cmd

;; Got answer:

;; -=>>HEADER<<- opcode: QUERY, status: NOERROR, id: 21388

;; flags: qr rd ra ad; QUERY: 1, ANSWER: 2, AUTHORITY: 0, ADDITIONAL: 1

;; OPT PSEUDOSECTION:

; EDNS: version: 0, flags: do; udp: 4096
;; QUESTION SECTION:
;whitehouse.gov. IN A

;; ANSWER SECTION:

whitehouse.gov. 20 IN A 72.246.36.110

whitehouse.gov. 20 IN RRSIG A 7 2 20 20130825124016 20130822114016 8399
whitehouse.gov. BBEVHWEklaKpaLprt3hq1GkjDROvkmjYTBxiGhuki/BJn3PolGyrftxR
HHO0377I0Lsybj/uZv5hL4UwWd/Iw6Gn8GPikqhztAkghMxddMQ2IARP6p
wbMOKbSUuV6NGUT1WWwpbi+LelFMgqQcAq3Se66iyHO0Jem7HigPEUE1Zc 30l=

;; Query time: 227 msec

;; SERVER: 127.0.0.1#53(127.0.0.1)

;; WHEN: Thu Aug 22 22:01:52 EDT 2013
;s MSG SIZE rcvd: 233

A #52= 9o 1= DNSSEC 4752 ¥ /5= RRSIG &) 7= 9] 4]75.9] & Al 7} 2 vhig Al 7ho] vhgh
Hrj k. urel §5]5] ghe A njo A= Skl gli= flags: 449 ad bitE v-glspo] 6] o] £l 7} DNSSEC ¢l
FHA2e EAAE .

DNSSEC 75 475} dig g & °J 4] SERVFAIL ¢ 7& vietgi] .
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~]$ dig badsign-a.test.dnssec-tools.org

; <<>> DiG 9.9.3-rl.156.01-P1-RedHat-9.9.3-3.P1.el7 <<>> badsign-a.test.dnssec-tools.org
;; global options: +cmd

;; Got answer:

;; ->>HEADER<<- opcode: QUERY, status: SERVFAIL, id: 1010

;; flags: qr rd ra; QUERY: 1, ANSWER: 0, AUTHORITY: 0, ADDITIONAL: 1

;; OPT PSEUDOSECTION:

; EDNS: version: 0, flags:; udp: 4096
;; QUESTION SECTION:
;badsign-a.test.dnssec-tools.org. IN A

;; Query time: 1284 msec

;; SERVER: 127.0.0.1#53(127.0.0.1)

;; WHEN: Thu Aug 22 22:04:52 EDT 2013
;; MSG SIZE rcvd: 60]

oo B e A B E 2 F 5 ¥ dig FFl +cd 542 X5 51o] DNSSEC HAHS H] 2§21 8
A& o

~]$ dig +cd +dnssec badsign-a.test.dnssec-tools.org

; <<>> DiG 9.9.3-r1.156.01-P1-RedHat-9.9.3-3.P1.el7 <<>> +cd +dnssec badsign-a.test.dnssec-
tools.org

;; global options: +cmd

;; Got answer:

;; -=>>HEADER<<- opcode: QUERY, status: NOERROR, id: 26065

;; flags: qr rd ra cd; QUERY: 1, ANSWER: 2, AUTHORITY: 0, ADDITIONAL: 1

;; OPT PSEUDOSECTION:

; EDNS: version: 0, flags: do; udp: 4096
;; QUESTION SECTION:
;badsign-a.test.dnssec-tools.org. IN A

;; ANSWER SECTION:

badsign-a.test.dnssec-tools.org. 49 IN A 75.119.216.33

badsign-a.test.dnssec-tools.org. 49 IN RRSIG A 5 4 86400 20130919183720 20130820173720
19442 test.dnssec-tools.org.
E572dLKMvYB4cgTRyAHIKKEvdOP7tockQb7hXFNZKVbfXbZJOIDREJrr
zCgAfJ2hykfYOyJHAINnuQvM0s6xOnNBSve2xLIlybJdfTaN6kSROYFdYZ
n2NpPctn2kUBn5UR1BJRIn3Gqy20LZIZx2KD7cZBtieMsU/lunyhCSc0 kYw=

;; Query time: 1 msec

;; SERVER: 127.0.0.1#53(127.0.0.1)

;; WHEN: Thu Aug 22 22:06:31 EDT 2013
;3 MSG SIZE rcvd: 257
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DNSSEC &+ & d35 A1) vk A 7Fo] By 5}R] vk, o] of o x] www.dnssec-tools.org 2] A}
Zt=2 o] RRSIG /] %< +5° Of_ H 7 Bxjgt = gl A 510 o] 2 F+= systemctl status unbound 2]
o] 3ZA] = 32 unbound &= =37 Zo] o] 2l gl ¢ 7= syslog o 7] 5 gl

=9
Aug 22 22:04:52 laptop unbound: [3065:0] info: validation failure badsign-a.test.dnssec-
tools.org. A IN

unbound-host & Al-&3}= 9:

~]$ unbound-host -C /etc/unbound/unbound.conf -v whitehouse.gov
whitehouse.gov has address 184.25.196.110 (secure)
whitehouse.gov has IPv6 address 2600:1417:11:2:8800::fc4 (secure)
whitehouse.gov has IPv6 address 2600:1417:11:2:8000::fc4 (secure)
whitehouse.gov mail is handled by 105 mail1.eop.gov. (secure)
whitehouse.gov mail is handled by 110 mail5.eop.gov. (secure)
whitehouse.gov mail is handled by 105 mail4.eop.gov. (secure)
whitehouse.gov mail is handled by 110 mail6.eop.gov. (secure)
whitehouse.gov mail is handled by 105 mail2.eop.gov. (secure)
whitehouse.gov mail is handled by 105 mail3.eop.gov. (secure)

4.5.10. Dnssec-trigger<j tj] st Hotspot Detection Infrastructure &g

Y| E9 2] 148 o dnssec-trigger = 3=F2 G L] FAFL Yo Z Y ER T 2] &
g A g o] Hol U AL A FE 8L zfx//of— FAY. gAE P 2HEE &
3 23 9 AN E ez Este] AT B Ro] A 4 A9 ZE =7 o JrE EAHA
et

dnssec-trigger °J#] Hotspot2 7}=]3l+= b] A& & + U= Yefd ZH=7) = 27 § #o]AE
Hg s E o5 o] APl A] L.

e o] S H 2z AAT 7 Q= I A2 A ¢ A/ B E F7g 1] r]. Red Hat
Enterprise Linux 7 A]| =2l Ze]x} 7}o] =9o] 9] A]n] ZHS FZ 5] A] Q.

A v 7} AP H el FA=oF Q= g F F o] E A A g ol F] o] X 7} 7 & ¢F HTML
Ho]x]d H = g o & Eo] OKZX vt 7 gHd hotspot.ixt 2f+= Yt ~E 55
AL-& 3 = Q1] ). A]v] 7} example.com o] 9137 €] 4] 1] document_root/static/ 3¢ ©] = E]
2] o] hotspot.ixt 722 A A o} 7}g 5FH F 25 ¢ w o] x| o tj ot T+
example.com/static/hotspot.ixt ¢/ 1] c}. Red Hat Enterprise Linux 7 X] 8] #z]x}] 7}o] = 9]
¢ #]1u] ZFoj] 9= DocumentRoot ] A2 FZ I A] L.

103


http://www.dnssec-tools.org
https://access.redhat.com/documentation/en-us/red_hat_enterprise_linux/7/html-single/system_administrators_guide/index#ch-Web_Servers
https://access.redhat.com/documentation/en-us/red_hat_enterprise_linux/7/html-single/system_administrators_guide/index#ch-Web_Servers

Red Hat Enterprise Linux 7 B ¢l 7}o]| =

/etc/dnssec-trigger/dnssec-trigger.conf 71 9 of O} 3 -2 F7}gl]].
I url: "http://example.com/static/hotspot.ixt OK"

o] gF e HTTP (¥£E 80)E Al-&35lo] ZZ HEH URLL Z7}g1 ) A vlx B2 54 &g
URL3} g2 2= Flo]A] 9. W] 7 vix P& gez=d ¢ Fojxjo X518 A
HE = g2E FXF Y.

g 549 bj g A o &2 man 7] o] %] dnssec-trigger.conf(8) & FZ 5/ A] 2.

4.5.11. 94 A& =vjolo] j st DNSSEC - HAF 7+

7] 2 o 7 A5l o] F A vl 7} 9l AY g2 NetworkManager = 5 3 Wi-Fi 9142 A 2] st &2
= ¢ 7 ojx] A F8l= 2 E Enj ol bjsf dnssec-trigger o 93 vloly X =] grgi]o} 7]H2 Ao =
unbound o #7}d BE FdY 92 DNSSECS] 754 HAFg .

A FIo] g a2 Folsl=7lE s WP - onz g FG JIL 7]2F
7 gl& 1t} o] 24 sl2] ¥ dnssec-trigger % 79 /etc/dnssec.conf o 4]
validate_connection_provided_zones ¥ 5Z w73 gli]]. root A8 R} = O}23 Zro] 2 F v FHEF
g ot.
H

lo
[l
oy
ol
i)

I validate_connection_provided_zones=no

Z|E AG FGoli= WG AFgo] H&E A IR vk g5 Fo o] F-p-vk FHEFH ] mjalaA] daAf A FH
=9l s DNSSECE v] 8435} 3}la] vl ojA] o2 sjo} gFi] ok

¢

4.5.11.1. Wi-Fi Supplied =xj ¢] o] tjj st DNSSEC -7 &% HAF 7%

Wi-Fi #) 3> § <] tjot FFTF §4& +71e 7 M”‘L/E} o] 817 s}2] '@ dnssec-trigger 7§ 7}
/etc/dnssec.conf o] 4] add_wifi_provided_zones ¥ = w7 gf1]}. root AF-§ 2|2 o} 23 Zo] Y2
o A g
I add_wifi_provided_zones=yes

A& dG Gl v Aol HEHA FA v FF Fo 0] Zp vk HEHLh B #) Wi-Fi A
F =wj¢lo] o5 DNSSECE g-§3}5)2 'l Wi-Fi ¢1 22 t}4] &1 2(chA] Al )slloF gt
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72—%'

unbound 9] 3§ F §%.0= Wi-Fi A3 £ 9le Frpohs F9 027 2
2 o gg2 v F 7 Aok

Wi-Fi o)) 2 912 = # o] 1.0 1] 2.2 DNS 72 a5 DNS 4]
v 2 295 & 7 gl DHCP & 53 En9l2 o ed oz A58 + e
1)},

g F o) gjst DNSSEC 75 o] B= 37 Wi-Fi ] 3> DNS 4] v] =
o] & ¢4 5}A] g2 A 3H E”//‘ilol//‘f ErQl o]F gj et IP FiE =5
g Awt.

of,

4.5.12, 27} 22

22 DNSSEC] tjsf] 24 5] 473 3l= 2] 229yt

4.5.12.1. 23 H 24

°
Ct igger(8) o] i7 <& 7 o] x] - dnssec -triggel d,dlPSsec-trigger.contl‘Ol j24) sec-
t”'ggel-panel 0]] E,yé‘} o & _9_/qo,7 ,:,1’7__,/- A ol 511 ], dns

DNSSEC-trigger.conf(8) rjj i+ ¥ =] o] X] - dnssec-triggerd 9] 47§ 54 js] &3 g}1]

=3
[}
unbound(8) =52 7 o] %] - DNS 75 8¢l 8212} ¢l unbound °j o] st F 3 5 tja)
A9 g,
[}
unbound.conf(5) o7 < 5 o] =] - unbound & 74 5}= Wy o tj ¢t F M} EgFEo] 9l
Fyd.

resolv.conf(5) =22 5jo] =] - ] EH] ZElo] JL JHE ¥

O
oo
T
pY
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4.5.12.2. 2219l 2]

http://tools.ietf.org/html/rfc4033

RFC 4033 DNS 2 ¢F 7] B 2 * A},

http://'www.dnssec.net/

#-2 DNSSEC 2] 520 tj 3t J =7} Ql+= ¢ AFo] E.

http://'www.dnssec-deployment.org/

& 2] 5}+= DNSSEC Hj ¥ o] L] *]E] Hoj]= B2 DNSSEC g H 7} ¥

Homeland Security 24 7}
dyopis ndg F5o] Y.

g5/ 0] 21.05] DNSSEC ] ¥ 24 2

http://www.internetsociety.org/deploy360/dnssec/community/

Internet Society<] “Deploy360” o] L] A E] H= Z 4] A #

DNSSEC wj & ZZ 3l £ 5}=
771 E] 9} DNSSEC &5 Z+= o 7§ oF e ¢/ .

http://'www.unbound.net/

o] B0l = Mol 5] ghe DNS Aju] 2o t ¢k oyl g 5 7} E 5 o] ],

http://'www.ninetlabs.nl/projects/dnssec-trigger/

o] 4] o= dnssec-trigger o tj st vk FH 7} F st o] 941}

4.6. LIBRESWAN=- A}1-8-3}f VPN(VIRTUAL PRIVATE NETWORK) # 2}

Red Hat Enterprise Linux 7] 4]+= Libreswan o} Z 2] 7] o] {9 ] ] ¢l 5}+= IPsec = Z EZF 2 Al-§35}
of VPN( Virtual Private Network )& 7% & 5 &1/} Libreswan & Openswan o] = a]ﬁ/optio]/ /)

gl 9120l ], Openswan 4] 9] B2 o A= Libreswan 7} 23l 7} g} 1]}. NetworkManager IPsec
Z&]z9] 2 NetworkManager-libreswan o] 2l 7 gli]c}]. GNOME Shell A}-82}+= NetworkManager-
libreswan-gnome 5j 7] x] & & =] 5] oF 5} 5f NetworkManager-libreswan £ 2% 0 & Al-g3jof g}1]
c}. NetworkManager-libreswan-gnome 7] 7] x| = X1 €] & Y o A] vF A}-& & 4= Ql5 o}, F7F 2] EX]

E #Y35 2 Y o] A 2] E FEFHA L.
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47%. & S Au| 2= A2 7F3)

VPN-& IPsec ZZEZ2 A2 oz olgyl 7] w3l (IKE) Z2 EF2 Al-&35lo] 7% H 1]t IPsecs
IKEz}= g o] = A] 2 bl AlgsF 4= 9151l IPsec VPN IKE VPN, IKEv2 VPN, XAUTH VPN,
Cisco VPN === IKE/IPsec VPNojzl 7 &= g1}, L2TP( Level 2 Tunneling Protocol )& Al-§ 5}
IPsec VPN ¥ 32 QJulz] o = el = 24 xI2tpd of 2] 7] o] 4 o] &2 ¢t L2TP/IPsec VPNo]z} 37 g1
}.

Libreswan & Red Hat Enterprlse Linux 79 A] A& 7}53F @ ZE £AX A& 2] F27F IKE & 9/ 1] ]
IKE 8] 7 1 "72—/(]-—9-/?]- F oz Z&F Y FIIKE T2 EZ A= oFsstE o] Y1)
IPsec ZZ =2 Linux 7 L70]] 9jsl] &5 Libreswan £ VPN E]Y 7242 3£ 2 A== AY
2 49t

IKE Z2 &2 UDP ¥ E 500 ¥ 45002 Al-§-91/r}. IPsec ZZ2 EFL ZZEF v $ 500] 92, =
Z2EF W5 519 215 H 3 (AH)9l 2= EF ¥ $ 519] Encapsulated Security Payload (ESP)zl+=
7R Z2EFE 7Y FY 0. AH Z2 EF 2 A& 51X g Fl o] 5O AH ALE-R= null ¢35 31
& AR§-5}o] ESP 2 vpo] 28 o] {5} A o] F51] ).

IPsec Z2 EFoj=HY BE(7|EZH) Y J& 2E o F IR &5 B=oF Y5y IKE &’01
IPsec2 Al-g3lo] AYL ZA S = QlL=1]]. O/E Manual Keying o] 2} 32 @] d}. ip xfrm 3 3 2 A1&
ato] & 7] Ae]E HF e 7+ A7 H oLyl o] 5= FH s AFgHA G netlinks /‘}ﬂ afof
Linux 719 3 Libreswan ¢l E] 7] o] =, #Z] ¢} s8] & ¢} 552 Linux 7‘7 Hojx] =g H1d.

Libreswan ->NSS( Network Security Services ) ¢}/$ 3] 2}o] H 2] 2] & A}-& gfi]]. libreswan &
NSS+= % -F Federal Information Processing Standard (FIPS)PublicationRuntimeConfig s} ¢}7] A}
&lEF AFHAFH .

Libreswan ¥ Linux 7] 9 o A] ¢ 5= IKE/IPsec VPN:2 Red Hat Enterprise Linux
70)4] AF§- & = 9= 3 8 VPN 7]5= 1] ok o] 2 ¢ ] § ol tfal o] sl 5x] g3 o}
VPN 7]-2 A1-§5}7] mpA] 2.

4.6.1. Libreswan & =]

Libreswan £ & =] 3} 2] ¥ root = 0l g%

o
e
{
o
I
{

I ~J# yum install libreswan

Libreswan o] & =] 5] o] gli=%] gols}e]H o} .5L T 5F A L.
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I ~]$ yum info libreswan

Libreswan o] A HX] ¥ Hx] ZZi=29] 22 NSS t o] Bl v o] 25 = 7] 3] 5] of gFi] . A b o] E]
] o] 2 & A| ZF5}7] F o] OF5-7 gHo] o] A ] o] E] H] o] = F ] 7] g} 1] r}.Before you start a new
database, remove the old database as follows:

~J# systemctl stop ipsec
~J# rm /etc/ipsec.d/*db

22l -2 A NSS b o] Bl o] =& % 7]3}5t2] H root 2 -2 B 32

L)
)
E?-."
L
£

~J# ipsec initnss
Initializing NSS database

FIPS m2 = 0] 5] v} 3} 5 5= 7o ¥ NSS Bl o] Eju] o] =& 952 B S alof §1]r}. o]d §F el
FIPS 12 =] b o] ju] o] 25 % 7|3} 52 Wl T2 AFE-FFLTH.

~J# certutil -N -d sql:/etc/ipsec.d

Enter a password which will be used to encrypt your keys.
The password should be at least 8 characters long,

and should contain at least one non-alphabetic character.

Enter new password:
Re-enter password:

Libreswan o ] A 3*3}+= ipsec &< A] &3}2] H root Z o3 FE S JdI .
I ~J# systemctl start ipsec
b o] dx] g 1] golsta]H 5L T YA L.

~]$ systemctl status ipsec
* jpsec.service - Internet Key Exchange (IKE) Protocol Daemon for IPsec
Loaded: loaded (/usr/lib/systemd/system/ipsec.service; disabled; vendor preset: disabled)
Active: active (running) since Sun 2018-03-18 18:44:43 EDT; 3s ago
Docs: man:ipsec(8)
man:pluto(8)
man:ipsec.conf(5)
Process: 20358 ExecStopPost=/usr/sbin/ipsec --stopnflog (code=exited, status=0/SUCCESS)
Process: 20355 ExecStopPost=/sbin/ip xfrm state flush (code=exited, status=0/SUCCESS)
Process: 20352 ExecStopPost=/sbin/ip xfrm policy flush (code=exited, status=0/SUCCESS)
Process: 20347 ExecStop=/usr/libexec/ipsec/whack --shutdown (code=exited, status=0/SUCCESS)
Process: 20634 ExecStartPre=/usr/sbin/ipsec --checknflog (code=exited, status=0/SUCCESS)
Process: 20631 ExecStartPre=/usr/sbin/ipsec --checknss (code=exited, status=0/SUCCESS)
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Process: 20369 ExecStartPre=/usr/libexec/ipsec/_stackmanager start (code=exiteq,
status=0/SUCCESS)

Process: 20366 ExecStartPre=/ust/libexec/ipsec/addconn --config /etc/ipsec.conf --checkconfig
(code=exited, status=0/SUCCESS)
Main PID: 20646 (pluto)

Status: "Startup completed.”

CGroup: /system.slice/ipsec.service

L_20646 /usr/libexec/ipsec/pluto --leak-detective --config /etc/ipsec.conf --nofork

Libreswan o] A] =g2 A] 2} ok uj ] 2}&] == 3l2] W root Z r}5 F 3 JP .
I ~J# systemctl enable ipsec

lpsec/*fH/"EOFLo 5 HE
. FslE ALg E FEHAIL. F
S}

l:i

HAL 5] L5 == yajvio] Hg

E 7|uk yelel 2 2o Welglo] gjst FH=5
AlO| A2 F 78 5 Q=5 5] §35}4/A] 2. Libreswan o A] ]S

olel gl 7] w2l (IKE) = Z & &-§& UDP ¥ E 500 ¥ 4500
2 Z &= 50: Encapsulated Security Payload (ESP) IPsec 7 %!
olzH 3] (AH) IPsec | H 9] 3¢ Z 2 EF 51

Libreswan ¢ 418-51] IPsec VPN 415/ s= /o] 1% 4] 712 ol & A58, 2 A of =
o] ZAEE g ddeto] st AT 5 YER = AT ¥ WA o= F AL ES #
A At sfrfe] YEHZE et AT Al WA oo HEY=EA YAz d2H 27
A} A& A et A YT

4.6.2. Libreswan$ Al-& 3l VPN =4 A4

Libreswan 2 IKE/IPseco] #jo] ZZ EFZ o] H 7] mjFoj “£27 al “gjaF” it = “Au]” ol “Z
POl SLE" i Goj & ALESIA] eIt ] “HIE" L 19 EE" G o] F ALg ool A= FUE(5A
)& F=e). o] ) HH o330 9 7 BHNA FAE 7Y AE T 7 A v B A
7} Py 2 TAE eft” E A1§ L Y7 FAE Ha “9 X" 2 ALg g

oz oz Z7 ¢l

oy

off AFgH = v 7] W] gt

F4 7] (PSK)= 718 71eHe 15 WY 9]k PSKi= 99]2] #x}.2 74500} 51n] Zo]
7} 204} o] o] of o} F1]}. FIPS s =0 4] PSK= AMS-H F2 4 2] Zo] e} H& Fie
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7 AL EFalok S 64 AE EXu ) & PSKE AFE- 515 G A o] F41] o

#A RSA 7= Jyp o2 §F $2E-F2E B A Hyl-to-subnet IPsec 7 o AF§-H
o $2E&= 429 F7f RSA 7| 2 F52 2 74 4%"—/’:/1 o] L 4] Jf o] §9] TAET}
2= [Psec B 92 A2 HF o} 5l= F-L # sFFEH A L]l

X.509 915 Al= ubx 0 2 kA9l IPsec Ao E oo e Z o} fi= ol 2] SAE} g
= o2 W E /‘}ﬂ%ﬂ/ﬁ} 5 015 /)7 (CA)S SAE = Al83)E 93] RSA 1549
At B AR FU L o] £F CAE ¥ SAE = AFgo] HAE Esto] 2E F7
sl o 717t

NULL 9152 915 glo] vjA] gfsslE Hi= b AFEHU T o] 78§ $4F2Z7E H5 6}
Aok H=R ol A o 2 HRE H§51R = P z2{1) IKEv2 o 4] = symmetric Q15 34
= 5 &l EE Fefo]ET} A uE Q5] ¥ A uli= Felo] I EE Q156K g Al =
7 &) Opportunistic IPseco]= NULL ¢/ 52 A}-& & + &1l o] 292 TLS (https:/ 4 A}
oJEgt i x F)E AFE 5l H Ok § AFo] ES] FAFE O

ojej gt oI5 Y 2o = YR} FirE o o Tl FFCEZFRE HS 7] fle o 1SS oY
7= 9141} o]z st F7} olF WL Postquantum Preshared Keys (PPK )2}z 3]t 7j '5 o]
o E EE= Falo]olE 252 ]9 9] 74 PreShared 7] 9] 3 53l= PPK(PPKID )Z =] s} }A4]
PPKE Al-& g + 5] 4.6.9E. “Quantum Computersoj g st H & A}-§7< FZ 514 A] L.

4.6.3. Libreswan$ A}l-& 35l 5 ~E-5*<E VPN vt1=7]

“QIE” 7] “9 ZE” o]gli= = §AE 7hof] $AE 7FIPsec VPN 4431 E = Libreswan 2 7% 5}
2 H A 22 YA RSA 7] 2 Y§517] 98] 7 EXE ZFof root Z o3 33 < ¢ g g«

~J# ipsec newhostkey --output /etc/ipsec.d/hostkey.secrets
Generated RSA key pair with CKAID 14936e48¢756eb107fa1438e25a345b46d80433f was stored in
the NSS database

o] & F3l Z2E0] ¢ RSA 7] o] Y5 HLIrt. RSA 7] & Y4 ol Za 2t 53] AEZ )
Heja] B go] A 7 Ui,

A
Mo
N
Y
X

SAE 3 7] E “YEoz X 5 Q= sAE FI 7] S B a]H “newhostkey” F F o A
V15l CKAIDE A1-§ 31 o] A hostkeyZ} +7}E & =Ex] root Z o}5& F S AP .

~J# ipsec showhostkey --left --ckaid 14936e48e756eb107fa1438e25a345b460d80433f
# rsakey AQPFKEIpV

110



47%. & S Au| 2= A2 7F3)

leftrsasigkey=0sAQPFKEIpV2GdCFOUx9Kqhcap53Kaa+uCgduoT2I3x6LkRKE8N+GIiVGkRH4Xg+WMrz
Rb94kDDD8m/BO/Md+A30u0NjDk724jWulUU215rnpwvbdAob8pxYc4ReSgjQ/DkqQvsemoeF4kimMU 1
OBPNU7IBw4hTBFzu+iVUYMELwWQSXpremLXHBNIamUbe5R 1+ibgxO19l/PAbZwxyGX/ueBMBvSQ+H
0UqdGKbq7UgSEQTFa4/9qdYZDDzx55ipZk2Z3es+EWAJURwJOgGiiilFuBagasHFpeu9Teb1VzRyytny
NiJCBVhWVqsB4h6eaQIRpAMmqgBdBeNHIXwb6/hg+JIKJgjidXvGigWBYNDpG40fEFh9USaFISdiHO+
dmGyZQ74Rg9sWLLtiVdIH1YEBUtQb8I8FVrydwSn6AZqPlpGgUdtkTYUCaaifs YH4holAOnku4Fy/Ugej8
9ZdrSN7Lt+igns4FysMmBOI9Wi9+L Wnfl+dm4Nc6UNgL E8kZc+8vMJIGKLIi4SYik2/MFYgqGX/COxSCPE
FUZFiINK7WdaOkWea/FqE 1heem7rvKAPligMymjSmytZI9hhkCD16pCdgrO3fJXsfAUChYYSPyPQClkav
vBL/WNK9zlaOwssTaKTj4Xn90SrZaxTEjpqUeQ==

opgflo] 4 H t2 F EXES] 7Y G FrpstelHl o] 717} 2 F1] k. CKAIDE o] vel 7
P o2 AFg o] A LH ] BE SAE 7] 22 02 5 gt

~J# ipsec showhostkey --list
< 1> RSA keyid: AQPFKEIpV ckaid: 14936e48e756eb107fa1438e25a345b46d80433f

7] 89 A|ZH P2 /etc/ipsec.d/*.db o Ll= “NSS b o] E] v o] 2= off ” ] g 1] F.

o] 2 E 7} Y99 gjst 74 5L vrE>] 95 ¢lZrsasigkey= ¥ rightrsasigkey= from 9] =
2 fetc/ipsec.d/ t] & £ 2] o] v] €AL&} A5 74 T2 o F7HH L],

root = JY 5= W E gt Og FHoZ HHG o] F oz UL YYFTh

I /etc/ipsec.d/my_host-to-host.conf

27 o] 72 HE .

conn mytunnel
leftid=@west.example.com
left=192.1.2.23
leftrsasigkey=0sAQOrlo+hOafUZDICQmXFrje/oZm [...] W2n417C/4urYHQkCvulQ==
rightid=@east.example.com
right=192.1.2.45
rightrsasigkey=0sAQO3fwC6nSSGgt64DWiYZzuHbc4 [...] D/v8t5YTQ==
authby=rsasig
# load and initiate automatically
auto=start

7l 7]+= RSAID tj ] CKAID=Z +
£ AFg g o,

o

J s} =% 9l 1) o] 75 “leftrsasigkey="c} ] “leftckaid="

A& R OEF S2E wipoi] Aot ¥ AL AT 5 gt Libreswano] X]°gH IP 55

m
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gE7 o] “9 27 )] AF 02 PA G FAE F 5} o

E oF = Ql= F-¢ muld ZFlo] 9l EJA] %defaultroute = IP X2 Al-E
gl ze]H FFIP F27 5o 2 JE L. Fo]o+= 2ufd S2EQ AF2 Fa5l= F A 4
¥ Z2EOA] IP F40] %any & Al-§3}o] Zupd FAEE AF g

]
~

leftrsasigkey zlo] “¢1&” $ = E o] 7}%] 9] rightrsasigkey #-$ “EH}E” $ X E o] 714 gh=A]
2ol gF1] o}, right ckaid <} rightckaid = A}-& & wj = % &g 1]}

ipsec & A F5le] A FHE 9z P A A AHER FHH 9 Hdo] 4F AU GolF]

ot
I ~J# systemctl restart ipsec

auto=start 54 < A8} IPsec B9 ¥ = o] HFs)of g o5 5L FE=Z ¢/g 519
T2 HYS 2us Al FE 5 g

~J# ipsec auto --add mytunnel
~J# ipsec auto --up mytunnel

4.6.3.1. Libreswan & A}-& 35l 5 ~E-5*E VPN 39]

IKE §32 UDP £ E 500 % 45009 4] o]-Zo] § 1] d}. IPsec 7 %12 Encapsulated Security
Payload (ESP) 7|7l o 2 FZA]F1]r]. ESP Z 2 EFo:= ¥ EJ} g1l VPN ¢1Z o] NAT 225 &
S oF 5}+= F - ESP %2 ¥ E 45002] UDP 7zl e 2 =3 H 1.

AR o] VPN B9:2 53 d45E Folsteldl ohe §402 root 2§32 Y gk

~J# tcpdump -n -i interface esp or udp port 500 or udp port 4500

00:32:32.632165 IP 192.1.2.45 > 192.1.2.23: ESP(spi=0x63ad7e17,seq=0x1a), length 132
00:32:32.632592 IP 192.1.2.23 > 192.1.2.45: ESP(spi=0x4841b647,seq=0x1a), length 132
00:32:32.632592 IP 192.0.2.254 > 192.0.1.254: ICMP echo reply, id 2489, seq 7, length 64
00:32:33.632221 IP 192.1.2.45 > 192.1.2.23: ESP(spi=0x63ad7e17,seq=0x1b), length 132
00:32:33.632731 IP 192.1.2.23 > 192.1.2.45: ESP(spi=0x4841b647,seq=0x1b), length 132
00:32:33.632731 IP 192.0.2.254 > 192.0.1.254: ICMP echo reply, id 2489, seq 8, length 64
00:32:34.632183 IP 192.1.2.45 > 192.1.2.23: ESP(spi=0x63ad7e17,seq=0x1c), length 132
00:32:34.632607 IP 192.1.2.23 > 192.1.2.45: ESP(spi=0x4841b647,seq=0x1c), length 132
00:32:34.632607 IP 192.0.2.254 > 192.0.1.254: ICMP echo reply, id 2489, seq 9, length 64
00:32:35.632233 IP 192.1.2.45 > 192.1.2.23: ESP(spi=0x63ad7e17,seq=0x1d), length 132
00:32:35.632685 IP 192.1.2.23 > 192.1.2.45: ESP(spi=0x4841b647,seq=0x1d), length 132
00:32:35.632685 IP 192.0.2.254 > 192.0.1.254: ICMP echo reply, id 2489, seq 10, length 64

QI Fo] 2= Ef S dEo}= F oz dajyl QE o] 9. tcpdump 2 A& &5 H

rr
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Ctrl+C =51/t

tepdump g <2 IPsec 7} °Fzhe] o 7] 2] G ¥& 2-& g o ¥ H Jut gAE
FZl o] ofd Bl ots ol H AR E 7 Qg ¢FespH 7 A oot s 5H
T AL el et + Y. 7Fs ot G927 A 2E 7H9] 2l El 9 4] tcpdump E &
5l 7 A =E Q] E P oA & H =] &51] ). VTI(Virtual Tunnel Interface)=E A}-& 3}
= 47 &2]F Qe F o]~ 2] tcpdump<= ESP 771 & Z A] 5= ¥, VTI Q1 E] 5 o] = 2]
tcpdumpoj= J vt B2 E E g3 o] F A1}

Bl o] v] g5 oz HYHUER] gl BdS Fd EgfF o] drp} Alepg=A] F71E 8¢l
512l ™ root Z 072 &L 9]}

~J# ipsec whack --trafficstatus
006 #2: "mytunnel”, type=ESP, add_time=1234567890, inBytes=336, outBytes=336, id='@east’'

4.6.4. Libreswan£ A}-& 35} AFo]E 7F VPN =%

Libreswan ojJ 4] A}o] E 7} [Psec VPNL vF=7] Q35] 3= 7fo] & A E Alo]oj IPsec E] o] A4 H1L]
r}. o] Y2 3f1} o] o] A Hulojx] EF & EfI L 5] &S Y d EF Y] ol Y ERZ
o] g7 R gt Alo]EgJo]elil 7FeF = Qs ]l AFo] E ZF VPN 74& 3]} o] 329 by E P =
= A BYS 74 5o X g5 of gtr)= F oA £2E ZF VPN T o5 1 .

Alo] E 7F IPsec VPN-S 4§ 5] == Libreswan = 7~ 3l2]H 74| 4.6.3%. “Libreswan-2- A}-§ 3} <f
sAE-g~E VPN 7+E7]” o] 4G H gjZ $2E 7FHIPsec VPNS 7§ ¢F 05 a5 LS FH &t o]
=0 Z Bl A1} fetc/ipsec.d/my_site-to-site.conf o} 7+ 7 = Bl ] root = J P H= HEF
7| & A& 5lo] of2- 3 Zro] A& A} x| &g 7Y /etc/ipsec.d/my_site-to-site.conf = H F gL}

conn mysubnet
also=mytunnel
leftsubnet=192.0.1.0/24
rightsubnet=192.0.2.0/24
auto=start

conn mysubnet6
also=mytunnel
connaddrfamily=ipv6
leftsubnet=2001.:db8:0:1::/64
rightsubnet=2001:db8:0.:2::/64
auto=start

conn mytunnel

leftid=@west.example.com
left=192.1.2.23

13
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leftrsasigkey=0sAQOrlo+hOafUZDICQmXFrje/oZm [...] W2n417C/4urYHQkCvulQ==
rightid=@east.example.com

right=192.1.2.45

rightrsasigkey=0sAQO3fwC6nSSGgt64DWiYZzuHbc4 |[...] D/VBISYTQ==
authby=rsasig

L}
of

£ H&A]7]2 2 Libreswan £ TiX] A J 3} A1} &0 2 2 E5 05 32 A& 3} root
=2 2E dFdLe g,

I ~J# ipsec auto --add mysubnet
I ~J# ipsec auto --add mysubnet6

~J# ipsec auto --up mysubnet

104 "mysubnet" #1: STATE_MAIN_I1: initiate

003 "mysubnet" #1: received Vendor ID payload [Dead Peer Detection]

003 "mytunnel” #1: received Vendor ID payload [FRAGMENTATION]

106 "mysubnet" #1: STATE_MAIN_I2: sent MI2, expecting MR2

108 "mysubnet” #1: STATE_MAIN_I3: sent MI3, expecting MR3

003 "mysubnet"” #1: received Vendor ID payload [CAN-IKEvZ2]

004 "mysubnet" #1: STATE_MAIN_I4: ISAKMP SA established {auth=-OAKLEY RSA SIG
cipher=aes_128 prf=0akley _sha group=modp2048}

117 "mysubnet" #2: STATE_QUICK_I1: initiate

004 "mysubnet”" #2: STATE_QUICK_I2: sent QI2, IPsec SA established tunnel mode
{ESP=>0x9414a615 <0x1a8eb4ef xfrm=AES_128-HMAC_SHA1 NATOA=none NATD=none
DPD=none}

~J# ipsec auto --up mysubnet6

003 "mytunnel” #1: received Vendor ID payload [FRAGMENTATION]

117 "mysubnet" #2: STATE_QUICK_I1: initiate

004 "mysubnet”" #2: STATE_QUICK_I2: sent QI2, IPsec SA established tunnel mode
{ESP=>0x061e2099 <0x75eaa862 xfrm=AES_128-HMAC_SHA1 NATOA=none NATD=none
DPD=none}

4.6.4.1. Libreswan& Al-§slof Alo]E 7I VPN &9]

VPN 5192 54 A o] A45=x Felals F9-2 4.6.3.17. “Libreswan2 A1-§5/0] 5 ~E-5
~E VPN 219]” o] dH H=}o] gl

4.6.5. Libreswan& Al-§&3slof Alo]E 7 2 Y VPN #~%

FF AP E 7 D 0] 7HE Ao EF o) & IPFL ] YL IP F42F A1l A2 Fld
o gLt} o] ¢S B YL AFg e P& 5 i) E2E o] Fo] west 9l U5 S2E 1
H P £4£192.0.1.254 7] 937 5~ E o]Fo] east ¢] 9 E&E S AEJ} Ql= F-2 T g/IL A& 5]of
i Al 8] 9] /etc/ipsec.d/myvpn.conf 7} o) O}2 752 X FalA] 2.

I conn mysubnet
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leftid=@west.example.com
leftrsasigkey=0sAQOrlo+hOafUZDICQmXFrje/oZm [...] W2n417C/4urYHQkCvulQ==
left=192.1.2.23

leftsourceip=192.0.1.254

leftsubnet=192.0.1.0/24

rightid=@east.example.com
rightrsasigkey=0sAQO3fwC6nSSGgt64DWiYZzuHbc4 [...] D/v8t5YTQ==
right=192.1.2.45

rightsourceip=192.0.2.254

rightsubnet=192.0.2.0/24

auto=start

authby=rsasig

4.6.6. Libreswan2 Al-gslof A] Hyl 33 74

A3} 2] g T A o W EFH . 7} 2] = === ] 2 ¥ ditel IP

IPsec & 2
3] H E FEf A]Z FERg]o). o] E 4] Hyl UTrusiono] &} 2 g”fl':}

CacE
Y78 s o

of 4.2. reHel A B G HF 7
512 oA oA = 10.0.0.0/8 2 T -2 /24 K] B AL 5= F Ao B2 = AEAL 7Y

L
ol o
3z T

gt

5.2 AL F o) A

leftrsasigkey=0sA]...]

#

right=5.6.7.8
rightid=@branch1
rightsubnet=10.0.1.0/24
rightrsasigkey=0sAXXXX]...]
#

auto=start

authby=rsasig

conn branch1
left=1.2.3.4
leftid=@headoffice
leftsubnet=0.0.0.0/0
conn branch2
left=1.2.3.4
leftid=@headoffice
leftsubnet=0.0.0.0/0
leftrsasigkey=0sA[...]
#
right=10.11.12.13
rightid=@branch2
rightsubnet=10.0.2.0/24
rightrsasigkey=0sAYYYY]...]
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o] HY& Fal d45= A& A Fr

conn branch1
left=1.2.3.4
leftid=@headoffice
leftsubnet=0.0.0.0/0

leftrsasigkey=0sA]...]

#

right=10.11.12.13
rightid=@branch2
rightsubnet=10.0.1.0/24
rightrsasigkey=0sAYYYY]...]
#

auto=start

authby=rsasig

conn passthrough
left=1.2.3.4
right=0.0.0.0
leftsubnet=10.0.1.0/24
rightsubnet=10.0.1.0/24
authby=never
type=passthrough
auto=route

#
auto=start
authby=rsasig
“branch1” AlE & o)Al = §A 3 AL A& G Eo §7 442 A1gdlo] 22 LAN Edf 5

4.6.7. IKEv2 g7 o) 4]~ VPN Libreswan %

Horizon 1ol A= A8 22 E502 95 IP 748 AMg ol wrje Fejo]dEE 1§02
AERE o] EE 7 UGt AFA = AFAE A& 51e] A5 HL T o]d IKEvI XAUTH Z2 222
AVE A EF e ohg oA 4] IKEV2E AL g,

Ao A] T2 - Fr] .

conn roadwarriors
ikev2=insist
# Support (roaming) MOBIKE clients (RFC 4555)
mobike=yes
fragmentation=yes
left=1.2.3.4
# if access to the LAN is given, enable this, otherwise use 0.0.0.0/0
# leftsubnet=10.10.0.0/16
leftsubnet=0.0.0.0/0

16
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leftcert=vpn-server.example.com

leftid=%fromcert

leftxauthserver=yes

leftmodecfgserver=yes

right=%any

# trust our own Certificate Agency

rightca=%same

# pick an IP address pool to assign to remote users

# 100.64.0.0/16 prevents RFC1918 clashes when remote users are behind NAT
rightaddresspool=100.64.13.100-100.64.13.254

# if you want remote clients to use some local DNS zones and servers
modecfgdns="1.2.3.4, 5.6.7.8"
modecfgdomains="internal.company.com, corp”
rightxauthclient=yes

rightmodecfgclient=yes

authby=rsasig

# optionally, run the client X.509 ID through pam to allow/deny client
# pam-authorize=yes

# load connection, don't initiate

auto=add

# Kill vanished roadwarriors

dpddelay=1m

dpdtimeout=5m

dpdaction=%clear

27 24

left=1.2.3.4

1.2.3.4 ZH2 AH] 9] AA IP 72 B 525 o] 32 g 7],

leftcert=vpn-server.example.com

o] &
of. durs
2 pkes1

AL AEAE 1A 0k bl AGH [G 0 0 Tis U8 S G S E A H
02 o] 28 .pl2 7Y FH o PKCS #12 9154 W59 APz Y Fr Tk FA T g
201) & pki12util(1) 32 5 o] <] & F-2 AL,

oY Fepo A EA 2 A G ol HF L Frre] WFZ A FI .

conn to-vpn-server
ikev2=insist
# pick up our dynamic IP
left=%defaultroute
leftsubnet=0.0.0.0/0
leftcert=myname.example.com
leftid=%fromcert
leftmodecfgclient=yes
# right can also be a DNS hostname

17
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right=1.2.3.4

# if access to the remote LAN is required, enable this, otherwise use 0.0.0.0/0
# rightsubnet=10.10.0.0/16

rightsubnet=0.0.0.0/0

# trust our own Certificate Agency

rightca=%same

authby=rsasig

# allow narrowing to the server’s suggested assigned IP and remote subnet
narrowing=yes

# Support (roaming) MOBIKE clients (RFC 4555)

mobike=yes

# Initiate connection

auto=start

27 24,

auto=start

o

~

542 418 51l ipsec A 2§ A]H] 27} 4] 5F wupe} VPNo] e 8 & 7= 1] ch. 15 ¢

4L g3 3}e = 47 auto=add Z vl F 1]

it

4.6.8. X.509EF A& 35l IKEv1 ¢ 7 )4~ VPN Libreswan & XAUTH %

Libreswan & XAUTH IPsec 35S Al-§3lo] Z2S &gt Z VPN Fa}o] A E) IP = ¥ DNS
YHE 7R H oz dgaie P AT FH G 3 AS(XAUTH)L PSK 5= X.509 21541 & A}-& 3}
of WE g 7 Agr]r). X.5095 A}g o] W Eshi= o] o b gLk Fefo] A E SFA = 54 3
Z] &= E=0CSP( Online Certificate Status Protocol )= F <3 4 51l X.509 Q541 & A& 3}
H Y Felo]AE= A E 718 5 gyt PSKE A& 351H 25 ¢Sl : 3fn o]ZX o2 7}
S

XAUTHojJ:= VPN Z2}o] 91 E7} A}-§-2} o] 57} 95 2 21L& F7}2 2] ¥ oF §1] ). Google
Authenticator %= RSA SecurelD E=Z 7 72 One Time Passwords(OTP)<2] 7 -5 23] 4 EFZo] A}
SR} ks o] F71H .

XAUTHo &= o8 4] 7}A] WA =7} Qg1 o],

xauthby=pam

o] €7 3} /etc/pam.d/pluto o] &L Al& 3o AFEALE 215 g1 l. PAM(Pluggable
Authentication Modules)2 t} ¢Fst Wl = E 2} A & 0 Z A L3 =& 248 = 91 o). A|~d 7
B AFE&AF ¢Fe 27]of, LDAP t g E] 2], RADIUS 4] 8] FEi= A&} X g 913 Q15 ZES AFE S +
Sl xpA] ol 1]-8-2 PAM(Pluggable Authentication Modules) Al-§ 35 #FZ 54 A] 2.

xauthby=file

18
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47%. & S Au| 2= A2 7F3)

o] € 7] 3}H /etc/ipsec.d/passwd 73 7L 1&g o} /etc/ipsec.d/nsspassword 7} <) 7}
ZEAI= oF Fu}). o] 3o .2 Apache .htpasswd 5} Y 7} 3-Al5Fr] Apache htpasswd Z
3 S A&t o] B FES Y 7 AFUr). 221} AFER} o] F3 gFe T} EEH JE &
conn remoteusers = Al-§ 3l o] A& A}E A A5l =5 VPNE A3 3}= 37 o1& 7Y & o] g5
o] FAH 1ol

I user1:$apr1$MiwQ3DHb$1169LzTnZhnCT2DPQmAOK. :remoteusers

27

htpasswd 3 3 & AF-&3l= 3 -7 2} P 2] user:password 77 F o] HZ o] 52
5 TEL2Z FIFoF gt

xauthby=alwaysok

A1) 34 XAUTH 28349 915 2312 A ] ok A1) o] 2 g o] 52 P G2l
FaJo] QB A1& ] o] S 95 & A FLTh. oli= A&} o] 7] X.509 2 FA] 2 22 &7
L} XAUTH Wl =& 2 2 = 5}%x 2837 VPNE E] A~ E & gj ok R]-g ) of g/l

X.509 Q1541 & AFE6F A u] 74 o:

conn xauth-rsa
ikev2=never
auto=add
authby=rsasig
pfs=no
rekey=no
left=ServerlP
leftcert=vpn.example.com
#leftid=%fromcert
leftid=vpn.example.com
leftsendcert=always
leftsubnet=0.0.0.0/0
rightaddresspool=10.234.123.2-10.234.123.254
right=%any
rightrsasigkey=%cert
modecfgdns="1.2.3.4,8.8.8.8"
modecfgdomains=example.com
modecfgbanner="Authorized access is allowed"
leftxauthserver=yes
rightxauthclient=yes
leftmodecfgserver=yes
rightmodecfgclient=yes
modecfgpull=yes
xauthby=pam
dpddelay=30
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dpdtimeout=120

dpdaction=clear

ike_frag=yes

# for walled-garden on xauth failure
# xauthfail=soft

# leftupdown=/custom/_updown

xauthfail & =2 E 2 F3 319 o= gl 915 H 7} FA 5 AFEAF7F S vl =7 o5 FAE
VPNo] 87 g1 A&} X updown == g E= 2173 W XAUTH_FAILED = 31915} t] A}§ &
T g5t 28 02 o] 2] g Al g R} o & o] iptables DNATE A}-§5}of #a]=Joj]7] ¢ etsfi}
FEABEIYHAEL PTG 7 Y= g o2 agddd + s

VPN Z2}o] 91 E= modecfgdomain z}7 DNS 352 A}-&5}o] x] g =ujole] ] & ] H o] =
Alv] 2 2o d 8 g, o] F Fa AFERF= Ul DNS o] & AFg-5fof Ul - 2§ e] 20 A28
A5 o IKEv2E= modecfgdomains & modecfgdns = Al-& 35l FE 2 78 H xrjol o]F & o]Z
A1 8] IP F2 252 2] g1x] ot IKEvl Z2 EF2 5]1}o] ¢l o] F vk X]¢l5]1] libreswan-S 7= 7]
o] Z AlH] IP Fx vt ] gl gi]o). e = oz v gl =Z VPN cliens<j ¥ 1]z % modecfgbanner %
HE ARSI A] L.

leftsubnet ©] 0.0.0.0/0 o] o}d F-¢ 2 HYIY 74 2F o] A5z Falo]ddEZ FEHd. 9
= E o] leftsubnet=10.0.0.0/8 £ Al-&35}= -2 VPN ZF&lo]ol E= VPNL -53j 10.0.0.0/8 9] ojj e} E
ok Jo,

Fepo] A= 4] ALGAE AEEH WA npef ARG S5 E 9o} G ). o F Fo] T T
Fuet.

xauthby=file

He]x} 7} e & Ay 514 /ete/ipsec.d/passwd 7 Y of] A F3 1]}

xauthby=pam

o} 5 = /etc/pam.d/pluto 7Y 2] PAM 2§ of] X] 8 H 9] =] oJA] 7}4]-5 1]}

xauthby=alwaysok

W) 5 7) 915X Gt FY SAHU T HAE 5502 o] §H8 AMg sl Ak xauth €&

7o B

XAUTH] tjj st 4] ot vj] &2 ISAKMP/Oakley(XAUTH) Internet-Draft i#4] 9] 33 ¢15< &=

Al Q.

\O'h
oy
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47%. & S Au| 2= A2 7F3)

4.6.9. Quantum Computersoj] 0] st H & A}-&

IKEv12- PreShared Keys 2] 317 AFg-3}o] 28 AR} gjdt H S 7] o] A &= A& .
IKEv22] #] H7)+= 7] 2] o 2 o]a]gl H$E A3 3l%] 1]} Libreswan & 73] 324 o] gjsj
IKEv2 9122 135 35}7] ¢/ Postquantum Preshared Keys (PPK)2] Al-§-2 A 3~gf1] .

5% PPK X &5 &-¥3s}opz]d dd g2l ppk=yes & 77} ¢ t}. PPKE 275} ¥
ppk=insist & F7}gH ). 2 € ohg 2} Fa2lo] Qo= gj9] £ 2 FaE= v Y glo] 9l PPKIDE
AT 7 e F 7175 oA kA 3 2). PPKE= Al g 20 A vf-p- 725 of 5ln] ALH do] & 7]
vro 2 4] grofof g/ r}. PPK ID2} PPK &) o] E] 213 += ipsec.secrets o] X/ FH ). & =W tl%
7 gavr.

I @west @east : PPKS "user1" "thestringismeanttobearandomstr"”

PPKS 5412 g% PPKE v}ely . 3l WojFl= 7]ul 52 PPKE Al-&35l= &g 7]s9] 51
o}. z}z}o] A ZoA] 138]g2] A 22 & o] PPKZ Al FH U] A& & F ¢ OA] AFE1A] =5 7Y
tj]o] &% PPK2] 55 R#-S 022 Hojg]r]. i o] ¥ e} Q=g =7} Yof QIx] gow dFo] gy}t
Lo} x4 31 1f-8-2 ipsec.secrets(5) =22 7] o] X & F X} A] L.

72-%'

&% PPK 7382 7] Z2]f Z A F 5 1] o] 7] & 7234 A& oF gi]t].
2 Red Hat Enterprise Linux 7.5 2] = = E Z Tl A 2.

4.6.10. =7} 2| ==

02 g 22 Libreswan ¥ ipsec b Z32 A& EH F£7} 2] 2 2F A 3] o

4.6.10.1. =] H 4]

[ ]
IPsec (8) =i & # o] A] - ipsec o tf ¢ 'F 7 5H o tjs] 4

y

1y,

IPsec.conf(5) =2 2 7] o] %] - ipsec 74l o o3l F B 7} EgFH o] Ys1]]
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IPsec.secrets(5) =22 7 o] X] - ipsec.secrets 7 2 o] &l &) &3 gfL]r].

ipsec_auto(8) =52 7] o] =] - & 7] W TS Al-§-5}o] 47 H Libreswan IPsec ¢1Z-%
ZZ5)7] 9t A5 FH Y Fefo] ol EE A& 5= W o fjs] H 5 g

ipsec_rsasigkey(8) =52t 7 o] X] - RSA 4] G 7] & A ¥ 5]= d] Al &H = E9) djs)] &%
ool

/usr/share/doc/libreswan-version/

4.6.10.2. 22} 9] 4]

https://libreswan.org

HEEY Z A Eo] ¢ Alo]E,

https://libreswan.org/wiki

Libreswan ZZ 4 E 9]7]9]1] ],

https://libreswan.org/man/

2 E Libreswan rjj+< #]o]X].

NIST &= 7 A] 800-77: IPsec VPNdj tj] 5t 7} o] =

IPsecg 7]vko iz 13 ok Aju] = 78 Z 5ol o] ¢ A F 59l N H Y]},

4.7. OPENSSL A&

OpenSSL & df Ez]7 o] o) ¢gfs s} ZZ EFL A3 6l 2fo] Hela] ¢/} openssl F3F = 7 ¥ 2]
EE A1 &slH d2o] ¢gps 3] g5 AE T 7 Gt 7] bgjs1F B E=F XgH Y

openssl '3 F F %€ 2] E] o i= A] 2= Hl o] 4 2] H openssl < v H o] O] gt FHE A5} o2 AL F
7 o] 9l 1]t]. pseudo-commands list-standard-commands,list-message-digest-commands, list-
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4%. 5 9 Au 22 A 29 75

cipher-commands = 2= ZF G 3, A R] glo]A2E BHF r= ol535] HFPo] 2L 77} =2 5]
a2, ¢l Al openssl 7€ 2] E] o) x] A& = FHES 2 .

pseudo-commands list-cipher-algorithms %! list-message-digest-algorithms = 2= ¢}s % oj
Al =] C}o] A2 E o] 22 1} H 1] ). pseudo-command list-public-key-algorithms o = ] g 5= 2=
3 7] ¥ze]Fo] YIFU. o & Eo] A YH= ) 7] de]EE e os FES Iy
A

I ~]$ openssl list-public-key-algorithms

pseudo-command no- command-name 2 x| H o] Z29] 53 o] Z 2 A&t =X o HE g
ZEgr]. & =7 F EojA] AFE-S17] #] 9 £ /1 . A3 ] §-<> man openssl(1) & F=31 44
o]

.

4.7.1. 53 7] Y§ 2 #e]

OpenSSL 2 A& 3} s 7] 91 7] A] &7 7]7F Y F . mjefA] duejsS 3 A dA I
A= ¢l 7] E G el= ALl o] o] 7 ¢l 7]= privkey.pem o] 2l 37 ]}, o] & Fo] 7] oj
7 W& A& 35l RSA 79l 7] & vhEaH o5 T3S Jdd g

I ~]$ openssl genpkey -algorithm RSA -out privkey.pem

RSA &t 2]&& thg $42 A € g .

rsa_keygen_bits:numbits - 45 H 7] o] v] E 5=¢/1] ], x] g 5] ko 1024 7} AF-&H 1]
.

rsa_keygen_pubexp:value - RSA 3*& A+ gt & 108+ glo] A1} ko] Ox 7} = 3 -7
163 g1 + sl 7]E 52 65537 ¢/1]r].

&

o 50 3 & F§ 72 AF§5Fo] 20484 E RSA 79l 7| & wHEE vl g FF

<
i
L
B

o

~]$ openssl genpkey -algorithm RSA -out privkey.pem -pkeyopt rsa_keygen bits:2048 | -pkeyopt
rsa_keygen _pubexp:3

1284] E AES ® ¢} “hello” & A1-§3}o] sl 22 /)9l 7]& ¢tod]sle] o5 FF = &
ok

Q
)

1]
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I ~]$ openssl genpkey -algorithm RSA -out privkey.pem -aes-128-cbc -pass pass:hello

i o1 7] g o g oF z}A] 1 1j] &2 man genpkey(1) = F=L35] /A 2.

4.7.2. A1 5A 4

OpenSSL & AFg-310] Q154 & H53pelH 72l 7] AL & = 2lojof Frh. o] ofol4] A2l 7] =
privkey.pem o] 2151 5]}, o} A9l 7§ Y FA] GE FP FENYA L. 471, “25 3} 7] Y
2 e

ASA ECA( 215 7] ) A] A1 Fsle]H ASAE JE o o5 A G 93] CAZ Hyjof gt o]
E oSA] A E 2 F o]l gl XPA ol 1] 82 4.7.2.18. “2154] A]F 2F A 7"E FZFNAL.
) # B2 A A H QSAIE = A YU O A oF &2 4.7.2.2E. “AA] A H 0154 THE
Z|Create a self-signed certificate” = - 51§/ A] 2.

4.7.2.1. A4 Ag 2F Y ¥

=L

wy
T
RV

ﬂllo

CAdl A2 317] 93 54 Yy si2 el og F4< 57
I ~]$ openssl req -new -key privkey.pem -out cert.csr

o] P s} 7] E Fjol FH HF Az ud (PEM) F2) o2 ol H cert.csr o] 2}= X.509 ¢154]
7} 44 H ol PEMo]2}= o] 52 RFC 1424 “o] @3 d Q5 A} o] 7ol FH HG 7|5 7”7
o4 g H 1] A DER 4] o = 0154 7S 445}z -outform DER '3 % 5 & A& g/ ).

99 BYL Yo Fol= 549 24 ol F (DN Y5 57] £l AHe} ZHol chet §2F 9
&5l epi WX 7} EA L o2 w7} B2 G

g F7}e] = 7} FoF A=

[ ]

F = A9 2] A o F
[ ]

A EE g2
[ ]
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47%. & S Au| 2= A2 7F3)

[ ]

24 g o] &
[ ]

A 2H O] o] § HiE EAE o F
[ ]

req(1) =% 2 5 o] <= PKCS# 10 9154 2§ 2 2 EaE] Y52 Hg ok 54 Y5 Zza
2o A} E = 7] E %2 /etc/pkiltls/openssl.cnf 7} ) o] E3FE o] &1l ). XA S - &S man
openssl.cnf(5) & F=sl{A] 2.

4.7.2.2. X} 7] A] 5 H 215 4] vF57]Create a self-signed certificate

366 & &2t 7 A9 A A G ASAIE YYolHH s T FHES AI e

X

ofY

I ~]$ openssl req -new -x509 -key privkey.pem -out selfcert.poem -days 366
4.7.2.3. Makefile 2 A}-& 3} 2154] A4

/etc/pki/tis/certs/ O] E E] 2] o = make 5§ 2 AFg 3o Q1541 E YY) v AFEE T =
Makefile o] 3 g150] Q1] ). Al A F< we]d 57 Zo] §5L Y g

I ~]$ make -f /etc/pki/tls/certs/Makefile

EE ez Wy 07 o] make §3 L I

wy
N
=

~]$ cd /etc/pki/tls/certs/
~]$ make

A4 2 1] &> make(1) =5 2 F] o] X & FE A L.

4.7.3. 2154 ol

CAoA] A58 Q54 E AZ G 7 = AFA L Frih mepa] ) 4 FH AFA = AZ G 7
i 91ZA] L]}, verify €] E]i= SSL X S/MIME 55 A1-§ 5-o] FZ 59]oll4] OpenSSL o] A}
81 A7 EAS AFAE FIFh L7} B B 2 0 7E Basts] $a HAE
g 7432 2 A E g .
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PEM ¥ &) o 2 of 2] 7§o] 7% X.509 Q1541 & g2lsta]d oS FA ez F3S AP
I ~]$ openssl verify cert1.pem cert2.pem

o5 A] A2 gFelsta] vl 2] 3% Q54 7F cert.pem o o]} 5fn] {IF 51X ghe F AFAE
untrusted.pem o] %% ¢1Z 5 o] 2lo]o} grju}. :12 & = = FE CA lzm
/etc/pki/tis/certs/ca-bundle.crt E== cacert.pem 7} o] L} FH 7] H CA 5 sfr}ofof gFijr}. z¢ of%
A ele golaed g FH o2 FFe g

I ~]$ openssl verify -untrusted untrusted.pem -CAfile cacert.pem cert.pem

ZJA] SF U] &2 man verify(1) £ FZ 318 A] L.

o] g z]&F9] H=0 Z 9l5] Red Hat Enterprise Linux 7] 4]+= MD5 ;l/x] ot E
= A& A5 golo] gyl g} g SHA256 7 -2 e st due]&2 A3}
HAIL.

4.7.4. 719 9153 B 915 o %

OpenSSL = 712 ¢ts3)(H 15 & %=)35}7] 9]6) pkeyutl TE=encJF FF L AIET T+ U5
o}. pkeyutl £ A}-& 3] HRSA 7]= ¢} S5} B 95 352 T+ 5f= b A& H A renc, O Y dzE]Fo
Z AIgH Y.

RSA 7] Al-&

oyt | 2E 2= AL gps sl g go] 9FE 4.
I ~]$ openssl pkeyutl -in plaintext -out cyphertext -inkey privkey.pem

719} 1A 2] 7] G2 PEMY Ul Z 2§ -9 -keyform DER 412 A}-&3lo] DER 7] 3§41 <
=g g}

r@

oFs 3] A 7S X F ot W o5 ZHo] -engine 548 AFE- g O}

I ~]$ openssl pkeyutl -in plaintext -out cyphertext -inkey privkey.pem -engine id
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of 7] A id = ¢k st A9 IDY Y. A o] 7F&ES SFolsla]H ofs FE S g
I ~J$ openssl engine -t
Yot B2 E 2l b o]E] Ao XG5l H oS3 Zo] FES dP .
I ~]$ openssl pkeyutl -sign -in plaintext -out sigtext -inkey privkey.pem
A1 bo]E B U Folslw bo]EE F&d1eH o5 go] FFS AP
I ~]$ openssl pkeyutl -verifyrecover -in sig -inkey key.pem
o] & E0o] DSA 7] 5 A& 3}o] A]H& 30lsle]H of5-3 Zo] §FES I
I ~]$ openssl pkeyutl -verify -in file -sigfile sig -inkey key.pem
pkeyutl(1) =52 7] o] x| o] x| = 37} 7] el FEeEE HF g
Symmetric Algorithms AJ-§
AFE Zts et i 3 ko s due]EL Jdsied -l 3 2-& AYHA G Sz enc TS Y

gt
I ~]$ openssl enc -

Sz Fe A 5EH G o] 52 §HOE AEFT). o & Fof aes-128-cbc I FE A&}
Hvl ohg FEL A F T

openssl enc -aes-128-cbc

aes-128-cbc ¢i72] 52 AFE

\O'E

of Uyl GAE g UL Yz d 2 FY

o
Te
{
=
I
J

I ~]$ openssl enc -aes-128-cbc -in plaintext -out plaintext.aes-128-cbc

ol d o Alo]A] o2 Feo] 915 E

&

3l g2 A9 o] -d 5L A& gL,
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I ~]$ openssl enc -aes-128-cbc -d -in plaintext.aes-128-cbc -out plaintext

enc F %2 AEAD o}s = 2ul =7 x| slx] gFonj ech R == oFA st o Z 715
HA gy, H¥o] 245 H oz cbe,cfb,ofb = ctr o] 2] 9] O} E B E=F A& 3}

A BFE A L.

4.7.5. B & X] glo] A AE A

dgst B2 A5 7 E= 739 16742 vjA]H] ol 2EE Y F]T). o] FFe g
Ay 5 Gl E XS F 7 AU AR Dol AAE FHL ok §H S A8 F T

I openssl dgst algorithm -out filename -sign private-key

of 7] 4] o3 2] &2 md5/md4|md2/sha/mdc2|ripemd160/dss1 5 3l1} 1]}, F& K= A g A]
SHA1 ¥i72] 0] {5 F1r}]. DSAE A& 3}o] A] B o} A1} 3}l oF 5= 7 dss1 :541& -rand 54
o2 2] g ot 9] o] 9] g o]E] 7} ZgFH U7 g A& oF g .

shal &22] %2 41§ 519] 7] Hex F 422 w5 ol ~E& Y4512
1]},

o

e

g9

o

=

I ~]$ openssl dgst shat -out digest-file

7N ¢1 7] privekey.pem £ A}-&35}of rjo] A A EE O H ] s}eH o5 FEL JF g
I ~]$ openssl dgst shat -out digest-file -sign privkey.pem

ZpA oF Hf &2 man dgst(1) & FE 3514 2.
4.7.6. g5 A A

passwd 92 9159 A E AL FHFNA 959 AN F ALFEE P2 o] FEL
JY gk

I ~]$ openssl passwd password
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7] %0 2 -crypt &2z & o] AL&H .

gyl

2
)

oA 915 9] AjAE At H e o] HHL

I ~]$ openssl passwd -1 password

apr1 $-4-2 BSD 27 2] 2] Apache ¥ &< x4 g1},
#

FIPS %2 =7} 1] 85 3] ¥ 7 -9 oF openssl passwd -1 password '3 & -2 AF-& 5}-8 A
9. 28] grow g o] F 1A Pl

ol X3 2159 A4 & A5l Salt xx & A§ o] T2} 2ol B2 AP gL,

I ~]$ openssl passwd -salt xx -in password-file

A 6 1]-& 2 of 7= man sslpasswd(1) £ FZ 514/ A] 2.

4.7.7. Random tjjo]E] A%

919] 9] Hlo]El 7} E5HE Hele 4y

\O'k

ZH 27] HLL AF&5o] ohg HE L AP
I ~|$ openssl rand -out rand-file -rand seed-file

919] 9] tjo]E] A~ E Felets] g4l oz FUL BE 7B )52 JH T 4 er]oh

2JA St 1] &2 man rand(1) £ &= 3144 L.
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4.7.8. ¥ X n}7Z] your system

AF A P2z o] A~He AFY SEE HEEGHE gg FHoz 9FLe P

I ~]$ openssl speed algorithm

oA 7|4 Y22 FE AlgetE e AUHE FLEE 5 o AR by FuEEe Y
v openssl £xZ 95} gL =51}

4.7.9. OpenSSL 7%

OpenSSL 9= /etc/pki/tis/openssl.cnf &g 31 o] 9l o, o]F OpenSSL 2}o]H 2] z] o) 4] 2]+= o}
28] 74 Feo]z}ty Fic. zF A Fe]A ol ol ] A 7+ o] L i dir]). #H H
o= A H o] Fo] Y& of 2] 4] E gy o] Ll 1]t [ section_name ]. A ¥ A [ section_name ] 7}
2] 7o) F WA FEES 7]E A Ho]efaz o). OpenSSLo] 47§ 7o x] o] F& ZHA5}H o] F o]
g o] vl FYFL k. FEH o $H2 A& ] oA Y HLL AP A @i @ BE
OpenSSL 7 %2 vl ~E] OpenSSL 4§ 7 U2 A& . 74 7L config(5) =52 7] o] 7] of] A}
Y ERrEDE R

RFC 2= 9154] 5199 &2 A FIh. o= &7 2ot

Internet X.509 327} 7] o1Za} olFA] ® 915 4] 5= ZZ(CRL) Z=¥

Internet X.509 3*7f 7] ol za} o1 FA] & olF4] 5] ZZ(CRL) Z=2 o] E

4.8. STUNNEL Al-&

stunnel Z= 22 Fafo] el =] An] 7ke] ¢t5 3} e 7 Y] o). 74 ol X FH EEA 72 of
7]}z, Zefo] o Eolo] ERI FAE ¢redlsln, il FEA 421 g 7] 59 o HlEC Z flo]gHE
HAG gLl o] g 5}E 945 3} 7S A ¢ 5)A] ghs AJ¥]2E 1B 5 3} 71} POODLE SSL 7 o4
(CVE-2014-3566)<] 9 32 ¥+ SSL 1] 7 2 @ 33 22 1 9Ryo] o] 32 WA s} = Av] = B oke &
AL + Q1] o XA o 1] 82 htips://access.redhat.com/solutions/12347732 #-Z 514 A 2.
CUPS = A4 744 SSL& ] 83 3}5}= W2 A&} e 74 249 o gr]d.

4.8.1. stunnel 4 =]

root Z ]2 332 9]& 5] stunnel F7]| ] E =] g1l
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4%. & R Au| AR A 29 73
I ~J# yum install stunnel
4.8.2. stunnel2 TLS Wrapper= 7%

stunnel £ 7432 ¥ ofs5 GAE Td .

ALE Sf= Al H] o # A 8l o] stunnel o 7 & ¢ Q1S A 7} g ) FHE o A 7F §l=
-7 ¢S 718 FE 5} ASAIE PAY A A]E ASAE YYE 7+ Awiih.

‘£ik 7]

Gy Zzgd fgoA Y= Aol AF 7] Aol A e 54
ALE G A A HE A B AE 2 g AL Y=g 2] v
g 571 of.

= R
=
i)
=7

O] F 7] HoJJA] Hosl O]FA] o) o F xJA 8F L] 8L 4.7.2.14. “Ol5A] A] 5 QF W7 L2
FFE a}/,_s,' A] 9. vha stunnel -§© 2 A 4] 5= o] "‘/‘f Z A4 3}2] ¥ /etc/pki/tls/certs/ T] & E]

2] & ¢/ g5l o5 FH S root = 9/ F g,
I certsJ# make stunnel.pem

o] 752 errdl7] glal] 2= dol U4 L.

15417} 8= - stunnel of st 74 IS Y G5} ’—/’:} °/ e BE Yo FH &E
AJH| 2 G o] o] A|ZpS R Y o)= HAE A9y, FA I ¥ L Yo Bl gFYS
8 7= Qlg1]r}. o 7] A] 4] o] SemicZ A] F5l= FH-9E= M”“”/Ef

stunnel RPM 7] 7] ] ol i= 77 # Y& 2§ 5 9= /etc/stunnel/ t] ] 2] 7} 3 gF5] o] Y
o stunnel o= 31 o] F Ei= o 'S gAY S T4 o] B A
/etc/stunnel/stunnel.conf = A& gfi] o], o}3 Z == stunnel £ TLS 2 ¥ Z 7§ g1l

cert = /etc/pki/tis/certs/stunnel.pem
; Allow only TLS, thus avoiding SSL
sslVersion = TLSv1

chroot = /var/run/stunnel
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setuid = nobody

setgid = nobody

pid = /stunnel.pid

socket = :.TCP_NODELAY=1
socket =r:-TCP_NODELAY=1

[service_name]
accept = port
connect = port
TIMEOUTclose = 0

= sslVersion = TLSv1 o] Zgt5 g

o

s Jo 2 wAslof SSLE WA T+ Uwt

options = NO_SSLv2
options = NO_SSLv3

S4o] B e P
cert- 9154] =

sslVersion - SSL B] zl. SSL} TLS 7} = /o] =g o] o}535) EZ EZ F 2o of
Z]ofjA] TLSE AF&-3F + 5yl

chroot - O =& H oFS 9/3] stunnel Z 24|27} AP == ¥ H FE ] Fz]
setuid, setgid - stunnel ZZ 4] =7} JP &= AlEA} & 75,
pid - stunnel o] $l= 792 chrootE 7]F#0 2 Z 2~ IDE ] 3§ .

socket - 24 & 217 27 §H; o] F-¢ Y ER=Z g]7] A 7HE 7 817] ]3) Nagle
o] due]F & v g3

[service_name] - A]1] = 5] A 5; o] F opall ol AFGEH 542 3| g ] o] vk 5
£5E vhe 919 42 Stunnel o FojF.0 2 g HL]h,

accept - =Rl gj7]g ¥ E
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connect - 912 3 ZE ¢J1]}. H oF A]H] »0]] A& & FEEofof gL}

TIMEOUTclose - Z2}o] 91 E o] 4] close_notify 7 2= t] 7] 5}+= A 7ZH(=E) Y} 0 &
stunnel o] 73] 7] ] x| g== XA g,

options - OpenSSL z}o]H & 2] 5+

o 4.3. CUPS H ¢}

CUPS o t 3 TLS #/5] 2 stunnel-3 7512/l t}-2 73 A1 8.

[cups]
accept = 632
connect = 631

632 g3l gl mE
A S EEYLT.

& EEEZ A8 Y 7 g1 r). 631 2 CUPS o4 o pra o

u

chroot O] A E] 2] & vFE 7 setuid 5419 A] x| oF AF-gRJoA] X 7] WA~ @+ Hof ]
t}. o] g7 3} root Z 0% 32 g gL

~J# mkdir /var/run/stunnel
~J# chown nobody:nobody /var/run/stunnel

=229 stunnel o] PID 5 J2 Y3 + Q5.

A 2R A] A EE gt f )2 F 5] § A G
WG Lk A E U £-2 5.6.75. “GUIE A}-§-59] F=

74 71 ¢} chroot ] g 2] & Yyl 7 A JH EE G| =8 5= Q=] gelafi F
stunnel £ A& = Q5]

4.8.3. stunnel A] 2}, FX] = A A] =z}
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stunnel £ *] #}s}=/ ™ root Z ]S FE S ¢ F gl
I ~J# stunnel /etc/stunnel/stunnel.conf

7] 2z o Z stunnel & /var/log/secure = Al-§35lo =82 7]Zgl]d.

stunnel £ 5 23}2]H 05 F 3L root 2 HPs}o] ZEZA2FE FEYL .
I ~J# Kill “cat /var/run/stunnel/stunnel.pid’

stunnel o] & =9l EoF 724 512 ¥ F5l= 7F-2 stunnel £ F& 517 ¥l7F Alglo] L=

4] A g,

4.9. o} 5 3}
4.9.1. LUKS 0] »== 9} 53 A1-&

Linux Unified Key Setup-on-disk-format (%= LUKS)& A}-& 35} Linux Z/7FE/ 9] FE]H S o1& 5}

o 7 2lgioh ol wed FiFE 2 o] 4 rlr]o]o] tjs] 53] &2 5]t LUKSE of 5 A& 7]
& 41§ 5Fo] TE] 9] ) F TPl 1§ HE vIAE] 7] E A FS 7 Ao,

LUKS 7] &

LUKS<9] 7] &

[}
LUKS= A7 22 345 Q55)3n 2 o548 ~Ea] vjrjo] Ex= dg fra =
2po] 1o} e el A9 FHzE 157 F e

[ ]
PR EH 25 A 7B §L Y H YLk o] G FHl 2gF FHE SFEF
o 58§t} o= HolE 3L sl FH] EAH £F FAE Mg 5 o]
o] 2o A 788 7 it
[ ]
LUKS= 7]& 93 v 79 5}9] Al =62 A1 F] o).
[ ]
LUKSE A}l 3402 R E B3 dE 95 421 AZ e
[ ]
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47%. & S Au| 2= A2 7F3)

LUKS g3]oll= o] 2] 7] 7] &2 o] Eg5o] glo] AFgA7} WY 7] iz 95 & 77
& 7 il ok

LUKSA] @& + = =Y

LUKS= 8-:2(8 o] §) A8 3471 5 3 G0 243 a2 7] & B Falof shi= At}
290 5 g3} il

LUKSE= 719 5 oF5 317} F Qo1 of Za] 7 o] # o] & §5lx] et41] ]

LUKS9} 22 t] 22 9153} 782 AJ2do] 74 gL mjut rf/o/E/-s HEPY .
A2 g o] 57 LUKS?} t] 229 9485 sl 534l o 5 f] 229 54l eyt oz o 4]
A8 5 9l R E RG]} AL T = 9l 1] .

4.9.1.1. Red Hat Enterprise Linux<2] LUKS ¢

Red Hat Enterprise Linux 7-2 LUKSE A}-&3}o] 3 A 2d sl 5 g g} 7]2F o= 7
Y A2 L QS 5] o) 54 A o 2HA] FFy. 5= Edlo]BE ¢F5 5151 7] 9]F S
HeslH A EE LY ol 55 ¢ Falaf= vAIR] 7F ZAF U o] ¢S FEH S E &
ol b AF&E = Ol F ¢ s3] 7]1E "unlocks" gt o}, 7] BE]H H o] BL 52 H ¢Fs 53 #E]
/Hé’ e g = Q5. o]i= FEH Elo] E HF A g H .

LUKS 9 A}&-5+= 7] ¢k ( cryptsetup --help # =)= aes-cbc-essiv:sha256(ESSIV - Encrypted
Salt-Sector Initialization Vector) ¢/ 1] }. & x] 3z 2 73 Anaconda = 7] 2 XTS % =(aes-xts-plain64)
E A& gl LUKS9] 7]} 7] =27]+= 256H] E 9] 1] o}. Anaconda (XTS 2 =)7} 9= LUKS9] 7] 12 7]
ﬂ7/§ 5128] E Q] o). A1E J}5 3t 9= o5 2EH .

AES - Advanced Encryption Standard - FIPS PUB 197

Twofish (128H] E B3 2}5)
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Serpent
cast5 - RFC 2144

cast6 - RFC 2612

4.9.1.2. +5°o 2 gz 953}

'@ 79
2 F3Jol w2} g5 2}e FEHe] B o] El} A AF Y FE

LY
g &4 & 7 dF1)eH o] A F Al 35h7] Aol 4 2ol o] EE g
A 91

—
=3

54

Mo
e
{
\O'E
£
i
o
4
M\
ﬂllo
e
it}
b
I
{

d Z 2 Z EoJA] rootZ O}%
I telinit 1

7] /home & v}2E sjA] gfr]}.
I umount /home

o] & ©tA o] 5 F o] ¥l fuser E AF-& 3} /home ZZ 4] hogging /home £ # o}
FEFY O

I fuser -mvk /home
/home o] I o] 3} o} 2 E 5] x] gFol=x] 8}9]g}L] .

I grep home /proc/mounts
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http://www.ietf.org/rfc/rfc2144.txt
http://www.ietf.org/rfc/rfc2612.txt

47 2 D Ay 22 Al 2d 7)s}
FE] L 9] 9] 9] Hlo]E = 51t
I shred -v --iterations=1 /dev/VG0O0/LV_home

of GEe G =AY 2] $E2 AYHr] 7 b Azte] A 7 A P
575 ghe o] 57} A& H Ao HoF X F=F 3t 99 9] Ho]E )] ¢E5H o o] H]
E EPaE 99 2L vEai Aol F2 8.

I cryptsetup --verbose --verify-passphrase luksFormat /dev/VG0OO/LV_home
A= ¢roslH FAE Frid.

I cryptsetup luksOpen /dev/VGOO/LV_home home
A7} A=A gl g o

I Is -1 /dev/mapper | grep home

PO RS KR

%

Lo

I mkfs.ext3 /dev/mapper/home
Y A 2H S np 2 E o).

I mount /dev/mapper/home /home

el A 2 0] FA 5 =] &9l

!
L
B

I df -h | grep home

letc/cryptiab 712l o] T2 F7} L],
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I home /dev/VGO0/LV_home none

13.
letc/fstab 7}¢)2 #F 519] /home o] t ot o] G52 A7} oF3 FL F71 g
I /dev/mapper/home /home ext3 defaults 1 2
14.
7] SELinux ¥ oF AdAEZ 22}
I /sbin/restorecon -v -R /home
15.
] 212 A58 g .
I shutdown -r now
16.
/etc/crypttab o] G52 &3 Zi7E A P H A luks FEE 2F 3.
17.

root= = z79l5}c] WL Mg,

o[ A Z el 7} AR H £ v o] 57} QHA A YA E T A= e H FHE ] A

4.9.1.3. 7] & F ]I A o5 F}

0 §YL Ag o] 7= Bl A PEE FE .

I cryptsetup luksAddKey device

o
ol
o
L

o)5) 7] passprases 5 s/LFE 98 stel WA A7} EAIHE A 945 S 92 stake mAl

4.9.1.4. 7] = ZF 4] o} A A

& 53 AF§ 1] )& FA A 95 E A A .
I cryptsetup luksRemoveKey device
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4%. 5 9 Au 22 A 29 75

A A= 945 5 Y e WA} EAH L A5 L Fa e 94F 5 i)l dis] A}
ZAF .

25 A JBE AE oS dYspEH /)Y e H, 22 EgJo] RAID n]j g = =2] EFE ¥
= o] A} FE[{ E= Encrypt 8191 e e g o o) 5 3} gpelels e 9], FEHS s of
3} ¢ro & Qg slale n AR 7} ZAIF O o] E ekeapE gA] ) YA ~5)= b Bag. 7]
= LUKS FA 7} Q2 B A] Z2A] 2= 27]0)] SvfE Qe & A3 9 3 ¢hs T g3 Fxfoll= goled
= Zeg Yo o] Fets HY P J]FEN JEdH 2} EF FANA AE Shsd =X A 9EE

FIte = 022 el .
7

A5 AEAY FEoA] 955 A =E Golehe el et e Al§A AF H o] o}
vEs]E e B2 FA ) AJEC = 95 EA Gl

37

Kickstart= /‘}og 5—}0_-'] K]/—z o}iﬁ;} __,1-7 H= %}—z']o]/ E,I/gf] B ir-o] olg = /!-IXOI 73 ,,,/" 2‘7
A
= L/E]'-

4.9.1.6. &7} gl =

Red Hat Enterprise Linux 72/ LUKS &= ¢} $ 3} 5} = =2g}o]Hoj gjgt XA ot 1] &2 05 HJF 5
oftE FEHA L.

[}

LUKS & 7 o] =]
[}

LUKS/cryptsetup FAQ
[}

LUKS - Linux 5 ¢ 7] &g Wikipedia =47
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https://gitlab.com/cryptsetup/cryptsetup
https://gitlab.com/cryptsetup/cryptsetup/wikis/FrequentlyAskedQuestions
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Red Hat Enterprise Linux 7 B ¢l 7}o]| =
HOWTO: = vl x| ;= =afo]H & pymoveE Al-&35lof ¢t531H PV(Eza E&F) 44

4.9.2. GPG 7] 4¥

GPGE B2 A g Egste] FIE Wt AL AFas b A FLth. GPGE A& 518
GPG A/ o] 212 9]i= Abgto] Z19] o 12 Fol T 7 A i]th 5, GPGE 41§ 5 HAZ AFEA7}
A get FAe gEF o FAT 5 et GPGE BA) 2= g WA s 5 ALz 2 A
A& vg ok AL WA 5] Wl 78 F

o

9)

4.9.2.1. GNOME ] 4] GPG 7] 4%

GNOME <+ GPG 7] & 4 ¥ 5}2 E o5 A& m=HA] 2.

Seahorse ¢ € 2/ E] 2 4 ] 5}H GPG 7] #2] 7} o #-¢ 71
I ~J# yum install seahorse

7] & 4§ s} H Applications — Accessories 9] *] Passwords and Encryption
Keys (¢Fs 2 9Fs 3} 7])& €l g

o OE_" ”’/ 7 Cj]/b] K”E 'i__'_"E’]a ﬁ—,i [ E/ 3 Wgetjla /x(j—l ]—j’_,” E}- ZE;_j E]“‘—‘g Continue = =
EIE?‘I—LIE]._
7 H

FA o] F, o] ¥ T2 HAIEAE G ol= A& F o] AL ¢/ &g (4: John C.
Smith, jsmith@example.com, Software Engineer). 445 < Zg g1l 7] 55 2 F5+=
)3} S} EA U O B e g A vk 47 7] g 7 gk ol & Fe s
7|7 4% 1] c}.Click OK and the key is created.

%q

oo E glojujel Fp- Hlo]EE 5T 7 fwi.

GPG 7] IDE #oojH Az YA H 7] Lo Y= 7] ID F& gy gjiie] 3¢ 7] IDE 2733
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https://bugzilla.redhat.com/attachment.cgi?id=161912
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47%. & S Au| 2= A2 7F3)

= F7 0x 6789ABCD 9} Z+o] 7] ID gtol] OxE F7} gt} 7f ¢l 7] 9] W9 & vtso] ke o 2o A1

sl o} 7] .

4.9.2.2. nfsnobody 4] GPG 7] 4%

nfsnobody<] GPG 7] & Yr=&{H 0.8 GA|&E = A2,

1.
o o] v ;7o Al KGpg Z =282 A ZFgii]ol. Applications — EncryptionTool. o] 7 o)
KGpg & A1§9t 5 0] gl ¢ Z2 282 23] GPG 7] 42 Y4 ohe T2 =5 eh)gh]

.
2.
A 7] B& el g3} YAoF e GO o] 5, o]u Y Fa& H e F o)A o]
of. 7]o] gj gt WFE A|7F H F o FFH(HE 7) ¥ FuelsE Mg 5 gy
3.
oS s} Ao G E Y EF gl o] A|FqA] 7] 7} 7] KGpg & HEFH 1 .

@ 79
& + gl

152 Qlojujel 7 Hlo]HE 5

o
=4

GPG 7] IDE Zo e A2 YYd 7] o A+ 7] ID & gl gj-7E#2 F¢ 7] IDE 23 5]
0x 6789ABCD ¢} Z+o] 7] ID ¢toj] Ox& F7}gfr ot 7 ¢ 7] 9] ¥ ¢} & vhsof QR et o A|F

L o
= dF

sloF gt

4.9.2.3. FF =2 A& 51 GPG 7] 4%

1.

B

& 9YL g

o

0

I ~J$ gpg2 --gen-key

& 3 F19F Nl ]2 Y E 7] BE Y GO OE AFE A= 3 T]E A6
155132 ¢to S5 g 7ls o ¢ Ye] 37l 7] & v ¥Edlr] 53] v d g e]=E9]
XL B3} 5f= AFg A 3 71 E vl E g .
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o
I
L
[k
Ty
&
It
A
&
utl
X
[
Uy
ofm
3\&
K
X
]
I
3
()
ko
8
oy,

> Enter 7] & 2] 7] 2zl &

Please select what kind of key you want:
(1) RSA and RSA (default)

(2) DSA and Elgamal

(3) DSA (sign only)

(4) RSA (sign only)

Your selection?

~
2
oF,
b
e
3

A 9] w2 = -pol 7] EgHe 2HE §H Y]t RSA/RSA 78 A}§ 5l 5
e} UL 5 7 g h

VEZEN T3]

RSA keys may be between 1024 and 4096 bits long.
What keysize do you want? (2048)

TPA] S 7] 2048 7] 9] BE ARG POl FEIE] v)-p ZE o 1ok ES L]
.

17 BEE A 7]E HA G T A Egre] o} i IHE dets Ao] F&r). o E
Fo] 7]9] oJu] e F4I} fENA GO vhE PRI} T2 AFEAA G T 7] AHEL T
A FEZF St

Please specify how long the key should be valid.
0 = key does not expire

d = key expires in n days

w = key expires in n weeks

m = key expires in n months

y = key expires in n years

key is valid for? (0)

oA E Fof 1y g2 Y e 7|71 1 9 F FL I (F7F YHE F, A E v o=
7¢ o] vhe BHE W 7 A1)
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4% & 2 v == A =H 73

O =

gpg2 o EFe]F o] o] A]H JHE QF5}7] Ho tF ZFZET} ZAH.
I Is this correct (y/N)?

y & 9gs5o Z2H 25 gEg.

GPG 7] 9] o] & & oju] g F2& 9 g g1]r). o] ZzZi 2= A Foloz AgAE 9T
o= A Y. mefx] YA 015'5 FZ gl bogus o]H Y F4&E [AEstH O}-2 AFE AT}
3 7|1E Z7]71 6 o] F ] o] @A 5pH FIE 2537} o] H ] FL . & Eof H
oG FFof 2}A] 273} b o] GPG 7] & AF&f= - 8 'S HE ol ARl o] Y F2E
o g gl o

comment Z =& Algojo] WP = JJE] YR E Zekgio (Y7 /‘}ﬁz}h oE &=
o2 7] & Al-g35l 2 Z} 7] & "Office” &= "Open Source Projects”)s} 722 F4 o 2 7z} 7] 5
Al g,

I FEZEOA #2F 0 F 9 g5 ZE FEO] SHpEAL O E $S A dlo] FA
of. spRj oo 2 vl 2l 7] o] ¢k5 & 9] g gr]r). gpg2 T Z 2P %’%’2 7 7F 2y 5F
SEFH g% Eﬁ"s’v‘bltf

npx uLo 2, gpg2 = T o ¢ 2R 7] E wHE7] el 9122 HoJE & YA Fr] Tk o
P2g o] Eatz 999 7]F YA} o] BANA AL T2 FYL T o] ZzA]
£ S22 ¥ o] B/} gEHE 7]/} 4B H 2 AT FH] 7} R FH .

pub 1024D/1B2AFA1C 2005-03-31 John Q. Doe <jqdoe@example.com>
Key fingerprint = 117C FE83 22EA B843 3E86 6486 4320 545E 1B2A FA1C
sub 10249/CEA4B22E 2005-03-31 [expires: 2006-03-31]

7] 2|22 7)ol T ¢k 2 "G B 2] "Yr] e} o] & Fol ThE AP A} vz glo] LA
Sl 7% radgs Sor - Az o] A#e Ges g ast g dAES] 5
2 ZA el o] BYL AFg el oju e F&E A5 AL,

~]% gpg2 --fingerprint jgdoe@example.com

"GPG 7] ID"= 37 7] & & ¥ 5}l=8 1675 A2 7+ F ] 99 oA GPG 7] ID=
1B2AFA1C ¢/ . g2 o] 3¢ 7] IDE 23 3l+= 7§ -7 0x 6789ABCD 2} Z+o] 7] ID Stoj] 0x
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2 #7181,

%q

OEZ Yoju]El F¢ A E AE T 7 glon] 3 7| & AFg o] YEFH Ho]
CEE T

4.9.2.4. 3] 7] 453 FH

1.
Wikipedia - 327} 7] ¢} 3}

HowsStuffWorks - 2} 3}

4.9.3. 327l 7] ¢} % 3} openCryptoki A}-&

openCryptoki = tokenszl= ¢} 5 3} Z=] o] g stAPI( Zz] 7 o] H ZZ 2] g QlE]H]o]x)E F 2]
5}+= Public-Key Cryptography Standard ¢/ PKCS#11 ¢] Linux 728 /1. EZ2 sl=gjo] = £
ZEgo]Z Z&HE + 951/l o] F /= Red Hat Enterprise Linux 7] 4] openCryptoki A] =& -2
HA, 74 " AFg-sl= ¥ o gjs) &E g o

4.9.3.1. openCryptoki & x| = A]v] > A] =z}

ZE o] 78S E g}l A|=H o 7] openCryptoki 7 7] x] & H #] 5}

o

E|AE EA oz E79]
&9 root Z 05 %

I ~J# yum install opencryptoki

AF& Sl = slES] o] EZ 7T o mje} 5 A& Al ol ¢t A HE A F 5= T AR E H A
of & gl o & Eo] RIF T 5 = FAFE ZE (TPM) F3 o tj ot x| gL wrozd
opencryptoki-tomtok 7] 7] X] & & =] s of g1 c}.

YUM 5]7] %] 2] 215 AFg-3o] 7] A& &3]3t @o] oj gk vk 9] g 12 = Red Hat
Enterprise Linux 7 A] =8l Ze]x} 7}o] = 9] 7| X] & x| 242 FZ5F{A] Q.
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http://computer.howstuffworks.com/encryption.htm
https://access.redhat.com/documentation/en-us/red_hat_enterprise_linux/7/html-single/system_administrators_guide/index#sec-Installing

4%. 5 9 Au 22 A 29 75

openCryptoki A] v] =& -4 5}5}2] 1 pkcsslotd £ 22 2 @] of $1]h root = 0} B H2 9
afof SAf A4 g2 A FFgiL] .

I ~J# systemctl start pkcsslotd

Hygl R] X H| A7} FFEO 2 AR EEZ 5]

)
{
Ulo
o}
ol
o
T
it}
y
I
K

I ~J# systemctl enable pkcsslotd

systemd 0] 3 AF-§-3}of A v]= Fe] B o o oF X}A) oF 1 &2 Red Hat Enterprise Linux 7 A] =
o # 2|2} 7}o] = 2] systemdE A}E-5}o] A B] = A 2] gL F=o A L.

4.9.3.2. openCryptoki ++% = Al-g&

] 215 7 pkesslotd =2 /etc/opencryptoki/opencryptoki.conf 25 792 g1}, o] 74 7
Jo A 2d B 5 o FESIESE FYE EZ gidt FEE 775l b AFSFHY

gL F]-g S A&l Y =L FAgHT g =% Fd= Y, ST EZ o] Hel 2]
o] AL =X AE YA ID7F E3E 7 AgHr JgF oz =% sl=go] & Helo] AL g
g T Agyd. Y F4 o gjgt g Y F]o gj et A eF HY g I 7 e ghS
opencryptoki.conf(5) rjj 17 ¢! =] o] x| & FZ 5N A] L.

¢l e} 9] o] pkesslotd b= 522 =7 5}2] ¥l pkcsconf %€ 2] E| S A} & §F1] ). o] E2 Al-&5}H b
2 YHE FA H Y A Y E 29 ESS Yol 7 7 FH T o E Eo] EZ
st FHE H A5t v o2 g 52 ] o) pkesslotd b =7} S5 of 5l FEI} o 2 E A}
G2} pkes11 A| 28 27 9] A Hofof §})

I ~]$ pkcsconf -t

pkcsconf ZojjA] A}-gg = Ql= Q1= 552 pkesconf(1) =& 2 7 o] X & FE 5 /A L.
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https://access.redhat.com/documentation/en-us/red_hat_enterprise_linux/7/html-single/system_administrators_guide/index#chap-Managing_Services_with_systemd

Red Hat Enterprise Linux 7 B ¢l 7}o]| =

72-%'

o] 2F9°] RE dnl7} 24 E PKCS#11 EZ) N2 5+ H ==
OpenCryptoki A]H] 9] O} Z A} &X}& 2} 5a 5 glonz olds] g + Y=
A}-§-7ek phes1 2o 4] Huj 2 SGafof Fr] . o] 279 = dul=
openCryptoki ©] G2 A}&A} Aoz ¢lojo] Z=& AP +& 5]

4.9.4. 2u}E 7} = 2 A} &5} OpenSSHo| 215 1 A &

20l E 7l == USB £, MicroSD 5=+ Smartcard 2+ 9l2] F 3k sl=¢Jo] Hol 259/} ¢
o g Az]gd = 9= HoF 7] A FLE A3 ). Red Hat Enterprise Linux 7] 4] OpenSSH+= =
ol E 71 E & AL oF o15& A ¢ 3.

OpenSSHojA] AnlE F}= 2 A}-g35le]w 7} =29] F7) 7] & ~/.ssh/authorized_keys 5} 2] o ] 55}
NA] 9. Fa}o] ol Eof opensc 7] x| o A] A3 5}+= PKCS#11 2} o] H 2] 2] & & %] g} }. PKCS#11
EZojel= grg 8] FR| o g oF API(d EFze] 7 o] H ZZ 2] 7 Q1 7 o] 2)E 3 2] 5}+= Public-Key
Cryptography Standard ¢/ 1] t}. O}2 5 %52 root 2 ¢/ & g1l

I ~J# yum install opensc
4.9.4.1. F}=ofJA] 327 7] A

F}E 9] 7] 5 1} 9 5]z vl ssh-keygen F %2 A}-& L]}, -D XA Z-L A& 5}a] 323 2fo] H 2] 2] (L}
2 o4 2] OpenSC)E ] g1}

~]$ ssh-keygen -D /usr/lib64/pkcs11/opensc-pkcs11.so
ssh-rsa AAAAB3NzaC1ycl...]+g4Mb9

4.9.4.2. A H]o] 3 7] A3

HF Av oA 2P} E FPEE AMg 5} Q1S By 2fela v 3 7]E A A2 dS . F4
H ZAL(7])E FAFse] €4 Lol o5 A1} o5 oA 9] 7 (t}S o %] */smartcard.pub )] 7]
#] g5} 32 ssh-copy-id G 5 S AFg-3}o] 7] & X g3slo] +d .

~]$ ssh-copy-id -f -i smartcard.pub user@hostname
user@hostname's password:

Number of key(s) added: 1
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Now try logging into the machine, with: "ssh user@hostname”
and check to make sure that only the key(s) you wanted were added.

el 7] 3 glo] & 7] E A3l 2 SSH_COPY_ID LEGACY=1 813 ¥4 &= -f 42 A&
sl o 7] .

4.9.4.3. £} E FlEO] F]E AF&5}o] Au]d 215

OpenSSH:= ~ri= FhE o 4] 37 7] 852 7] A& =& 514 &3 A 72 592 79& F
QT Z, N9l A= = E HipA] Gk AFL 9ol 2rpE FEE ARg-sto] §17 Ao ¢4
stej el og §ES Y7 ping el HEE B E gL,

[localhost ~]$ ssh -1 /usr/lib64/pkcs11/opensc-pkcs11.so hostname
Enter PIN for 'Test (UserPIN)':
[hostname ~]$

SAE o] g2 dddei HA EAE o]Fo 2 uFr},

217 AJujo] dZ e o B2 98-S 5 FalzH PKCSHI1 2}o] 22 o] 42 & ~/.sshiconfig 7
oo 8] .

Host hostname
PKCS11Provider /usr/lib64/pkcs11/opensc-pkcs11.so

771 84 gio] ssh §5& JPsle] A2 g)h.

[localhost ~]$ ssh hostname
Enter PIN for 'Test (UserPIN)':
[hostname ~]$

4.9.4.4. ssh-agent = Al-8 3} X5 PIN =7 Al-&

ssh-agent A}-8-5 A &} 5= 5 2174 vi4& &g g1/ t]. ssh-agent 7} L vt 4] {0 4] o] ] &3 5] 7
7] vzl g)P#2] FF o] BAIE AU E T+ A5t 05 FFE AFE 51 A5 o] AE AFd &
7 A=A el

~]$ ssh-add -/
Could not open a connection to your authentication agent.
~]$ eval ‘ssh-agent’
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o] 7| & AF&sta] A4 g mrjr] PINS 4512 =5 se]w o Fg2 d P} ojo]HdE 7}
=& Ftgdd.

~]$ ssh-add -s /usr/lib64/pkcs11/opensc-pkcs11.so
Enter PIN for 'Test (UserPIN)':
Card added: /usr/lib64/pkcs11/opensc-pkecs11.so

ssh-agent o« F1=5 A A5} ¥l T2 §E2 A& F .

~]$ ssh-add -e /usr/lib64/pkcs11/opensc-pkcs11.so
Card removed: /usr/lib64/pkcs11/opensc-pkcs11.so

FIPS 201-25= 71=0] 2] 3-8 t] g 45 7] A}§5}7] 98 Z2052 79l ID &9l
AHPIV) 7H= E o 2] 5F 54 5 9] AF§AF =3 & 27 8] th OpenSCF o] 2 72AFES
22 A Y]],

zei} AP of Fa]A o] FP Tl BT} ZF A] G gjs) PINS 9/ F3l =5 2
Fl= AL v]E A A 9]}, ~ulE 7= PINS 7 A 3}2] ¥ /etc/opensc-x86_64.conf <]
pin_cache_ignore_user_consent = true; 5% SFo) # F X} E A 7] 51 A L.

= O
ols= #

24 & 1-&-2 PIV Digital Signature Key (NISTIR 7863) X 57.4] o] tj 3t 7}.= &3}
Z A L.

4.9.4.5. &7} g~

sl=gjo] = £ ZE gJo] EZ 472 Red Hat Enterprise Linux 78] »rlE 7} = x]gloj] 43 5 o]
Aed.

20lE F1E 8l 915 PKCS#11 1 ot B2 #a] 3l A1 317] ]+ pkes11-tool 5 € 2] E] o tf ¢
Z}All 3t 1] £ pkes11-tool(1) =37 & #] o] x| & F= 5} 4] L.

4.9.5. Mg+ Y= g 7]

WG 5 7 PEH T A A AH2E FE s A HN GYH 7pv Aol o] oF Y]
o} 717} S E N e Gl Z AEA Tl HAFA Gtk AL P S G 5 2lg2 o
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https://nvlpubs.nist.gov/nistpubs/ir/2015/NIST.IR.7863.pdf
https://access.redhat.com/articles/1523343

4% & R qu) 22 A 26 7335}

o] g}, o] =EVM(Extended verification module)oj 2]5] &3 59l A]~H o] ZAHY L F=5]7 8ol
F 22 o] L)) Al G} T E2 22 95 5)E Blob §4)9] 7] A~ 8 = Qg o}
{2 4 Q= F]o= 7] E vrE 2 ¢Fs s)(seal)d]= b AF&H = NF T 5 Y= ZHE wE (TPM)
ol gFij .

o] B2go. TPM & = E2] %] FE 7](SRK)a}+= 20485] E RSA 7] & Al-§35]4 7] Z &

2 9Jox, 1 G 5= A 7] TPM o ZHF 74 2 x| (PCR) 519 57§ A EF A1-g-5]0] H-¢I
& 4% 2051 PCR o= BIOS, LE 2] % 2§ AAE wgdls FAY #e] g AE7} EgFE o]
A& 1] t}. 5, PCR-sealed 7] = 915 3} % 85] 5 g A|=g oA TPM o] 4] ¢t a5 & 5 51t} 2
2/1} PCR-sealed {1 2] &  gl= 7] 7} 2 =5 ¥l(¢1 5 7] F7}) 914 H PCR gto] 89154 4 7] (]
A Ado] 25E 7 YEF) 4 (E= FF) PCR o2 Yuo|ES 7 gk B 7= 2h2f o2
PCR & 7} o] 2] Blob2 2 A8 8 %= g1t}

o5 5lH o= TPM o] @ Q3]lx] oz AU AES Q531 E AlgslEZ s + 9= 7]Hn
o wel . ¢resid )= AY Yy 919 W E ARl Y Y H 2 np2E 7] 2 AFEA 377 Blobe
Z Y d o ots el o] mp2E F]= M EE = Sl 7] Eies ARER 7)) E 7 Sy o o AE
ZI7F 12 & 7 = 7] 7F oFH G P ¢Fe 8] F]= e S}t vl AFE H = AFEAF 7] ehE ek ek o

4.9.5.1. 7] Y

F|E A& 8] ZFY L 817 Ho NP 5 Y 95 sE 7] AY BE] A|AH o ZExHo]of
g/l o2 RHEL ]9 o}7]glA]o] A9 BE L = Eo}b & O AF S 2 5 A L.

°
Xx86_64 o} 7] €| x] & A& 35]+= RHEL #1Y <] -7 TRUSTED _KEYS ¥
ENCRYPTED_KEYS FZE=+= o] AY Zx9] IR Z Y =HHijr], 7% o Z x86_64 A =d
AlgAp= RS = 9l J53lEH 7] BE S ZESIA] @u ik o]2 e J|E AE T = s

o7 A 9] 75 7] E AFE ] 9] 7A ] Aol A G 5 7 5 H
ZEofof BT Y wES ZEsHE 02 WEE AP,

NIO rll-(

I ~J# modprobe trusted encrypted-keys

keyctl 792 E] & Al&3}of {2 T 7 A ¢r5eH 7| & Yy, 2=, YR’ & Yo =T + Y

#1757 keyctl A1-§-of o g <4 3 ] £-2 keyctl(1) £ FE 144 2.
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=7

TPM (o]: $19]2 - /1= 7] & 05 BG4 7)E B efel v 943 % 2 Y
gl of of g}1]r}. o] = Y vFF] o = 1] ~H o] BIOS ¥ = 2 g2 9] tpm-tools 7 7] <]
o 2li= tpm_setactive 532 AF&-51] THE T M'*L/::} ¢l TrouSers o Z2]7] o]
& H A5 of 3fr], TPM 7} 5%13}7] 9] &% == TrouSers A x>2] Y72l tcsd b
=2 3]} gl

TPM & A}-§3l0] {12 F = Y= 7] & PED H 08 782 2 keyetl §32 J P g
I ~]% keyctl add trusted name "new keylength [options]" keyring

99] 782 AR 3ol oA FES hea 2ol AT 7 AT

~]% keyctl add trusted kmk "new 32" @u
642500861

/9] oA o] = Z o] 7} 324} o] E(2561] E) ¢l kmk 2}= X 2] 3 = = F| & Y Y 5L AHEAF o5
Zl(@u)°] A g1} 7] Zdol= 32~128Hf°/ E(256H] E o] 4] 1024H] E)E 7}d 5 A+ 1t} show 3}-9]
& ALl AE 25 719 A =& YL

~]% keyctl show
Session Keyring

-3 --alswrv 500 500 keyring:_ses
97833714 --alswrv 500 -1 \_keyring: _uid.1000
642500861 --alswrv 500 500 | trusted: kmk

print 59] Wg-2e 9r53)H 75 K 290 29/ 7] E A1§A 7 Blobe = yjm iz vl 7
o] 319 WL o7 o] A& gL

I ~]$ keyctl pipe 642500861 > kmk.blob

AF&AF 32 7F Bloboj 4] {1 2] & 4= Ql+= 7] & Z =3l ¥ Blobs ¢+ = rjA] =7} ¢/ }.To load the
trusted key from the user-space blob, use the add command again with the blob as an argument:

~]$ keyctl add trusted kmk "load “cat kmk.blob™" @u
268728824

z ¢l o2 TPM-sealed trusted key = A}-&3}o] QFs3] ¥ Bl 7] E vhs = Qs o2 34 7~
2 oo slH 7| E Y= o AFRSH Y

M
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4%. & R Au| AR A 29 73
I ~]% keyctl add encrypted name "new [format] key-type:master-key-name keylength" keyring

99 7 A POz ofu] YHH NG 5 = ] E AE ot 5 ) E YY e T
27 2ol 7§ E 7 AFoh

o

o

~]% keyctl add encrypted encr-key "new trusted:kmk 32" @u
159771175

TPM & A}-8 8 4 gli= A2 H o)A 953518 7] & wrEe]t 919]9] 427} Al ALE A8 5] A8}
A& YH o o YA PEFE 7] E Folohe o A& F T

~]% keyctl add user kmk-user "dd if=/dev/urandom bs=1 count=32 2>/dev/null’" @u
427069434

z¥l o}% random-number A& X} 7] & Al-&35lo ¢FssldH 7] & A g

~]% keyctl add encrypted encr-key "new user:kmk-user 32" @u
1012412758

list 519] 552 AFg-5le] A FH AL AF 7|9 wE 7| FLF F L]

~]% keyctl list @u

2 keys in keyring:

427069434: --alswrv 1000 1000 user: kmk-user
1012412758: --alswrv 1000 1000 encrypted: encr-key

np2E {128 = Sl 7] 2 B HA 82 9E 5 H J]= 9FE 5] 5)s v AFSHE AL
&2} pf2E 7](random-number 7]) 7h vk OFE g o). mja}A] pf2E] AFER) T
ZZAH 2 F 7fs et oF QRS 2 EFo]of 5fn] Y Z2A X 2 =79 7 E o] of oF
g o

4.9.5.2. &7} 2| £~
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keyctl(1) - keyctl 7 € 2] E] & 35 5}9 FF A djsf &'F g

Red Hat Enterprise Linux 7 SELinux A}l-8- <} 2 # 2]z} 7}o] = - Red Hat Enterprise
Linux 7-& SELinux A}- &= @ #z2]z} 7}o] == Apache HTTP Server 9} 72 t] ¢kt AJH] A E
Al-&3lof SELinux ¥ 4] 5 74 5] 22 Al 5= B of s XA 3] HF gt

https://www.kernel.org/doc/Documentation/security/keys-trusted-encrypted.ixt -
Linux #]92] 2128 5 Q7 95318 7] 7] 5ol g 324 #4191 .

A.1.13. “2+ ¢Fs 3] 3+ - AES” Advanced Encryption Standard °j] ojj 3} 7F2 1 &%
= A3y

A2E. "l 7] ¢tes)” 3& 7] e WA Aol Y sl TR EFS Y
1] }.Describes the public-key cryptographic approach and the various cryptographic
protocols it uses.

4.9.6. Random Number Generator A}-&

) £ 7 gl 19l 953} 78 Yot 999 Ao L2} Hagh]T. Yo
I} E7E 2 )& PL ] L 999 £HE YH o AEZT = AN O Z HFY
#74 "noise" &= =9 o] th= 47| & AFg5e] A ST,

rng-tools 77| 3] 9] &l rngd b2 217 F&7 SP=Fo] Y Y¥7]E 27 A& AE=ZY]
FE2 TIY T AT HE2 919y 204 A e b o] B 7} F#-5] 9199 F] of = Fpele
02 799 " AEZy Fo AFgL. JyHE= 999 =2} /dev/random ¥ /dev/urandom #
A ZAE Fal AH&E 7 Awri.

/dev/random 3} /dev/urandom 2] =} o] &2 o] F o] A}ct x| eli= A o] n, o] = A E =39 QFo] &
H3] 9Jojo] 288 HYsl= b FHIR] Ff=AS I T oy oA FFS sAot)f= AL g
o}. vl = /dev/urandom & 79 9] A E 27 FL AJAIE5}i= H]| A G £ 20] B 2 oJAlAl Y 9] Aot
FFL A 5 s malA] /deviurandom & 7] ¢FS 3] 7] E vrEE b AR A= oF i

rng-tools 7 7] x| Z & X] 5} & ™ root Al &2} Z ]S FF 2 &

&
s

1,
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https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/7/html/SELinux_Users_and_Administrators_Guide/
https://www.kernel.org/doc/Documentation/security/keys-trusted-encrypted.txt

474 & 2 Au| =2 A 24 733
I ~J# yum install rng-tools
rngd b &2 A Z}3l2] ¥ root Z 0% FH S AP A 2.
I ~J# systemctl start rngd
b e E A elsled o5 §FES AE e o
I ~J# systemctl status rngd

A9 w52 mgd 22 A F5eE G5 4P gLk o F So] /dev/hwrandome] 2] 2] ¢1<]
o £3 989 A 228 Y g FEE AE g

I ~J# rngd --rng-device=/dev/hwrng

ojdl §Ee 9o 232 8= FA 2 /devihwrng Z A1-5to] mgd Bl =S 4] A 1] mFAAEA]
2 -0 (= ~-random-device) 5412 A1-§ 5F9] 9199] 53 Z ol thall A FHE AAG 7 ]
tH(7]# /devirandomA) 9]). A& 7}58t B E 54 BF-E mgd(8) v el o] & F=3] 4] 2.

G H A=A AFE T 5 Y= AEZ T o] 225 oI5 H root 2 -2 FEe AU .

~J# rngd -vf

Unable to open file: /dev/tpom0

Available entropy sources:
DRNG

37

rmgd -v § 2 ¢ Hs}u GG ZZA20) 22l 2 Eojx] A& AP HL b, --
background 8 (G & o] 7)< 7] EF o2 A gH ]

TPM F =] 7} g+ 7 -7 A E Z 5] o] +*=Z Intel Digital Random Number Generator(DRNG) 7} £ A]
H 1. CPUZ} RDRAND Z 2 4] 4] g 32 X g 5f==] g<ls}ad oS F5< o/ g

I ~]$ cat /proc/cpuinfo | grep rdrand
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27

LAl ot - &2 Intel Digital Random Number Generator (DRNG) £ Z E gJo] 28]

Tpo] =8 A2

rng-tools 77| z] ol = & o] €] 9] 9] 2] ¥

2 319]5l= g AF& S 5= 9= rngtest 5 2] E] 7} EgFE o] YU
%1/tl. /dev/random 9] =2/ 9] 9] o]y +F2

H2Es}2] ¥ o33 2] mgtest & Al§ g .

~]$ cat /dev/random | rngtest -c 1000

rngtest 5

Copyright (c) 2004 by Henrique de Moraes Holschuh

This is free software; see the source for copying conditions. There is NO warranty; not even for
MERCHANTABILITY or FITNESS FOR A PARTICULAR PURPOSE.

rngtest: starting FIPS tests...

rngtest: bits received from input: 20000032

rngtest: FIPS 140-2 successes: 998

rngtest: FIPS 140-2 failures: 2

rngtest: FIPS 140-2(2001-10-10) Monobit: 0

rngtest: FIPS 140-2(2001-10-10) Poker: 0

rngtest: FIPS 140-2(2001-10-10) Runs: 0

rngtest: FIPS 140-2(2001-10-10) Long run: 2

rngtest: FIPS 140-2(2001-10-10) Continuous run: 0

rngtest: input channel speed: (min=1.171; avg=8.453; max=11.374)Mibits/s
rngtest: FIPS tests speed: (min=15.545; avg=143.126, max=157.632)Mibits/s
rngtest: Program run time: 2390520 microseconds

rngtest = = 2o L A] 5= H 3 = B 2EH b o]E] 9] 919l Y o] TE IR o] M 5 5L
LFeFY 1] ol rngtest -7 € 2] E] o] AFE- 7} 9 58 52 rngtest(1) v 7 & 7 o] A & FE 5l 4] L.

Red Hat Enterprise Linux 7:& KVM 7} 3} ] 2o x] &2 E pjRloji] A EZpof Hi2et 5 Q=
virtio RNG (Random Number Generator) 33 E =9 1. H3 892 A5l hwrng feed =
S 2E Linux A9 9] JdEZ3 Z(/dev/irandom)o] ¢} 25l QEMU = A|=E7} R F ol dEZH 9 &
2 Z /dev/random £ A& g1,
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https://software.intel.com/en-us/articles/intel-digital-random-number-generator-drng-software-implementation-guide

47%. & S Au| 2= A2 7F3)

z¢ 4.1. virtio RNG 3]

GUEST

USER SPACE

APP APP

KERNEL

/dev/random /dev/urandom

A A
A

QEMU

o

/dev/random KVM

APP

HARDWARE

hwrng

[D]

o] 7l o == Red Hat Enterprise Linux 7.0 2 Red Hat Enterprise Linux 6 7] = E o] x] rngd A}-§& =} 3
7HH|EE &8 s2EA AEZE AL + AAFH O dl&#S 478 5l= A2 2 Red Hat
Enterprise Linux & X E 9] ol +& 97 ¢ 51/} Red Hat Enterprise Linux 7.19) 4= & GA 7} A
A E o] AA Z2A 271 Aol s 2 TP HT o)A mngdE AFE-& H ) g or] ALg Tl o
AEZ7] 7} 5 oAzt ol 2 Ho] X H A|2LE AU A S2EX] AEZHE 714G A ~E
AYL 2F )= SA] of FalFA o] oA Q9] cAE AT T JAEF &+ A= A Awv .

Red Hat Enterprise Linux ¥ x] 2z Z 73] Anaconda = o] ] & x| 22 Z 73 o] o] x] 9 virtio-rng Z &
2 ] 3*3}] Red Hat Enterprise Linux &3] 5o $2E AEZ9Z Al 5 =5 g
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Red Hat Enterprise Linux 7 B ¢l 7}o]| =

Ali}a] @ o x] AFg&of 5f= P4 Y 7] E L6l = 7] Z-°g 32 W Red Hat Enterprise
Linux Y 44 7] <1gl 7 o] = o] 5] #A] & FE3l A L.

4.10. 93 A0k 95 s 52 A& o] PEHH 257 FE F7 AA 7Y

% &) 7] vt ¢} 5 (Policy-Based Decryption)= A] =gl o] o172 = A}-g& =} ¢+5, TPM(Trusted Platform
Module) A, o] & 0] £2rlE F}E BEi= S Y EZ T X 8] o] X7 72 of = B2 AFgslof &
X g 7} vl jlojx] SfE Efo] B 9tSolH FE W B BEFS I aAgd =7l A4y

1,

7]e 2 PBDE AFgslH 02 Zha A WS &7 defele] $YF EFS = ez Fa 4
A gt + 251/ tl. Red Hat Enterprise Linuxoj#] PBD<] 3] 232 Clevis *Z 2] 9] ¢] =Z ¢} pinszl= =
Zzelo g o] Y. 7} WL W o g A 7] 5E AF . A ALE 7l e+ e
Ao TPM == Y Eg 2 A2 252 Fa AT 5 = dgh

NBDE(Network Bound Disc Encryption)= ¢}$3}5 EFL E5 y|EY T A u]o] vfolg st 4 Q=
PBD 7] <] 5}9] ¥/l Clevis<] €] ¢l o= Tang A/ B & Tang A] 1] x}3] o] oj ¢} Clevis ¥ o]
F e .

4.10.1. Y] E¢=Z Bound t] == 2} 35 3}

NBDE(Network-Bound Disk Encryption)E A& 35}H A 2 O] A] A Z}et g ~F o2 s 5 ¢f
golx] Gt Fe]F W 7}y vjllox] SfE =afo]He] FE BFS ool d + g

Red Hat Enterprise Linux 7] 4] KnativeServing= t}-537 7Z+2 74 22 2 7|2 53 7

ok

Qi
b
I
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https://www.redhat.com/en/blog/understanding-red-hat-enterprise-linux-random-number-generator-interface

47%. & S Au| 2= A2 7F3)

—z¢ 4.2. Clevis ¥ Tang£ A}-& 9t Y] E#]=Z Bound r] == 9F5 3}
TANG SERVER

v

A

CLEVIS FRAMEWORK
Jose Crypto Library

Clevis Pin for Tang

Jose Crypto Library

!

LUKSmeta

olg =

LUKS
Tang: b o] E] & Y| E g = g9 v}l Y 5}= A1 8] 9/ o] A| =g o] 5g B oty Ep] =70 vfolgE
b o] Bl & ¥ gFof= A|2FE AFE S = o Tang2 Y] v] =] go]r TLS == 915 o] 23517 &
s Avl 7} 2 E 955} 7] & A Gl AlSH 2E F]o g3t x| & o] Y= o 222 J]ut FFEH
dz] Tang2 F2lo]olE 79} 35 &5} x] oz FaJo]dlEZHE A JHZ AL = gl
gt Zo] 2§ Za9) ¢ =9 1] }. KnativeServingoj 4] Clevis= LUKS
& F ot clevis 7| 7] = 7] 5 2] Zefo]HE 2 A3 g}

Clevis = -5
EF59] A& =< A
3fL}= DASD 4] 8] - Tang 7 9] 35

Clevis PIN-- Clevis Zz] ¢} ¢]=29] Z2] 29l ¢j1]t}. o] 2] 3t ¥ 5
&L 7= Zelzol .

Clevis ¥ Tang2 Y| E#| = v} Qld ¢F5 81 & A g o}= J Ut Fefo] A E & Au] 74 22910,
Red Hat Enterprise Linux 7] *]= LUKS ¢} ¢}7] & Al-§ 3} yJE®]=Z Bound 0] == ¢} S 515 +d 5
7] 918 FE W FEJ}oJH 2 g3 BFL o3 W ok g5 5= b AFEH U -

Zojo] o= @AY 5 74 9k B José g0 el 2] E A8 o] 95D B 94T % A9 7Y

el oA MES 5 Yoz Fao]el

g
Clevis 3z Z 1] X Y 2 ] 25} ] Tang 4 v} <] Clevis ¥1-2 Tang A 1] 9] 37 € symmetric 7] 222
= O
Ae. o] REE 93xa]Q] Z Z v XY o]zl gi]

7}A§-1 o} B 7] 7} symmetrico] 2 2 Tang2] 327 7]
YuE FE
= ¢ges 7| E YYad.

=7} Tang 4] ]o] o4 =515]
3 e
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o] 7] & AF&3lof Hlo]ElE ¢k 5}a}H 7] 7} AFA] H 1] t}. Clevis &2} o] 91 E+= o] Z Z H]X] g ZF9f o] 4]
Yol YejE He] ol 9|z o] A Fslof ). o] E ¢S 85 o] ZZA A= ZEZH|A Y G ¢l
o}, Clevise] Z Z v] Ay Ae]= luksmeta T 7] x| & & 3l= LUKS 3 o] =] z-5 1]t}

FaJo] 91 EF} bl o] E]of] A2 FH] 7} HH ZZ B Ay T YA H vElHo]E] & Z =513 ¢F
o3} 7|5 H78 7 Agi. o] YL 9% dA .

Clevis= A2 2 gz s|Al 2 + A=F #LS A&l LUKS EFE vl g} vlelyg Z 24
271 & e =2 ghg 5 H A g*H Dracut unlockerE A1-g-3slo] t] 279 =& sfA & 5 S5t

Y EQ =z od4o] #7557 Aof A Zsfof 5}= Y A]2dlo] EFHH /tmp,/var, /var Z /usr/local/ t]
dEg9) e v E LUKS 953 3= FE BEF o2 75=d 1. & /var/log/, var/log/audit/ =
/opt 7 Z+o] YIEQ 7} 7] o] dPEHE BE nf2E X FL FE F 2 A F Z7]o ol
E3gfof gFi]r}. /etc/fstab 7 Y o] _netdev 5 o] gl= SE]f4] root BFS AH e & Q&L

4.10.2. ¢} s3] Fa}o] 1 E HA] - Clevis

Clevis
2 Y

"o ny

23 Za o)y =29) gFssld EF(Fefo] 91 E)o] = vl 12 S H X312 ¥ root =
o) & 311) I},
H —7 H

I ~J# yum install clevis
tjo] Bl 9] ¢} & = &5 5}2] ¥ clevis decrypt g 3£ A& 5Fof JWE(Q}E 5] |2 E)E A3 gf] .
I ~]$ clevis decrypt < JWE > PLAINTEXT
AA F ] &2 7] A 3 CLI =5 2% FZ5f A 2.
~]$ clevis
Usage: clevis COMMAND [OPTIONS]
clevis decrypt  Decrypts using the policy defined at encryption time
clevis encrypt http Encrypts using a REST HTTP escrow server policy
clevis encrypt sss Encrypts using a Shamir's Secret Sharing policy
clevis encrypt tang Encrypts using a Tang binding server policy
clevis encrypt tom2 Encrypts using a TPMZ2.0 chip binding policy

~]$ clevis decrypt
Usage: clevis decrypt < JWE > PLAINTEXT

Decrypts using the policy defined at encryption time
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~]$ clevis encrypt tang
Usage: clevis encrypt tang CONFIG < PLAINTEXT > JWE

Encrypts using a Tang binding server policy

This command uses the following configuration properties:
url: <string> The base URL of the Tang server (REQUIRED)
thp: <string> The thumbprint of a trusted signing key

adv: <string> A filename containing a trusted advertisement
aav: <object> A trusted advertisement (raw JSON)

Obtaining the thumbprint of a trusted signing key is easy. If you
have access to the Tang server's database directory, simply do:

$ jose jwk thp -i $DBDIR/$SIG.jwk
Alternatively, if you have certainty that your network connection
is not compromised (not likely), you can download the advertisement

yourself using:

$ curl -f URL/adv > adv.jws

4.10.3. SELinuxE A}-§-3}<f Enforcing &2 =9jJ 4] Tang Server Hj ¥~

Red Hat Enterprise Linux 7.7 o] 3o 4]+ tangd_port_t SELinux %% < #J &5} Tang A] B] &
SELinux A 22 A otd A 6] =2 v Z ok + gl

A 27 A

[ ]
policycoreutils-python-utils 7 7] x] % &5 &2 g& o] L]

=3}
1.
tang 7| 7] X % sj'S 5 FES HA] 31w root 2 0l FH L 9 g g
I ~J# yum install tang
2.

(el: 7500/tcp ) .occupied ZE EZ { &5} tangd A]H] 27} & 5 ZE ] v}l G EH == 5]-&
[Zar=

X

I ~J# semanage port -a -t tangd_port t -p tcp 7500

EEL g Yo sj1po] AJH] oA Bk A8 3 5 OB o] n] AF§H T Qi EEE AFES

L
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&+ 4% ValueErrorE 2] v] gfv o], Z EZ} o]o] Fo]H ©F A =] ¢j]],
gajo)y LEE 9],

~J# firewall-cmd --add-port=7500/tcp
~J# firewall-cmd --runtime-to-permanent

4,
systemd = A1-& 3] of tangd 4] H] 2 & &-§ 5} g}1] o}
~J# systemctl enable tangd.socket
Created symlink from /etc/systemd/system/multi-user.target.wants/tangd.socket to
/ust/lib/systemd/system/tangd.socket.
5.

Hojs7] 5ele 44 k.
I ~J# systemctl edit tangd.socket

o} #H g 7] 311 o 4] /etc/systemd/system/tangd.socket.d/ O] 2 E] 2] o] Ql+= vl
override.conf 732 &7 0} 5 d& F7}3lof Tang A]v] 9] 7]} ZEE 809 4] o] o &gt
AFE WG g o

[Socket]
ListenStream=
ListenStream=7500

v ZE 742 OA] Z =5l tangd A H| A E A Z3] o}
I ~J# systemctl daemon-reload

74 0] FEaf=x] ol g,

~J# systemctl show tangd.socket -p Listen
Listen=[::]:7500 (Stream)
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4%. & R Au| AR A 29 73
tangd A/ v] =& A] Z} g}1] ],
I ~J# systemctl start tangd.socket

tangd = systemd =71 &Y 3] v 71| FE A §FEZE X WA AZHo] S0] 2 FA| A/ v 7} A FH
o A2 YYH 92 s) 7] A EE 2S5 A o AFsez Yy F

TF 7] Ay gL F53) HY L st Y jose 7 €2 E] E AL-& 3]} jose -h B FH L 9] =517
L} jose(1) o i7 & # o] X & F=Z A L.

L

o] 4.4. Tang 7] ZA]

F71H o2 7] E 85l A o] 2 FFsofsl= Il 7L A Fa]A o] H, 7] =27]
o 7]d F Ao mjaf g B 1R derE ol dg AFgS Cryptographic Key Length
Recommendation = o] X] & FZ 5}/ A] 2.

7| & 3] #s}a]w 7] go]Elujo]x O] &l E]2](YJ vkx] © = )var/db/tang )olA] Al 7] Ao = A] X}
Hroh o & Eo] o2 FH o2 A X FS WYl 7] 5 w g + s

~J# DB=/var/db/tang
~J# jose jwk gen -i '{"alg":"ES512"}' -0 $DB/new_sig.jwk
~J# jose jwk gen -i '{"alg":"ECMR"}' -0 $DB/new_exc.jwk

o) 7]9] o] & G sta] gol . & Gt BolA FHLTE TS ALl 7 o] F2 7] b
o] el o] ] A 2] 2] L] B 55 7 o] F7 thF L],

~J# mv $DB/old_sig.jwk $DB/.old_sig.jwk
~J# mv $DB/old_exc.jwk $DB/.old_exc.jwk

Tang> =& W3 A}

39'\.1'

2 SA] A gy, O] A Fepx] grolx F .

o] Al F oA Al Ze}o] o= v ol g e A 7] & Aot o] d Fepo] i old 7] E A% AFEE
7 ATk B E o)d Fejo] =) Al 7]E Aga} S G o] 7] & AAL 7 g
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Red Hat Enterprise Linux 7 B ¢l 7}o]| =

72—%'

ZFe}o] o1 =7} A4 ARG 3 F ok o] 7] & A A5 Ho]E o] YT+
oI5 L]t

4.10.3.1. 2718 Al=4 v ¥

Tange 27184 MEE 7567 s F 714 ByL AFg .

Fejo] o= = of 2] Tang AJujo] v}l G e 4 2= 7]5-2 Agale] 7y aoF F1ich. of &
Foll4] 2} Tang AJmjoli= 24 5 717} 2lom] Zefo] ol E = o] 2 5t A1) 2] 55 & 3ol ¢l ofo]
o152 )58 + Yart/r). Clevisi= oj 1] sss F2]2912 53] o] 9225 2711,

o] Hg o] tf gt Aot ] &2 O3 =& 2 FH O] F FE5H A L.
Tang(8), High Availability 4
Clevis(1), Shamire] A] =Z & 325 A4
clevis-encrypt-sss(1)

Red Hat2 37 7}-& % HjEoj o] w2 35kl

2.
7] 347
FHYE P8 Tango] QI2E 25 7 7 o] g W 23 + Qg 7 WA & 75 o1=H
A E H3 512 tang F 7] R E H x| 3} 32 SSHE 53] rsync & AF&3}o] 7] O] dEl 2] E A 2
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47%. & S Au| 2= A2 7F3)

Eo] BAGL . 7] E F
o) -

& 55 7] £ 918 0] FrF5 F7} AE 2} ol Ee s} B oz
of W AFE A g £

4.10.4. Tang£ A}-§ 3} <f Clevis X] =l 29] Encryption Client v Z

A 27 ALY

[ ]
Clevis Z 2] 9] 9|27} & x| ¥ o] lo]oF g1]r]. F= 4.10.2%. “¢} 53] Se}o] e E L] -
Clevis”

Tang A/ ] & A& g + 51l F=F 4.10.34. “SELinuxZ A}-§3}of Enforcing % = o] 4]

Tang Server Hj 3=

@3

o
>
N~
%o
m&v
I

Clevis ¢} 5 3} Z e} o] 9l EZ Tang 4] v] o ulol g s}z clevis encrypt tang 3}-¢] 5 &
.

~]$ clevis encrypt tang '{"url":"http.//tang.srv"}' < PLAINTEXT > JWE

The advertisement contains the following signing keys:

_ OslIk0T-E2I6qgjfdDiwVmidoZjA

Do you wish to trust these keys? [ynYN] y

] o4 <] http:/tang.srv URLZ tang o] 4] € A/ <] URL7 U sHE% w4 ghjrh. JWE £ 51

ool = ¢t 53} 953} YAES) EFE] gtk o] 453} H2E = PLAINTEXT 92 5120 4] 8]
Zi/ ot

tjo]E]¢] ¢} s E &% 5}2] ¥ clevis decrypt 5 S Al-& 5l o] JWE(Q} 5 3] | =E)E A3 g}
I ~]$ clevis decrypt < JWE > PLAINTEXT

A 1]-&-2 clevis-encrypt-tang(1) w17 & 7] o] ] & FZ 5} AL} 7] A3 CLI =322 AFg §1]

ok

~]$ clevis
Usage: clevis COMMAND [OPTIONS]

clevis decrypt  Decrypts using the policy defined at encryption time
clevis encrypt http Encrypts using a REST HTTP escrow server policy
clevis encrypt sss Encrypts using a Shamir's Secret Sharing policy
clevis encrypt tang Encrypts using a Tang binding server policy
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clevis encrypt tang Encrypts using a Tang binding server policy
clevis luks bind Binds a LUKSv1 device using the specified policy
clevis luks unlock Unlocks a LUKSv1 volume

~]$ clevis decrypt
Usage: clevis decrypt < JWE > PLAINTEXT

Decrypts using the policy defined at encryption time

~]$ clevis encrypt tang
Usage: clevis encrypt tang CONFIG < PLAINTEXT > JWE

Encrypts using a Tang binding server policy

This command uses the following configuration properties:
url: <string> The base URL of the Tang server (REQUIRED)
thp: <string> The thumbprint of a trusted signing key

adv: <string> A filename containing a trusted advertisement
aav: <object> A trusted advertisement (raw JSON)

Obtaining the thumbprint of a trusted signing key is easy. If you
have access to the Tang server's database directory, simply do:

$ jose jwk thp -i $DBDIR/$SIG.jwk

Alternatively, if you have certainty that your network connection
is not compromised (not likely), you can download the advertisement
yourself using:
$ curl -f $URL/adv > adv.jws
4.10.5. TPM 2.0 g F & AF&5}o] ¢} 55} Fefo] A E nj ¥

645 E Intel == 645] E AMD o} 7] E| 3] 7} Qli= A| 2| oAl = {12 & + ]
2.0) 2 4§30l g5 a}s= Fafo] ol EE wE 52 H JSON 725 9B E
7) clevis encrypt thm2 51-¢] 33 2 A& 51 A 2.

I ~J$ clevis encrypt tom2 '{}' < PLAINTEXT > JWE
OE A& 75, a4 B 7] guelaS e seH +Y S8 Ao
I ~]$ clevis encrypt tom2 '{"hash":"sha1”,"key":"rsa"}' < PLAINTEXT > JWE

Hlo]El 9] ot 2 s EslaH o5 5 g2 E(JWE)E A 2]l
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474 . 5 D Au| 22 A 2H) 7}3}
I ~]$ clevis decrypt < JWE > PLAINTEXT

el

P

I

AF
%

4

i
o rg
2 g

\L]

oo 1

4 &5 (PCR) ¥&|°] st 2§ t o5 = =] g1}. o] g7 5} PCRs 4]
7 YA 5F= GOl et v o] E 7} S A HA e T e

4&;

ol & Fo, 9152 0 X SHAT 23 o] tf3] 12 A& 5}] rjo] &5 PCRo| §91512 W t}2-2 54 3]
.

I ~]$ clevis encrypt tom2 {"pcr_bank":"sha1","pcr_ids":"0,1"}' < PLAINTEXT > JWE

A 51 ] & 7 755 74 £ 22 clevis-encrypt-tpm2(1) v 17 & H] o] x| Z F-Z5EHA] L.

4.10.6. 2 E EF9] +5 5% 74

7]& LUKS ¢F531H ZE BFof

o] A-FL &0 = A 5}2] W clevis-luks 3}-9] 7] =] Z & =] 5} 3Z
clevis luks bind 3 3 2 A}-&38}c] BEFL

Tang 4] vj o] v}ol g g}

I ~J# yum install clevis-luks

~J# clevis luks bind -d /dev/sda tang '{"url":"http.//tang.srv'"}'
The advertisement contains the following signing keys:

_ Oslk0T-E2I6qgjfdDiwVmidoZjA

Do you wish to trust these keys? [ynYN] y

You are about to initialize a LUKS device for metadata storage.
Attempting to initialize it may result in data loss if data was
already written into the LUKS header gap in a different format.
A backup is advised before initialization is performed.

Do you wish to initialize /dev/sda? [yn] y
Enter existing LUKS password:

o] g@e g vl 714 BAE FHF .
LUKS w}26] 7]9} 598 AER T E AFgte] 4] 7] L],

Clevis E A}-&3}a] &) 7] E oF& 5} 5FL] ).
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LUKSMetaE Al-&3}o] LUKS &) o Clevis JWE 9 B A E 2 ] 3Fg}F1]r].

LUKS] AFg-3 A 7] & &3] g .

o] fj222i= o] 4] Clevis 357 7 7]= 958 1§ 5o] - A 7 Yz t]th Al ek f§-2
clevis-luks-bind(1) =i+ & F] o] X & FZ 3} A] 2.

- 4

Hlol gl A=Al = Al§ 7}5 o LUKS ¢F& &2 0o] sfiL} o] ¥ Sl 71g g .
clevis luks bind 5 32 &2 5 s}}E A& Ll

Clevis JWE 2 HA E 7] LUKS 3j] o] 43> & o = v X 5 H+=X] &2l s} " luksmeta show 3 52
AL& g ot

~J# luksmeta show -d /dev/sda

0 active empty

1 active cb6e8904-81ff-40da-a84a-07ab9ab5715e
2 inactive empty

3 inactive empty

4 inactive empty

5 inactive empty

6 inactive empty

7 inactive empty

27] 35 Azge] Haz ol P e A2 e 7 Y= shelvl ofm] FAH A ZHeNN he FEL ¢

Z 5.

o]

~J# yum install clevis-dracut
~J# dracut -f --regenerate-all
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47%. & S Au| 2= A2 7F3)

29 IP #(DHCP #]9])o] 2li= Z2}o] 9l =] t]a] DASDE A}-§ 512 ¥l vl =52 7

Y2 7502 dracut o AGFL . A F 8 083 2Lt

~J# dracut -f --regenerate-all --kernel-cmdline "ip=192.0.2.10 netmask=255.255.255.0
gateway=192.0.2.1 nameserver=192.0.2.45"

}-& 3o /etc/dracut.conf.d/ O] 2l E] 2] 9] .conf 2} 2L ul

I
£

~J# cat /etc/dracut.conf.d/static_ip.conf
kernel_cmdline="ip=10.0.0.103 netmask=255.255.252.0 gateway=10.0.0.1
nameserver=10.0.0.1"

Z7] RAM 0] 2= o] u]x] & ] A] A4 L]l
I ~J# dracut -f --regenerate-all

24 8t 1 &2 dracut.cmdline(7) mj 77 & ] o] x| & F-Z 5} A] L.

4.10.7. Kickstart= Al &5l R}&31H 55 74

Clevis= ¢+ A}&31H &5 ZZA2F A3 5}7] 713 Kickstarto} & 918 + Q51 .

Kickstarto] 9] A] ¢}5 = /boot o] 2]e] 2= ol 2 E X] & sl LUKS oFs 3517} 43515 =
2 gxz2g JEHSES AN G T B o] 57 Z2a)x QA4 YAF YT

part /boot --fstype="xfs" --ondisk=vda --size=256
part / --fstype="xfs" --ondisk=vda --grow --encrypted --passphrase=temppass

o] & &9 OSPP-complaint A] =g o= ] B g3 77y o] F g

part /boot --fstype="xfs" --ondisk=vda --size=256

part / --fstype="xfs" --ondisk=vda --size=2048 --encrypted --passphrase=temppass
part /var --fstype="xfs" --ondisk=vda --size=1024 --encrypted --passphrase=temppass
part /tmp --fstype="xfs" --ondisk=vda --size=1024 --encrypted --passphrase=temppass
part /home --fstype="xfs" --ondisk=vda --size=2048 --grow --encrypted --
passphrase=temppass
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Kickstart 4 x] o] tj] $F x}-4j] 5t 1] &

part /var/log --fstype="xfs" --ondisk=vda --size=1024 --encrypted --passphrase=temppass

part /var/log/audit --fstype="xfs" --ondisk=vda --size=1024 --encrypted --
passphrase=temppass

%packages 4] 1} 4 5}o] #& Clevis 7 7] x| Z & =] g1 ]

%packages
clevis-dracut
%end

%post 4] Ho4] v}l 52 74 517] $13] clevis luks bind £ 2 gLk, ¢4 25 &
g,

%post

clevis luks bind -f -k- -d /dev/vdaZ2 |

tang '{"url":"http://tang.srv","thp":"_OslkOT-E2I6qjfdDiwVmidoZjA"}' | <<< "temppass”
cryptsetup luksRemoveKey /dev/vda2 <<< "temppass”

%end

a1

9]9] oo 4] Tang A1 W]l x] <1Z ol <22 rpeld 749 ARz <9 et 5] v 2]

4.0z g 5] .

Tang A7 v] o<l TPM 2.0 § 42 AF§-& u] $A8F IA4E AHE & 7 A,

2 Red Hat Enterprise Linux 7 & =] 7}o] =& FZ 5} A] L.

Linux Unified Key Setup-on-dlsk-format(LUKS)OII o st XA oF 1] &2 4.9.1Z. “LUKS Cj~= ors 3}
ARE” oA FE A L.

4.10.8. Removable & 2] x] ZFz] 2] X5 Z= A 7+4

udisks2 7] x| & & x] g}1] .

I ~J# yum install clevis-udisks2

/K]/\EII___]]] g sl
2 AFghe] mply

2, 4.10.64. “EE BF 5 55 7%
B A o & S 027 2l

#

I ~J# clevis luks bind -d /dev/sdb1 tang '{"url":"http.//tang.srv"}'
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https://access.redhat.com/documentation/en-US/Red_Hat_Enterprise_Linux/7/html/Installation_Guide/chap-kickstart-installations.html

47%. & S Au| 2= A2 7F3)

o/A] GNOME &) ==z g A% oJA] LUKSZ ¢t$ 3l H o] 54 X9 F52 As2Z AT 5 vt
t}. Clevis & A o] ulol g = #Fx]= clevis luks unlock 332 2 7 A & 5= Q&1

I ~J# clevis luks unlock -d /dev/sdb1

Tang 411] tj < TPM 2.0 § 4 AF§ & of -4} & A2 AFE & 7= 2l 5r] of.

4.10.9. 25 4] FEI} o} 59| 35 7 A 7Y

root’} LUKSZ ¢}s3ld BF& &= dlA 518 W o GAE +d .

clevis-systemd 7 7] ] & 4 3] gF1]}.
I ~J# yum install clevis-systemd
Clevise] ZH= dlj A AJv] =5 &Y s}

~J# systemctl enable clevis-luks-askpass.path
Created symlink from /etc/systemd/system/remote-fs.target.wants/clevis-luks-askpass.path to

/ust/lib/systemd/system/clevis-luks-askpass.path.

4.10.64. “FE EF9 +& 55 7" o] 4% 0= clevis luks bind g 32 Al -5}
vlolg dAlE +d g

Al Py Fof qseld 25 FXE &g 312 H _netdev 57 g7 55 I
/etc/crypttab 7+ 7 o F7}g 1] of. 4] gF tf-§2 crypttab(5) 7 Y #] o] ] & FZE 5} A]
o

.

fetc/fstab 5#¢1.9] AA = 7Fs ¢t Y A 2H BFo BFE FIF T o] 47 o)A
_netdev 511 A1§ ] ). XAl U] &2 fstab(5) vl 37 % A o] X F F A 2.

4.10.10. EgressIP vj] E 2] F o A] 73 o] 2] b &

T
<
£
N
o
=J
I
2
1

clevis luks bind %32 LUKS v} ~E] 7] & vl Z 5} &

AF& e LUKS ¢ts 51d o] p] x| & Y4y 5= F 7 o] o]r| R & &
gl o] o7 QHd 5pA] gfo ] gy F s of g
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o= c:ews4 Al g-o] oprjel LUKSS] A 218 9rit}. Ze}-¢=o4] 9851 E FE 852 AFg
o Z = o 4] Red Hat Enterprise LmuxJ z} ol A E Ao g3 HA] = ZAA(YvHE o Z Kickstart
ALE)E ?’2’"&"’/} gl LUKS rl2E 7] = 347 51X @32 o] p| ] E 378 T glst .

T} 33} 8L o A] A5 FF s A E v Z5}2] W Kickstart 7 2)(4.10.7 F. “KickstartZE A}-§ 3] 2|5
sld 55 Y EAR) BEe OE }sslE Z20|AY B G A 2GS A& ZF ks stH VM 2
47 ¢F s} =g 7|7} Q=] 89l d= Al o] E5 U

4.10.11. DASDE A1-& 51e] S+ 870 ] 502 558 4 gli= VM o] <] Y=

ZopE 850l AE 05 LA D A S5 v & T 3E TR AT AT 7 A
Lo} O 73} $74 7 v} AR 2 LUKS mp2E] 7] 35504 SES 9 o m o] A5 ¢l
A

e} 38 ZEAE N FHAX G A e dxEx w/i ol ] ¢t 7] uk-g A gk AR X
o oJu] A& YA 5= Aol ExrTh AY T F G AXEE = v E 2] 119FF G o] upa} g o] 5 o] o}
5] LUKS 525 7] 521 959 B8 9131 51§ 248 7oz g,

LUKS R ¢Y x5 v ZE ¥ =35l7 H Lorax = virt-installZ 7+2 A] =212 Kickstart 2} 3 17
Al& 8l o]n| =] Hl & = Z A A & ol A~E] F7]9] 734 HoF g

S5 BHUN £ o714 77 8 F 71 Tang 4w WE 4 AR89 7 Sl5L]). W Tang
Au e 2o 85 A4 ol HE S 7 Uit F4, Tang A/H= F o132) 7o) VPN 25 A
g ot 5§ oliejo] Fapps S F oA WE Y 7 U)o

Ze)- s 7]# 502 Tange WEE HA WES 7 gr]rh. 221} OE Al 2P 9h B
9} ¢lzepE F5-ow Tang A1) 2] 79l 7] 9} Clevis v EFE] o] El 7} £ 5 £2] 4 t]=2=0] 338 7
Zijrh o] 22 20 g @ 4= AiHe 9hE3) HAE HojH g 8hds] 9N 7 i,

o] 2 ¢ o] 7 Red Hat:2- ] o] E] 7} X1 °g# #] x| 9} Tango] & & 52 A| =8 7Fo] &
2]8 #el& A AL dg e AFged . S 59 Tang A/ v & 2] 511 Tang 4
v 2] 7§ ¢l 7] & &2 Clevis HIIE}HIOIEM} aee T+ fleyd. Eo FalpE ez}
¥ o F 7 Tang A1 v] <] 22 A o] 7]5<& A& 8.

4.10.12. &7} 2|22
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47%. & S Au| 2= A2 7F3)

of 2] LUKS =x](Clevis+Tang #+= ] A]) =] &] ] o] = 4] E Al-& 38} Y] E9 = Bound 0] == ¢}

38 3 she W B4

A G ] &2 oS =&Y F o] X E FE YA L.

tang(8)

clevis(1)

jose(1)

clevis-luks-unlockers(1)

tang-nagios(1)

4.11. AIDE= 7 Z % 39l

AIDE(Advanced Intrusion Detection Environment)= A] =gl o] 5} 2] ©j] o] E] v o] 2 Z A %] 5} ]2 &)

o o o] Ef o] 2 AFg-3o] e A N2 Felspu A2 YL B 7 E Y]

4.11.1. AIDEZ =]

aide 7 7] x| & & A 5} 2] ¥ root = t}5 § <

L)
)
T
L
&

I ~J# yum install aide

Z7] glo]gno] 2 Z 4§32 ¥ root = t}& FFE

b
)
T
L
£

~J# aide --init
AIDE, version 0.15.1

### AIDE database at /var/lib/aide/aide.db.new.gz initialized.
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27

7] 8 74 o A] aide --init 3 -2 /etc/aide.conf 72 OI/ Yod deg =29 73 FF
91 371] o} AIDE 5] o] EJnj o] 2o F7} O] ] 2] %= 5ol e E ol 24 H A H
& w7 sla]w 29 uj2} /etc/aide.conf & Hg gL t].

o}

s
-

tj] o] B H] o] = A& & A] X5} H = 7] © o] gl o] = 3} o] F o A] .new &} ] A} HE A A o]}
I ~J# mv /var/lib/aide/aide.db.new.gz /var/lib/aide/aide.db.gz

AIDE tjjo]E] v o] ~ 2] 9] 2] Z 1 F 5}2] ¥ /etc/aide.conf 7 -2 ¥ ,__,'o;z DBDIR #l-& 8 g B
< ds}slr] 918 do] g v o] =, 7 X /usr/sbin/aide v}o]v]e] 7L gl 7] F-& wjr]o]of 7S HoF
PIR] o] A -GS} A] L.

=2
AIDE ©gjo]ElHjo]~ X7} ¥i F H % SELinux A2 Z vFx] s}z W z9)] o}z} SELinux
)32 9 o] £ ghr] cf. A4 ¢ L// 2 SELinux AF& 3} 2 225} 7}o] =& HE A
o]

4.11.2. 745 A4 79

& H4d2 A ZslE H root Z O] 33

o

o2l

)

1},

~J# aide --check
AIDE 0.15.1 found differences between database and filesystem!!
Start timestamp: 2017-03-30 14:12:56

Summary:

Total number of files: 147173
Added files: 1

Removed files: 0

Changed files: 2

FH291 AIDE = v+ JAFE APl =5 ¥ s oF gl bl 2] AIDE = vj J g s)oF gfr]t].
o] & £9f, cron 2 A}-&35]of 4:05 o A] o] & AIDE &2 of oFsla]H (A =W Fe] A} 7Fo]=9] x| =8 2}
of =53} Z F=F) /etc/crontab o t}3 L FIFeFA] L.

I 05 4 * * * root /usr/sbin/aide --check
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4% & R qu) 22 A 26 7335}
4.11.3. AIDE & o] B/ v o] = ] 5] o] E

7| A Yo E Ei= 7 Y 2 g ALY WG ALYE gl 7 7]& AIDE t o] Bl v o] =
Z Yh ol =g

I ~J# aide --update

aide --update 5 3.2 /var/lib/aide/aide.db.new.gz tj o] E/ v] o] = 21 2 2 vlE1]r), Z A HAAIE ¢
3 AFE-E A ZFofe] W 3 o] F o 4] .new i FX} LS A A g}

4.11.4. &7} 2] £~

AIDE ] tjf & }A] 6F U] &2t} #41 & FE 51441 L.

[}

AIDE(1) =52 7] o] x|
[}

aide.conf(5) man page
[}

Red Hat Enterprise Linux 72] i oF 7% 7}o] =(0OpenSCAP * ot 7}o]=): AIDE=Z FF %
2ol

4

4.12. USBGUARDA}-&

USBGuard == ZE gJo] ZaQl 9] FA Y& 7]PreZ 7]# o] Eg]2E & BEe|AE 7|52
733t 7 95 USB 33| t) et 28 15 7] 52 Al &g o AF§ ) B 2] § 32 58317 2
USBGuard = Linux 74 USB #z] @st Hof 7] 52 A& gl USBGuard =g 9]¢ 2= o< 74
LAF AF .

[ ]
55 §5 48 2 9 582 99 ZzA= 7 EJ(PC) oI5 o] 27} 2l HE 7Y 2
X
[ ]
9 791 USBGuard 912 EH 29 35 g 3p= §YF ol Ao~ 9]},
[ ]
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4 efojtiefzo] FHE tE 74 249 Y5 4§547] 91 Cr+ APIL] .

4.12.1. USBGuard & =]

usbguard 7 7] x] & 4 Z] 5} & E root 2 ]S F 3 <

L)
)
T
L
£

I ~J# yum install usbguard
27] i#38 A EE Yy aleH o §F2 root 2 9] g

I ~J# usbguard generate-policy > /etc/usbguard/rules.conf

27

USBGuard 3 A|EE A&} X]g 5]2] ¥ /etc/usbguard/rules.conf =} -2 HZF g}
] o}, x}A) oF U] &2 usbguard-rules.conf(5) w7 o] x| & FZ 3} AIL. XA ot L] -&
2 4.12.34. “573 Qo] E Al &5}o] g9t JH vrET]” & FEHAL.

USBGuard tj&2 A] 25} H root 2 r]5 &< ¢/ g0

~J# systemctl start usbguard.service
~J# systemctl status usbguard
e usbguard.service - USBGuard daemon

Loaded: loaded (/usr/lib/systemd/system/usbguard.service; disabled; vendor preset: disabled)

Active: active (running) since Tue 2017-06-06 13:29:31 CEST, 9s ago

Docs: man:usbguard-daemon(8)

Main PID: 4984 (usbguard-daemon)

CGroup: /system.slice/usbguard.service

L4984 /usr/sbin/usbguard-daemon -k -c /etc/usbguard/usbguard-daem...

USBGuard 7} A] 28l 2 x] 2}t nfj x}-5 0 Z A 25 == 5l ™ root 2 ]2 33

to

L8

1y,

T

~J# systemctl enable usbguard.service
Created symlink from /etc/systemd/system/basic.target.wants/usbguard.service to
/ust/lib/systemad/system/usbguard.service.

USBGuard 4] ¢14]3}+= ¥ = USB A5 1} F 5} H root 2 r]2 FEL ¢/ g

I ~J# usbguard list-devices
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4%. 5 9 Au 22 A 29 75

1: allow id 1d6b:0002 serial "0000:00:06.7" name "EHCI Host Controller" hash
"JDObOBIktYs2ct3mSQKopnOOV2hIMGYADwhT+oUtF2s=" parent-hash
"4PHGcaDKWIPIKDwYpIRG722cB9SIGz919lea93+Gt9c="via-port "usb1" with-interface 09:00:00

6: block id 1bic:1ab1 serial "000024937962" name "Voyager" hash
"CrXgiaWlf2bZAU+5WkzQE 7y0rdSO82XMzubn7HDb95Q=" parent-hash
"JDObOBIktYs2ct3mSQKopnOOV2h9IMGYADwhT+oUtF2s="via-port "1-3" with-interface 08:06:50

A 2H ST FEol=F FAE 255} H allow-device 52 AHE-g .
I ~J# usbguard allow-device 6

FAE o1 A5} A 2=H 4] A A5} ¥ reject-device 52 AFE FHL ] G ] 2152 A
5}2] @ block-device 5417 ¢7] usbguard 3 52 A}-& ¢}

I ~J# usbguard block-device 6

usbguard &= t}-g <] 7] S} g B-F 2 A5 0o F A& F ).
Block - 3] 72 o] Z3]9} ¢14&}x] nl{A] L.

reject - o] FA 7} = 5A gh= AAE FA G T

usbguard 539 2 E $42 HajH -help A A|#o 2 9/ &g
I ~]$ usbguard --help
4.122. Wy B g Bzl rE gy

usbguard-daemon conf 7L FElz S ML 77 B4l 3 usbguard b 93] 2 =5 7 gj&
o] dep v HrE Y5 o AR H Y 7/—51 4 719 (/etc/usbguard/usbguard-
daemon.conf)2- A %’ o5l H -c FHF 54 A& G o} XA $F U] &2 usbguard-daemon(8) =i i+
o Fo] ] E F=EalH A L.

3lo]E = = Ay 2220 oo zu usbguard-daemon.conf 712 H 517 o}% 549

o

L8
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usbguard 7+ 7Y

RuleFile=<path>

usbguard tjZ 2 o] 5 A2 A& 3lo] oA] A 73 A|EE Z =514 IPC 9l ElF o]~ F E3
a8 A 732 Y.

IPCAllowedUsers=<usernames [<username> ...]

K}
3
%o
Y
9
1
L
Ja
J
e
N
3

blo] IPC 914¢ -8l g Fuj oz 72

IPCAllowedGroups=<groupnames [<groupnames> ...]

I~

H#20] IPC 9122 5818 Fu o2 73 H 24 o] F2 FFg1]].

IPCAccessControlFiles=<path>

IPC 942 A]o] 5218 E 315 t 2] o] 4]t

ImplicitPolicyTarget=<target>

F A o] 737 AR 51x] Q= FAE A 2] 5f= Wy, 51 & 5= gk allow, block, reject.

PresentDevicePolicy=<policy>

bjo] A|ZFg uf o]r] AZHH FAE A 2]l

[ ]
5l & - B E dA FA oF
[ ]
block - & 2= F] 215 &4
[ ]
AR - A F=] A A
[ ]

AL - 3 JHE F7) 57 202 1.
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apply-policy - 2= #A] §2] 773 A EE G151 o).

PresentControllerPolicy=<policy>

&
e
o%
e

bl o] A% u ojr] ¢iZH USB HAEEeE 32

A5 - A A A
A% - 3 FEE Fo)5 ez 22 Fu .

apply-policy - =& & g3 ] :73 A EE F 7} o

o 4.5. usbguard %

o< 74 722 usbguard b]E=-L 74 3} /etc/usbguard/rules.conf 2} &) o 4] 7L Z 35}
32 usbguard 27 2] AF-& X vFIPC 9l 7] o] ~Z A} &8 + &1

RuleFile=/etc/usbguard/rules.conf
IPCAccessControlFiles=/etc/usbguard/IPCAccessControl.d/

IPC ACL(I 4] = A o] B-F)< =]4 s}2] ¥ usbguard add-user %= usbguard remove-user %
F 2 AL g o} JA] 3 1] £ usbguard(1) & FZ 3} A] 2. o] oo 4] usbguard 27 2] AF-§}
7l USB FA] Aot Fof JefE 483132, USB FAE 1} F35l32, o 2] o]l EE 5-215}37, USB # ¢+
Ho] A2 1]H5] =5 5] &512H S FF < root 2 9/ gL,
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I I ~J# usbguard add-user -g usbguard --devices=modify,list listen --policy=list --exceptions=listen

bl &2 USBGuard 3*-§& IPC 9l E] 7] o] ~ Z ] g~ ¢} 1] t}. Red Hat Enterprise Linuxoj
4] o] olg]F o] X o] G gt WA 2= 7] B X O Z root AF-&X} =2 vt A g-E 1] ]
IPCAccessControlFiles 541(d %) %+ IPCAllowedUsers % IPCAllowedGroups 541
2 Hg5]o] IPC 2lEjs] o] 2o tj ot 4] =5 A 3= R o] F-1]ch o] G 54 IPC
Qe o] 27} B E ZE AFG RN A =FH B Z ACLo] ¥ H A &2 YEl=Z FX] &z
USB g=]9o] Aot o YejE 23512 USBGuard § &3S +8 + w1

2} A 6t 1]-£-2 usbguard-daemon.conf(5) =22 w o] x] 2] IPC A= o] dHL FZ514A] L.

4.12.3. 373 ¢1o] & AFE-3} o] A7

%

& us7]

usbguard 5 =2 272 739 oJa) §o)H FAE 7Rz USB 34 & o587 ol 49 ]
t}. USB §-3 7} Al = dlol 4958 B 22 )= 73 E #3402 g4t 3]sk 73] A= 45
73 BAL 7o 2 FAE (] E), FB A S(FE) s AAAF) Tk S 73] 5o
vl QP E] I ) 42 F]vroz ARGk o] 9 H 2l A EgRe A§ A} DY 7] 9AE e
st A ¢

¥ osF 2

Ty

1,

M
Mo

olo]

rule ::= target device_id device_attributes conditions.
target ::= "allow" | "block" | "reject".
device_id ::= "*:*" [ vendor_id ":*" | vendor_id ":" product _id.

device_attributes ::= device_attributes | attribute.
device_attributes ::=.

conditions ::= conditions | condition.
conditions ::= .

0¥, 3 AFY E 3 S5 22 73 do]el tj 3 x4 ¢ v]§-2 usbguard-rules.conf(5) u
o 50| x| & F= A2

of 4.6. usbguard <j ] g2

USB 0] & F ~Eajx] FE 5] &3l 2 BE AL AJA5HAL.
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o] FA L gtz A} ojH B E FZ k]l USB Zef4] t) 20 247 7]
B oJE s o] AT} 9= A A} FEFL ). el g]g 3 A Ea] ] oEH o] A} = vk 2
AA} g2 g T g A G 7FeZ FYFHFU O

I allow with-interface equals { 08:*:* }

e 73] 0] §l7] w o) AHE 7735 o] YA H Y] ). 94 H Ao USBGuard o] W= E 7
Hatis HEzE W ES o] PAH BA] Bl sl A G dYE 2F 5 2] o]
B2 2 5 AF§ ol 7l -8 5 .

=4 Yubikey I3 7} EF FEE Ed A== &
s FES g2 BE FJES ARG

allow 1050:0011 name "Yubico Yubikey Il" serial "0001234567" via-port "1-2" hash
"044b5¢1680d40ee0245478416caf3d998"
reject via-port "1-2"

ONE] 5 0] 9] o 2] > g i FA AR

ABE B ES 2 e H ]2 E 73 5k USB Eaf 4] f2Z= nl$- o {2851,
& 73 A= USB 2] 1] 228 58502 771 2 o §28 dgse] 27} 2l FAZ 3
Aoz AR §HS YT

allow with-interface equals { 08:*:* }
reject with-interface all-of { 08:*:* 03:00:* }
reject with-interface all-of { 08:*:* 03:01:* }
reject with-interface all-of { 08:*:* e0:*:* }
reject with-interface all-of { 08:*:* 02:%:* }

oo 2B FRH §2 Yol G A EE Bee| 2E0] FF37 1}
v R = 3] galAl e oF HilTh. $9 §HL Aeko] g A 9l Z]E o] e 71§
o}, "bad"z 717 H = FA AEE AR AL ALH mE g e o o]
gl 942 Aot £ WY,

Z]HE A& USB 3] 5]§&

2 4L 7R E Qe H o] 27] o] 1] 5] 8- 5= USB FA 7} gli= 4 -p-ol vt 7] .= 2§
USB 942 518 8]t
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allow with-interface one-of { 03:00:01 03:01:01 } if lallowed-matches(with-interface one-of {
03:00:01 03:01:01})

usbguard generate-policy 5 5 S A} 5f= = 7] & 44 ¥ /etc/usbguard/rules.conf = # 7 3}
of USBGuard g & ++3 & AF&AF 2]-g g ot

~]$ usbguard generate-policy > rules.conf
~]$ vim rules.conf
Qo] EH § AL HA] )7 MG AGL H g ohe FH L AL A L.
I ~J# install -m 0600 -o root -g root rules.conf /etc/usbguard/rules.conf

4.12.4. Z7} 22~

USBGuard °J ] st x}-4j] ot 1j] &

Mo
Ky
o
4
RJ
Uy
2
N
\(‘m
e
2,
fo

usbguard(1) =22 5 o] =]

usbguard-rules.conf(5) man page

usbguard-daemon(8) =% % 5 o] x|

usbguard-daemon.conf(5) man page

USBGuard £ 7] o] =]

4.13. TLS &% F3f

TLS (Transport Layer Security)= H|E¢]=Z 5312 H355l= b AlgH= Qs3] 22 EF QL. 7]
7] 2 ZREZ s WY ¥ 5] duE & Py ALY BoF 4GS P o) XY e
Zajo] A E 2] ¥ 9)E HH A H oz Mok :5=0] HopFLn). vhi 2 9 Z e mol gL Felo]lE
9po] gy o] A ghs]o] A4 AL} A2 H A FE 5 stk 71F I F AL s AL O]
Yoz 5l Y-S F5 H ot G- vk ehsjslof gl
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47%. & S Au| 2= A2 7F3)

Red Hat Enterprise Linux 7o) 3 g 2}o]xl 2] o 4] A &= 7] 452 o] -#.9] ] Fo] 53]
LA G . TLS 7282 7] E Fefo] o= T Av]ofA] 9] AA L WA ] Bapi Sl B 2]
F2 AT B Szl e EREZS 5N GAY AAY 5 gl = Feo]dE Bl
A E A 5] g 92 B 27 A} Fo] e NN o] Aol AFH FAH 4FL HEF

e B FHso} S o 724 247} AT g 22 A 74 A2 Y(R, Fepo] I ES]
EE 2 Edo] AP0 = FFY 27 Al G JFE HF L.

ZZEF HAH

24l vd ) TLS &= H 42 5ok oA 52 A5 Frh o] d #de] TLS (E:i= SSL)o tj ¢t 3] 212
E o} G G o o] 57} Gl 9 AlLHA] FHl wHe] TLS & Algdle] dF e FHT 7 Aw
1,

SSL wjdl 2 i 32 2183 § 82 5851 HIA 2. o] 2] 7 vH o= §zpel ok HopF o] 9
1tk TLS W 1.0 o] 32 41§31 955+ 58§/ #A) TLS, 1.28 21§35} A o] E41

37

A 2 ETLS Bl F2] HOR2 TLS 33, 573 ots (ol F=x) ¥ 7]el s d ¥l o
gl o5y, BETLS d4 7lo]= B ot A §H ¥ FZA|(RFC5746)EF &3l oF afr] oF=<
2] ¢l 3}=] gFofo} sfj CBC-mode 2F< (Lucky Thirteen 3*7)oj] tj gt g} o] ' & Z o] rjf ot
¢ts] ZXE FHsoF g TLS 1.0 F2o] A E= g E 232 F7)= 78 of gt
CHBEAST 3> 7 o tj ot 5] 24 ¥H). TLS 1.2 o] 4= &) & #A4) 7} §1+= AES-GCM,AES-
CCM 5= Camellia-GCM 2} 722 &9 fjo]E] (AEAD) 7 = ¢F$ & Al-g 35}l ol5=H oF
Sl E g ol7EH 2 E 25} Zx]+= Red Hat Enterprise Linuxoj & g5 ¢}5 3}
Zfo] H gl 2] o ] #& H 1],

ZZEZ ud W A AFE] O § ek Y2 H 4.6 “EZEEF v {2 FERYAL.

Z4.6. =2 E=EZ A

ZZEZ o ALS AG AL

ol
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ALg Y A

ZZEF H
=]

L4

SSL v2
AFESFR] vFF]A] 2. {1 ZFet B oF F oF o] QI
SSL v3
AFESFR] vFF]A] 2. ] zFet B oF F oF o] QI
TLS 1.0
oo F¢ Y5 LEYES FFo 2 ARG Y5 L E&YS BYsl=
Aoz ghspah gl P A7 Qo] ¢hs A7} 7] E A o2 Y5l Y
A G HLY ot e s} A F>S A A FEH o
TLS 1.1
oo F¢ g5 L&Y FH 2 AFg . Iy #A4= X7 Red
Hat Enterprise Linuxe] 2= TLS ¢ o] ZgtH ZZEZ 73 oJ=grcl F
N ¢Fs 3] A FrS A A G
TLS 1.2

#3 v] Ak FH: AEAD 915 5} A F

Red Hat Enterprise Linux2e] J72 724 24=TLS 1.1 == 1.2 & X g35}c]zl = TLS 1.0 2 A8 5}

7 EHol sy o]= FH B FH2] TLS EE A HoIA] FE T A= o AJv] 2] T1F =L T
o 35 £8HL Y] ek AEo) el FAFHL. 45 28Y 27 Gl e} AL e
2 B FH TLS & Y3131}
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SSL v3 = AFE-51X e A o] FuHt). z2e/vf AvrAQ ALE-S fl8 H 5N &
AR &S Aoz pFEE Fpo k= SSLv3 & A% F¥ 3]s °F 5= F 7 4.84.
“stunnel A}-§-” o] 9} 5}E 2l }A] G A H]AE AFE- S G0 = stunnel £ A}
&opo] FXE HAopA ehsspSps ol b o X FE oA AFEEHA Fz H A &
2 o RESAIE G 7 Rl G ARE S 7 s Yol dj o A YL FEA]
o

.

#2109k FT A FTL HASA] Fe 0d) H 9F AF2E HE} Gk P FTH E
0152 H5] A 55| = eNULL 2 aNULL 9153} A 4182 v @Y gtk 15 e 29 529
B2 71d RC4 %= HMAC-md5 7] v+ 915 3} A %2 1] @4 31aof Fr] ). 5L & o] 5] A 8¢l 1l
Hi7] 95 BLo] HEH L, o= o EH oz YYHYS] 2l 7 FBE 7 A

4] QAN = GA S 7E T 7 FoF 128 HE 1L AT PEF A F 2L 2]
A oF FL]T). 1281 E9] BOHS AE Sl e FS HojxE W H Sk e]d 7 e HOE o 35
B2 35 f35 1)k 3DES 91571 168 H] E9] AFgL el vhd, YA Z 112 1] E9] BoHS A3 g
=

A u] 7] 7} £3H F Lo ¢F5 3 H bjo]E] 9] 7] H A (PFS) £ X5l ¢F5 3] AE2o S -2
PIE Foj gl o] 7732 mE RSA 7] i glojj ~] A 2] 5] =] '} ECDHE ¢} DHE = A1-§-3 + Sl&1 .
= 7}x] FoJA] ECDHE 7} ] M2 2 & 5)= g o] i m51]r].

X5t CBC-mode ¢Fs E 79 EXacle 327 o] s} &Fo =z AEAD 95 (o]: AES-GCM )oj -4
=9 Z Hojsfof gy} T3l g HE o ¢ AES -GCM = 53] s}=4go]o] AES of tjj §t ¢+ 5 3} 7)==
ZI7F 8l= -7 CBC 2 = ¥ o w51,

ECDSA 91549} g}7] ECDHE 7] 2 8H-& Al-§-3}+= 3¢ Edl A o] 74 RSA 7] w et F4 w5
Lot g AA] Zelo] 1 E f 5t X AL A 33} 7] Pl Al v = /N Q1549 7] BES HATF + AT
1] o}]. 3li}= ECDSA 7](A] Z2}o] o1 E-&)2} RSA 7](7] & 7]-&)2} s+7 & =] g1] .

37N 7] 4ol

RSA 7] & AF& 3}= - 38 4 SHA-2569 4] A1 d FH s 30728 E 2] 7] Z o] & {5 3lH, o] 7]
o] true 1285] E 2] ¥ okoj] 53] F1].
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72—%'

A 2g ] 11 ke A2l A] 71 ok FwHE FE ) o & Fo] 4 e o
S0 Fo 11 9k0] 1 FH ] G| ). 7]} A ECA( A5 7] # )lA 7]l
A G H] ARG A P Z 7] Bk o] 52§ .

4.13.2. TLS & A&

Red Hat Enterprise Linux 72 o} ¥t 273l 7] 5L 2+ TLS & 7 87 uf EH 1]} o] 43 ojj4]
+ OpenSSL % GnuTLS ¢ 7§ 9 tja] HF g} ¥ o Eze]7) o] H 4] TLS A &S 7+ 5= F
of gj ot ] &2 4.13.34. “5F o Fa]Fo]Hd 7Y S FRIHAL.

AF& 7159 TLS 7§ o 4] = TLS-secured &8 H g5} A}& 3 o gH7 A H& 2 825 F
o] 5}= o got et S sf A Fo] dj o X d2S A

et P EorE £ A8 41318, N g Y Gzl HE” o] AFH AYAFL 225}
FOALE Ao} F G AL AT s Fod AF 2L PG Y G 28 o2 2D
155} A2 ARG Ste] A N Fe] A AL FY B Hok AL e 7 A/

o

A& TLS 78 i g 782 AL§ o A E A o] HE Y2 o] =8 nrpc
92 GoASFYA L. AL v BYFG DarF 0z HA 7] ¥ FY 5]
FE A2 2 PEF A F2L EYE 7 Ao

4.13.2.1. OpenSSL 4] Cipher Suite =z ¢/

OpenSSL 2 SSL Y TLS ZZ EF < X gsl= EA & g5 3] 2lo] B & 2] ¢/1]]. Red Hat
Enterprise Linux 7] 4] 7% 7 2.2 /etc/pki/tls/openssl.cnf o] A gZg 1]}, o] 74 3o A2
config(1) o] &5 =o] 1]l 4.7.92. “OpenSSL 74" &= FZ 5l A L.

OpenSSL A o 4] A gl d}i= B E o5 3} A F7 552 7} 92 W ]2 o] openssl § 32
ciphers 5}9] ' E 7 g7 AFESFHA] L.

I ~J$ openssl ciphers -v 'ALL:COMPLEMENTOFALL'
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711} 7171 ¥15+( OpenSSL #472] 2133} #2319 2 7195 = #2%)$ ciphers o19] B3l g ho]
2HL FHULD. 55 I HEE gl 59 2 g 25 W YIY 7 dF1]oh o F
HIGH 237 0] &5} A0 § o8 A F2 et }dapelr og §82 A8 g,

I ~]$ openssl ciphers -v 'HIGH'

A}§ TFs et ]9 E B oks B Y F5.2 ciphers(l) mlir el A o]A] S FE AL,

41314, “X§ @ Sue)z J9” o] YGH AGAGL FFFE FE5F AF7 BEE A 0w
33} AR HE 2 e gk,

~]$ openssl ciphers -v ' KEECDH+aECDSA+AES:KEECDH+AES+aRSA:kKEDH+aRSA+AES' |
column -t

ECDHE-ECDSA-AES256-GCM-SHA384 TLSv1.2 Kx=ECDH Au=ECDSA Enc=AESGCM(256)
Mac=AEAD

ECDHE-ECDSA-AES256-SHA384  TLSv1.2 Kx=ECDH Au=ECDSA Enc=AES(256)
Mac=SHA384

ECDHE-ECDSA-AES256-SHA SSLv3 Kx=ECDH Au=ECDSA Enc=AES(256) Mac=SHA1
ECDHE-ECDSA-AES128-GCM-SHA256 TLSv1.2 Kx=ECDH Au=ECDSA Enc=AESGCM(128)
Mac=AEAD

ECDHE-ECDSA-AES128-SHA256  TLSv1.2 Kx=ECDH Au=ECDSA Enc=AES(128)
Mac=SHA256

ECDHE-ECDSA-AES128-SHA SSLv3 Kx=ECDH Au=ECDSA Enc=AES(128) Mac=SHA1
ECDHE-RSA-AES256-GCM-SHA384 TLSv1.2 Kx=ECDH Au=RSA Enc=AESGCM(256)
Mac=AEAD

ECDHE-RSA-AES256-SHA384 TLSv1.2 Kx=ECDH Au=RSA Enc=AES(256) Mac=SHA384
ECDHE-RSA-AES256-SHA SSLv3 Kx=ECDH Au=RSA Enc=AES(256) Mac=SHA1
ECDHE-RSA-AES128-GCM-SHA256 TLSv1.2 Kx=ECDH Au=RSA Enc=AESGCM(128)
Mac=AEAD

ECDHE-RSA-AES128-SHA256 TLSv1.2 Kx=ECDH Au=RSA Enc=AES(128) Mac=SHA256
ECDHE-RSA-AES128-SHA SSLv3 Kx=ECDH Au=RSA Enc=AES(128) Mac=SHA1
DHE-RSA-AES256-GCM-SHA384  TLSv1.2 Kx=DH Au=RSA Enc=AESGCM(256)
Mac=AEAD

DHE-RSA-AES256-SHA256 TLSv1.2 Kx=DH Au=RSA Enc=AES(256) Mac=SHA256
DHE-RSA-AES256-SHA SSLv3 Kx=DH Au=RSA Enc=AES(256) Mac=SHA1
DHE-RSA-AES128-GCM-SHA256  TLSv1.2 Kx=DH Au=RSA Enc=AESGCM(128)
Mac=AEAD

DHE-RSA-AES128-SHA256 TLSv1.2 Kx=DH Au=RSA Enc=AES(128) Mac=SHA256
DHE-RSA-AES128-SHA SSLv3 Kx=DH Au=RSA Enc=AES(128) Mac=SHA1

Qo] e v Hldot s = Jekslw 94 elliptic =41 Diffie-Hellman 7] w3 2! ECDSA 95
& P o Z A5} n] RSA 7] (A} H RS 218 5)A| H )L P kgt

o=t} 9 AT 75 o n] GY 2 E FeFo] I E] TEHYEL 5§17 Fal LA Arpe] o)A =
A agaop & 7 gk
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4.13.2.2. GnuTLS 9 A] Cipher Suite ZF¢/

GnuTLS =SSL Y TLS Z=2&Z ¥ #Ad 7|=

o

FE s £l Foln ez g,

Red Hat Enterprise Linux 7] tj $+ GnuTLS & 3] = g] 22 o] A& Aldo] &5t 1
OFS A & ol= FH X 7]E 74 e AFHFUG. S+ B 7 A1FL 53 )
A= -7 A 7] E7E AFg-8l= A o] 5 -

-l (= --list) 57 317 gnutls-cli "5 32 Al 3o A 5= BE ¢Fes) A2 Iy
I ~|$ gnutls-cli -

I 802 FAHE e AFT B5S 52520 51} o] 49 mlA ¥ GnuTLS #4129 -4
o9 XY B 7Y E 2 FX)E --priority 58] A A& T BHE PN o] Y HF
2 http://www.gnutls.org/manual/gnutls. html#Priority-Strings 2] GnuTLS & FA] & FZ 5l A] 2.
A& Fo] i BEL Y5} FH= 128V E2] Hoke ATl 95 o} AF L BFL gL .

I ~]% gnutls-cli -priority SECURE128 -I

41315, “Apg @ Fue)E A9 o] APH AYAFL F5F3
27 HAFS 5L AR L.

x)
e
R
by
A
b
it
I
i
o
X
A,
fo
&
)

~]$ gnutls-cli --priority SECURE256:+SECURE 128:-VERS-TLS-ALL:+VERS-TLS1.2:-RSA:-DHE-
DSS:-CAMELLIA-128-CBC:-CAMELLIA-256-CBC -1

Cipher suites for SECURE256:+SECURE128:-VERS-TLS-ALL:+VERS-TLS1.2:-RSA:-DHE-DSS -
CAMELLIA-128-CBC:-CAMELLIA-256-CBC

TLS ECDHE _ECDSA _AES 256 GCM_SHA384 Oxc0, 0x2c  TLS1.2
TLS ECDHE _ECDSA AES 256 CBC_SHA384 Oxc0, 0x24  TLS1.2
TLS ECDHE _ECDSA _AES 256 _CBC_SHAT1 Oxc0, Ox0a  SSL3.0
TLS ECDHE _ECDSA _AES_128 GCM_SHA256 Oxc0, 0x2b  TLS1.2
TLS ECDHE _ECDSA AES_128 CBC_SHA256 Oxc0, 0x23  TLS1.2
TLS ECDHE _ECDSA _AES_128 CBC_SHAT1 Oxc0, 0x09  SSL3.0
TLS ECDHE _RSA _AES 256 GCM_SHA384 Oxc0, 0x30  TLS1.2
TLS ECDHE _RSA_AES 256 CBC_SHAT1 Oxc0, 0x14  SSL3.0
TLS ECDHE _RSA_AES_128 GCM_SHA256 Oxc0, Ox2f  TLS1.2
TLS ECDHE _RSA_AES_128 CBC_SHA256 Oxc0, 0x27  TLS1.2
TLS ECDHE _RSA_AES_128 CBC_SHAT1 Oxc0, 0x13  SSL3.0
TLS DHE RSA_AES 256 _CBC_SHA256 0x00, Ox6b  TLS1.2
TLS DHE RSA _AES 256 _CBC_SHAT1 0x00, 0x39  SSL3.0

TLS DHE RSA_AES_128 GCM_SHA256 0x00, 0x9e  TLS1.2
TLS DHE RSA_AES_128 CBC_SHA256 0x00, 0x67  TLS1.2
TLS DHE RSA_AES_128 CBC_SHAT1 0x00, 0x33  SSL3.0
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47%. & S Au| 2= A2 7F3)

Certificate types: CTYPE-X.509

Protocols: VERS-TLS1.2

Compression: COMP-NULL

Elliptic curves: CURVE-SECP384R1, CURVE-SECP521R1, CURVE-SECP256R1
PK-signatures: SIGN-RSA-SHA384, SIGN-ECDSA-SHA384, SIGN-RSA-SHA512, SIGN-ECDSA-
SHA512, SIGN-RSA-SHA256, SIGN-DSA-SHA256, SIGN-ECDSA-SHA256

919 By L 4 1280 9] wiolo] A H 5 F AE ] 282 95z AL 29 1 9ko]
£ Hojgljr]. 5=l RSA 7] w23 & DSS 9l5% X/ gl

o] = T}t 917 & P o] n] B9 E Fepo] I E o] SHYL 58 517] Slal A A2 L oA =
A2 ggslor & + gk

4.13.3. 54 oz Aol 74

tp gt o E 2] Aol o)A TLS of & A 724 mA Y 5g AFFLh o] AHolA = 7} L vk
0 AFRH = Aln] A FEe]A o] HolA] AE- sl TLSAE 74 5o sl 455tz Aol 749 of
2 A 38,

A}golER HEE 7o BAg0] T8 A Y EA LA K] Z 915 A E &gk FL]
o 41§ 8 915 3] AFEZL e Aol i 25 Fi o

4.13.3.1. Apache HTTP ] v] 24

Apache HTTP A{uv]=TLS 2 +* A} &9 OpenSSL %! NSS 2}o] E & z] & 2= Al 8 5 9l .
TLS 2lo] H 2] 2] {8 Algtof] nf2] mod_ssl == mod_nss = &(eponymous Zj 7] X] o A] A 3*H )< &
2 sfoF g1}, o] & Eo] OpenSSL mod_ssl 252 A 33+ F 7] x| & & *] 5} ™ root= o}& F 3 <
HP gt

I ~J# yum install mod_ssl/

mod_ssl 7 7] x]= Apache HTTP #]n] 2] TLSH & #d L T4 3}= b Al& e + Y=
/etc/httpd/conf.d/ssl.conf 774 3} 212 4 2] g1] o). v} F7}x] Z mod_nss F 7] x| =
/etc/httpd/conf.d/nss.conf 7§ 522 & X gfL]r].

httpd-manual 7] 7] X] & & 2] 5}o] TLS 242 Z g5l Apache HTTP Server o oj st FA3] ZA1 &
7}4]5-1] o} /etc/httpd/conf.d/ssl.conf 7§ 3} JJA] A& 7}5 8F X] A2
/usr/share/httpd/manual/mod/mod_ssl.html o] x}4]3] &€ F & o] Ql51]r). of st H g9 2=
/usr/share/httpd/manual/ssl/ssl_howto.html o] ¢l &1]d}.

187


file:///usr/share/httpd/manual/mod/mod_ssl.html
file:///usr/share/httpd/manual/ssl/ssl_howto.html

Red Hat Enterprise Linux 7 B ¢l 7}o]| =

/etc/httpd/cont.d/ssl.conf 72§ 7ele] 47& 588 o H2 8 0 A 71 A 2L 2ok §

1o,
SSLProtocol
5] & 3}2f= TLS H]F (5 SSL)E& =g sf2]H o] X Al&#S AFE- g
SSLCipherSuite
o] XA &#& AF&8fo] {1 B o= gFe ] A FS XY 5FA} 5] & 51X L e s} AFE v
23] g
SSLHonorCipherOrder
o17 Fapo] AES} XY S A FaliR] Bela)7] §J o] AAF] F4Lon o=
H g

g So] o2 Péilh

SSLProtocol all -SSLv2 -SSLv3
SSLCipherSuite HIGH:!aNULL:IMD5
SSLHonorCipherOrder on

919 FHL Hk AFgoln], 4.13.1%. “A}§ 8 Sz AE” o] AFH dF Al we} 2] 3
&+ 2lgoh

mod_nss 2 52 74 5l Al-& 5} 9 /etc/httpd/conf.d/nss.conf 2% 722 =g gfr].
mod_nss 252 mod_ssl Z7 5 7Y, njefi] 4 5 o] FEI} ofr]al, A& Tl ot XA
mo 7]=2o Zeo sl mod_nss X A]Zo= SSL 2l NSS & =AL7F & 1]}. mod_nss o] =& 5
2] 2= mod_ssl 74 A2 222 Z 5o mod_nss of o] §F XA o1 1] &2
https://git.fedorahosted.org/cgit/mod_nss.git/plain/docs/mod_nss.html & &FZ s} A] 2.

4.13.3.2. Dovecot ©] & A 1] =34

TLS = A}-&35}%== Dovecot uj & ] n] <] & 2] Z 74 5}2] & /etc/dovecot/conf.d/10-ssl.conf 4
gl 92 7 gFij]. /usr/share/doc/dovecot-2.2.10/wiki/SSL.DovecotConfiguration.txt o] s 5 =
Y ofJA] AF& T = Q= 7] E Y AR S Yo gist HF S ZFL 7 sy (o] BT FUL
Dovet<] 7+ &3] 9} gt H3]F).
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4%. 5 9 Au 22 A 29 75

/etc/dovecot/conf.d/10-ssl.conf 7% 72l o] 3L g g O} 2 4] A FEL H 2510 2 785
of gy},

ssl_protocols

5§ 5te] = TLS 1] (%= SSL)2 X5 52|l o] /A #:2 A1 5]l

ssl_cipher_list

o] A A2 AL§ o] HE o 5 AFEE Y HAY) 5§ P& 5 AF2L H]
25357571/},

ssl_prefer_server_ciphers

¢ d Fefo] AET} Aol A4S TAE =7 F=R] 8l5}7] 93] o] AA|&Eo] T4E A A
yes Z Hg gl

Y
K

A& Sof et g4,

ssl_protocols = ISSLv2 ISSLv3
ssl_cipher_list = HIGH:laNULL :IMD5
ssl_prefer_server_ciphers = yes

919 FHE FHx APGolrl, 4.13.1%. “A} 88 Az A E” o] AHH AF ATl we} 2] G
&+ glg o

4.13.4. F7} g

TLS 724 @ #& F5o 3 Ao U] §-& ofe) YL H 2 LAE FEFHA L.
FEERY

[}
config(1) - /etc/ssl/openssl.conf 2% w2 o] A2 Haigi]r}.

ciphers(1) - A}~ 7} o OpenSSL 7] 9] = & ¢t 5] #x1H H5& Egeio.

/usr/share/httpd/manual/ mod_ssl.html - Apache HTTP Server -§ mod_ssl 2 &5 ojJA] A}
&3} /etc/httpd/conf.d/ssl.conf 72 5} &l o A] ALE-gF = Q= A A]o] b o ApA] o H P S

189


file:///usr/share/httpd/manual/mod/mod_ssl.html

Red Hat Enterprise Linux 7 B ¢l 7}o]| =

g

/usr/share/httpd/manual/ssl/ssl_howto.html - Apache HTTP Server -8 mod_ssl 2 &)
] A1-& 8} /etc/httpd/conf.d/ssl.conf 23 7}l o] g 2] HA] o E3g] .

/usr/share/doc/dovecot-2.2.10/wiki/SSL.DovecotConfiguration.txt - Dovecot
/conf.d/10-ssl.conf &g 7} o A] AF& 8t 7= Q= 7] HF R A]&Fo) jaf &g g

22} 9l A1

[ ]
Red Hat Enterprise Linux 7 SELinux A}-8- <} 2 # 2] %} 7}o] = - Red Hat Enterprise
Linux 7-8 SELinux Al &2} & #Az]x] 7}o] == Apache HTTP Server g} 72 O} ¢Fst A H] A~ F
A1g-ate] SELinux % #41& 745} AFg sl By ol tjal 43 &8 g o,

http://tools.ietf.org/html/draft-ietf-uta-tls-bcp-00 - TLS ¥ DTLS ¥ oF A} &2 9] of HZ A}

3}

o&& FEHA L.

A.2.4%. “SSL/TLS” SSL ¥ TLS ZZ EZFo) gjst ZHF st G S A 3.

4.7, “OpenSSL A}-§ " 53] OpenSSL 2 A}-§ 31o] 71 45 & Be] 57 AFAE 45
532, Y2 5} B S WS 4G

4.14. 347 A=

b

o FA] A

.t

Shared System Certificates = E 2] X] = A}ﬂ 5l2 NSS, GnuTLS, OpenSSL, Javar| A]=5] ol 5A4]
J7 o) 2o B2 I E A7) 9ot 7|2 £2F FH 8 5 At ] EH 02 N E A groE
-8 B 2ol X=yS x e Mozilla CA &5 /E§. ol sy A|=HS A& slH ¢
Mozilla CA 552 ¢to] Es}A ) O = °7ZH %-ag Jelef = gl

4.14.1. A28 HA) 9] 19 A G5 A&

Red Hat Enterprise Linux 79 4] F& A =8l A 2] =] F 2= /etc/pki/ca-trust/ =
/usr/share/pki/ca-trust-source/ ] 2 E] 2] o] gl 1] t}. /ust/share/pki/ca-trust-source/2] 31 2] 47>
/etc/pki/ca-trust/2] &g H o} £ =97} W&
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47%. & S Au| 2= A2 7F3)

oI5 Fele dAH 59 tdEz o] e} Az 1

/usr/share/pki/ca-trust-source/anchors/ 5= /etc/pki/ca-trust/source/anchors/ - 31 2] ¥
Aol F-2.4.5.6. “Trust Anchors o]3]” L FZ5}4A] 2.

/usr/share/pki/ca-trust-source/blacklist/ 5== /etc/pki/ca-trust/source/blacklist/ - o A] {1
e 5 gl o549 F

21z+H BEGIN TRUSTED 719 & 9] ol54]9] Z-7 /usr/share/pki/ca-trust-source/ &+
/etc/pki/ca-trust/source/ ¢/ 1] }].

4.14.2. A Q141 =7}

7Fehet PEM %+= DER 7} §4] 9] Q1S4 S A 25 9] CA E50] #7512 H Q154 IS
/usr/share/pki/ca-trust-source/anchors/ 5= /etc/pki/ca-trust/source/anchors/ tj ] ] 2] o] Z A} g}1]
of. A| =g FA o] {12 A g4 7L ¢ vl o] E5}2] W update-ca-trust '3 3 A& g 5 EH
23 2.

# cp ~/certificate-trust-examples/Cert-trust-test-ca.pem /usr/share/pki/ca-trust-source/anchors/
# update-ca-trust

FF37

Firefox H z}-9 %] o A{ == update-ca-trust & & J 5} =] &2 F7}H AFAE AL T
A= vk CAZ} ¥l g H ¥ update-ca-trust = & g 3}+= A o] 51/ t]. E 9l Firefox,
Epiphany 5= Chromiumz} 22 He}-P-x] o 4] 3 A2 FYA] 6} 37 S A o] A= 915 4]
TYE ZESeH B4 9] YA E A -FA Hel-PA]E oAl A Zfof & 7 gt
.

~

4.14.3. ]2 T = Q= A2 H 25A4]

R

a]

HF G E 1Y, FE, o), A A Fi vF 52 trust §F2 AT o] FH e AJE =
222 au o5 glo] i —help A &2 AME 510l 9§t

$ trust
usage: trust command <args>...
Common trust commands are:

list List trust or certificates
extract Extract certificates and trust
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extract-compat Extract trust compatibility bundles
anchor Add, remove, change trust anchors
adump Dump trust objects in internal format

See 'trust <command> --help' for more information

BE ALY A E FF H SIS F )2 trust list 5 F 2 A& g .

$ trust list

pkes11:id=%0d2%87%b4%e3%df%37 %27 %93%55 %16 %56 %ea %81 %e5 %36 %cc %8¢ % 1e%3f%bd;ty

pe=cert
type: certificate
label: ACCVRAIZ1
trust: anchor
category: authority

pkes11:id=%a6%b3%e1%2b%2b%49%b6%d7 % 73%a1%aa %94 %f5%01%e7%73%65 %4c%ac%50;t

ype=cert
type: certificate
label: ACEDICOM Root
trust: anchor
category: authority

[output has been truncated]

trust 59 2=

\0'11'

9 FE e JA T B g S A F ST ST

$ trust list --help
usage: trust list --filter=<what>

--filter=<what> filter of what to export
ca-anchors certificate anchors
blacklist blacklisted certificates
frust-policy  anchors and blacklist (default)
certificates  all certificates
pkcs11:object=xx a PKCS#11 URI
--purpose=<usage> limit to certificates usable for the purpose
server-auth for authenticating servers
client-auth for authenticating clients
email for email protection
code-signing  for authenticating signed code
1.2.3.4.5...  an arbitrary object id
-v, --verbose show verbose debug output
-q, --quiet suppress command output

A 25 FA) AF RG] A2 GAE A gt A1) IA 539 FHL AFg o] AFHE A F

). o S g7 2 h

I # trust anchor path.to/certificate.crt
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ol 4] E ] 7 5}2] ¥ path.to a certificate = 91 54] IDE A} 3]}

# trust anchor --remove path.to/certificate.crt
# trust anchor --remove "pkcs11:id=%AA%BB%CC%DD%EE type=cert"

4.14.4. =7} F 2=~

AA F ] &2 O =5 2 F o] ] E FE5FHA] L.
update-ca-trust(8)

trust(1)

4.15. MACSEC A&

ojrjo] A~ o] ol (MACsec, IEEE 802.1AE)-2 FC-AES-128 2+ 72] 52 Al-& 35l LAN9] 2=
EZf7 L of535}5l 7 ol5 g . MACsec 2 IP #vt ol1] =} ARP(Address Resolution Protocol),
Neighbor Discovery(ND) == DHCP %= ¥ & g} 5 ¢ls1 ] IPsec & of =] 7 o] & A= (A= 7)< 4l
EPF A5 (A5 3) & SSL E= TLS 9 #] =& 3}X] 7F MACsec 2 t o] E] 3 =Z A5 (A5 2)A] &
gk oF2 Y E9)7 Aol MACsec 7 89} 2 EZ2 Z gl sto] o] ¢t EZofA] A ot Fe
SFHON 7|5 8 7 v,

MACsec v = $]=2 o}7] 3], AH§ A2l AJ1}e] o 2 724 oo t] ¢ 44 3 1] §-2 MACsec: vl =]
2 2= BAE sl OE E74 A FEFNAL.

wpa_supplicant & NetworkManager E A}I-§ 3] <] MACsec= &7 5} W% 2 Red Hat Enterprise
Linux 7 §|EY 7] 7}o]=E FZE 5} A] L.

4.16. SCRUBE A}-§-3}of t o] 1 oF A 7]

scrub - G854 Y i 22 g o AEE HF5o] tlo]5] H4< 5 o] FA vHFL] .
scrub £ 41§ 518 tj2=10] 91.9]9] Ho|E& £ AR} MFL T o] ZzALE g, FY 2
CCEEE S ES S

scrub % % 2 A1-& 513 W scrub 7] x| & 4 =] gFL]}.
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I ~J# yum install scrub

scrub 7 € 2= v 7]E 2= 5 ool ZE g .
A Ee B P

A 229 s Gl S5 7 o] A7 0] &g t]=229] & Ho]El 7} A Hr] Tk o] A o]
EE R e

I scrub [OPTIONS] special file
el

ol pF 7ol o] 55 5 o] 7l 2] Hlo] £ v A 1] .

I scrub [OPTIONS] file
TEEE

X $42 ALg st 9 Al 2go] 715 3 w7} e 2]} H§H 7 2 A9 G 28
o8 welo] e mEoA = 22 EH T,

I scrub -X [OPTIONS] directory

o 4.7. A F=] A A

7] National Nuclear Security Administration (NNSA) 7 €1 S A}-& 5} o] g A] “g2] /dev/sdfl £
scrub 3} o} 2 gF 2 9L

~J# scrub /dev/sdf1

scrub: using NNSA NAP-14.1-C patterns

scrub: please verify that device size below is correct!
scrub: scrubbing /dev/sdf1 1995650048 bytes (~1GB)

SCrub: random [.......ccoeoveeeiiciiiiiciee e /
SCrub: random |[.......ccoocveeeieciiiiiciie e /
SCIUBD: OX00  [.eeeeiiieeeeeeee e /
SCIUBD: VEIITY [oeeeeiiieeee e /

of 4.8. 7 A
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I ~]$ base64 /dev/urandom | head -c $[ 1024*1024 ] > file.txt

POEVEEYI-BES

~]$Is -lh
total 1.0M

-rw-rw-r--. 1 username username 1.0M Sep 8 15:23 file.txt

el o] v §-& FA g

~]$ head -1 file.txt
JnNpaTEveB/IYsbM9lhuJdw+0jKhwCIBUsxLXLAyB8ultotUINHKKUeS/7bCRKDogE
P+yJm8VQkL

EOER EF A

~]$ scrub file.txt

scrub:
scrub:
scrub:
scrub:
scrub:
scrub:

using NNSA NAP-14.1-C patterns
scrubbing file.txt 1048576 bytes (~1024KB)

T2 T Lo [0 11 1 I /
T7: T Lo [0 1 1 1 O /
L0 (11 /
VEFHITY [ /

7 &2 222G A=A Folghid.

~]$ cat file.txt
SCRUBBED!

e 277} E L5 HA A ol g

B qE 22 A 26 38
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~]$Is -lh
total 1.0M
-rw-rw-r--. 1 username username 1.0M Sep 8 15:24 file.txt

Scrub 2 =, 54, 3y B G 529 gj ot X} o ] & scrub(1) k=52 o] X & FZ 3] A] L.
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5.1. FIREWALLDA] 2}51.7]

2 9% g EdH oY HFEE YRR BEss BY YT AFEAT} B 7
< Fojato] BAE A LHA ol HESZ EAHE Ao e 5 gtk o]2] e 732
ol o= Bz §Hetu ABeA} & 5] §op v AHEH T

firewalld &= D-Bus 915/ 5] o] & 41§ 5] 52 AF§A} A F 715 EXE F|p Yol g A Fot
9 )2 E Y FA oz 7o) WG E urct g fEe AN E B glo] i7HS Y
Y, w4 B AL 5 Ao,

firewalld = 2% g2 & 72313p 9o 2 A2 o G2 AE Uk FoE A HH 73
FHY L NEZ o] 29} 228 GO0 FFF 7 51} 5188 EdfHe AFE I} 912
H W =920 njz} 2 o] Y ES 2} G5E 1ok 5o ujz} G F ). Bap Auis 5 A
w] 2o t ¢t Fo] 9 = EaHe 5§52 G ol 4] & Fh

t}.firewalld = FA] o2 ] Q=] e FEO] wE Egd@ o zugh]o) Mg + = A7 72
oJH gaAor] = 7] ER O 7 g E EFjHL 5L ]

|

=Z¥ 5.1. ¥sj ~df

system-config-firewall D-Bus firewall-config firewall-cmd
iptables (service) . firewalld (daemon and service)

iptables (command)

kernel (netfilter)

[D]

5.1.1. ¥<9
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firewalld = Al-& <17} 5| G Y| E¢]=Z 1j] o] olE] 5 o] A9} EJT o] ujz]s}7] =2 FdF 3l 2] 5529 u}
Y EYIE g2 JJoZ Balsle= bl AFE T 5 Qs 9F2 5j}e Fojut &8 4 QA7
oz JJEP 7 AFo] 9 AT 7 5.

NetworkManager = 9IE]5Jo]~ ¥ 2 firewalld o] &% 1]l. NetworkManager, firewall-config
= E = firewall-cmd 3 3 = =7F Al§-5}o] ¢lE]Fo]20] Fo S G + Ay 7 WA= FH
ol NetworkManager % 7 vF #H g gfi]]. firewall-cmd 5=+= firewall-config = A}-§3}of 21 E] 5] o]
29] JA2o v FGsl= F-2 272 NetworkManager = 7 E*E/ o firewalld o] A= %] 2] 5 <] gF41] .

ALzl g o] H ¥ 992 /usr/lib/firewalld/zones/ T] F E] 2] o] ] & ] Al-& 7} BE Y EY=Z g
o] ~of] Z&] F-g st Qi) o] sl Bl -3 = S ojul Jetc/firewalld/zones/ O] 2l E 2] o] EHAlE
o} oS F A= AFE gojd F o ] HYS P

M
Jhu

So]o =gl EY T 9742 IPv4d & IPv6 & ° Z icmp6-adm-prohibited o] bj 3t icmp-host-
prohibited v ]| S} g7 A2H L]tk Al 8 v o ] Al ZE Y] Eg]=Z 1F 7 7} ok

dmz
W5 E =20 o ¢t Al ghE A= Fetoz FAFoZ JH2e 5 e v i P9
ZFE 9] F¢. e e Fo] o & At & &F1 0.

drop

Wt

o] 9= BE Y EYZ AL dF glo] YA G B v ESZ A2 v A5,

external

=35] p-pE 9] 75 mI=AH o] F o] B FE 9P =2 AHEF T =S 2] TE
HFEE AF5A g %f%—‘ & &7 Gt dHE 5ol 0= dd v 58 F

~

8 v E g 2o 2l TE ZFEE AT ) F N AFE 7] SJal. dE e S0l o dF
518 g1) k.
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internal

W ) E S0 A A EHE S MES 2] 2 AFEE RE AT 5 der]r. dd
SFojo ol 185011,

ol

e
HIE 9 29] ohE HFEE 515 s 33 G A&7 Slal. dE P Foj o= A
5 & g1t
trusted
HEGYEY=Z dZdo] 5] &F .
work

HE ) Z20] G2 FHFEE U3 AT 5 Y= G AF&e7] S e 5ol 0= o7
vt 518 F1] ).

ojg| gt ¥ F fr}= 7] F o2 Fg H1 ol NetworkManager o ¢l E]7] o] = ¢4 o] F7}5w
I8 Fojo ggg . 4] A firewalld 9] 7] ¥ o] g7 Jdoz Pl 7]E JIs WH
g Q.

27

WESZ G o] gL A Yoz HY o A§A} Fe] F ol AL d4a]
A WE 7 YEF ANA LG Bk EAE P FAE L Fo FHE AEST 2
7 ALg @ 93] o)l e} BH.2 8 AJu] A E B2 g o,

5.1.2. AFH g o] H A H] =

Au)sE 2E FE, ZRES, 22 FE g Oy 25 @ A2} FYGE F5 48y 90 2E
B5Y 7 AFr ik AAE A HE BE RS S Y oke g BY BAA EE 8], Z

=
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=2 9, AR A2 BYF 59 o2 FYL FHF 7 Yo mE AT} A 7HE AFE 7 A

A H] 2 F g4 21 vk 51 g H = firewalld.service(5) =& 2 7 o] ] o] 45 x]o] YgL]} AJH]
A= service-name.xml & é, = /E'OI ] g = 7H XML 724 7L E& X FH ). Z2EF o] 2
2 firewalld o 4] A]v] = = of Za]Fo]# o] ZH o} -4 gf] .

77
o

5.1.3. &g R J+ €%

el Q) mE o] AnlE 2 E vF AFFL firewalld 7} & & 5= Forvt &g Hi) o} firewalld Z o}
Al Al ZpepH Hgo] F* gleZ HEopz o

Y Tl WP AFgE HE o2 H —-permanent 585 AFE-51o] A &g o). B
firewalld 7} & & 5= FoF vl 3 Al g2 73 o 2 vr=a] ¥ --runtime-to-permanent flrewall-cmd =
HE A& .

firewalld 7} --permanent 5 7+ A}-§& 5}o] AP 5= 59 73FE 43 5l= 3+ firewalld & o} 4] A]
2}5l7] Ao g A gra]cl. za 1} firewalld & lA] A ZFs}v = FEEZE FFZ Y E
A7 EdfES A E"J':}-

il
e,
&
22 oy
Flr

5.1.4. CLIZ A1-g3}o] He ] B J7+ 7N €8 778

CLIS 1} 31l 7 2 =ol] 4101 431 S8 73514 Yoot Wele] i 97 weet 77
iy} o F B oA yrslyl H 32 7 512 B firewall-cmd F % 2} 7] --permanent 5412 A8 ¢
Lok,

I ~J# firewall-cmd --permanent <other options>

o] $Ho] Jow JH o e v Z P

~J# firewall-cmd <other options>
~J# firewall-cmd --runtime-to-permanent
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¥ 9L dYalz 4L deg REZ g 2=

~J# firewall-cmd --permanent <other options>
~J# firewall-cmd --reload

A WA Py Ao v BER H g7 Aol 4 HEES 7 A h

28] 97 A=A 2EH 402 b AT A =HNA FE 5 5T
o]z 3§82 W]t vl ~timeout -8 AF§ G Tk X H A 7F Fol B WG AFE
of o]l FH| 2 FEFZL T o] §HL A}E 3 —permanent 34 o] ] F 1]},

o] & o] SSH AJH| 2 & 158 o+ 7)) H 058 +F

wy

1,

I ~J# firewall-cmd --add-service=ssh --timeout 15m
5.2. FIREWALL-CONFIG GUI 7% & & ]

firewall-config GUI % =& AF-& 5} W firewall-config 7] 7] x| & root = & X glij].
I ~J# yum install firewall-config

= GNOME 9 #] Super 7] & A}-& 3}3Z Software £ ¢/ & 5}of £ZEgJo] 2~ o Za]7o]#L A&}
gl o2& Yo gli= A HES MY 7 F A= HA YA firewall £ ¢ 5 g A4 F
FojA] BrajE] gE S Helsly HA vES FE gL

o

Uy

firewall-config & & & 3}2] A firewall-config 3§ 3 2 A& 35l 71] Super 7] & =& &5 7/j2 & 94

3} firewall & ¢/ 2 st ¥ Enter 7] & =51}

5.3. FIREWALLD=] d#] 35 & 4% 27]

5.3.1. firewalld<] & 3Fg] H 7]

yrsl 8l &) A 9] firewalld = 7] 2.0 iz A] Aelo] &3] 1]} firewalld CLI ¢ E] 7] o] A & A]-& 5}of
A ] A7} &g Folx] Frol gFL]r].
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1,

T

AH] = Y E Held o5g 7
I ~J# firewall-cmd --state
A H] = e o] o oF 2}A) o1 1] &2 systemctl status 519 3 S A& g .

~J# systemctl status firewalld
firewalld.service - firewalld - dynamic firewall daemon
Loaded: loaded (/usr/lib/systemd/system/firewalld.service; enabled; vendor pr
Active: active (running) since Mon 2017-12-18 16:05:15 CET,; 50min ago
Docs: man:firewalld(1)
Main PID: 705 (firewalld)
Tasks: 2 (limit: 4915)
CGroup: /system.slice/firewalld.service
L—705 /usr/bin/python3 -Es /usr/sbin/firewalld --nofork --nopid

¢ 492 A 7] Aol firewalld 7} 4§ 5 Wy 7 o] H 73 0] FA| A& 5] oo} Fr]r].
el 4o JFR5IHE 022 FR5FNAI L. 5.3.24. “d A firewalld &7 H7]”

5.3.2. g~ firewalld &3 1 7]
5.3.2.1. GUIE Al-& 3] 8 &5 A]/H] A H 7]

z2) 3 firewall-config =7& Al-&5}of AJH] = 222 12w Super 7] & &2 &5 /]S 925}
2 #elel 2 925l 5 Enter 7] & 51t firewall-config =17} 3£ A] § 1] }. o] %] Services (4] H] =)

[ 54

ol ] ] = FEL B 3 g,

I ~]$ firewall-config

2,
o
ot
ol
%0
e
R}
)
0N
M
Ay
A
P
fot
Uy
T
{
Qﬁ
)

W51 724 Fo] YL|t) o] HHL Yy AFEA
& WA R 7 ZAH U
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zg 5.2. firewall-config 2] Services &/

Firewall Configuration X
File Options WView Help
v Active Bindings Configuration: | Runtime
Connections {4 Zones Services IPSets ICMP Types Helpers Direct Configuration b
virbrQ (virbr0) —
Default Zone: public A firewalld service is a combination of ports, protocols, modules and destination addresses.
Interfaces Lrengie
Ports Protocols Source Port Modules Destination
Sources condor-collector
ctdb Add additional ports or port ranges, which need to be accessible for all
dhep hosts or networks.
dhcpvb Port Protocol
dhcpvb-client 135 tcp
dns 138-139 tcp
docker-registry 389 tcp
dropbox-lansync 445 tcp
elasticsearch 1024-1300 tcp
freeipa-ldap 3268 tcp
freeipa-ldaps 138-139  udp
freeipa-replication 389 udp
w o
ftp
ganglia-client
Services can only be changed in the permanent configuration view. The runtime configuration of services
Change Zone is fixed.

Connection to firewalld established.

Default Zone: public Log Denied: off Panic Mode: disabled Automatic Helpers: system (on) Lockdown: disabled

[D]

5.3.2.2. CLI=Z A& 3} < firewalld &d°g 7]

CLI Z2}o] A EZ ALl H A ¥apy 8¢S g=7 8 F Aw1id. —list-all 52 firewalld &
o gt HA 7] 2E FA g o
firewalld = ¥ 92 A}-§ 5} Ei’l/—“’2 #e] gt —-zone S0 2 ¥ A Y5pA] o FY
ES

EP=Z Qe # o]~ B AZo) eHgH 7]E FG oA FE o] 7T

~J# firewall-cmd --list-all
public
target: default
icmp-block-inversion: no
interfaces:
sources:
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services: ssh dhcpvé-client
ports:

protocols:

masquerade: no
forward-ports:
source-ports:

icmp-blocks:

rich rules:

~J# firewall-cmd --list-all --zone=home
home

target: default

icmp-block-inversion: no

interfaces:

sources:

services: ssh mdns samba-client dhcpv6-client
... [output truncated]

AH) A EE EES Do 5 guo] s 4FL
FzopAY g4 2

&3} firewalld vjf 77 & 7] o] x| & &

i
o &
)

In

o

o

2

o

3

O

%
I

_

of

o

i

o

g

o

X

~J# firewall-cmd --help
Usage: firewall-cmd [OPTIONS...]

General Options
-h, --help Prints a short help text and exists
-V, --version Print the version string of firewalld
-q, --quiet Do not print status messages

Status Options

--State Return and print firewalld state

--reload Reload firewall and keep state information
... [output truncated]

)

o2 So] HAl G0l 5§ AH2E FlslE vl g YT

~J# firewall-cmd --list-services
ssh dhcpv6-client

CLI £2 A8 519] 5 59] FES] 452 g7 ofel 2 7 i]r). ol & Fo] SSH AJH] 2
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518 52 firewalld = H] =0 8.2 ¢ EE(22)E FUTh. o] 588 ] =g Y} et Z2o]
SSH Aju] =7} EXHA vk Q2] Q= EEE L) ¢ EAHA Perjr. maps] 24 Ju g wo
2] ¥l -list-all 52 A}-§-3}= Ao E41/.

5.4. FIREWALLDA] =}

firewalld & A] &5} root 2 o3 F %

o
e
O
=
I
J

~J# systemctl unmask firewalld
~J# systemctl start firewalld

A= A2} A] firewalld 7} A}-& 2 2 A 25 =5 2] H root 2 r].5 F 3L ¢/ & g
I ~J# systemctl enable firewalld

5.5. FIREWALLD =X

firewalld & 5] 3l2/ ™ root 2 05 F 3 <

L)
)
E?-."
L
£

I ~J# systemctl stop firewalld
firewalld 7} A 5.2 2] 58 o] A5.0 2 A G54 =% 512 v root Z g F 2 & §].
I ~J# systemctl disable firewalld

firewalld D-Bus ¢ E] 5] o] 2] 4] =3} firewalld S ] &}3}] 837 o}2 A]H] =] firewalld 7} 2
2 FPol= o5 FE S root = g/ g g

I ~J# systemctl mask firewalld

5.6. =25 5]
5.6.1. A}z & o] = A]H] A

Zz2J = firewall-config =%, firewall-cmd ¥ firewall-offline-cmd & A}-§35}of AJH]~E F7} & ]

A& = A5,
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+« /etc/firewalld/services/ o] & E] 2] o 4] XML 7 & HAF & 4 Q5] AFERI7}F A ] =& F7F
o}7=]L,l v 7 5].x] gFo o /etc/firewalld/services/ o A] s 5 XML 5} 22 22 = g1 "L/E}
/ust/lib/firewalld/services/ t] ] E] 2] o] Q1= 7} 22 A H] 25 FI}pA ¥l ¢ FEFHC=E
A&+ sy .

5.6.2. CLIE A}-&35}o] 7] A o]~2e] RE EzJ= v]F s}

ANA FAT DL AF FGNN BE UESZ BT n]BYF oz FANE FEYT 7 5]

Y BEE Ao YL Y7 4F 02 JEYL panic w =g A@sHH 032 7Y

Y mETf AR EA] o] iE gelste] v o2 ALE AL,
I ~J# firewall-cmd --query-panic
5.6.3. CLIZ A& 35} o AFF g o] A]H] 22 Egja] Ao]

E gL Aol sl= 7} 7Ha el ¥ firewalld o] AFE g o] € A H] 25 Fo}8l= A ¢ o] gA
ol Heot B E ¥XEJ} Ja] v Av]2 g o] melo] nje} ofE H7g o] MG H1 .

A2 7p o} ] &5 %] Lgki=x] ol ] L.

~J# firewall-cmd --list-services
ssh dhcpv6-client

A1 g o] H wE A AE I,
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~J# firewall-cmd --get-services

RH-Satellite-6 amanda-client amanda-k5-client bacula bacula-client bitcoin bitcoin-rpc
bitcoin-testnet bitcoin-testnet-roc ceph ceph-mon cfengine condor-collector ctdb dhcp dhcpvé
dhcpv6-client dns docker-registry ...

[output truncated]

5] & H Al H] o] A ] =& F7pg o

I ~J# firewall-cmd --add-service=<service-name>
A EYgE FrHez gy

I ~J# firewall-cmd --runtime-to-permanent

5.6.4. GUIE Al-& 5] AL & o] AJH]AZ E gz o]

A1 g 0] A V]2 B ALg A} 2] g AH] 25 B35l A} v] &4 51a12] ¢ firewall-config = E
A 2po} 2 AJH] 2 E 74 T HESZ § L A g, Services §& el A2 T 5 Y 2} AH]
2 259 golgre A Felae J8 Hxda AuAE g

Al 8] 2~ Z H F 5l2] H firewall-config =& A] 5} 2 Configuration (+-7%) @] o] E o] X]& H 17 o A]
Permanent & 8] gf1] . 37} ofo] Z3 w45 B EL A] 6] = FF sldto]] ZAIFUol. F#y & Au]2F X
& g .

Ports,Protocols, Source Port (ZE, ZZEZ, £ FE) gox]ll= e st xJH|A9] FE, T2 EZ,
AA FEEZ F7] A A AT 5 95 1]c]. modules -2 Netfilter =-9-1] 2 52 743517 g+ AY
o gf 3 92 AlgetH 5 gyt 2 o gyl Z 2 EF(IPv4 = IPv6)o 2 EZJI L At = Q]
w4

27

drpg) mmo A AH = YL WG Y 7 fgoh

5.6.5. Al A]B] = F7}

Zz2J =2 firewall-config =%, firewall-cmd % firewall-offline-cmd = A}-§35}of AJv]~E F7} & )
7l ek = Q51 . 5+ /etc/firewalld/services/ o A1 XML 72/ 2 H g sF = Q5] ). AF& R} 7] AJH] =
= FoFel A WG 51A] gro H Jetc/firewalld/services/ o] 4] a5 XML 7 Y& &L 4 g5t
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/usr/lib/firewalld/services/ 7121 .2 A]B] A& F 7}l AL} Bl F5le]= F-¢ dZal o = A&+ 951
r}.

El o] o] &) AJ8] A ZE F7}513 H firewalld 7} &4 315X 282 Z-¢ firewall-cmd 5 = firewall-
offline-cmd & A}/ A] 2. 02 FE S ¢/ &5} A A]H]29] ¥l A]H] 25 F7}gi] ],

I ~]$ firewall-cmd --new-service=service-name
ZZ U2 ARG A A U] 2 F FoFsHEE 02 HH L AFE T A L.
I ~]$ firewall-cmd --new-service-from-file=service-name.xm|

7} --name=service-name-5-41-L A& sfof A]H] X o] ZL vl g

o
N
o
)
-
J

A H] A %) o] ¥l A 5w 9 go] EH A]H] A EALHE o] /etc/firewalld/services/ o] v 3] E 1] }.

root Z 05 FHFH L ¢/ g5} AH]AE FEFOF BAIT 7 Qg
I ~J# cp /usr/lib/firewalld/services/service-name.xml /etc/firewalld/services/service-name.xml

firewalld = /usr/lib/firewalld/services ] 72} 2 o =x]2oj] Z T glL]r}, 2] o]
/etc/firewalld/services o 9137 -5 & st 7 -2 /usr/lib/firewalld/services ¢] ¢ x| 5}= 7L 23 o] 3]
]. /etc/firewalld/services ojJA] x| 5= 172! o] A #] ¥ g A L} firewalld 7| A] 8] ~2] 7] H ZFHo Z =35}
Zl= Q3L ure A0 /usr/lib/firewalld/services <] overriden 7} 2l o] Al & 5= =& A& FH 1]}, o]=
7+ g HEFH U SE Q] YA E o]t giAE 7JA L B H g A] Z E)oF gL}

5.6.6. CLIZ -8 3] o] ZE o]

S £ A HEAL EGAE S L L ofol w2 A2 A T
A L) o] = Yy 0% EEo A -4 T 7|5k HEOE EA YT o= o] EEZ o]
= =872 0]

=2 &
Rod oot

s 0= N2 AV 2 o] FE HE FENA -8 1] 7] 1]} ol 0] httpd 52 EE 80
VA 78l NG 22} A2 E e A EH O 2 B oke G AL AE o] olal) FE F
E o] 723l 7]l E = &=L 74 g
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g Q= EEE Ff A|ZF oA Bk I FE e 9 oA G2 7 g Jurg oz
FEEZ Py 53 Auj20] H 3 ﬁ%%ﬂﬂwﬂ;

wy

HAl FojolH el gl EE 252 e g2 +Y g

5/ &dH 2E XEE I

d

I ~J# firewall-cmd --list-ports

2.
ol 9= EgFo) 5] 5§ 7leet FEY EEE Fo)eld HF EFEE ¢
I ~J# firewall-cmd --add-port=port-number/port-type
3.
A Hge g rHor 4.
I ~J# firewall-cmd --runtime-to-permanent
FXE 732 tepudp,sctp E=deep ¢/l 732 Y ERZ 5L 7F 7 A& oF gt
zE &27]
ge FEJ} O o]y B o5lX] ey firewalld o] 4] &g X EE Bgir]. YEEZ Jo] FH HoF g

§o] gomz g HA G S BBa P FES BF Bl Ao FH1h

3
[t
My
ofy
!
S
&
1)
\0&
rka
1&1
I
Jh
L
X
&
AY
9,
T
X

~J# firewall-cmd --list-ports
[WARNING]

This command will only give you a list of ports that have been opened as ports. You will not
be able to see any open ports that have been opened as a service. Therefore, you should
consider using the --list-all option instead of --list-ports.
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Eo/2+= Eg|F o fj3] 5] &d EENA EEE A A5 3]G FES FEF
I ~J# firewall-cmd --remove-port=port-number/port-type
A HYES FrHez e
I ~J# firewall-cmd --runtime-to-permanent

5.6.7. GUIE Al-&3lo X E F7]

Wiy o 531 Egjr e =5 ¥ EZ 5] 83 9 firewall-config =7 & A 33,
Q=Y EY=Z §9L He gL/l Ports 2 Jelsl 2 9 EEo4 F7} H;’._—EQ é‘—‘%’u"flﬁ}- ZE &z
Z2EF Fo] IF .

588 FE Y5 Ei Y 2 gt 2504 top Ei udp & I 3]

®

5.6.8. GUIE #}-§3lo] Z2 EF 2 Ega] Ao]

53 Z2 EF S AIE 5o B8 Fol EfH S 5 ﬂo}ﬂ—ilﬂ firewall-config =7Z A] &5} W7
alef= Hg o] A&’L- HERZ IS g Z=2EF G2 9517 QEZ] FrlEL FE g

ok ZREZ o] I

B Z2EFL JYsA) Jg Z2 5 F Fogs JYsiy Jro T2 EFL g

5.6.9. GUIE Al &3} £ X E F7]

By EEA Yo
P EUEREEY.
EE Fo] I},

& 1y
It
&
&
lo
Q&
oo
A
I,
FE

& 7S irewall-config =& A] &5}32 w7 ala= &4
He g 22 FE gL Jusly 9 EEoN Fo} WES FE g 22

o

ez e o Qe delds AE L Y. F9L =g o]
s F2) FG U 7 GO0 Yo 7L FH A0 pese] HFE Bl



5.71. 99 ¥

A 2o 4] Ap§ S 7= i G oL FelslE g 7

%y

.

I ~J# firewall-cmd --get-zones

firewall-cmd --get-zones 3 32 A| 2| o x] A& & + Q= B E F 42 ZASIA o 5 F o of
ol A YW= ZAHA Sy

BE Yoo tjgt A e Y1 E HeY TS

o
i
<&
5
I
J

I ~J# firewall-cmd --list-all-zones
5% g gjgt AA e FHE HelH oSS T
I ~J# firewall-cmd --zone=zone-name --list-all

5.7.2. Certain Zone<] firewalld &% +%

5.6.3. “CLIZ A1-§3}] A g9 Av] =2 EgfF] Ao]” & 5.6.6E. “CLIZ A}§-3}o] £E Ao]” &
A F9 GG Weoji] Av]AE Fo}AY EEE = 51= $HL P gL F¢o gaf o=
F G 75 EGaF 5F= F77F Awi

o= F 9 oA 29/ 5] 2] ¥ --zone=zone-name 5 & A& G t]. q &5 Eo] ¥ &2 §%9] SSH 4]
H| 2~ & 5] &3 d o5 T e

I ~J# firewall-cmd --add-service=ssh --zone=public
5.7.3. 7] ¥ w3

AL B2 7 Y H 5] e ol z0l GG B e e 0l 7p 5 o]
G A gowl 72 9o Fggr . firewalld A/ v]~Z gA] X5 7 firewalld = 7] ¥§ %] &
d& 2=l FY YH= g
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EXL

o

dyoHd o5 +F

)

1,

—_

A 7] 8 § o2 EA L L]
I ~J# firewall-cmd --get-default-zone

A 7] FGE HY

%y

1,

I ~J# firewall-cmd --set-default-zone zone-name

FF7

o] Ez}o) mje} --permanent 5] gloj = Hg o] - 4}

5.7.4. F9 yJEY =T QE 7 o]~ G

A2 OE g9 gjs] g 73 M EE 3t -2, AF§H = e o] 29 §
w27 ¥ & 5 Agr]}. of 2] QA o] =F AF§ S} 2} QE A o] A F Fa o] 9= EajT e
SFEF 5Y G4 F G 7 G

=g ez o] 20 Gl St g 7Y gk

4

Y §9 & of 7)o ggH QEFo]~E }F ]
I ~J# firewall-cmd --get-active-zones
olEl 5 0] =& o}2 F oo FFFL o

I ~J# firewall-cmd --zone=zone-name --change-interface=<interface-name>

7

LA A &5 = --permanent 558 S AlE-51o] YL JrHez YT A0t s
ok A 712 §oE dgepH o] §rHe= o

212

o2 vy sto] 452



5.7.5. JJEL T 2 Z) 7] g g

NetworkManager 4] 9122 #ze]sl= F-F AFH&H = 992 & M'O;’Oﬁ gy 2= gEY= A
A i3y, o] &4 FA7F A= ZHrE e A mef gt Wiy o] fAYEL A FIE A
I 7 ey mejr] SAFE= FJ3 2L OgE A §9 & é’%’% zga T+ sy,

QIEIY A Ff gt 7] F oS &g 5] ¥ NetworkManager GUIE A}-§-3] 1}
/etc/sysconfig/network-scripts/ifcfg-connection-name 792 #H s} § 2L o] dZ o F5sl= F
= F7te o

I ZONE=zone-name

5.7.6. 4 F 4Y

A& A G L A A G A5z A o H G GAE AL T T A G ol -
permanent 5] .2 gtk 285 FOH g0 FEHA] Fer/r).

1.

T

A g2 Yy g2 79

A &9

ﬂllo

R A7arlc

I ~J# firewall-cmd --new-zone=zone-name

2.
A F o o] G g FoFE A=A Fl g
I ~J# firewall-cmd --get-zones
3.
A 4L JrHoz 4Y g

I ~J# firewall-cmd --runtime-to-permanent

5.7.7. 7 AL Alg5lof A G A

Foj2 g 14 HYS AL o] YT o Yok 515 v -2

G o] 9] 42 AA§ 2 LR e v}

213



Red Hat Enterprise Linux 7 B ¢l 7}o]| =

firewalld ¥ 7% o= FG o gt JEI} 5] s o5 XML o) Faoz o
o Hdd A H] X FE, ZZEF jemp-blocks, masquerade, forward-ports = F 251 olo] 7 9/i]].
7o) o] 22 zone-name 2] Z o] 7} & 4] 17 charactersZ j] 315 = zone-name.xml o] o] of §F1Ljc}. &<
74 #-el2 /usr/lib/firewalld/zones/ 2 /etc/firewalld/zones/ ©] @ E] 2] o] ¢l 4=1]C}.

o& el Al°j A= TCP % UDP Z 2 =& & tjof bjs 5}1}] A{v]=(SSH)<} 5}1}2] ZE ¥ & 3
ol & Hojw o

%

<?xml version="1.0" encoding="utf-8"?>
<zone>
<short>My zone</short>
<description>Here you can describe the characteristic features of the zone.</description>
<service name="ssh"/>
<port port="1025-65535" protocol="tcp"/>
<port port="1025-65535" protocol="udp"/>
</zone>

S FGo] YL Wl H A HE Folslo] FEE FI}el X E, A]H]
st 1] &2 firewalld.zone 11+ & #] o] ] & &FZ 314 A] L.

™
ol
mlo
n:°lr
&
£
A
X

5.7.8. 99 gj 32 A} 3o Incoming Traffico] 7] 52 44

BE Joo] sl F7} A YA G Fol 2= EATGEL Heshs B FHe 4T 7 A,
oelet £ 919 t] 32 4950 42 1]ch. 7] ACCEPT,REJECT, DROP 5 4] 7] 39| 2l
F1/}. i 92 ACCEPT = g vl 55 73 23] v] @458 AAL A& 2= 78 AAL 58
5170 1]t} ) -2 REJECT %= DROP © 2 8§ 3pul 5§ 17304 ]88 AALE A8 2= 72
AL v @Y FE T AR ] A AR o] pAE w dg 5= Hu I G ok £ A 2o A
2o ot 317} A FH -

§9 9 o) y2 4l 22 7Y

%y

Y

)

0

71 o) §-& Felate vl 5y G oo it 1 E g
I ~|$ firewall-cmd --zone=zone-name --list-all
gy o A tf§-& 43 i
I ~J# firewall-cmd --zone=zone-name --set-target=<defaultt ACCEPT|REJECT|DROP>
5.8. ZONE L A}-g-3}of s220f nje] Eg]3] #e]
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GG & AE o] 0] Ml Fo] 2= EFJ IS Ae]d 5 gt o]& &3 S0]2& EFF L /34
dolu 02 §9L 54 2JP 551 s EgfH oz =g 5 Q= AU AE olﬁo}/‘L/L,l 3] 8314 &
=5 g7 edn

G oo £2E Fo1eE Yoo FY 7 s G 2204 Eo]2= EgHo] ABFHYL. AFH &
~9] Egjz]o] G A5} HEEH= 7} Joe] G2 HFe G+ etk 5)e] i =2 AE o]
20l Qo 1 Be §o2 AT 5 Ant]

5.8.1. 2= F7}

Zojos EgEe 5Y 222 gpgalad 225 &9 JY FAFULD. 225 IP F2 EE
CIDR(Classless Inter-domain Routing) £ 7] % 9] IP rf~= 9 5= Q&1

R

A FG oA 225 MG O

o

+9

1,

T

I ~J# firewall-cmd --add-source=<source>
59§99 22 IP F2F HFHH g9 I
I ~J# firewall-cmd --zone=zone-name --add-source=<source>

& A= AFHF 7 A= F G4 tekton 15 o 4] S0l 2= 2= Eg] ]

o
Q&
%o
r@
I
J

I ~J# firewall-cmd --get-zones
Y7+ mEo M+ e FYo £ IPE F71g
I ~J# firewall-cmd --zone=trusted --add-source=192.168.2.15
A HYES FrHeE Yo

I ~J# firewall-cmd --runtime-to-permanent
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5.8.2. 2= A A

GG N £2F A7 8 'S GG oA So] & EgfF o] Fo] w1

g5 gl 5

&

88 228 Y

%y

Lok

I ~J# firewall-cmd --zone=zone-name --list-sources
For] 225 F7FHoZ A

I ~J# firewall-cmd --zone=zone-name --remove-source=<source>
A A e grEoz 8 g

I ~J# firewall-cmd --runtime-to-permanent

5.8.3. &£ ¥E F7}

origin ¥EEZ 7]yl o 2 Egl¥ g2 3]sl B --add-source-port 542 Al-§5lo] £~ FEE
28 gl Ol—a— --add-source 517 A9}s}o] EdfE S EFIP T E=IP YRIZ A9 75 AF
1] of.

22 FEEZ FII5IHE O

o
5
0%
T
L
L

I ~J# firewall-cmd --zone=zone-name --add-source-port=<port-name>/<tcp/udp/sctp/dccp>

5.84. £~ ¥E 27

I ~J# firewall-cmd --zone=zone-name --remove-source-port=<port-name>/<tcpjudp/sctp/dccp>

5.8.5. 9% 2 £28 Ag o] £g Erolo] s A] ek A H] 2 E 5§
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g ] =9 29] E2f 5] A2H 0] A1) 2 F MG FET 5§ 5w
= EzJoJA]E= 192.0.2.0/24 G| EY =Z o] HTTP EcjZ vt 5] 85} v o} = E

“ik 79

o] Alvje] 9 F e uf 7|2 gj §o] = F G Ao, g]¥o] ACCEPT
2 HYH GIL AL L 192.0.2.024 8] EZ T nj o] BE YEFZ 12
o] et mz wok ggol Anrioh

AE T BE G

o

1} ],

~J# firewall-cmd --get-zones
block dmz drop external home internal public trusted work

IP 2152 )32 9 o]o] F7pata] L2204 Go7pR] BYshe Ed

&
Mo
J
Y
o
xy
I
{

I ~J# firewall-cmd --zone=internal --add-source=192.0.2.0/24
HTTP AjB] A& Y] 2 F o o] F7}gfr] .
I ~J# firewall-cmd --zone=internal --add-service=http
A HYgE FrHdes Y.
I ~J# firewall-cmd --runtime-to-permanent
7§ o] FY3Eo] Y2 AJH]20)A] 55X gl

~J# firewall-cmd --zone=internal --list-all
internal (active)

target: default

icmp-block-inversion: no

interfaces:
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sources: 192.0.2.0/24
services: dhcpv6-client mdns samba-client ssh http

5.8.6. 2 EF 7]k Gl ool 5§ = =5 7y

o2 ¢ Jojo|a] o] ot B FHGER 5§ Y s N YH 2k
2 Mgt BE EdHe §oo] odl 5§, o] FoNA = FoF 7 WYL HE T 7 A%

Fojo] Z2EZF 7]

5y Jojo) ZZEFS 7)) o] ZREFL A HE EAT2 o] oA $F F %
e},

§ojo] ZzEZL FolsE Y Oeg FY g

I ~J# firewall-cmd --zone=zone-name --add-protocol=port-name/tcpudp/sctp/dccpligmp

YE] H2E EgJH S 7R15}2 H --add-protocol 5547 g+ igmp zHES A1 g o}

o Aol A] ZZ EZ A A

53 FHGo)A ZZ EF S A ASIH G Fo] o] ZZEFLS Julo Z B E Efy] 8k FX
h =

=)

F Ao ZZEFLS A A H oL T .
I ~J# firewall-cmd --zone=zone-name --remove-protocol=port-name/tcp/udp|sctp/dccpligmp

59. ¥ E JY

firewalld & Al-§3fc] A]2H o] EF FEO] 935l= 5o0]QE= EgFo] OfE 1 FE r =] 2 A
2do] 9P FyEZ FAHEE YE ZJO]dHS P 5 5.
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5l FEOJA 2 TEZ EgZL grjad#slr] Ao HAe] FE AJLH T2 EZ o
5 Al 7}A] AFGS ofof gLl

L
Z
£
kY
L
X

FEEOE FEZ ZOd 4

\0'&

2l o8

Mo

ks

%y

1o,

I ~J# firewall-cmd --add-forward-port=port=port-number:proto=tcpjudp/sctp/dccp:toport=port-number

~J# firewall-cmd --add-forward-port=port=port-number:proto=tcpjudp:toport=port-
number:toaddr=IP

masquerade= ¥ 3} g1 .

I ~J# firewall-cmd --add-masquerade

of 5.1. 59 vj2lo] TCP ¥ E 802 ¥ E 882 2]t

< ¥ E 88% 2/t {d g
I ~J# firewall-cmd --add-forward-port=port=80.proto=tcp:toport=88
A HYE FrFH o= HY g
I ~J# firewall-cmd --runtime-to-permanent
FEJ} 2|g g H A=A gl

I ~J# firewall-cmd --list-all
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5.9.2. 2]t HH X E A #

g EEEZ A A 82 P .

~J# firewall-cmd --remove-forward-port=port=port-number:proto=<tcp/udp>:toport=port-
number:toaddr=<IP>

e 7oz O dE dgd FEE A 5Ed ee F gt

—_

HAYH FEE A A g

~J# firewall-cmd --remove-forward-port=port=port-number:proto=<tcp/udp>:toport=port-
number:toaddr=<IP>

masqueradeE B8] &-¥ 3] gf1] .
I ~J# firewall-cmd --remove-masquerade
-

o] W2 A1 efo] EEE 2] dstis AL IPvd 7 vk BT oA vt FE ]},
IPV6 2]t] a4 4759 3¢ 23] 7738 AMgalloF §r]Th. A4 U]-§-2 5.154. “"Rich
Language" 72 Al-§ 51l B3¢ oyl i73 7479 £2 FEHAL.

9 F A2 o 2 2] e i sla] W npAF] o] § S B 55 of g o). A ot v &>
5.10. “IP 4 Masquerading 7% "2] 1] &2 FL5 A L.

~J# firewall-cmd --list-forward-ports
port=80.proto=tcp:toport=88:toaddr=
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W5 H o ] 2] 2] EZ A A g
I ~J# firewall-cmd --remove-forward-port=port=80:proto=tcp:toport=88:toaddr=
A IS FrHdes dggd.

I ~J# firewall-cmd --runtime-to-permanent

5.10. IP =5 MASQUERADING %

IP v}27] 8 0] 5.2 & ZFE 7} HlES =20 & IP Alo] =)o) & 8L s ZzA gL e) vp] ]
o] 52 G Al Eglo) = 1}7Hs B A )29 IPE G FH.02 235 AN 22 FhE o] F
&5 o)A ] o

w3l O1E] 5 0] 2] IP7} W7 E 7= i G5 rp2A A 0] 52 ARG g T, rpA A 0] 9] v 9l AF
8 XAl 29 B Y] G5B S AP FEE P EAA B AL~ FE
3 IP 722 @A F Y

IP rp27]d 0] 5 o] B350 =] BFelspa]H (): 95 F9 9] F5) the FFL root Z 92/ ¢
1]},

I ~J# firewall-cmd --zone=external --query-masquerade

o] §E

1) o,

H P> sE YH 0= yes E ). 78X JoH F& ¥H 1= no
42 5;,—.-1 7] g o] AFgH L]

N rlo
U
i

§,l
o]

Y o

=
==

IP nj~7] 2] o] g 2 845} 5l2 ™ root Z o2 FF 2 ¢ F g
I ~J# firewall-cmd --zone=external --add-masquerade

o] 873& §502 4gselH ~permanent §4-& #7148 §F L ).

IP rp27 3 0] -2 ] 835} 52| ¥l root = o} HF

o
oy
]
I
J
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I ~J# firewall-cmd --zone=external --remove-masquerade

o] #¥& FrH ez 4gse]H -permanent 58 & 7ot FE

o
X
de
&
Ny
J

A Y §-2 TFE FEFHA L.

[ ]
6.3.17. “t} 95 NAT 9§ n]=7] o], 22 NAT, tj 3 NAT & 2]t 2 4"

6.3.24. “nftables= A}-§ s} vf=7 o] d 4~

5.11. ICMP 2 % #2]

ICMP( Internet Control Message Protocol )= o} ¢}3l H] E-9 = ZFx]ojjA] @ F A|H]|2Z ALg e + A
= 9d FAE JE = 27 HAIA B 2 FJHE By b Al A 22 EF ¢ . ICMP
= A|2H 7H] H] o] Bl & W glsf= b AF&E A &) o] TCP % UDPel Z+& 4§ Z2Z EF 7 51

=

&= 7 = ICMP ”///‘/X/ £ 3] echo-request & echo-reply E A}-&35}o] Y E®]=Zof gjst §HEZ
Sl O ¥l 79 g F&2 Fld6 o] JHE 28T 5 5] nfalA] firewalld & A1-§ 3}
H ICMP 2 3 2 2} 93}of L']/E =7 FJHE HST 5+ 9]l

5.11.1. ICMP 2§ 1} ¥

ICMP 2§ —g ustr/lib/firewalld/icmptypes/ ] &l €] 2] o] $l+= 7 ¥ XML 7 o] &3 5 o] 51/l o]
2ol gL 9l 7 QF o gjt HELe B+ 91/} firewall-cmd 5 32 ICMP 2 3 Z -2 Ajo] g1
.

AFg 7He 3t BEICMP 32 a2 d 92 +Y 594 2.
I ~J# firewall-cmd --get-icmptypes

ICMP_Q_%I,S IPv4, IPv6 == F ZZ2 EF FFoJA] Al = 5] ICMP 2 3 o] Al H+= Z &
2 nad B82 +YF

I ~J# firewall-cmd --info-icmptype=<icmptype>

ICMP 273 2] Y] 23 o] A AFFHAA} 28 A &2 F-7 no ¢ 37 yes & ZA] g
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ICMP 2 3 o] gl }tEgl=x] 8olslam 22 354 Al 9.
I ~J# firewall-cmd --query-icmp-block=<icmptype>
5.11.2. ICMP 2 F =} ¢t &= z}ot 5) )

A 7} ICMP 2 3 2 =l ctslrl Jukz) oz =g 3t F HE A 3257 &)}l 21} o] Ao o{ﬂa‘]—
B E H5 AFHA Gihe o= of gL Felo]dlE= 55 ICMP 2§ o] o= JuE
FLHA ). ICMP 2§ & 3 esti Z-& 53] IPv6 EgJ 5o § FA&§ dod 5 gonsz ggsg;
A 3z s of gl

ICMP 23 0] €l et 2olatel e 022 745 94].2.
I ~J# firewall-cmd --query-icmp-block=<icmptype>
ICMP 2 32 A1 etel2] vl t}-2-2 53 gF1]oh.
I ~J# firewall-cmd --add-icmp-block=<icmptype>
ICMP 23 252 A A2 ¥ -9 7 gLtk
I ~J# firewall-cmd --remove-icmp-block=<icmptype>
5.11.3. 2 £ JHE A F5x @2 ICMP 832 2}eF

oJprx 0 = ICMP 2 32 Aetejul 2o o= o] & By eg &7 etk s afoH
IP 728 21 gots FAE FAAE of 5] IP F2) Lol Ye YL FAF + der]ih o] Fu &
o735 #7]aEH 2E ICMP 23 & AFA 5 ofF gl

BEICMP 232 e X A58 W 3-8 79 7] oh.

—_

F 9] gj3S DROP o 2 &g g
I ~J# firewall-cmd --set-target=DROP

A HYe Graes 4y

1,

T
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I ~J# firewall-cmd --runtime-to-permanent

o4 WA H oz 5] §H Eef5 2 A2} ICMP 232 Eg¢l = E Eaf5o] &4 F1]r].
53 ICMP 232 A'd & 445} of2 232 3§52 W o2 79 gt

9 o] bj¢= DROP 2 = g g
I ~J# firewall-cmd --set-target=DROP

ICMP 2% olu] 82 #7}510] 2 ICMP 232 ¢ wo] etk

o

I ~J# firewall-cmd --add-icmp-block-inversion

51§ & ICMP 273 o] tj5] ICMP &5 < F7}3f1] .
I ~J# firewall-cmd --add-icmp-block=<icmptype>

M EYE FrHde=z .
I ~J# firewall-cmd --runtime-to-permanent

2= inversion & ICMP 2 3 E£9] 4732 vhF s} 22 o] Foj] e =] g2 v = Q F o] xpagL]
o} }otE AL EL 2 E A G5 5, 232 ZH A5 of 51+= F - blocking § 32 Al-§-35) oF
[Zg 2 E =

<L
]
e
3
)
\O&
%o
4
o,
lo
fy
&
iy
A
I,
)
K}
tllo
o
N
0%
oot
I
X

—_

of o o] g] 32 default 5= ACCEPT Z & gjr].
I ~J# firewall-cmd --set-target=default

ICMP 23 o] tjaf #7}d 2 E 252 A 3]}
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I ~J# firewall-cmd --remove-icmp-block=<icmptype>
ICMP Z-5 v & A A:

I ~J# firewall-cmd --remove-icmp-block-inversion
A AL 7oz 4L

I ~J# firewall-cmd --runtime-to-permanent

5.11.4. GUIZ A}-2 351 ICMP Z & 574

ICMP ZE] Z 84 5} 51+ 1} ¥] &4 5} 5} © firewall-config =& A &3} v A 2] 7} HE] g F v =
92 Y2 A gLk ICMP BE 92 d 57 HEjF e 2} ICMP vl A]x] £3<] selere el g
0. e S v] gy 2}slad geleke Agijn. o] Fge Wgo mel FYHu |EGS ZE AL 5E
o

ICMP ZE] 2 vrdsle]] ¢ E& Ql= vhd ZE golets 8 9]l o4 ZA]d ICMP 73 2+
sy g2 2= $FL2 AL F1 . DROP h] 32 A& 3= ¥ 9 ojA]= A4 H 1] .

5.12. FIREWALLD & A}-§ 5}o] IP 4] E 2§ & o]

firewalld o 4] =] g3} IP A1 E 79 552 @2]9 rootZ o 3%

o

o 3]t

~J# firewall-cmd --get-ipset-types
hash:ip hash:ip,mark hash:ip,port hash:ip,port,ip hash:ip,port,net hash:mac hash:net hash:net,iface
hash:net,net hash:net,port hash:net,port,net

5.12.1. F 3 & Falo] A EZ Al§51o] IP 83 54 74

IP 4| E = firewalld & ¢j o 4] 222 Al 8t 5% Q7 2] 3] 7] 2AZE AL = 91
Red Hat Enterprise Linux 70J 4] 7] 2 332 J 5 773 o firewalld = 4§ # IP A| EE AF& 5= A ¢/
Lol

F 7 214 o A firewalld o] 227 IP 4| EE 1} F512]d T} § % & root = A& 514 A] 2.

I ~J# firewall-cmd --permanent --get-ipsets
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A IP A EE #7152 E G 72 root Z AF§- 5] e T YL AFE AL

~J# firewall-cmd --permanent --new-ipset=test --type=hash:net
success

o]zl &2 test 2= o] Z7 IPv4 of 1] st hash:net 238 © Z AJ] IP 4] EEZ A 3F1] ). IPv6 o] A&
g IP 4| EE vH=2] H --option=family=inet6 52 &7l g1 o). HElQ] LG oA Al HF S Z &3}
d firewalld & o} x] 2 =g, o}5 FF 2 root Z A-&351o A IP A|EE 1} F g,

I ~J# firewall-cmd --permanent --get-ipsets
test

IP A E o] ojf 5t 24 oF v} &5 H & root Z o5 FF S A&/ A L.

~J# firewall-cmd --permanent --info-ipset=test
test

type: hash:net

options:

entries:

A IP 4 =] &= §5o] ggrr]). H2E IP A E0] §5& #7512 vl root 2 o1& 32 A8 4

Al Q.

~J# firewall-cmd --permanent --ipset=test --add-entry=192.168.0.1
success

]

[ FFLIP 75 192.168.0.1 £ IP A| Eo] &7} IP A|E9] S g5 =2 7Jx] o5/ H o}
352 root Z AF& 3l

Ulo

~J# firewall-cmd --permanent --ipset=test --get-entries
192.168.0.1

IP 72 250] £3d UL YY Ik A F E¥ F2F P/

£

~J# cat > iplist.txt <<EOL
192.168.0.2

192.168.0.3
192.168.1.0/24
192.168.2.254

EOL
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IP A =9 IP 5 250 2= Ao Y F5o] Zrsolo Gtk dlA], Hi i vl F2 A F
shie & FAl H

iplist.ixt 52l o]4] 748 F7pat2]vl the §EE oot 2 AFE5 4] 2.

&'h

~J# firewall-cmd --permanent --ipset=test --add-entries-from-file=iplist.txt
success

IPAE2] 33 §5 258 Bald g ¥4 L root Z A1 g

~J# firewall-cmd --permanent --ipset=test --get-entries
192.168.0.1

192.168.0.2

192.168.0.3

192.168.1.0/24

192.168.2.254

IP A Eo)A] F22 A A2 Hol=H 5 552 Gtz 100t 2 g §ES AEFHA L.

~J# firewall-cmd --permanent --ipset=test --remove-entries-from-file=iplist.txt
success
~J# firewall-cmd --permanent --ipset=test --get-entries 192.168.0.1

IPAEE Jof 222 Fr}sla] FGOZIPAE JHH FLoi] Eo]9E BE EgIL 7]
gt = 9l o £ Zo] HJAE IPAEE EF02 o] 222 =)l w Ei/él:i IP A Eo] 1] HH
PE gEoi] Zo] o nE g FL A5l root = O} B E L Al L]

~J# firewall-cmd --permanent --zone=drop --add-source=ipset:test
success

£29] ipset: F§FAL = £=20FIP F£ B F£ W9l ) ol firewalld 7] A 1] .

Iy

L=
=

IP A= 45 2 )75 7 74052 A 555, ~permanent -4 glo] elere] #7104 o
IP A= g2 A8 2 + glgt] T,

5.12.2. IP A E 9] 0] I A}-§ X} & o] A]H] A 724

firewalld & 4] 5517] 2] IP A E 72§ Y45} ZEGEZ A& 2§ Al 25 7452l H o]
o
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root = 49 5= W& g ste] BE7 go] AL 4 F

~J# vi /etc/systemd/system/ipset_name.service
[Unit]

Description=ipset_name
Before=firewalld.service

[Service]

Type=oneshot

RemainAfterExit=yes
ExecStart=/usr/local/bin/ipset_name.sh start
ExecStop=/usr/local/bin/ipset_name.sh stop

[Install]
WantedBy=basic.target

2.
firewalld o) A] IP A EE ¥ 7+F © & Al-gglL]r].
~J# vi /etc/firewalld/direct.xml
<?xml version="1.0" encoding="utf-8"?>
<direct>
<rule ipv="ipv4" table="filter" chain="INPUT" priority="0">-m set --match-set
<replaceable>ipset_name</replaceable> src -j DROP</rule>
</direct>
3.

B Z A1 &F-2 gy 31513 H firewalld A 2 =71 2. gl

I ~J# firewall-cmd --reload

o] g7l a4l el 11 (TCP Al &lo] F&2 5% eh2)7} Yahu& 4] ZE ] G el 4]
ZESE ok A H2 Fero] 5
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“;L 7]

firewalld & &3 #2] 5] &+ IP A|E= AF&81A] &+ A o] E5H T o] gt
IP | EE A& 35le]H A EE FEo}e °177 | 73 o] E23ln] "/Ez’fﬂL IP 4 E
Z Wy )] H A& A} ] A H]| A E F s of g} firewalld S A] ZF31.7] Foj o]
/‘f H| A2 F A] Zsffof gii]o). z2]=] gko H firewalld 7} o] 2] ot 4] EE AF-g-5}of &3
7L £l + 51 o} /etc/firewalld/direct.xml 37} 2] 2 &]-& 5}o] F7Z2] ol F
g &S 718 7+ dsdd.

5.13. IPTABLESE A]-§-3}<] IP 4] = 7§ & o]

firewalld <} iptables (% ip6tables) A/ H] = 2] 2 2] 9] Zfo] 2 o} Pl

iptables 4] 5] == /etc/sysconfig/iptables %! /etc/sysconfig/ip6tables o] %< A 3s}<]
o} firewalld = o] Z /usr/lib/firewalld/ & /etc/firewalld/ 2] o} 2FsF XML 3} <] o] %] ZFgf1L]}.
firewalld = Red Hat Enterprise Linux©oj 7] % o = &3] 5 o Z /etc/sysconfig/iptables 7 &/

o] &A1 g1l

iptables ] H] 20 ] = 2 & WG A} S o] d 73S 2 F F/ A5
/etc/sysconfig/iptables oA BE X 782 & 2, firewalld E Al-§51H 2ZE 773 L OA] A4
3}A] Qr4jo). o] Fuk H-gF o). 7 F o Z firewalld = 7]& ¢4 o] :_‘*’EIX/ Pz Hel
e/l /‘4%45 vige + s,

= ] iptables & & A}-§-31f A9 A% e o} L.

g stof

fll[o

firewalld tj] 2] iptables 2 ip6tables 4] v] =Z A}-& 3}z w4 root = o} 2 5%
firewalld = B8] &3} gf1] .

~J# systemctl disable firewalld
~J# systemctl stop firewalld

zd o2 root Z O}2 F &< ¢ 25} iptables-services 7 7] ] & & X g} 1] .

I ~J# yum install iptables-services
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iptables-services 7 7] x] o] = iptables 4] H] =<} ip6tables 4] 6] =7} Z gFx]o] 1]}

28 2 iptables ¥ ip6tables 4] v] = Z X] 2Fs}a] ¥ root Z O}2 5 3L ¢ & g}

~]J# systemctl start iptables
~J# systemctl start ip6tables

BE A LA A 2E A A 7 BT Y I8 FE L

~]J# systemctl enable iptables
~]J# systemctl enable ip6tables

o2

wy

1,

ipset 7 €2 £l &= Linux 5 9.2] IP 4| EE #2] 5= b A8 H1 Tk IP A== IP 72, EE ¥5, IP 2
MAC 74 g E= IP 729 X2 Y5 42 23547 218 e 982 1]k 7 go] nj+ 2 7ol
gl Tjsl w27 DA 7= 2 W0z F gl oS Y HL T IP AEE AFg Syl o ZHEsl B

7} §-0] 8 7240 2 iptables & 4188 ] §5 5] o] 2 A5

7 gl iptables =] 2 32

Fz3lo] Ao A JH HEE B S5 FEE YU A EE o] 2 7}e]7)= Fd FEo) Q=

Fobo = A}A] 8 7= gl T,

ipset £ Al-g3}w )23 72 iptables T & A EZ WA 5= Y]l

~J# iptables -A INPUT -s 10.0.0.0/8 - DROP
~J# iptables -A INPUT -s 172.16.0.0/12 -j DROP
~J# iptables -A INPUT -s 192.168.0.0/16 - DROP

HEE g7 o] 4¥FH .

~J# ipset create my-block-set hash:net
~J# ipset add my-block-set 10.0.0.0/8

~J# ipset add my-block-set 172.16.0.0/12
~J# ipset add my-block-set 192.168.0.0/16

2 o5 setV} o537 Z+o] iptables '3 g o] 4] F=H o

I ~J# iptables -A INPUT -m set --set my-block-set src -jf DROP

A E 7} ot ¥ o] AEE G 7Y Aol AF T F ool Be gEo] EgrE F5 A2 Azl
] g+ Al 7Fo] A4 € 1] CLIf the set contains many entries a saving in processing time is made.
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5.14. Z 5 Qe 7] o] = Al

firewall-cmd =72 ¢}7] --direct s & A}&35fo] el o H 1S F7l5lZ A A + Aw
of 7] o] B Z}X] o A 7} 1} of Q1] of. XA oF 1t &2 firewall-cmd(1) =77 & 7] o] x| & FZ 5} A L.

iptables o] /% 5] g2 ¢ 472 gapo)A] oL dod 7 gomz Hy e o]~ E 4]
§atis A2 $19 1

23] QE 0] 5= Eepg] Fol AN His o Fel A o) 3 4 3732 FoI5] 9
ol A ¢] 1] . firewall-cmd --permanent --direct 3 31 2 Al-§ 5} 7/ L} /etc/firewalld/direct.xml £ 7§ 5}
of --permanent 52 F7}5}o] 8L g FFHo OE ol = = 9l 1] }. /etc/firewalld/direct.xml 7} 2/ o]
o oF ¥ H = man firewalld.direct(5) = &= 314 A] 2.

.

5.14.1. H 7 A ]| =& g5} 73 77}

“IN_public_allow” ] ¢l 773& 77}3l2] H o3 ¥ &< root 2 9] % g/,

~J# firewall-cmd --direct --add-rule ipv4 filter IN_public_allow |
0 -m tcp -p tcp --aport 666 -j ACCEPT

--permanent s5-HS Fo}slo] HF L FrH o=z g
5.14.2. Z 5 QB3 o] = F A}-& 3} 775 A 7]
“IN_public_allow” 7] 919 A] 73] & A A 5} &] H root Z 05 F 3 ¢/ & g

~J# firewall-cmd --direct --remove-rule ipv4 filter IN_public_allow |
0 -m tcp -p tcp --aport 666 -j ACCEPT

--permanent s5-HS Fo}slo] HF L FrH o= g

5.14.3. Z 5 ¢lE]lFo] 2~ F A}-g5}o] 777 1} F

“IN_public_allow” #] ¢1¢] 773 1} &3} ¥ ths 33 < root 2 9] gt}

I ~J# firewall-cmd --direct --get-rules ipv4 filter IN_public_allow
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o] 'FF( -get-rules 5{)2 -- add-rule -5 15 A}§-3}o] o] F7Fet 7 F ek f g of
oz 271§l 7]E iptables 732 1} 5= P51

g
o%
]

5.15. "RICH LANGUAGE" 7*&#& Al-& 3] o] & gl ¥sld 3 74

olo]” 72 2 A& 5} 1 direct-interface v 4] =1 o} o] &l 5}7] 72 WAl o 2 Bgsl iy 57
e vtz F ST EFd HPL JrHdoes s ’“M’*L/tf ol o] o A= gko] Y= T EE ALE-
311 iptables 73 o] =4 Z & YL}, o] o] E Al&s1o] FIL AT 5 AL ). HAf 74 WYL
A< =8l H ot

5.15.1. rich language 3 3 2] &2 ]
o] 49] mE 572 root 2 HYsoF Frjr). 732 Fohes B9 FHL G2F g
I firewall-cmd [--zone=zone] --add-rich-rule="rule’ [--timeout=timeval]

22l 9 ool o2 F2 210] 7 773 0] FAH T o] el o2 ¥ AYY 7 g
Go 2 YeFtel 7B 490 A FLI A2 Aeho] AFIE 73 i 7L AFE AL F @
§ YHE FA2 hFol FEOR AAFYT AT g FAN S (E), m () Ei= h (A7) g AF§e] A]
7 992 A 7 bk R ghe 29,

A& AAGEE &g 7 g
I firewall-cmd [--zone=zone] --remove-rich-rule="rule’

o] @ 5}l Fo o et 2ol 775 7 o] AAFIG o] 4L o ¥l AP 5 Averir. F
2 yetsinl 72 o] g H .

73 o] =] gelal e g2 P

I firewall-cmd [--zone=zone] --query-rich-rule="rule’

o] FEe G Fo gfsy 0;’ 73 i F o] FIFH A=A o BE vra g o] FE L &
HolH F¢FE YH 022 yes E =g gLr). 28x o F& Y 1;::'no EZg9ydg. g9
< Y etsjH 7] E Foo] /‘}ﬂﬁ’b/ﬁf

G 7Y FY A AFEHE gt ¢lo] I o b oF A ¢ v &2 firewalld.zone(5) =52 7] o]
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5.15.2. rich Rule Structure o] 3]

29 75 §E9 YN E pEE G2 PEL

o

rule [family="rule family"]
[ source [NOT] [address="address"] [mac="mac-address"] [ipset="ipset"] ]
[ destination [NOT] address="address" ]
[ element ]
[ log [prefix="prefix text"] [level="log level"] [limit value="rate/duration"] ]
[ audit ]
[ action ]

37

o] 2] X 3] =+ NOT 7] 9] EE AFg31o] £ D gl g £ FF9f
vlz] 5]1.x] oF &l & Zof] &= invert="true" 5412 A& g1}

N
&,
Mg

732 59 §o15] 2 5o] ALk o] Gl o1 73] 2
Y5 A§FAY maH s F9 AAF A X WA 7H0] HEH

3

1,

e,
&
.
&
9

5.15.3. rich Rule 5 % 54 ]3]
A F
773 A F2( ipvd = ipv 6)0] A FHE F¢ 732 212} IPvd = IPVE 2 A o8] o 175

XI/fviol A 3= A o IPv4 2 IPv6 = -Fof tj gt ﬁ‘x’ o] F7}F Yl ﬁX"OIW 22 E=OY T
& AFgol= -7 73 AFLE A oF . o] XE HY9] F-Pox nfFIlR] ¢

B
I
'3
g
Ny
SN
B

by
I

22 FLEXYSH AF A E9] PG 22 Fa2 A g8 7 951 0.By specifying the
source address, the origin of a connection attempt can be limited to the source address. 5~
FLRAEEFLYHIAEIPvE E=IPV6 & vf2=F7F Y= IP F42 E=H|EY T IP F4£ 91 IPv4
o] P AL U S P T A B Y ek IPV6 o] P i Ut 5]
. SAE o] 8 A1E-2 ASHA T NOT 75|58 Frote] £2 74 BH9] 242 W
& 7 sG]t AT Faie 2 U5 .
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73l tjal] 255 e 7P

MAC £ 2 hash:mac 73 2] IP 4] Ex IPv4 ! IPv6 o] 0j3j
#2185 gl GEIP A EE 739 A F2 447 Aok G,

oj-&
e F2E A G5)E 32 i F22 AP 7 Ax)d gy FLEIP F2 EEF2 Y
g9] 22 F29} FAF FEL AIEFH T 22 B Y F AEL HH AFo|r] 2E 224
Wy F2F A8 7 QIS Tk o] ) Fi ALgo] mpaf B oi(e]: A H = FEA). v 5
7 A& 498 5 Ax .
elements

e + g,

LALE A B A XFE  Z Z EF masquerade,icmp-block,forward-port , source-port 5 2

=

77
service

=
S

service 2 £+ firewalld A g A v] = 5 sf} ol ALFA g o] H AJH] =
2 FgL dg g,

= O

222 74 o2 H of
~]$ firewall-cmd --get-services

AE] o)A T FEE A S P 75 O TG FESe] 077 YT R
OF Y FLE AE T A H] 2 O PR
2 AR g,

YE] Y EEE A& 5f= AlB] 29y, F3L oS F

Al
al

I service name=service_name

port

FE Q2+

XL

ere)
udp ¢ 7 5]k 5F

fol

= ¥ E 39 (9:5060-50 62) 5= 5}L}o] 7L} Z2 EF2 tep
42 A1E g T,

I port port=number_or_range protocol=protocol

ZEEF

protocol 74-& ZZEZID W&
]| 4] &= /etc/protocols

EsZ2eF o/F7d T sy 5/ §d Z2EF FFH O
Z gEaHAL. FFL O FL2 AFEF T
I protocol value=protocol_name_or_ID
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icmp-block

51} o] 89 ICMP 52 AFehste] ¥l o] B2 A8 F]c}. ICMP

= 7 &L firewalld 7} x] ¢l 5}+=
ICMP %3 & a1} 9/t th. A 5= ICMP 58 222 714 o2d g2 53

I a‘I—L/E].

ﬁilo rl°

I ~]$ firewall-cmd --get-icmptypes

of 7] 4] 29 & g 5= A& & FH A &5t} icmp-block & Yl F X0 2 Al 5= o)L
Arg g BEe o F4S

I icmp-block name=icmptype_name

masquerade

#3 A IP mi=7] #] o] 52 ] o] Fo.0z iAo e A eal7] Fa] £ FLE A
59 7 AP O FRE AT 7 e o171 9L A5 7 gEr

forward-port

tcp == udp 2 X g H T2 EFL AMES)e] 2H FEA 2F X E, OfE A 2Y i g-E A
go] 2 FEZ fL At FE I FE =g FE W = FE H’ﬂ’o”‘M”‘L/
oy Fae 249 IP F29 U0, of 714 Z9l e Xg & = g5t 0. forward-port 'F F-2 1] 7
o2 reEole AYS A FY T FFL o IS AE g O

TN

forward-port port=number_or_range protocol=protocol /
to-port=number_or_range to-addr=address

source-port

A L] =2 F E, 5 A g A =2 A Fo AFE-H = EES} %x“/ff‘b/r:} A vjilo] FEFE Q3]
A]7] 2 port & 25 A& glL/r:} A FE BLE O g FE WS EE XE YW (: 5060-5062)
o EZEZL tep me udp & et FFL s F4E Af#glqt}.

I source-port port=number_or_range protocol=protocol
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=¥

log

syslogoj 4] #d 278 A}gste] 73L A A AL 7| Zg1) . 22 v A= o] FFALEZ
Frlegd A B 2EE Fo) g + Ag g 22 752
emerg,alert,crit,error,warning,notice,info, debug 5 s}l Y Y1l Z 2 A2 {8 AlgQ
ol o3 go] 242 Asted + Ao

I log [prefix=prefix text] [level=log level] limit value=rate/duration

o] H] &2 s,m,h,d Z 7} 7l =} o] 2ke] 4= [1, ..]¢/ ] }].s means seconds, m minutes, h means
hours, d days. F o] A 3t z+2 1/d o], o] = 3}-Zo] Ho] 172 =z FJEL ojnjgj]].

audit

audit-2 service auditd Z FA4H 7A} g ZEE A& 5la] ZF 5l O Wy 2 2]l 7+
Al 1732 ACCEPT,REJECT *+= DROP & 35}1} Y 5 YR H, ZHA} 78 o] 73 F ¢ oAl A2 =
THEAEZ FF A Foll= A G IR Gl ZAF= A v 7] WoF JR] 7F H o) nja} A oF
= F71e Ao audite A1E35l= 1S 8 AFg gy o

2

accept/reject/drop/mark

9L e AR E HA 5 Y 7 Aok Al ok Bl 220 EPE 7 2
Gk 730l 247} EFE 79 949 DA SpE A dA o] G G A2 FU Tk 7 H ol L2
o} EGE G AYE FY2 MG o] 22 Fho mE Y §o] el Fh.

I accept | reject [type=reject type] | drop | mark set="mark[/mask]"

accept & AF§ 3 B E 4] ¢1Z AT} R FH T AR H G5 G L2 ARE A A A E 2
FU AR T2 02 @2 AEFER IFG 7 Avth BF ohg & AP 2 E AZ] 5
A A2 GBI} 222 S AR G 0T E BF A E A o] X vk 5 4
9 mprz 2 EA o

5.15.4. rich Rule Log 3 & A}-&

logging-2 Neffilter 22 t] & 2 74} t) 92 AF§-31] AT 7 gl grih 4 A2l F4 F
“_logo] o] o] gl BEY " #71F . o17]4] zone & §o o] 1]} o] ZHee AR Aelo]
22 FA] & 7} 7] Aol A2 H T 775 Ei 8o g o] i73H ] Aol me} W] A elo]
W3] H] o}

zone_log
zone_deny
zone_allow
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= 27 732 “Go_log” A el WA H3 WA P BT BE AV @ EF i750] “Y
o7_deny” 3 ¢1o] w3 5 r] =72 A9l Fo] FE EA G 2E 75 732 “go_allow” chaino] 1
A5 AR A F R B 730l 22 o} o] U G ARAL 5§ S
oj 2l 8t 9] X G 759 R A 3F A2l WA H L.

5.15.4.1. Rich Rule Log &% ] 1

01 &5 ZZEZ AH o g)s] A IPv4 2 IPv6 ¢12-2 8431 §1] ).

ol

I rule protocol value="ah" accept

5.15.4.2. rich Rule Log 5 % <f 2 A} &

PALE A} 8 1o Z2EZ FTP of tj et 4] IPvd 2 IPv6 9122 58 57 5 12 27344 2.

I rule service name="ftp" log limit value="1/m" audit accept

5.15.4.3. Rich Rule Log 5 % <] 3

address 192.168.0.0/24 o] A Z 2 IPv4 914 ZZ EZ TFTP ¥ syslogE Al-§5ld 125 27212
51§ 5§ 4] 2.

rule family="ipv4" source address="192.168.0.0/24" service name="tftp" log prefix="tfip"
level="info" limit value="1/m" accept

5.15.4.4. rich Rule Log F 3 <J 4

ZZEZ RADIUS 9] -2 :2:3:4:6:: 2] A Z 2 IPv6 4L = A Hyo] Bg3u]o] -2 7|25
ol ot 229 A IPv6 ¢4 o] 5]-8H1r}.

rule family="ipv6" source address="1:2:3:4:6::" service name="radius" log prefix="dns"
level="info" limit value="3/m" reject
rule family="ipv6" service name="radius" accept
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5.15.4.5. Rich Rule Log 5% <] 5

ZZEZTCP 7} 9= 4011 ZEoJA] 1:2:3:4:6:: o] x] BF2 [Pv6 mF]-L ZE 40129] 1::2:3:4:4:7 =
Fagho.

rule family="ipv6" source address="1:2:3:4:6::" forward-port to-addr="1::2:3:4:7" to-
port="4012" protocol="tcp" port="4011"

5.15.4.6. Rich Rule Log % % <j 6

o] £2:9 WE 91ZL HENEF L2 FLF 5§ Bl FEL .

NG

I rule family="ipv4" source address="192.168.2.2" accept

A 31 ] &2 firewalld.rich language(5) = 77 & #] o] x| & FZ 314/ A L.

5.16. ¥apy] F= 74

24 o E2A o] Ei= AH| 2 root 2 AYHE F W #HE WG e 7 Agk(el:
libvirt). o] 7152 o B A= §oH 7S FF 5 Qonz FF oA ol E2E0 FIpH o E
Ao dol} Baps vg L 23 7 Atk F7 47 A EAoZ v @Yo Ak B
Sopel 22 o EeA o] Ei= A 2ol ] Y] g A5t i Y WG] flEX el T 7 2
&1/},

5.16.1. 33 & Fa}o] A EE Al g5} F7 74

o] FYAFUEA A TS FHL FEZ AFEFHAL.

I ~J# firewall-cmd --query-lockdown

o] 32 lockdowno] #3318 79 52 6l 0 2 yes & £ gjrk. 284 ghod 57 Y
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FF2 Y515l H root = 0 FF2 ¢ g

I ~J# firewall-cmd --lockdown-on

FFL vy slslalE o2 FH L root Z AL HA]L.

I ~J# firewall-cmd --lockdown-off

5.16.2. §EF Fepo] A EE AL§ o] 7 dlA FolEe2E 4 74
G ol 2 EdE FY, 1o AYLE, AFEA L AEA DI} EFE 7 ALk 5§ jﬂ'
WY o] WE 2 FRHE AT §FHLZ G wE 5 Pol LT I} glew o
2 zget Fo) §go] YAk gl
Ag2EE 49 Fol fFe]A o] Ei= )29 B HSELinux) AH2E Y1tk I Fol o Fe]

o] A2 A 2EE 7152 HE o §EE A T

I ~]% ps -e --context

o] §Ee AP Fo wE Fa]Ao]HL via ]} grep £2 53 82 Fo]=Zsje] Ay Y=
of )7 o] L 714 F 1. A& Eo] g-57 2t
I ~]% ps -e --context | grep example_program

58 H5F A= BE FgES 1 H o2 W root 2 thg FE S o/ gy o

I ~J# firewall-cmd --list-lockdown-whitelist-commands
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I ~J# firewall-cmd --add-lockdown-whitelist-command="/usr/bin/python -Es /usr/bin/command’

£
%
{
Y
3
X,
of,
°Ei

52 ) 7 5}2] v root = O}-2 B F 2 9.

I ~J# firewall-cmd --remove-lockdown-whitelist-command="/usr/bin/python -Es /usr/bin/command’

5y o] 5§ FFo Y= A=l seH 02 §F2 root 2 ¢ gt

I ~J# firewall-cmd --query-lockdown-whitelist-command="/ust/bin/python -Es /ust/bin/command’

o] §F2 true?l F¢ FE YH 022 yes F =g 23X oA FE YH1=ZnoE =9
g o
51 & E50 li= BE HoF A ~2EE 1} Fsle]H root Z o} FE S 9 g g

I ~J# firewall-cmd --list-lockdown-whitelist-contexts

51§ Bl AY2E Ad2E Z 7752l H root 2 02 FFL &g,

I ~J# firewall-cmd --add-lockdown-whitelist-context=context

5] & HFoAN AY2E AY2E & A 7]3]2]H root Z vl FFL 95 9.

I ~J# firewall-cmd --remove-lockdown-whitelist-context=context

AY2E A2 E 7} 35§ FFo| EA] of 2.2 2]t v root 2 o2 FE2

L)
)
E&"
L
£
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~J# firewall-cmd --query-lockdown-whitelist-context=context

SE YH 02 Z yes E Z951, true?! F-p & ¥H 12 noE &g g

=g

& 220 2 wEAEA IDE Y Yel2] Y root 2 08 FFE 95

~J# firewall-cmd --list-lockdown-whitelist-uids

518 270 1§} ID & 77152 ¥l root 2 thg §E < o1& .

~J# firewall-cmd --add-lockdown-whitelist-uid=uid

5]-& ZZ o & AL} ID uid E ] 7] 3}2] ¥ root = T} L 9 & g1}

~J# firewall-cmd --remove-lockdown-whitelist-uid=uid

AF& A} ID uid 7} 51§ Z-5o QiAo 2-g FE 0 §Ee o e
~]$ firewall-cmd --query-lockdown-whitelist-uid=uid
TEYH0CcZ yes & ZF35/ 3, true?l 3¢ & ¥e 1 Zno & &9 g1

Qi

~J# firewall-cmd --list-lockdown-whitelist-users

518 B0 AL§ A} o] 5 AFEAFE 771512 ¥l root & -2 HE L g

~J# firewall-cmd --add-lockdown-whitelist-user=user

8 550 Y= wEAEA o] 5L Ll vl root 2 02 FF L Y]
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slo] B2 2 E oA A1-§A} o] & A8 AE A A 512 ¥l root Z thg WL g g,

I ~J# firewall-cmd --remove-lockdown-whitelist-user=user

A§ A o F AFEA T} 5§ BFol YA o 1E Az H kg HEFL ¢ ],

I ~]$ firewall-cmd --query-lockdown-whitelist-user=user

FE YH 022 yes & =53], true?! F-¢ 52 ¥e 1 2ZnoE =g gLl

5.16.3. 7+ 72 2 A1-g 5}l Lockdown Whitelist 54 %

7] 5] 8 2= 24 52 o= NetworkManager 71 €] = E 9} libvirt 2] 7] ¥ HE X< E7} ZglEo] 9]
ok ALEAFID 0 25o] Sl 1]},

<?xml version="1.0" encoding="utf-8"?>

<whitelist>
<selinux context="system_u:system_r:NetworkManager _t:s0'/>
<selinux context="system_u:system_r:virtd_t:s0-s0:c0.c1023"/>
<user id="0"/>

</Whitelist>

22 AF§A} ID7} 815 91 AF§A}2] - firewall-cmd 3 & 2]E] o] ] ¢ 2= 54 Y53} 3
oEg]2E 74 5 Y]],

<?xml version="1.0" encoding="utf-8"?>
<whitelist>
<command name="/usr/bin/python -Es /bin/firewall-cmd*""/>
<selinux context="system_u:system_r:NetworkManager_t:s0'/>
<user id="815"/>
<user name="user"/>
</Whitelist>

o] A4 = A& ID 9 ARG o] F & B HAFA v 51}9] 548k B2 F] ). Pythone ¢l
Hze]E ol Wy Fo] gol FA1FT 5 FHL A TE AFrrh ol E 51 g7 2.
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I /usr/bin/python /bin/firewall-cmd --lockdown-on

o] ¢ o] 4] = --lockdown-on 5 % v} 5] &g 1] }.

- 4

Red Hat Enterprise Linux 79 4] 2 & 479 2] E]+= /usr/bin/ r] & & 2] o vl x| 5] 17
/bin/ ] & 2] 7} /ust/bin/ O] F E 2] o] x}5 o Z A FF ] =, root Z ¥ e o
firewall-cmd <] 73 Z 7} /bin/firewall-cmd = 2Fol € <+ 9l x] vHusr/bin/firewall-cmd
Alg e = g, BE M 2 FHE= A YRE A& oF gl z&/i1} root = A
= 2378 E 7] /binffirewall-ecmd 73 2 & A& sl =5 23 H 7F -2, /usr/bin/firewall-
cmd 32 2] =R E 7} o R gX] oA vt A& H FHEH FZE 5§ FF o FII5oF FF
Lt

33 9] name £ Zo] = = o] EA L2 A F}5js BE FF o] Ak
“” 7] ol o i o]~ ¥ alsl A o] oo §ijLl.

5.17. A28 Az g5 24 74

firewalld <] %] LogDenied §3& A}-&3}H #1728 A= o st 7 et 27 m]7A s 7718 5 2
o o]j&= ARHAL A H g Z] o 27 g2 G )2 /ete/firewalld/firewalld.conf 71/
2 AF A} FEF e GUI 74 =75 AMg .

LogDenied 7} &3l H F-¢ 7] 2 773& o g3l INPUT, FORWARD = OUTPUT #j¢l, ¥ 7o) FHF 7
P& 2hA 7 F Q] Q= 27 g7 F o] HlE FIFF U o] P AFEF 7 Sl g
all,unicast,broadcast,multicast, off ¢/1jc}. 7] Hg2 OFF ¢l FUHEHZ il e 9
HNEE 4L A1 51 pkttype o] F=Z A5 A F 73 IAGFEF AIEHU T ZE FHF o] 7|55
¥ 2E g Flo] 7] ZH Y.

firewall-cmd = A}-& 35} o] &4 LogDenied 4172 1} H3l2]H .5 532 root Z A& 3} A] 2.

L

I ~J# firewall-cmd --get-log-denied
off

LogDenied &g 2 ¥d 3l H root 2 r]3 F LS A&l A L.
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~J# firewall-cmd --set-log-denied=all
success

firewalld GUI 7% =& A& 3} <] LogDenied g < w3 32 H firewall-config & A] 2} g1}, 5
4 v)i7E &8 5} Log Denied = 18] g}1]r]. LogDenied <] v} e} F1]t}]. mi79]4] ] LogDenied
HY2 Jdusl OKE Zg g

5.18. &7} g2~

o3 g1 22+ firewalld o Z#EEH F7) 2| 225 A 3¢

5.18.1. =)= FA4]

[ ]
firewalld(1) =22 5 o] %] - firewalld of t] 5t 5 & 2o tjaf <% g1 ).

firewalld.conf(5) =22 5] o] %] - firewalld & 75 & = = FH 7} Zgldo] 5.

firewall-cmd(1) =22 o] X] - firewalld 3 3 = ZF&}o

g0,

=y
Im
3
S
ol
oF
ol
To
)
=)
)
%
e,
o}

firewall-config(1) &=+ 2 ¥ o] %] - firewall-config =-°J] tj sl &3 & 3.

firewall-offline-cmd(1) =i+ ] o] <] - firewalld 2 3z 2} 9] 5 & & ZF o]l E o gjst B3
w4l ofs] &g g,

firewalld.icmptype(5) =52 o] x] - ICMP ZE] F 2 9/ XML 7% 7 d2 &gl

firewalld.ipset(5) =52} 5] o] X] - firewalld IP 4| E<°] XML 7§ 32 of gjsj &3 gl

firewalld.service(5) X=+2 2 5] o] x| - firewalld 4] 5] = o] ojj s} XML % 37 2o gjal & 3 g}
Lt

firewalld.zone(5) =22 5] o] X] - firewalld ¥ & 752 ¢/ XML +*% 5o gjs)] &3 g
1] cf.
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[}
firewalld.direct(5) =% 2 5] o] X] - firewalld 2] & <l E] =] o]~ %] 72 o] gjsl] & & gfr]].
[}
firewalld.lockdown-whitelist(5) =& 2 & o] X] - firewalld 7= &5 7% 3 ) hj3j] &7
gt
[}
firewalld.rich language(5) =5 2F 7] o] A - firewalld =231 ¢10] 7& #&Ej gj& 4% 3
v
[}
firewalld.zones(5) =% 2 #| o] X] - F o] vl HF7 74 3o gjot g ¢l
[}

firewalld.dbus(5) =22 5 o] %] - firewalld <] D-Bus ¢! E] 7] o] *oj] rjj )] & 5 g}1]}.

5.18.2. 22} 9] 4]

[ ]
http://www.firewalld.org/ — firewalld home page.
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67%. NFTABLES #] #}3}7]

nftables Z 2] ¢} 9] 7= #Z 27 7] 5= A 35} iptables,ip6tables,arptables,ebtables, ipset = j
s Agd 75 a9 OIXL/ 37/7' ZE Y o v]a HelY, 7]s ¥ H5o] ZA FYHAH
F8 Y A 027 P

Mg = 2] gjd g =3] o] &

IPv4 2 IPv6 Z2EZ B

Uy
R
)
&
&
%
)
Iy

A 75 AEE 7127, Aello)E B A Fohe o mF A4H 0z 585 75

73& A E x| Ou] 7 @ F =]¢l(nftrace) & nft EoJJ4] 3= oWl E Z1]E]E 2] ¢l

ZEE

i
g
%
N

$lo] B} daE 2 HHE

Mol
+«
M

EJA} of Z ] 7] 0] 41-& Netlink API

iptables & v} ZF7}X] Z nftables+ ] ¢1& g3} 7] ¥4 E|o] &S A&l A eld= JFYH S +F
al7] ?l et Z| Y & o] EZFE o] sl nft 52 o] d #HZ HEHHY iﬂﬂo’%’ﬂ«/ 2EES A
}. libnftnl 2}o] H 2] 2] = libmnl 2} o] H 2] 2] & -5 3j] nftables Netlink APIg} 2 &9 /(‘,"_E Z}-g o] A}
& 7 A&

73 A E vl7 g3E ZAsla] 9 nft list ruleset 5§ 2 A1 L] ). o] 2] E2 g o] E, # 9]
AHE @ 7]g} o HAEZ nftables & A E o] &=7}8]7] g nft flush ruleset 5 % = 7+ nftables
773& A|E F¢lo] o] Fol] Wizo] 7]= FHFH S Ag )] HAH 3 A E FFES & 7 s

FIREWALLD == NFTABLESE A}l-§3}+= 3¢

firewalld: 7155+ -5 A1§ A} <] firewalld - 2] €] & A8 514 4] 9. o] £ H 2] = AL
8o17] HZ o] & A1} 2] kA9l g Al E ThEL

nftables: nftables %€ 2] E] & A}-§ 5l A Y| E¢] =29} ZFo] EF 5l 5o 523 43}
2 4.

.
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6. NFTABLES A] &3} 7]
Fa

E s Au) 2o) A2 G2 AR GEF 5he vl RHEL 52204 vt 4952
o} 2 AjH] 2 B @5 L o,

6.1. NFTABLES 2= HE 2§ & I

nftables 322 9] 92 Wapy] 73L& 73] #e5H7] 5 & 2T YEES g o] A2 7 A= T
229y AL AZFY 22HE Y& AFY YT 5, A 2o AA 2AHEE 5§71}
277} BY = Fp AYE GG o] A 1 Wy o] Fy AvE Sels} G

ISl nftables == 2 E 317

& &4 de|Re des 73S 7 AvH -
o
74 7
o
W gl
o
& 73 A= 5 Zg

of 4ol o] 2] ¢k 7] 52 AFE S WY F nftables 2T HE Y4 X I P2

T

1,

Q-
of gLk

nftables 5 7] x] & 4 %] 5} W Red Hat Enterprise Linux~} /etc/nftables/ O] gl €] 2] of] *.nft 2 Z H EE
AEoz YY) o]zl et ALY EENE E FEZ HoJ2 F W AL phEE T

S 5 o] ZgH

6.1.1. X] g 5= nftables == g E

g2
nftables == gy 8172 0% o ~2zgEZ g}
[ ]
nft list ruleset 5% 3 5 </
L.

#l/usr/sbin/nft -f

# Flush the rule set
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flush ruleset
table inet example_table {
chain example_chain {
# Chain for incoming packets that drops all packets that
# are not explicitly allowed by any rule in this chain
type filter hook input priority 0; policy drop;

# Accept connections to port 22 (ssh)
tcp dport ssh accept

nft BN} S FH ] FEL ALY 7 AT,

#l/usr/sbin/nft -f

# Flush the rule set
flush ruleset

# Create a table
add table inet example_table

# Create a chain for incoming packets that drops all packets
# that are not explicitly allowed by any rule in this chain
add chain inet example_table example_chain { type filter hook input priority O ; policy drop ; }
# Add a rule that accepts connections to port 22 (ssh)
add rule inet example_table example_chain tcp dport ssh accept
6.1.2. nftables == g E &3

nft & g2 ez AGsA 22 =E 55 4P nftables 22 HEEZ JP & 7= A5,

A 27 A

[ ]
o] &1 o] FzJoJA]= nftables == g EE /etc/nftables/example_firewall.nft 3 ] of] =] 3
Aoz 719 g o

H 2} 6.1. nft 3 € 2] E] & A}-& 5} o] nftables =2 H = 4%

[ ]
nft /7 ¥ 2/ E] 2 {9 3}of nftables == H EE ¥ P52 H 022 &g

I # nft -f /etc/nftables/example_firewall.nft

# ] 6.2. nftables =2 HJEE 7 &

Q
%y

1,
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2 FZ Y EJ} 05 shebang A] @22 A 25 =X] g2l gh .

I #l/usr/sbin/nft -f

- oj 7y e =5 Y etsE nft 7 E 2] B 7} 22 HEES 2] 7 ZA]S1A] g+
1] o}. error: 77 error, unexpected newline, expecting string.

8 A 2T HE £29%E5 root Z Hg .

I # chown root /etc/nftables/example_firewall.nft

Uy

A 2ZHES JY 7l op v

by

1,

Mol

294}

I # chmod u+x /etc/nftables/example_firewall.nft

I # /etc/nftables/example_firewall.nft

o] HAFA] FOH A LH oA 2AYEE YFH oz dYAL .

ofy
fo

nft 7} 22 YEE YA 0z JYANE 73, FFE oAUF EE 22 = A
22 ola) WaHe] o Yul 2 SEFA FL 7 A

Y £ fAPE WY S Gl ot A e ] §-L chown(1) f 372 H o] A F FE 4] 4]
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xS
e
L
=)
)
m[o

g of= B o f & A e U &< chmod(1) vl 7 & #] o] ] & F= 5} A/

A 25 252 F ot nftables 7752 ZE s gyol t ek AT ] §E OS2 FEFH
Al ©.6.1.673. “A] ="l o] LG & nj nftables /& A5 2=

6.1.3. nftables = & EojJA] F4] Al-&

nftables == g9 172 # #F 2 E& Q= BE FES FH o2 g)4 g

Mo

o] 6.1. nftables == & E o] F4]

74

Mo

Y A FEZ TG o) AL 7+ AsH

# Flush the rule set
flush ruleset

add table inet example_table # Create a table

6.1.4. nftables == 2 EojJA] ¥l A}-&

nftables 2= g E 4] vl4Z 3§ o]5l2] ™ define 7] Y =& Al-L 3] 0 ZH 2 95 JEE Bl
of Xge 7 st o ot Alt}a] Qo= o] Fo] X]FH A E E= verdict 7S A& ] .

Y gho] Y= ¥l

o5 Ao A= enp1s0 Zl-S AF-§ 5}o] INET_DEV o]z}= ¥+E& g9 g

I define INET_DEV = enp1s0

o
oy
Q
£,
g
ol
g
=3
O
1y
ol
30
Ty
I
J

~ZGEA § 7] Hol ¥ o]



67. NFTABLES A 23} 7]
2 A= 9 F H L EFE TE Fo T,
I define DNS_SERVERS ={192.0.2.1, 192.0.2.2}

~TY A § 7]5 Fol v o] F2 Y] WE AEE 7 d]Th

L

I add rule inet example_table example_chain ip daddr $DNS_SERVERS accept

FH5E V7T JGL PHYE Y] Bl 73N A8 o) 559 o] n] &

A E o] gf 3t 2}A] oF 1] &2 6.4Z. “nftables g 7 o 4] A E AE" & FE A L.

verdict % o) o 8 x}4)] 8} 1}]-&-2 6.5Z. “nftables 5 Z o x] A5 = A&7 L& FF-ELe4HA]L.

6.1.5. nftables == g E of] 7} 2] Z 3}

nftables =2 g g 817 < A} &l #2] 27} include & A}-g35lof Of 2 A2 Y EE Z38 5+ 9%
h =

Ho = Y] FE=0F Y= 7Y o] 5% X F 5f= F -7 nftables o= 7] £ AW F =9 5lo] ZgrE
o] 9l o nj o]= Red Hat Enterprise Linux°jJ4] /etc 2 &7 1]t}

o 6.2. 7] 74 o] el o) x] 72 F 5

712 A ez e g Eealevl e 7

y
N
=

I include "example.nft”

of 6.3. fj & Ej] o] =& *.nft 7 E g}
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/etc/nftables/rulesets/ O] 2 E 2] o] ] ZFH *.nft 2 Z1l+= 2= 32 Egslaw:

I include "/etc/nftables/rulesets/*.nft"

include =2 g2 2 A]ZFs}= 7 A 5}A] Gg o

RFAN @ U &2 nft(8) mf i & F| o] ] o] EF A Y HHE FEFHA L.

6.1.6. A] =4l o] H gl = uf nftables 73 -5 Z&

nftables systemd 4] H] == /etc/sysconfig/nftables.conf 5} Y o] ZgHH Y3l ~7HJEEZ Z =3}
Ljih. o] HH oAl Al 2go] RYE o Wy 732 ZEals gy dF

A 27 AL

[ ]
nftables == & E = /etc/nftables/ C] 2l g 2] of] A] ZFg 1]},

A3} 6.3. A] 28l o] 25 H uj nftables 73 5 ==

1.
/etc/sysconfig/nftables.conf 7} &/ 2 g g}1jr].

/etc/nftables/ o ] 45 € *.nft =2 Y EZ g4} nftables 7] %] E &3] & o o]
& o =2 ¢ E 9] include 3 3 #9o] 42 A A g1l

AFYEE 2 HE A 5= F-L include 2L E7}31o] o]g] gt AFPEE E 3}
1]}, o & o] nftables ~]v] =7} A] 22 uj /etc/nftables/example.nft == g EE Z =3}
& o8-S F71g .

I include "/etc/nftables/example.nft”

&

29 75 A 202 A G5 P nftables A v] 2 F A F3po] W3 732 2

[
g
I
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I # systemctl start nftables
nftables A]v] 2~ & &4 5] 1]}

# systemctl enable nftables

A G ) &L FESFNAI L. 6.1.17, “2] ¢ 5= nftables == E §2]”

6.2. NFTABLES &°], 39 % 779 44 & 2]

\0'11'
rr
of
]
o
4
of
e
I
Ky

2]

rr

WY 7 o] &

R

o] 41 o x] == nftables 73 A EE FZA] 5

6.2.1. nftables +3& A E L A]

nftables 773 Al Eo)= Hlo] £, A & 73] o] E3}5o] Agt]r). o] AL o] 73 HEZ
A 3pis gyl Hjal &g g o

hya
ar

>
\O'E
g
R}
{
Ulo
o
hAJ
&
s
Ny
a

BE 75 A E

Uy

# nft list ruleset
table inet example_table {
chain example_chain {
type filter hook input priority filter; policy accept;
tcp dport http accept
tcp dport ssh accept
}
}

FF37

7] EH o 2 nftables = & o/ 2 ALA AR oFL
S2E 73& A EE F A= F ¢ nft list ruleset '3 %

L) 35 o2 g o]Eo] gl

zg2 2 Ferio.

6.2.2. nftables gj o] E A4

nftables <] g]o] B2 | 2l, ;7F, A|E & 7]E} ¢ HA E o] A o] ¥teE ]9 Auo] A9} o]
oA = Elo] 22 P ol ] 45 T,
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7 B o] 2= T A2 F 5 0] 2]k L. Ko 7k A Blo]E LM oA 2]
st & F YL F T AL Y 0 g F& AFE F FUIE HIF F A

ip: IPva 5125 2 A G}, F4 A F 2L 4 F 5

Qf
i
62
iy
oy
N
e
)
sy
N
Ny

ip6: IPV6 7] vt Z2=1] ).

inet: IPv4 % IPv6 7 %] 3 2 =] g}F1] ],

ARP: IPv4 address resolution protocol(ARP) 5] %] 7} 9 =] gf1]L].

B Be) X FAE FAFE ALE R,

netdev: ¢l 2z 2] A7 3] 1

# 2] 6.4. nftables ] o] Z 4%

1.

Wt

A Ejo] 22 44 5F2] ¥ nft add table 32 41§ itk o & o] IPv4 Z IPV6 5] 712 |
o 3

2] 3}= example_table c}:= ] o] 22 Y Y52 H 0152 TI Y
I # nft add table inet example_table

223

N

B¢ 73 AES B E o2

o

1} ],

# nft list tables
fable inet example_table

F2 A FE2) O 5t A 5 &2 nft(8) v+ & 7 o] <] ] Address families 42 F=
AL

\O'h
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6. NFTABLES A] &3} 7]

Blo] o) A] AP & 7 2= 2 Aol tj e XA 8 U] §-2 nft(8) £ 52 A o] x| 2] H] o] 2
G2 FEFHA L.

6.2.3. nftables ] o1 4§

Aol 73 o gt Aee]d Y]k ohe F 714 73 78 g

o] FpoA = 7] Hlo] 2ol 7] A9l Fopet WS 4G ).

A 25 AP

A A 212 F} e Bl o] o] gt

Z 2] 6.5. nftables #] o1 44

1.
nft add chain 3 3 2 Al-§ 35} Al ol A gL . of & 5of example_table o
example_chain o] 2}= # ¢l 2 vt=a ¥ 052 3 gL}

I # nft add chain inet example_table example_chain '{ type filter hook input priority O ; policy
accept ; }'

o] endpoints Z 32 .02 34 34%] YT spElvl WL E AE
s/o] Semicels o] =A o] Za|of Frjrt. Et AR AL FHEE S|4z g
()2 AFgoto] 585 R o] BE WEL B EE Filoh

o] A1 0] 2=

a&

AL e gl priority o 7) ¥l == nftables Z Z 4] 7} & 2 ¢t

F2 o] Y= #AE G P AE9]7) BE Fo] O & Fgr $H g . policy 1
A= o] A 2le] 73] vt 7|2 ZAE é%’”h]tf Aujo] gH.02 =298 75 7P
FH 2 A ST AF Gt G5 2 7 F o Y= G5 4G A2 E 585 g G FA

o1l o] o] F 1]},
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# nft list chains
fable inet example_table {
chain example_chain {
type filter hook input priority filter; policy accept;

T A F 2ol O] oF XA $F ] §-2 nf(8) v 77 ¥ 7 o] %] o] Address families ]S &= 3}
Al L.

AN PG 7= i tHE Sl T A T 1§ nft(8) =22 A o] 59 A A4
2 FEFYA L.

6.2.4. nftables ] 1 Zoj] +& &7}

l‘lr
oL
EE
ﬂllo
i3
of,
ot
N
N

o] 4 o)A+ 7]= nftables A 219] Ef 773 & 5 7}3]

A 27 A

738 FoaE = A elo] et

# 2} 6.6. nftables 7] 21 Zf 73 F7}

1.
A & & F715}E H nft add rule F F -2 Al g t]. o & Eo] ZE 2294 TCP Ezj =
L 5]-85l= example_table o] example_chain 9] &% F7l5l3 W o2 +d gjl.

I # nft add rule inet example_table example_chain tcp dport 22 accept

EE FE WS gj AH] 2 o] FL2 Y 5 QG o] dAdiE EE W& 22 gl
ssh & A& + Q& ol A H] = OI 2 Jetc/services 712 9] &G =L 7]HlO Z Gl FE
v 2 3ol gl

,( %] & example_table o 3% A] g}1] ]

p 2

8
&
lo
by
kg
M
A
o
Y
St

I # nft list table inet example_table
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fable inet example_table {
chain example_chain {
type filter hook input priority filter; policy accept;

tcp dport ssh accept

S

F& A ZE 2 b ot XA oF ] &2 nft(8) v i+ Y 7 o] x] o] Address families 42 =

A L.

Aol A 7 i T Yo t g A4 o 1] 8L nft(8) =22 A o)< 2] 7 A4

2 Bz L.

6.2.5. nftables ] ¢1 o] A] &} H 2o 73] {19

rr
ok
)
o
4
of,
o
L
&

o] & o A]= 7= nftables ] 21 2] A] &} 2o 732 9] 3]

A 27 A

738 Fo1aE = A elo] et

# 2] 6.7. nftables ] 219] A] ZF H X o ;73 AF9]
1.
Al 73 & #4495} ¥ nft insert rule '3 & A& gt} o] E So] ZE 22 o 4] TCP Ezj

¥ 2 5] &35} example_table <] example_chain o 732 912 @ o}.2-L 73 gL}

I # nft insert rule inet example_table example_chain tcp dport 22 accept

WS gjdl A H] = o] 22 A F T 7 g o] gAofi& XE ¥$ 22 gjyl
ssh & /‘h?% 7 AF Y A u] = o] Z:2 Jetc/services 72 0] s G P& L 7]PIO 2 5li= X E

ez oz 7= F ol 732 example_table o A gfi] .

# nft list table inet example_table
fable inet example_table {
chain example_chain {
type filter hook input priority filter; policy accept;
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tcp dport ssh accept

F2 A F o) b oF A F ] &2 nft(8) vl 17 #] o] %] o] Address families 4] {< FZ 35}

Aol Y& 7= i o2 390l Tl o 34 ¢ &2 nft(8) =8 2 0] X 2] 75 A4

2 Bz L.

6.2.6. nftables ] 91 29] 53 9] of] 77 {9

o] 4 Ho]4]:= nftables ] 919] 7] E 73 A5l 752§ ah= Wy 4Gk o A FH &
Hp2 g3l Al 732 WA G 7 Ao,

Al 25 AP

738 Fo1aE = A elo] et

Z =] 6.8. nftables #|] 012] =% 2] ] of] & 4F¢]

1.
nft -a list ruleset 5 %2 A}-&3}o] handle$ ¥ §}3}of example_table ¢] == A ¢l 73
= FA .

# nft -a list table inet example_table
fable inet example_table { # handle 1
chain example_chain { # handle 1
type filter hook input priority filter; policy accept;
tcp dport 22 accept # handle 2
tcp dport 443 accept # handle 3
tcp dport 389 accept # handle 4

}
/

aZ AMg el 52 EA G ohg VAN A 7HL WA sE vl o] 7} H2 g
.

S

example_table ©] example_chain ] ¢l1°] A 7& < {H¢ gl .
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3.2 3] 2]517] Aol EE 636 o TCP =252 5§34 732 Helatelt 082 ¢
& g1,

I # nft insert rule inet example_table example_chain position 3 tcp dport 636 accept

32 2] ¢ 5 FE 80 o TCP EZ 2 5185
1,

)

& 732 FosEE o2

o

212l 8

I # nft add rule inet example_table example_chain position 3 tcp dport 80 accept
e oz g = ol 732 example_table of 3 A] g1}

# nft -a list table inet example_table
fable inet example_table { # handle 1
chain example_chain { # handle 1

type filter hook input priority filter; policy accept;
tcp dport 22 accept # handle 2
tcp dport 636 accept # handle 5
tcp dport 443 accept # handle 3
tcp dport 80 accept # handle 6
tcp dport 389 accept # handle 4

T4 A F ol of oF xJA] F ] 82 nft(8) v 77 ¥ ] o] x] 2] Address families ]S F=3}

Aol Y& 7= i o2 2ol Tl o 34 ¢ &2 nft(8) =8 2 A 0] X 2] 75 A4

2 Bz L.

6.3. NFTABLES = A}-2 51o] NAT 74

nftables & 41§ 5l thg v 252 & WFHNAT) 582 74 & 7 ],

nf 27 o] g
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22 NAT(SNAT)

5 NAT (DNAT)

6.3.1. 9 NAT - : m}27] g o] o, 22 NAT, o) NAT & 2/c] 2 ¢

NAT(H =92 74 W8) 782 27 251

nfA 7 o] g & £~ NAT(SNAT)

= =
_I_—A'——a

WG G o & o] AW A M= FFA=
g5} Qi W= 9204 A2 IP Y5
= 9lojop shi= B ol g 1 919] AAL] £ IP

NAT 3 & 5}1}& AF§ 5e] A9 22 IP
10.0.0.0/8 7} 72 79l IP ¥ 9] & 2-¢
o1E]g1o] 410 =B
1.

A1 32 ARG
F2E F&IP Fzo] oG}

nf27] g o] d 7 SNAT 2 -7 of-p- 7AL g of. o] {2 -2 2

A0 ] SIE 0] 0] IP 7t A0 A g ek mhep] 4] ol o]
ANA] 5 IP F2F ARG 55 rp2]d o] I AFE L.

SNAT = 7% o] &= IP

F2E X FH IPZ 43512 Wl olE]5jo] ~9] IPE FF oz F
970}/7/ S/t mepA] SNAT = rf==>] 2] o] § 2 of w5 1 of. 2 QI E]#)] o] =0 A 527 IP 7
Z X831 79 SNAT 2 A1 gl

o4 NAT (DNAT)

o] NAT 82 41§ 1] E0] 2= Ed =g TE

2 srER PPk o F 5o 4 AuI} ol FH
IP 95]9] IP 75 A8 302 QBRI 37 =8 7+ gliz 3 2FpEol4] DNAT 7742 49
spo] S0l 9= B 2g o] A2 YA Y 7 ]
SRR
o 82 Aol F2o) me} ARG 2E 4 2P0 2]t sz DNATS] el el Fpgjuik o &
o] A 27) HE EES T2 EEN JY5 = 9 EF EEA o] 5§ FE
2 Fgqde = Az
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6.3.2. nftables = Al-§ 35} pf=F #o]g 4

mp 27 F 0] J 2 Alg St P E oA A H o] A g Fof ddH AR £ IPE Qe 0] 22 IPF
rzZ Exo = 1.3_770:1%—% 7 Q5. 5, ¢lEl 5 o] 2o A IP7} €55 nftables 7} &2 IPE A & o
Al IPE A& 2 2 AMg-g] .

02 #HzJoJA] = ens3 ClEF o] A& E&f] $AEE 1}7}l= FF9] 22 IPEens3 9] IP A|EZ 2]
ol= WS dygd.

2 =] 6.9. nftables & A& 3] vf=FAgo]g 74
1.

Hlo] &g v,

I # nft add table nat

3Z 9] prerouting ¥ postrouting ] 912 F7}gF] ]
I # nft -- add chain nat prerouting { type nat hook prerouting priority -100 \; }

# nft add chain nat postrouting { type nat hook postrouting priority 100 \; }

ALA At A ol o 732 F7}1A] @2l nftables 3Z 2] 98] Z o 4] Eof
2= A SFF AL F of A2lo] B2 gk,

ens3 ¢/ E] 7] o] = o] ] v} 7}= FZ 3} A 2] 5}+= postrouting F O] o & F7}g .
I # nft add rule nat postrouting oifname "ens3" masquerade
6.3.3. nftables & Al-& 3} == NAT *%
Z}-7E o 4] &= NAT(SNAT)E 1§31 Qe Fo] 25 F4f d&H A2 IPE 53 IP 722 ¥4

o+ o,
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AFolj A= ens3 QI E#] o] 2 & &3 2}-P-E] oA 192.0.2.1 2 1} 7}= FZ 9] 22 IPE W A5} &=

&
Ulo
]

21 2} 6.10. nftables & A}-& 3} &~ NAT 7+~%

1.
Hloj &2 whF1] ).

I # nft add table nat
3Z 9] prerouting ¥ postrouting ] 912 &7}gF] ]

# nft -- add chain nat prerouting { type nat hook prerouting priority -100 \; }
# nft add chain nat postrouting { type nat hook postrouting priority 100 \; }

postrouting #] 919 173 & F7}5}+= -7 = nftables =z ¢/-2] Z o 4] 1}
Zhe A SHF JA =S o] A¢lo] B g

A3 &2 FEFHAL. 6.6.27. “5F 22 FES] 53] AL E FAEZ AP

6.3.4. nftables & A}-2 35} g 3F NAT 24

o) NAT £ 18510 2}-2E 2] Ed 52 e oA HF dA28 + gl s2E2 gy e+
P
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& Aol 2P o] EE 80 X 443 02 HEH 74l Eo =L 192.0.2.1 IP F4E AE 5]
srER g des gYS o) g aEs

A x| 6.11. nftables = A}-&3}<of o] 3 NAT 2%

1.
Hlo] &g e,

I # nft add table nat
3£ 9 prerouting = postrouting | 212 F7}g o}

# nft -- add chain nat prerouting { type nat hook prerouting priority -100 \; }
# nft add chain nat postrouting { type nat hook postrouting priority 100 \; }

postrouting A 919 73 & F7}3} =] gl nftables = 2] ¢8| Z o= o] A
olo] B FHA & HF A F g

do] g7 U= G2 Nt BF ) §HOZ AN FH] GEF - §HL nft FF o] A
of g1t}

FE 80 %443 o = A5 H ens3 9/l F]o] 2o 4] 192.0.2.1 IPE A}-& 5} S XEd] 50] 9
= Ed5e g dsts Al 89 A2l 7L Fo .

I # nft add rule nat prerouting iifname ens3 tcp dport { 80, 443 } dnat to 192.0.2.1

o) upe} 22 F4E WG stelH SNAT i mpaA o] g 732 7 gk,

ens3 9IE] 5] o] 27} 4 IP 48 AFgah 75 mprAH o] d 752 FIFF o,

=

I # nft add rule nat postrouting oifname "ens3" masquerade

T 732 7180 A &

ens3 91E] s o] 20 4] 325 IP 48 AF§-3}i= -9 SNA
22 AP,

o] ens3 4] 198.51.100.1 IP F£2E Al-&3l= 7 o}

263



Red Hat Enterprise Linux 7 B ¢l 7}o]| =

I # nft add rule nat postrouting oifname "ens3" snat to 198.51.100.1

23442, 6.3.13. “0}et NAT 7 F: rp27 3] o] ), £ NAT, tf 3

6.3.5. nftables = A}-&5}of 2] &l Hd 74

e 752 A F2o] me} AA G 2H Al 2O E 2T Hohe U HE T Fi v

(DNAT)<] £ 7591},

EY ¥E22 2 J$H 7 R HEH EqfF e ¥ E 2222 F 2] {5}

Z 2] 6.12. nftables E Al-& 3} /o] &l 74

1.
Hloj &2 wHF1] .

I # nft add table nat
F o Apd A 9IS Fog T,

I # nft -- add chain nat prerouting { type nat hook prerouting priority -100 \; }

o] g7 PHF5] G nft §F o] SH0Z 45| e
oF $p1] .
3.
FE 2204 o] o= EagjEe FE 2222 2 Zr g Hatis ALd A e Al 732 7o}
gt

# nft add rule nat prerouting tcp dport 22 redirect to 2222

A U 8- FEFYA L. 6.3.14. “0Fe NAT 5-F: vj27] 5 o] o, 42 NAT, ] 5

NAT 2 2] & 41"
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6.4. NFTABLES 3 3 o ] 4] E A}-

nftables Z 2] ¢/ 9| 7= 7]E H 0 2 A EE AP gL} o & 5] 73] o] IP 7=, XE ¥E, 2H
s o] = = 7] YA 2T A 5F= F P A EE AME T T Aw

6.4.1. nftables<j 4] 9] 3 A E Al-&

o g A== 73 oA FG AE = { 22,80, 443 } F o] BT Fol HER 7HH gho] X
o IP 72 = 7]8 A JZdE oY AEE A8 5 g,

oY A ES] By AEE W sted 73S tAd o} i . 5 &£ F56.4.
&, “nftableso] 4] 35 E A E 187 o] 43 H g2 o] Zo] X FH HEE A& gL ]

N

A1 27 AL

[}
inet 7 F#+72] example_chain ] 9] = example_table & o] o] &1]t}.

Z 2} 6.13. nftables <l A] ] g A E Al-&

1.
9 E So] FE 22,80 W 443 © = Fo]Q —,E—EEl/-E,‘J,_% 3] & 5}= example_table °j 4]
example_chain o] 738 < &7}/ H o}

U[o
ﬂilo
%
=
N
J

I # nft add rule inet example_table example_chain tcp dport { 22, 80, 443 } accept
ez o g g Foli 7732 example_table of 3 A] g1},

# nft list table inet example_table
fable inet example_table {
chain example_chain {
type filter hook input priority filter; policy accept;
tcp dport { ssh, http, https } accept
}
}

6.4.2. nftables o 4] 3 3 H 4] E Al-&

nftables Z ] 9] ¢] 7= o] Zo] X H W7 Fg< gyt F3E Jg2 Ho]E o] oz 75
of AgE 7 Y= 9L BE EE W A EE AFG S 752 gjA 51X @32 o] Fo] X5 H A
EE Yoo EF )= B & o] F2 A|EE AE-0l= i F & A 31A] 32k o] Fo] XFH A E
Z 9jglo]Est = Qloj= A9
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By H A EE Y o AE) EFE 22 7L G AF . O FFL 4

1)

+ dg]

IPv4 =5 5= B 9] 5 Zsl+= A E2] ipv4_addr (9]: 192.0. 2.1) B=+= 192.0.2.0/24.

IPv6 4 = B9l 7) ZgFd A E 9] ipv6_addr (of : 2001:db8:1::1 F=+= 2001:db8:1::1/64
).
[ ]
52:54:00:6b:66:42 ¢} Z+2 njrjo] A= A o](MAC) =4 ZFo] ZotEH +JE9]
ether_addr.
[ ]
inet_proto: tcp 9} 72 QIE W Z2 EF $§ EFo] EgrH A EQ] F.
[ ]
inet_service for a set that contains a list of Internet services, such as ssh.
[ ]
HZ FA BEZL Fgtsl= A ES ofz U F ] A= BE 9] 320 E F5 ZH0 of
A] 2147483647) 2! + 251 .
Abd 27 AL
[ ]

example_chain #] 9] ¥ example_table &) o] E-o] 51}

Z 2} 6.14. nftables ) A] '35 € A E Al&
1 WA EE YY Gk 2 Ao A= IPVE Fio] tf 3 Al EE 44 ],

a.

of 2] 7§ o] 7|¥ IPvd F52F5 A g 7 A= A EE YY) 05 T4 L.
I # nft add set inet example_table example_set { type ipv4_addr \; }

IPv4d =2 B 9] 2 X 3st = 9= A E

Uy

43

~.L

stel vl o

o

s,

I # nft add set inet example_table example_set { type ipv4_addr \; flags interval \; }
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¢ o] endpointsE F o] 0= &)X FEF 5l H WS A S AE
5} o] SemicelsE o] » 7] o] Z&jj o} gF1]r],

e F o2 A EFE AE Sl 7 FE Yhyt . d& 59°] t+& § 32 example_set <] IPv4
Fo4] B E FZL A4 5= example_table ©] example_chain o 7% < &7}g] .

I # nft add rule inet example_table example_chain ip saddr @example_set drop

example_set = o 73] H]o] 217] mjo] S 73 o= FFS o] Gt

3. example_set 9] IPv4 F52F #7181 .

a.
AN IPvd 748 A Fohe AEE Yy ohe 39 T8L dE g

I # nft add element inet example_table example_set { 192.0.2.1, 192.0.2.2 }

rr

IPvd Y1912 X g op A EE Y FE 45 22 YF T

I # nft add element inet example_table example_set { 192.0.2.0-192.0.2.255 }

IP £ B o] Z 2] F )= F-2 ¢ o Aoj4] 192.0.2.0/24 2} Z+2CIDR(Classless Inter-
Domain Routing) 7] -2 Al-& gt 4+ Sl .

6.4.3. A4d g

A E of T g 4] & 1] 82 nft(8) vl 72 o] %] 2] Sets 4 H-g F=F YA L.

6.5. NFTABLES 5 % o 4] 25 & A&

bl o] 2} 13 shisverdict WS AF§ S nft 7F 9] A F]FS MGl AR HHE Aoz 5
2+ 7 A5k

6.5.1. nftables ] 4] 95 7 AF&
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oy g By W2 Wysed 792 wANF k. 55 S7H2] -9 6.5.23. “nitableso]
4] o] 0] X g W AFE" o] AFH )2 o] Fo] N FH W AE g

]

of e oAl o] B AFg o] IPvA % IPV6 2 EZ9] TCP % UDP 5|72 A2 t}& ] ¢l.0 =
2} 5 5}o] 73 5E TCP % UDP | A8 /)5 0 2 Akl By 2 45 gt

Z 2} 6.15. nftablesoj 4] 2]5 w Al-&

1.
example_table 2 &-¥ gF1j}].

I # nft add table inet example_table
example_table <j tep_packets ] 912 vl .
I # nft add chain inet example_table tcp_packets
o] A ¢19] EaJZ +F A5} top_packets o 7F S =gl
I # nft add rule inet example_table tcp_packets counter
example_table <] udp_packets 7 212 W% g1l
I # nft add chain inet example_table udp_packets
o] A ¢l9] EajZ L A5} udp_packets of 732 F7}g] .
I # nft add rule inet example_table udp_packets counter

S0l 0 Eajgo) AFE & AL B o & o] o]

fo
e
Im
Sy
&
Ol mlo

I # nft add chain inet example_table incoming_traffic { type filter hook input priority 0 \; }
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7.
incoming_traffic o] 9] g wWo] = 73 Fr}g].
# nft add rule inet example_table incoming_traffic ip protocol vmap { tcp : jump tcp_packets,
udp : jump udp_packets }
o WL AAE o] ZREFS JJPIe R gs Jp2H Aeloz By,
8.
Ezf¥ 71.2E E 1} Y3}z ¥ example_table 2 % #] §F1] ]
# nft list table inet example_table
fable inet example_table {
chain tcp_packets {
counter packets 36379 bytes 2103816
}
chain udp_packets {
counter packets 10 bytes 1559
}
chain incoming_traffic {
type filter hook input priority filter; policy accept;
ip protocol vmap { tcp : jump tcp_packets, udp : jump udp_packets }
}
}
tcp_packets = udp_packets | 91 9] 7}2E = 7LH HZ 79} vlo] EE B F FA] ]
ot

6.5.2. nftablesoj 4] o] o] X] &= W Al-&

nftables 3] 9]¢ 2= o] £ o] x]§F map g A 1§ ). o]l & WL o] 2 ] 2] o] 2] 73 o] A}§
g+ AUt 9 Yo E g2 FFL 5L g AL A 2 ol Fe] N FH WL 9
ol =g 4 ke AL

ojFo] Agd HE Yy 2= FFL Ak g

o) 2] 5}-= F}E o b ¢t ipv4_addr o IPv4 =2(<f: 192.0.2.1 )7} E 55 o] d&1ich

o/ X 5}+= <] ipv6_addr o] 2001:db8:1::1 & 722 IPv6 F3=7} g5 o] Q5.
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Q2] 5}= HPo] 9l= wlo] ether_addr o &= 52:54:00:6b:66:42 <} 7+2 v]r]o] o4 o]
(MAC) 7===7F ZgHg v d.

inet_proto for a map whose match part contains an Internet protocol type, such as
tcp.

o] 2l= 59 inet_service o= ssh 5= 22 o] 72 QI A]H] > o] F ¥ E

A v}z 7} EoHE w7 DA Gk AR v} 90] 0] o] 328 E § 5= ZH 094
2147483647)Y + Sl 1] l.A packet mark can be any positive 32-bit integer value (0 to
2147483647).

parto)] 7}2El gro] Zgrd o] 7126 E 1}ElY 1] ].Represents a counter for a map
whose match part contains a counter value. 7}:2 6 Z-& 2E 9F2] 648] E F Y + Q5

1) o,

blolgl 3 9 x]5}= vl o] stgrato)] stglatk zlo] ZolE L]}, Stghgl e 2 E 9Fo] 64H]E
T #d T Ae

o AN = 2 IP kol mpeh 0] 9. A o oA} Aok Wyl S LB oLF A
HH We A& IPFE 2 9lo] wo] FHOoz AL ok o] A1} 2 E 743
22805 o] AN E WA FEE 7o L AANE WY ATFIG.

2l =] 6.16. nftables o] 4] o] Zo] x] g = ml Al-&

Hlo] 2L vt5i]r], o & Zo] IPv4 F %L 3] 2] 5]+= example_table 2}= g o] 22 44 3}
5)

I # nft add table ip example_table

1}, o] & Eo] example_table o] example_chain o]z}= A o1& vr=al 4 of

I # nft add chain ip example_table example_chain { type filter hook input priority 0 \; }

270



6. NFTABLES A] &3} 7]

¢ o] endpointsE F o] 0= &)X FEF 5l H WS A S AE
5} o] SemicelsE o] » 7] o] Z&jj o} gF1]r].

Yl gl S Yy o F 5ol IPvd F0] gj ot S JY5ieH 22 T o
I # nft add map ip example_table example_map { type ipv4_addr : verdict \; }

WS A& 5l= o F S vhEY O o & Eo] o5 F %2 example_map o] 2+ §<] € IPv4
FLo] 9] 2 2-g35l= example_table 2] example_chain o] 7% < =7} g}

I # nft add rule example_table example_chain ip saddr vmap @example_map
IPv4 =2 2 g5 292 example_map:°)] &7}g] .
I # nft add element ip example_table example_map { 192.0.2.1 : accept, 192.0.2.2 : drop }

o] o A oj 4] = F}¢] o o ¢t IPv4 T2 v & g g} 9o vHE 73 g WspEL
192.0.2.1 o 4] 1L 721512 192.0.2.2 o 4] T AL A4 gfi] L},

A H oz 2 IP 74 2 action £ F7p5e] WL FHALLL.

i1

I # nft add element ip example_table example_map { 192.0.2.3 : accept }
dgFoz goja F52 A g o,
I # nft delete element ip example_table example_map { 192.0.2.1 }

29 F¢ & AEES ZAFY .

&

# nft list ruleset
table ip example_table {
map example_map {
type ipv4_addr : verdict
elements = { 192.0.2.2 : drop, 192.0.2.3 : accept }

}
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chain example_chain {
type filter hook input priority filter; policy accept;
ip saddr vmap @example_map

}

~—~

6.5.3. #¢ gH

verdict 7} o o gt 24| 6F 1 §&2- nft(8) v 77 & 7 o] X] 2] Maps 4] { S FZ 5}/ A 2.

6.6. NFTABLESE A} &3lo] ZE Ag 74

A2 g At 5 ¥ EERZ A5 H ANE 2 24 w914 XEZ A9 5
.

o S0 Y Au]o] F& IP 747} Qi 79 Yo EE HG 7HL Agspe] W] XE
80 50 443 2 9] A1 AGE 7 ek o WY 7HS -G he] AL L= 95415 IP
£ BAE o] g Algato] § Aol HA =8 7 gL,

of oAl EE 8022 oA Eo] 2= IPVA AL 28 A 2H o] TE 22 2 Gl By o ¢
o 2 &7 3]}

H3}6.17. o] o= AAL 2 2 FEZ HG

1.
IP 54 A &2 AF&so] nat 2= 5 o] 22 vhFL .

I # nft add table ip nat
3Z o] prerouting ¥ postrouting ] 912 F7}gF] ]

I # nft -- add chain ip nat prerouting { type nat hook prerouting priority -100 \; }
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N
K

do] 27 ¢4 =9 g2 nft §Y o U E A HX] FEF - 342 nft
L Eikza ot oA

EE 80229 50|90 AL 2E ¥E 22 2 A del= ALd A A2l 3L F}
gl
I # nft add rule ip nat prerouting tcp dport 8022 redirect to :22

6.6.2 5g 22 ¥E] AL OE $2EZ JY

oy =92 F4 YFHDNAT) 752 AF§ ot 28 FES oo AL 4 S2EZ 4G T
7 gk o] F Foll AE W AFEAE A P FLIp i E2EA Y= A 20] JA =G 7

&

o] FAzJoJAl= 192.0.2.1 IP FLE Al-&5}o] =2 FE 443 o] 521 IPv4 72 g7 A]~dlo] Eol3
FE psz AP BYS 47

.

A 27 ALY

[ ]
A 2o A] A2 A G o} 3} root A} & A}Z Z 2o F51] .

44 6.18. 54 24 FE9] 44 AAL 2 s2E2 g

IP 72 A &2 AL§3Fo] nat 2H= o] 22 v},
I # nft add table ip nat

3Z o] prerouting ¥ postrouting ] 912 F7}gH] ]

# nft -- add chain ip nat prerouting { type nat hook prerouting priority -100 \; }
# nft add chain ip nat postrouting { type nat hook postrouting priority 100 \; }
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oA~ O
do] &+ ¢

A &9 @#2nft g7 g
5o J g

© 2 45} FEF - 42 nft
3.
FE 443 o] o] o= AL 192021 o] FI g FEZ ] st ALA A g A 2l 7
Fe #7154
I # nft add rule ip nat prerouting tcp dport 443 dnat to 192.0.2.1
4,
B E

22 & vl g o] g 5}+= 732 postrouting ] 91 o] F7}gir] .

I # nft add rule ip daddr 192.0.2.1 masquerade

A AgL G435,

# echo "net.ipv4.ip_forward=1" > /etc/sysctl.d/95-1Pv4-forwarding.conf
# sysctl -p /etc/sysctl.d/95-1Pv4-forwarding.conf

6.7. NFTABLES = A}F-g-3f o] 94 + A ¢t

nftables & A}-§ 5] ¢12 7§ AetatAt 2§ H %o 122 43
ste L F ge A2y B LnE AE N FET &

Sg el 2 A
&+ 2z

&

EIP F2E A

6.7.1. nftables = A}-&s}o] <2 + A5t

nft 7 ¥ 2] €] 9] ct count mj 7] ¥ T+E A& 3}H HAe] 7} AF T

o g AFG 7 L)k AN =
Fol ot (AL At Wl Hot ]2 AAE 4G
AL 87 A1

example_table <] 7] example_chain o] I+ 1]l

Z 2] 6.19. nftables E A}-§&3}of ¢4 4 A 3t
1.

IPv4 720 4] SSH EE(22)0] tf et 54] 9142 5§ 7
BE 7} AHE AR
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# nft add rule ip example_table example_chain tcp dport ssh meter
example_meter { ip saddr ct count over 2 } counter reject

Z2¢ Fp o]d GANA YY e r|EE ZA gL

.

# nft list meter ip example_table example_meter
table ip example_table {
meter example_meter {
type ipv4_addr
size 65535

elements = { 192.0.2.1 : ct count over 2, 192.0.2.2 : ct count over 2 }
}

/

He 84 o] A IP 722 YISt 292 84 94 7 EE ddo] AH G EA
=4 i)t

elements 3152 &4 735 AR l= F7F ZAFHL ] o] dAoA] 25+= SSH ZE

6.7.2. 132 o]jlof] 107)] o] ¥ A= Eo]2+=TCP A F L A E35l=IP F= 2

nftables Z ] ¢} 8] 2 Z A}-& 5l H HAe] A7} A EE FF o2 Yhlo]ES = Qlg1]t). o] AHox]E=
o] 7] 52 AF&35le] 10& o]ijjof] 107 o] §2] IPv4d TCP 91242 d7335l+= 2 EE JAF o 2 IJsl=
gyl o goisi]) 532 o nftables 7} A2 EZoJA] IP F42E 50 2 & A g

T 7 7 T 1=

HAF 6.20. 18 o1 o] 107 o] 2] A2 E0] 9= TCP 22 A £t IP 74 ek

1.
IP 72 A F22 AFg 1ol BE] bjo] 22 Y4 gt

o

I # nft add table ip filter
g gloj 2o 92 AL FF
I # nft add chain ip filter input { type filter hook input priority 0 \; }
ZE] g]o]E 9 denylist § 2 +7}¢1] .
I # nft add set ip filter denylist { type ipv4_addr \; flags dynamic, timeout \; timeout 5m \; }

o] & o [Pv4 F0) gjst EX A EE A ] o] timeout 5m ujj 7 ¥ == nftables 7}
A EJA] 5F 7o gJES XF o Z AAsl =5 GO
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A3 25 g0 18 o] 107] o]5-2] 4] TCP QA2 HF 527 o= AES] 22 1P F

£ E X EFEOZ EIGIE FFHL I

# nft add rule ip filter input ip protocol tcp ct state new, untracked limit rate over 10/minute
add @denylist { ip saddr }

denylist /| E 9] IP F40 4] B E AFE XA of= 73S F71eH o

I # nft add rule ip filter input ip saddr @denylist drop

6.7.3. &7} g2~

[}
A U] §-& F=FHA] L. 6.4.2. “nftableso] 4] 55 A= AFE”

6.8. NFTABLES 73 tju] %

nftables Z 2] ¢} ¢] 7= #e] X7} &L O] 25l T Zl o] IR e}= F-¢ f ¥t 542 A FZ g ot
o] HH A= o] 2] et FH o tjsl & g

6.8.1. 71 LE] E Al- &5l 75 A4

73 o] A =] Golte v 7 LEE AFE S 7 ATk o] A= ALEZ A 73S e
=g 49

)& 7o) AL E FIHohE DA 6.8.23. “I|E 73] THEH F G FEFHAL.

Al 27 A1 G

738 FoaE = Aelo] et

23} 6.21. 71 EHE A& 1] 75 45

1.
counter m 7| W57} i Al 775 A ¢1o] FIFE T TFE ol Ao A= FE 22 o] 4] TCP
E2 52 5] gal o] 737 A o= A B E B g Aok L i 7L FoE
1.
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I # nft add rule inet example_table example_chain tcp dport 22 counter accept

)

SLH 7e EA G GeL FAF .

# nft list ruleset
table inet example_table {
chain example_chain {
type filter hook input priority filter; policy accept;

tcp dport ssh counter packets 6872 bytes 105448565 accept
}

/

6.8.2. 7] & 73 of] 7} 2E F7}

=) golatel vl L HE AFEF 7 G Lh o] AHA = F|E 7o) TFEHE F
Seti We 49§,

THLEE AL§ 5] A 752 FopoHE AR 6.8.14. T2 HE A§ o] 75 4" BENHA
o

=
. Sy

Al 27 A G

AL E FopelE = 73 o] Az

2} 6.22. 7]= 773 o] FF2E FI}

1.
HES Eoslo] Al 73S ZA g

o
=

# nft --handle list chain inet example_table example_chain
table inet example_table {

chain example_chain { # handle 1
type filter hook input priority filter; policy accept;
tcp dport ssh accept # handle 4

}

/

73 & wAs o] 72 E & counter v 7| 7= FIFgIH O T} oA A= o] F FA A
HAH 73 & wA 2 THLEE FoFgH O

I # nft replace rule inet example_table example chain handle 4 tcp dport 22 counter accept
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3.
A2E F& EA G 22 FIF T
# nft list ruleset

fable inet example_table {
chain example_chain {
type filter hook input priority filter; policy accept;
tcp dport ssh counter packets 6872 bytes 105448565 accept
}

}
6.8.3. 7= 737 A5k AR H]HY

nftables ] %] 7] &£ nft monitor '3 5 7 7] AF&s}H A7} 73 F A X 5f= FF S FA] T
T sy o] XJX}OIWL & o Qo £ G35l o] 7 FH YA 5= FHAL T EHY 5= W
ol gjs &gl

Al 27 A1 G

AL E FopelE = 73 o] Az

#3] 6.23. 7= 7574 Aot AR B E Y

1.
d52 Erale] A9 74 L EA .

# nft --handle list chain inet example_table example_chain
fable inet example_table {
chain example_chain { # handle 1
type filter hook input priority filter; policy accept;
tcp dport ssh accept # handle 4
}
}

17 &S @A 3]X] ¢t v e} nftrace set 1 v 7] ¥l 2 F3 7] 5L F7}g ). s oA oA =
o] & QoA EA]H 73 WA 52 FH L FY3 e

I # nft replace rule inet example_table example_chain handle 4 tcp dport 22 meta nftrace set 1
accept

nft monitor '3 5 S Alg3lo] FHLS FA gl oS A= FH =5
of inet example_ table example_chain o] ¥ g}H = vk Z AL

o

ZEHY

\0&

I # nft monitor | grep "inet example_table example_chain”
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trace id 3c5eb15e inet example_table example _chain packet: iif "enp1s0" ether saddr
52:54:00:17:ff.e4 ether daddr 52:54:00:72:2f:6e ip saddr 192.0.2.1 ip daddr 192.0.2.2 ip dscp
¢s0 ip ecn not-ect ip ttl 64 ip id 49710 ip protocol tcp ip length 60 tcp sport 56728 tcp dport
ssh tep flags == syn tcp window 64240

trace id 3c5eb15e inet example_table example _chain rule tcp dport ssh nftrace set 1 accept
(verdict accept)

72—%'

27/0] B4 775 49 A= Egj5 2] ol w2} nft monitor
BYLe Be 282 NG 7 1]k grep Ei= J]} £ H 26 E M5}
o 222 H Y.
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Linux ZIA} A] 282 A] A o] Hol Ad FHE FAFE= Y
2} A Al oA By ol o] WEd et YR E Tt ¢
o] JH = nji F2]E]FdoF G Hok FH o 9JuF &
2go] F7} Mok A FA Fer]). 28] A=A AFgHE Mt P A o] Fure

£ 7 g1/} o] 2 5 9] v

g B g4

P22 o) 7128 7 e F

78 A28 2]

PAE Al g o AR 7 E rF ol o
go] 7| Z5l= 27 FES Yy,
7Y ZAE Gl b 2 gARE A
2]l ] A}

2 SELinuxs] 7+e 27} H ol A2 olsf &1z W] aF 5= 9l 1] .

713 HH 7} 2 o] g

o4 gl

EE T8 B A 22 o A6k 2 Al =g

=t o] Bl uj o] 2(<f : /etc/passwd )2] ¥ A}

Es AL oA FHE ZpA L A 2] v g

9 7 £4 2 FJpre 2 oW EE EFSA A F]

[ ]

YR 2 A 7h 7F B o] E ZH5,
[ ]

A5 % o BAE] H]
[ ]

o]l EE E 2] 7 31 A}-§-2}9] IDS} o] I E
[ ]

AL 8 o O
[ ]

SSH, Kerberos 59] 915 W71 F2] Z& &=
[ ]

AI;] s} /'~
[ ]

Al=g ko =
[ ]

AIEA}ID, 73] ¥ 9 BAE go] 2

.

BAL A 2D

A8 A

Zo] g Fpo|E2] @ A FL 35

£ ofe] Bl #E

AFo] ot 27 AFYL T ZAE TS AF EE HEF
s} AL 2 AT AAH L5

Controled Access Protection Profile (CAPP)
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77 A 26 7

gloj o] <] H ot HE =z Z(LSPP)

77 & A E 7] E 4= A o](RSBAC)

A SFY HoF Z2 78 2F HF A (NISPOM)

A gu Bk @ge] Y& (FISMA)

Z A FF= {F¢] - PCI-DSS(Data Security Standard)

STIG(Security Technical Implementation Guides)

N
R
I
o
S
o
&
N
Ty
L
A

NIAP(National Information Assurance Partnership) = BSI( Best Security Industrys)ej
o]l F7}H.

Red Hat Enterprise Linux 59 4] LSPP/CAPP/RSBAC/EAL4+ 9l5.

Red Hat Enterprise Linux 69 4] 2% FA] H& ZZ 52/ F 7} 2 574 o] ¥
(OSPP/EAL4+) 915
A Al
e a2 ZHA]
ZALlA = e T T e o] A2, 75, A Ei 9] 0] YFHUEA FH T 5

At & Sof S8 o] U d A =E Pz o] ek 7Y F i} EHE FP 2
22 A& T 7 Y= o] HE T

Al 2

)
o

) 5% w1HY

5 XY 522 AT At 22 FEL YYES PAIE 7Y 7 dvr)ok A E 5
settimeofday,clock_adjtime @ 7]e} A] 7} A& A28 $52 HL]E g 5}of A28 A 7F B3 A3}
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PAlE o] JYHUEA] o] g Gz 59 §Yo wE YL I ZFEZ 7HL F9
& gzt ol £ 0] Jbin [ AL 2] 2] 2E A9 FUo] s 735£ §) 5 dgerih 2 o
2 47 27 GBS MG IDE FY5 o] e G JYH FH ] GAFFHE AIE 7 gk

73 52 A 72 & inodez W@ = e JALE FAISHE A Yol E AANA = 75 5&
A EA A e 2 AY 7 5F F ALE wAD FlE A2 AVE ZAG 7 U]
o} o] 2 Foll Zz2d 4 FUg Yo =apA ) FAH ] Aol 7Ho] A% FEF 7 1]
=

pam_collometer €15 £E2 A ¢ 228 NEE AGY S UG DAL A4S 220l
EE)SHER AT 7 on 2292

ojWlE 74

PALNA = 22 22 HE Y7 o] 2 g2 7] ZAL F 42 45 5= ausearch €
25 5 A 3§ .

2F 1 4] Y

aureport 3 € 2]E]= 7] S H o]l ES] A B uAE YyolE b Al T 5 gt 28 0%
Al 2] A x)= o] 2 5t WA E B £ F7IE 2AE 7 RlE U

&
ol
iy
o
>,
N
N
i
°lﬂ

HERZ A= 2L E Y
A 2d A A7} YEG T HHAE 2L E Y & 5 =5 iptables  ebtables 3 € 2] E] E 74
sfo] ZHA} o] IES Ea]A g 5 Ql& 1 o

27

AR A] =F 5f= FH 9] Yol mjaf A 2H H5o] §

o
ﬂ.llo
L
o
4
29,
Ty
Ny
Q

-

7.1. ZAF A]| &gl o} 7] el %]
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7% N 29 A}

GAF A 22 ALE R} F7b o Ee) A 7 7 HEI) A F A LH BE A2 9] F oA Fa
o= Y AY 7Y 82= AFEA T NEeAN LN A 2H SEe FIFE AL
o fstype i £ HE F F1hE Fol ZEF T

& 2H 5 o} g Fal AEFh ZAF7H 7l

32 AL RS AL JHE 7 H o 22 o] FES PG T TG DA ALEA
22 R GLOE A A2, A A 7Y 22 FE Al 22 35 45 L,

[}
Audi sp - ZHA} O] 25 A gl 22 7} gl 35 Z-&sf F7} XS g5 o]l EE g2
of ZFa]A o] H o] Hyyrit]. o] 9] B HA|7F H A& EZ 7 0] ZIA} o] HIES} Y5 g oF
7 QER Folz9l A5 AFee A
[}
auditctl - ZIA} A o] 7€ 2] El= AY ZAL 74 229 ¥5 &l FFE HAe]sfz o]l
E Yy ZZi20] ofe] Hg B o7 W4E Ao g
[}

L] %] A f ] El= P} 22 9 ) §-2 9202 AFE T AFER 27 ATl 1
F42 Yy o5 So aureport £ G2 Eli= 7] H B E o WE tj3 BTN E Y5
gz

7.2. ZRAL B 7] R A

ZHAL A2 E 2 AL§- 31 T A =g o] A} 3 7) 4] 7F 43 5 0] Yoo gk ZhAL 77] A (audit B
audit-libs),': 7] ¥z o = Red Hat Enterprise Linux 79 %] g 1]t}]. o] 2] g} 7] x] 7} & 2] 5] o] QIx] &
2 G root AIERIZ 08 FFH S APl gAF E S5 FE5S A

I ~J# yum install audit

7.3. AL A= 74

#A} b &2 /etc/audit/auditd.conf 71 Y o A] 7 3 = Q] o). o] U2 ZAL b2 FIS 7
of= 78 WA T2 FYFU T A Z1E(#) Fo L= Pl 3 YLEE= FAFU O JA o - E2

auditd.conf(5) =22 5] o] ] & F-Z 3} A] L.

7.3.1. HoF 214 < 9] ot auditd
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7] auditd 742 o] 2 2] gHG o X galoF g 22/} ﬁiﬁo//xf o] 7] 5} 1 oF R A & =5 of
sl= 7 -2 /etc/audit/auditd.conf 5} 2] o] ZIA} g E 724 o dfsf o< o] @AE ]

log_file
AP 22 (Y ulE o Z Nvar/log/audit)) o] Sl+= O] el 2]= Wiz o] o] 2 E X o] Qlo]of g

15}, o] ] a}¥l ThE Zz A 25} o] T B oA F7He £H]elR] gon] P} HlEe] vpulx] 7
2 F oAl AL+ A5

max_log_file

FAF 22 52l 0] S FEH A AR A5
#t) =278 gk F .

l
°H
N
o
)
&3
S
3
o
R
&,
I

v Be ZA 27 52

max_log_file_action

max_log_file o 4138 A go] =2l A} 22 7oL Hojxx] g% keep_logs = 43
slof ol 2192 ZF g o

space_left

space_left_action rjj 7] ¥ o] H7gH 2F¢]o] Eg]AH = 2o W2 o7 %’{«/ ¥ A7
g, de]zpo A s ot A HE Aol )22 F7HE JH T T Y= W Z FFsoF g
space_left 31> ZIAF 22 Qo] J &= H] & mjef g

space_left_action

space_left_action vl 7] ¥+& o]nY E= A5 dY YHS A8 5] exec 2 HF 5= A

o] F&1]}.

admin_space_left

admin_space_left_action u 7] ¥i+=0] 4§ %%l £2]A 5= Al H4 37 27 & #e] A
o st HYL ZH G R F0L PA T oz dFsok Fih

admin_space_left_action
g Alg A} B E 2 A|~H2 uf x| 5}2] H single -userZ 4y 5}y FE] 7} dH )2z F7HLS

G g 7 wF so} g/

disk_full_action

PAl 22 LG BHE FE AN AL e Frho] Sl G ELATE AL FH EE
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0o 2 g Fslof §ich o] g 51 FAI}E o] § N ES ZY T 5 gl G Al =H o] B A
83 wER FRHAY 5

disk_error_action
P 272 UL B FE PN L7 FAHE G2, sFEdlo] e FE o] A2} frelH

22 19k F Ao nje} syslog, B Ei= 58 02 G} o= G E2lA = 9L A F F]
=

flush

incremental async;:' ] Zsfof gl Sl E&lo]H 9l Sl F7]3lE ZA]s}7] ol oj2=
o #Y + 3= g2 E &5 4 5l= freq A ) W2} g7 ZE g freq v 7 ¥ = 100 2 = &
Fallok G o] 8 v WFE A1E S BE v 2E0) HFE H 52 HAFEA ZAF U= 5]
oJE[7} 2=29] 272 93 ?7/5}%!'4 .

oA 7y §H2 2F BoF YA mjep g8 oF g

7.4, ZAF A H] = A] %

auditd 7} 75 57l A1) & A FF5}e] ZA} H 1 E 77 o] 22 o] A3 auditd F 4%
3l ol root Al &<}FZ OF-2 gE 2 Al g st

I ~J# service auditd start

27

service 3 %2 auditd b =3l Lyl 27 35 ZF&5l= 5k vy 9], auid zlo]
2 HLE 7] 7] 55 =5 service 3 B2 AF-§5 oF g1} systemctl FF-L = 7} 2k ¢l
enable & status of v} A}-& 3 + ¢l &1 .

R A A F ek auditd 5 74 512 H 022 Y F o
I ~J# systemctl enable auditd

service auditd action 5 3 2 A}-&35]of auditd oJA] O} of 2] ZYL A - sl of 7] 4] FF
o2 o2 5 3t + S
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ool

auditd & x| g} }].

A4 5

auditd Z o} x] A] Zgi] ]

O] 22 B A 2=

/etc/audit/auditd.conf 2} 2] o 4] auditd 7+ L TOJx] ZE L]},

rotate

var/log/audit/ o] @ E] 2] o x] Z 2 7} L =8 §FL]r].

resume

PAl 22 LG BRoE T 2T HEH] A Tl T F7ho] FHGA] e Feg 2ol o]
o U] FH F A U= 2 & A F T

condrestart &=+ try-restart

auditd 7} o] o] & Fol 7o) vt c}x] A ZFgFL] ]

Sstatus

auditd o] 83 e ZAF1] .

7.5. 741 73 42

A Al =EL 22 o] A G 35S ool dH e 7oA FEFTL. & 559 ZA]
#HE A g 5 gt

o] 73

DA A ZHG] F A FYE 7 7 YEF G

&
e
2,
>
R
J
&
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77 A

[»
ol
A
N
>

7 A el e ol F¢- 58 7Y = ggdga]of gj ot G = ZALE 5] &P .

BT RS

X H ZZ 2@ A] TP 5l=A|2H 552 =4

st

7 Ao

2 7L HF G F A
[ ]

auditctl % 92/ E] & A& 5H= FGFNA 022 FHF T o] 2] e 75 ALY Fol =

RAHA] Gk Ao 1§ FEFHA L. 7,513, “auditctl2 41§ 5] 724} 73 F<”

/etc/audit/audit.rules o} o] 4] z}4)] 3t 1] &> F LI A] 2. 7.5.34.
“/etc/audit/audit.rules 7} 2 ojj 4] &+ ZFAF 77&F & o] F<]”

7.5.1. auditctl:2- A}-&3}of ZAF 778 g2

auditctl g F L A}& 3} H A A| 2| 9] 7] E 7] 5E Aol ol 7] FH gAF o] I EE ZF 5= 7 FE

328 g

27

AP A]H] = 2 ZIA) 2 7 9] 7 S 25l BE FF o= root delo] 2 gl]
r}. root A} 2 o] 2 gt H g & Y oF g}, E o ALEA} B AR E 7] 55} H ZA}
Al H] =9} CAP_AUDIT_WRITEE &g 3}2] % CAP_AUDIT_CONTROL ] ¥ 2 $}1]t}.

Rv}
Hlo
Mo
N
3
&,

N

T
L
o
2
Mo
4
o
e
4
3
rr
e,
“
&)
<L
St
&
e
I
{8

Ao F]E A} v R 2] Al 27]E A GG A E SH G2F 2.

I ~J# auditct! -b 8192
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I ~J# auditct! -f 2

919 FHAA = H2et 07} B SE G A AHg 22 A G,

BAF A2 S BY G B BY G A G 7S G o F S 8 2o

I ~J# auditctl -e 2

YYH A =g 2T 4G A F 58 2 2
I ~J# auditct! -r 0

g1e] 72 Y A o v ot S22 o2 HF A e

P A2 H ] EE B g, o E EH 023 25

~J# auditct! -s
AUDIT_STATUS: enabled=1 flag=2 pid=0 rate_limit=0 backlog_limit=8192 lost=259 backlog=0

A ZEH 2E ZA L FLG T A E S G2 ZEh

Rl

~J# auditct! -1

-w /etc/passwd -p wa -k passwd_changes
-w /etc/selinux -p wa -k selinux_changes
-w /sbin/insmod -p x -k module_insertion
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&5 2o dA ZEH BE A 74 L AT

~J# auditct! -D

No rules
g A 2g 74 39
o Al =g 7 H S o5 E ohg FEL AL

I auditctl -w path_to_file -p permissions -k key _name

27 24,

o)
=

w= gy gy .

path_to_file & ZIA}E = 3

77 A

[»
ol
A
N
>

[}
Aehe 278 dego.
o
R-5¢ &= gz o] g 8]7] YA~
o
w- e Bt 2o tjg 27 o) 291},
o
X-5e = gz o e S JY .
o
a- 9 EE OdEz] 552 g
[}
key_name & 5§ =7 $52 YH 73 Ei 75 7

o BRI .

of 7.1. FY A|2H 73

/etc/passwd 7} Y 2]

BE 2] GA = AL 2 747
3o go)eelvl og FHL

/9 g .

=

/etc/passwd 7Y
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I ~J# auditct! -w /etc/passwd -p wa -k passwd_changes

9125 ¢J1] .

Mo

k&4 F A= AL

/etc/selinux/ t] E] 2] o] = 2 #elof gjet 27] A= AehE 24 o= 9 FE gl H
e FEE dIgy .

I ~J# auditctl -w /etc/selinux/ -p wa -k selinux_changes

o

&2 Linux 799l 4} ¢] 5= /sbin/insmod 3 3 o] d L 7] F 5= 352 Fol 3t H o5 ¥
%"g" g,

I ~J# auditct! -w /sbin/insmod -p x -k module_insertion

I auditctl -a action,filter -S system_call -F field=value -k key _name
o2 2 o

action % filter = 57§ o] EZ} 7] 58 o & g o]} F9 S T Ei= AL E1A] &2
T g tkfilter = o] W Ed] X 5= 74 73 Y= HEE =g g1} rule-matching & E]
= 2 ¢ exituser, exclude 5 s}1} Y + Q1) o] 2] ot FE| o] tf oF A4 oF 1] &2 7.14. “7}
AP A| =] of F] B A" A 22 F Bl A] 2.

system_call & A28 %2 g5 o]FoZ Fghr). RE A H 55 BZE2L2
/usr/include/asm/unistd_64.h 7} ) o x] 8ol st = 9l51]r), of & A Ad §&2 XA -S S4
2o X H o] FHoZ 2F3}8 4 ALk

A 7] =5 17

52 7o o
29 2 a5 go] A %

field=value =] g = 0}7] Hx] 25 ID, ZZA4]=ID 5 2
2 #o2 FHFE F) UL GG AV Slsd BEH

=2 auditctl(8) =52 -'Tr'/ o] A& FE3IHA] L.

[ Hu
3,
g
Im
o M

key_name & 5§ 27 $52 YH 73 Ei 75 FFE Y o Ego] Hi A

5 23 1],
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77 A

[»
ol
A
N
>

of 7.2. ] 25 5% 77

adjtimex ¥ = settimeofofday | 8] s o] ZZ 7 g oJi] A& E mjojo] &7 gFE-2 Y 51=
752 52 57] 519l 6411 o}7] EA] & AFE o= A =HL T BF e A F .

I ~J# auditctl -a always,exit -F arch=b64 -S adjtimex -S settimeofday -k time_change

Helo] A F wrir} 22 PEEL P 752 F 5L IDI} 1000 o] F91 A 25 ARSI}
oJg& WA el H 02 FF2 AP H

~J# auditctl -a always,exit -S unlink -S unlinkat -S rename -S renameat -F auid>=1000 -F
auid!=4294967295 -k delete

-F auid!=4294967295 5412 2 291 UID7} 8°gd H A 2 AFEAE A 2] 5}+= d] AF&H -

A|2H 5F & & A&l U A28 758 %
/etc/shadow -p wa 7 Y A28 737 FAFS A|2H 55 &S Ao

I ~J# auditctl -a always,exit -F path=/etc/shadow -F perm=wa

I Fsd FY 7H & FolH g 7L AT
I auditctl -a action,filter [ -F arch=cpu -S system_call] -F exe=path_to_executable_file -k key _name

27 24

action %! filter <= 57§ o] AE7} 7|5 E b & X g G} FYE F& = AHESA] &S
7 Azt filter = o] W E o] 5& 5= 7Y 775 Y] BEE 27 g1]]. rule-matching Z E]
= #9,exituser, exclude 5 511} = 51}, o] 2] ¢ HE o ] & AA o U] &> 7.14. "7}
Ap A]ZE O T A Al G S FZ oA L.

system_call & A28 %2 g5 o]FoZ Fgr). RE A H 55 ZE2
2}A -S

/usr/include/asm/unistd_64.h 7} ojj ] 8Folat = Ql&1]r), of & A| A8 T2 54
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2o A4 H drle] 730z 25738 5 sl

path_to_executable_file > zZ}A}H &3 519 Ho 7= 9.

iy
J
&
Ty,
o
ﬂllo
N3
g
Qﬁ
iy
Ru)
k1
Yo
3
K}
iy
Y
{8

key_name & 5% 27 &2 Y35 73 E

5 2R Yo,

o 7.3. 49 3 75

/Fi]

°9~i4.
nsx

/bin/id =z 2% 9] & 2 2ot 7HL FFelr 02 9EL dYF .

QO&

l‘ln

I ~J# auditctl -a always, exit -F exe=/bin/id -F arch=b64 -S execve -k execution_bin_id

7.5.3. /etc/audit/audit.rules =} o A] G * ZFAF 7F & A o] F 9]

ARy FoE X Ex = ZAL - F L g o] 512 H /etc/audit/audit.rules 7Y o] F 5 3z gFsFA L}
/etc/audit/rules. d/ 0] g E] 2] o] Q1= 7732 9]+ augenrules == 732 Al-&3)oF gl
/etc/audit/audit.rules 7 92 & 2 gt auditct] W%ig FEL A& )] ﬁxl.é_)_ =] 3 g oF. S A 7] 5 (#)
Holl 2= ¥ 3 g2Ex= FAHU O

Wt

auditctl §5 2 AFg51e] -R G2 AFgte] A H Ao 7HE 9 7 gtk o F SH

027 gy

I ~J# auditctl -R /usr/share/doc/audit/rules/30-stig.rules
Alof 73] g <]
Tl = A} A2 H 0] F32 775 g2 Ao 779 vt EgeF 7 2l TH -b,-D,-e, 1,

loginuid-immutable, --backlog_walt_tlme ). o] & 3t 54 o) g 5F 2JA) S f] &L “Ho] 77 Fo]” L FF
KA Q.

-D

# Set buffer size
-b 8192

# Make the configuration immutable -- reboot is required to change audit rules

of 7.4. audit.rules 2] o] 773
-e2

‘ # Delete all previous rules
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77 A

[»
ol
1
N
>

# Panic when a failure occurs
-f2

# Generate at most 100 audit messages per second
-r 100

# Make login UID immutable once it is set (may break containers)
--loginuid-immutable 1

o] A]Ad o R]AH § = 7FL quditetl L AF-& sl Fel gt 7.5.14. “auditct] & A}-& 3}
o ZRAL 73 g o]” o] oA=& O & LS AgSte] e gl

] &

Em.
o

74

-w /etc/selinux/ -p wa -k selinux_changes
-w /sbin/insmod -p x -k module_insertion

-a always, exit -F arch=b64 -S adjtimex -S settimeofday -k time_change
-a always, exit -S unlink -S unlinkat -S rename -S renameat -F auid>=1000 -F auid!=4294967295 -

-w /etc/passwd -p wa -k passwd_changes
k delete

| of 7.5. audit.rules 2] ] ] ~dl 2l A] A

A1 7 E 75 e

/usr/share/doc/audit/rules/ O] 2 & 2] of 4] audit ZJ 7] x| = o} @Fs} o]ZF FZFo) oo} ALH F+4H 7%
o HEEZ A

30-NISPOM.rules - 577} ] 12 9F £ &549] §12 A 26 B Fo X FH 27 A5

2 FEop ZAF 78 FH AT

30- PCI-dss-v31.rules - PCI DSS(Payment Card Industry Data Security Standard) v3.1
2 4 H a7 AFE FE5E A ard Y YU

30-STIG.rules -STIG(Security Technical Implementation Guides)°l] ¢/ 3s] ¥ 73§ H 2 1A}
F2 g5k A 7E 7.

o] 2] sl 4 7L AFg s}l H g2 Jetc/audit/audit.rules 7] W Q)L WY 5} 7
/etc/audit/audit.rules 7} % & F35 e sl 7§ 7S AL,
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~J# cp /etc/audit/audit.rules /etc/audit/audit.rules backup
~J# cp /usr/share/doc/audit/rules/30-stig.rules /etc/audit/audit.rules

-

37

AL # o= s E JE + Y= v} of AR Q5. o] F =] F A A o]t
2pA) 3 1f]-&-2 /usr/share/doc/audit/rules/README-rules =} &) 2 FZ 514 A] 2.

augenrules = A}-§3lof F7 73 <]
augenrules == g E+= /etc/audit/rules.d/ t]  E] 2] o] Qli= &< 2/ 37 audit.rules 7 =2 Z] 72

gk o] 22 EE o159l §E EAlo e} 5§ £ 2 rules 2 Zrie BE 22 A2 .
o] Qe e Hele e g oz 27ez FyE .

10 - kernel 2 auditctl ++4/

20- Ut 7 HF AH G 5 YA FE AYF Aot 77
[ ]
30- 72 7%

50 - A n] =5 773

70 - A 25 24 73

90 - == (Mmutable)

o] 173 ot W] B F AFE T + sl o2 ¢ F AL s of 5f= F A o] Yo, HY Y
2 /etc/audit/rules.d/ = Al g o). o] & Eo] STIG 74 oJA] A| 282 &3 52 ¥ 7% 10-base-
config, 30-stig, 31-privileged, 99-finalize = Z A} g} 1] ].
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/etc/audit/rules.d/ T & €] 2] o] 773 o] ¢l © vl --load ] A]E-L A& 3] augenrules = ZHEEZ A
afo] 2=,

~J# augenrules --load
augenrules --load No rules
enabled 1

failure 1

pid 634

rate_limit 0
backlog_limit 8192
lost 0

backlog 0

enabled 1

failure 1

pid 634

rate_limit 0
backlog_limit 8192
lost 0

backlog 1

ZIAF 73 2 augenrules === F E o ] &t X4 31 1 -&-2 audit.rules(8) 2 augenrules(8) =i+ < 7
o] x| Z FZ 5} A 2.

7.6. ZIAF 22 71 o] &

7] —E%’ﬁ ZAF Al 2= H12 yvar/log/audit/audit.log 71 o] 2z =L X Fe] o). 22 +=3lo] T
31 ¢ «=# ¥ auditlog 7Y o] & ¢ ] E 2o xFHL

]2 ZIA} 732 /etc/ssh/sshd_config 792 ¢/ AL} 4 5] 22 & gfolo} 7] ZH 1] o],
I -w /etc/ssh/sshd_config -p warx -k sshd_config

A& S0 02 §HE A1 auditd 0] AF 59 G 7} 22 Tl A o] MET} HFHY]
.

I ~]$ cat /etc/ssh/sshd_config
audit.log 79| o] oW E:= g3 gLt

type=SYSCALL msg=audit(1364481363.243:24287): arch=c000003e syscall=2 success=no exit=-13
a0=7fffd19¢c5592 a1=0 a2=7fffd19c4b50 a3=a items=1 ppid=2686 pid=3538 auid=1000 uid=1000
9id=1000 euid=1000 suid=1000 fsuid=1000 egid=1000 sgid=1000 fsgid=1000 tty=pts0 ses=1
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comms="cat" exe="/bin/cat" subj=unconfined_u:unconfined_r:unconfined_t:s0-s0:c0.c1023
key="sshd_config"

type=CWD msg=audit(1364481363.243:24287): cwd="/home/shadowman”

type=PATH msg=audit(1364481363.243:24287): item=0 name="/etc/ssh/sshd_config" inode=409248
dev=fd:00 mode=0100600 ouid=0 ogid=0 rdev=00:00 obj=system_u:object r:etc_t:s0
objtype=NORMAL cap_fp=none cap_fi=none cap_fe=0 cap_fver=0

type=PROCTITLE msg=audit(1364481363.243:24287) :

proctitle=636174002F6574632F 7373682F 737368645F636 F6E666967

9] o]l EE Fg gl g ze) A Faole v A fAER PHFYG. JHZES F
¥ type= 7] $] =2 A Fpi] ) 2} ] A== FH o}  E 2 7 H of 2] name=zl o2 7 H .
9] o] Wl E 2] At 242 0}27 Zerr]o)

A HA B 2=

type=SYSCALL

type B =0l g2=2] 3 0] EFEL. o] oo« SYSCALL & o] #Z=7} 7] d o] o &
A2H B2 & B AHLLL A F

Ttset EE 7Y # X

&

it

3 47 BFL JA A TE 78 §EL FEFYA L.

msg=audit(1364481363.243:24287):
msg ¥ =+ o537 Zro] 7] &gy
ZIAF Q] o A] B} Q] A8l 3Z 1l g 57 = o] 7% ID(time_stamp:ID). & ! 51 ZFA} o] Wl E o]

ARz YYH FP ofe A=} FUAe BFYAHE D IDE FHF 7 A5k B A
2Z=197049 1€ 14 00:00:002 5 UTC o] F2] Unix A 7+ & &) & A& L]

{
o
Mol
3
g
m
g
K3
T
1]

Y
g
(b

L ALg R} 271 A E LAl AN A =g B9 .

arch=c000003e

arch g == |25 2] CPU o}7] €] o] tf ¢ 12 7} E gF] o] gl<r1] k. 7k c000003e 2 167
T F7]¥ o g olF g H1]r]. ausearch 33 0 2 ZIA}l BT =& FA S o -j ITE= --interpret 5412
A alo] 1655 g2 AFEFo] 812 5 9l F5 ¢ g0 2 A5 W #gfi] ). c000003e 7> x86_64
Z 4 H

syscall=2

syscall 2 == AYo] Ad5H A2 s 532 7|5 712 =
/usr/include/asm/unistd_64.h 7} 2] o 4] A}gto] 2] 2 = Q= Azl AXAZ 5= Q151 ). o] F-¢
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= 3 A=Y 2= ¢/t ausyscall 17 92 E| S AFE Sl A2 B&F YIS E AFE O] 22
dl'd o= Wald = g ausyscall --dump 33 S AlE-o1o] A g BE A2 T2

KX
2o migi] o). A S )& ausyscall(8) =5 2F 7] o] ] Z FZ 514 A] L.

success=no

success == =%
Fslol 3R] Zh 5 -

exit=-13

& o] Zgsof Agrieh of FL Al
Q= G 72 A48 7 deroh

exit ZE o= A| 2 S Fox] VI EH FE A=E R 5
g ol gFuyd. o8 FE S Alg o AFgo] ¢l -

I ~J# ausearch --interpret --exit -13

o] d o A= FA Z 29 FE A E-13 2 YF ¢ o] IES} X g5 o] Qo g g

a0=7fffd19¢5592, a1=0, a2=7fffd19¢5592, a3=a

a0 =9 a0 =i o] oJHlEA] A28 5Z9] 1674 Z 7| o2 A7 H 25 v 7]<] <1
15 gl o] 2 gt o= A& H = Al 29 S &9 njef o5 1] t. ausearch -7 € 2] E] o] 4] &

A~ =
T =
CERS ERtA

items=1

items Z=9]= syscall Z|Z=E nj=2+= PATH ¥ Z g7 = 7] Zg5o] 51

ppid=2686
ppid & == PPID(Parent Process ID)E 7] & ¢}1]t}. o] 7-2 2686 & 9] ZZ4]=2] PPID(:

bash )% =1 o}

pid=3538

pid 2 =:= PID(Z Z 4] = ID)E 7] 5 g}t/ t}. o] Z - 3538 & cat Z 2 4] =2] PID9/ 1]}

auid=1000

auid === loginuid 9] ZHA} AF&2F IDE 7] Z g} . o] IDE= Z29] A] AFgR}oj 7 g5,
o] & Eof AFER} A2 su - john 3 o 2 FBslo] BE ZZA20X] YFHo
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uid=1000

uid B == 54] 2 A 25 A5G AE R AFEA IDE 7] F G AR IDE ThE B L

=Z=—1 L 71 —

Al-&5lo] AL &R} o] E 0 = g4 H 5= 9l4 1] ). ausearch -i --uid UID.

gid=1000

gid WE L 24 A 25 A AFER] 257 IDE 7] % F T

euid=1000

X,
]

A2 E AT AFEA ] {8 AE A IDE 7] % ] .

euid == 24

suid=1000

suid FEE 24 ZZA2Z A5 AFEA] 4FH AFEA IDE 7] % 5] .

fsuid=1000

fsuid H= = B4 =z A28 A5 A1-§22] 7o A2 A8 IDE 7] % g,

egid=1000
egid HEL 24 Z2A2Z A5 AFEA & 257 IDE 7] 2§,
sgid=1000

sgid == B4 A 2E A5 G AE 257 IDE 7] 5§

fsgid=1000

fsgid © == 34] 2 24|25 A g A2 7Y X 2H 25 IDE 7] 5§ o,
tty=pts0

ty Z=i= 324 Zza2s 58 o) 9e /]S o
ses=1

298



7% N 29 A}

comm="cat"
comm == 24 ZRH2F SE5E o) AEH FH FHF o] 52 ) FFL ik o] B
cat 5E2 A& 5}e] o] ZAL oJHIEE EE/?]EI”“L/EL

subj=unconfined_u:unconfined_r:unconfined_t:s0-s0:c0.c1023

subj == HA 2 A7) A A] go]Bo] x]g = SELinux A8 2EE 7] Z g}

key="sshd_config"

#i
F' Y
o}
R
L)
A,
oY
L
Ma
2
ng
o
Y
Jht
y
I
J

Key BE= A} 2204 o] oJWEZ YHE 7

7 HA g 2=
type=CWD
7 WA g Z =04 type F = 1> CWD - dx] 29 o] glz] 9/i]d]. o] 732 A WA f=Z=

o AFEALH 2L 55 a2 APH B9 O AE 2 E 7St b 1§ F

o] gz o] BHo 3] ZZ s} o ZEH PATH gl ZEo] YA HE= Z¢ A ZZA=0] 9
7|28l A Y. o] ZA 5t Ho] FEE 7Y 5+ s

msg=audit(1364481363.243:24287)

msg B== A v H 229 77 FL o Y 2ex 2D g v el SPzs
19704 1€ 1¥ 00:00:002E] UTC o]-£2] Unix A] 7} 3 & L AF-& gl

cwd="7/home/user_name"

cwd ZEoj= A28 $50] o=dH tHEe]o F=7F FeFF U

A B A F 2=

type=PATH

A BlA] g2 EA] type H = e PATH ¢/1jt]. ZFA} o]l Eofji= A]| 28] S &) ol+Z HEEH
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= B & F =29 sl PATH-type 8| Z =7} Z gH-F 1], o] ZA} o] I EoJJA] = 31} o] F=
(/etc/ssh/sshd_config) 7t o142 A& 5 &1 ol

msg=audit(1364481363.243:24287):

msg FEi A WA L F WA A2 g St B AHE 2 ID G2 B

item=0

item == SYSCALL 53 g ZEoi] FEEHE Z 2 7, dA g2 E=2 L}EPPL L o] =3}
=02 7Jyuro 2 51, glo] 0 o] W 3 v 591 orjgir].

name="/etc/ssh/sshd_config"

name Y= A|2g &0 dgd 5o Ei= fdE o] FRE o2 J]EF ) o] F¢
/etc/ssh/sshd_config ¥} o] Y51}

inode=409248

inode Z =)= o] o]l E] 7]5H # Y 5= t] e El2]9] dZH inode ¥ Z 7} ZFH . g%
' %2> 409248 inode ¥ o 9 14 H Y E= O g E el 5 A g o

~~

~J# find / -inum 409248 -print
/etc/ssh/sshd_config

dev=fd:00

dev ZE & o] oJul=o] 7] ZH 3¢ Ei t el 2]/} EFE F42] rpoji] 2 72 IDE A8
L]}, o] 79 2 /devitd/0 ] 5 tieFL] o,

mode=0100600

mode Z == st_mode Z = 9] stat § 3 o] vFelE O] Z R} HZ7]¥H o= QZGH 5 =
He ez A2 7251 A8 &2 stal(2) vl 7Y o] A& F=51§A] 2. o] 79 0100600
2 -rW------- = &g + Q5. =, root Al <} 7F letc/ssh/sshd_config 7Y of g st g/ 7] & &
7] derE Zh5d o

ouid=0

OuidZ=+= 9 BAE £230] Al X} IDE 7] 53]}

ogid=0
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ogid 2=+ 9 HAE £221o] 75 IDE 7] 3.

rdev=00:00

rdev 2= 54 5elo] g 7] %8 FA U EPH T o] F5 71 FH o] vt
sHelo] m iz ARg A il

obj=system_u:object _r:etc_t:s0

obj 2= HY A 7|5 H 7Y B v g g 2] 9] #]o] & o] 7§ H SELinux ZAE=EE 7|5 1]
}.

objtype=NORMAL

objtype B == x]°g H syscalle] ZAE»Eoi] z} J 2 gFZ=9] F9)o ojx=Z 7]F g

cap_fp=none

cap_fp == 7 i fdEz] 9 BAE 5] gH qA A=Y pk 7o) 437 Add b

el 715 511

cap_fi=none

cap_fi == 7Y Ei tdE 2] e BAES] Y e A 25 v 75 47 AEH o
o] 5 & 7] % F] k.

cap_fe=0

cap_fe 2= 7Y = r]dE2] QHAES 2§ A Ad 7]ul 7] 5o] P2 7] Eg .

cap_fver=0

cap_fver Z == 7Y =t a] ¢ HA Eo] ufo XA AH 7]vk 7] 59] Bl S 7] 5 g

y] #A & Z=

type=PROCTITLE

type ZEo)= #l2=9] 5 0] EFEL o] o414 PROCTITLE 312 o g7} # 9]
gt A 2H 520 oa] EdALE o] AL JUEE EA s HA HEEL AFEF A
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ok

proctitle=636174002F6574632F7373682F737368645F636F6E666967

proctitle == 24 Z 2425 $Z5= b AFEH FF9 A FF =L 7]15F T o] HE
= AERT) ZAF 22 E A7)0 §FE M AA] FEF 165 HI|H oz Y FH O HAE
= o] gAF JHEES E2] 7t § 7 o fjsf t]Z g/}, ausearch '§ 52 2 ZIA} B|Z =& H4 g
o -i EE= --interpret 52 AF§-31o] 168 gl& AFgho] 8] & + = §5 9 o= A& vagt]
r}. 636174002F6574632F7373682F736F636F6E666967 %12 cat /etc/ssh/sshd_config = 4]
ot

g4 B4 G A} o] HE = o WES] EFE 7 = Sy i Bl 9 H v P
E e

L. H
oJUlE BE R oY HY BFL A o UE HEE FEolHA 0. BE oJWE 49 B

[ 4

L=
= =~
22 A H2E HFL FEIIAL.

o] 7.6. ==~} audit.log o] ¥l =

2 ZIAF oW E = auditd & 9] A 22 7] 5§ ver BE o= A 5 FA} bl ] WA o] E

A1 .

type=DAEMON_START msg=audit(1363713609.192:5426): auditd start, ver=2.2 format=raw
kernel=2.6.32-358.2.1.el6.x86_64 auid=1000 pid=4979 subj=unconfined_u:system_r:auditd t:s0
res=success

& AAL o] Wl E= UID7} 10009] AF§-3}-9] 53t A =& 7] 55} o] root AFgA}2 229l

type=USER_AUTH msg=audit(1364475353.159:24270): user pid=3280 uid=1000 auid=1000
ses=1 subj=unconfined_u:unconfined_r:unconfined_t:s0-s0:c0.c1023
msg="op=PAM:authentication acct="root" exe="/bin/su" hostname="? addr=? terminal=pts/0
res=failed’

7.7. A} 22 7 H A

ausearch 792l E] 5 Al §-3lH 5 o]l EJ gjgt ZIA} =27 5 e FA g 7 Qg 7]EZFo =
ausearch = /var/log/audit/audit.log 7} -2 7 4! ¢}1] C]. ausearch options -if file_name 3 5 <

stof ohE 712 A § 8 7 Y1l sl1pe] ausearch FF o o2 4L AFs AL FUd F=
789 of 2] o] ~El~ 7ho] AND 913X E Al-g5l= A &L gL

o] 7.7. ausearch & Al-&5fa] 22 3 ZFA] 72
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77 A

[»
ol
A
N
>

/var/log/audit/audit.log 5} 2 o A] ATl Z29] A|=F HA5lHH ]S FFH 2 AIE A L.

~J# ausearch --message USER_LOGIN --success no --interpret

BEEAY, 25 X 92 WG AGS Y5 E 05 FF S ALE

w

1y,

ot
N

~J# ausearch -m ADD_USER -m DEL_USER -m ADD_GROUP -m USER_CHAUTHTOK -m
DEL_GROUP -m CHGRP_ID -m ROLE_ASSIGN -m ROLE_REMOVE -i

A& F] 2729 ID(auid)E 41§ 5] 55 A&} -8 2 E A9 AAseE b FHL

418 5] .

Qh

I ~J# ausearch -ua 1000 -i
ELIVE A7 Hod BE A2d S22 P ohg §F S AL e

I ~J# ausearch --start yesterday --end now -m SYSCALL -sv no -i

2 E ausearch 541 9] A 2=2 ausearch(8) =2 7] o] x| & FFZ sl A] L.

7.8. ZAl B 2 A] Gy

aureport 7 € 2| E] = A& 5} H A} Z 2 A o] 7] FH o] Wl E] g gt 2 oF ¥ columnar 2 4] &5 4
et Y] 7] 2 o 2 /var/log/audit/ T] ) E] 2] o] 2 E audit.log 792 # ]} HIx]E 23
g}/ }. aureport options -if file_name s % 2 Al &5l H 7 A Z JPs5lx & 2 J A2 X F st 9

.

a9 7.8. aureport = Al-§ 5} ZHAl H 314] 4

g4 oS 2515 < 3 FoF ] FH oW E ot B A E Y5 he FE L AL
g,

I ~J# aureport --start 04/08/2013 00:00:00 --end 04/11/2013 00:00:00

/Fi]

S5t mE Y U BN E YYteld g FES AT,

0%
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I ~J# aureport -x

99

0%

7Y o] E B Ao gt QoS WYl H o5 FFE A O
I ~J# aureport -x --summary

B E A&} gis) Hoet o] Wl ES] gt @ oF B uAE Y5t o3 HEF S AFE L O
I ~J# aureport -u --failed --summary -i

7 A2 AE A2 Ao e 2 E 229 AlEO it 29} 1A E YA e FE L A
&gt

I ~J# aureport --login --summary -i

A& ID 1000 ¢] 2 = 72 A4~ o]l EE 7 A 51= ausearch 7 2] o 4] HZA]E 4] 6l H
o5 332 A& g .

I ~J# ausearch --start today --loginuid 1000 --raw | aureport -f --summary

A e BE pA o] w2A B EFE o HES] A7 YIE HYHE e FHE AL
gt

I ~J# aureport -t
2 -E aureport 542 A 222 aureport(8) =22 #H o] X E FE A L.

7.9. ZIF g4

AF A 250 8L A5 U] -8 TG RAE FE AL

o
J
S
by
I
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RHEL ZIA} A] =5 ZZ: https://access.redhat.com/articles/4409591.

Linux ZFIA}F € G A] Z 22 E 5] o] X]: hitps://github.com/linux-audit/audit-

documentation/wiki.

H A A

audit 7] 7] ] o A] A F 5= £ A]= /ust/share/doc/audit/ T] B E] 2] o] A] 3ol 8F 4= Ql4-1] L}

75 o]

[}
audispd.conf(5)

auditd.conf(5)

ausearch-expression(5)

audit.rules(7)

audispd(8)

auditctl(8)

auditd(8)

aulast(8)

aulastlog(8)
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[}

aureport(8)
[}

ausearch(8)
[}

ausyscall(8)
[}

autrace(8)
[}

auvirt(8)
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8. 74 74 #7 L HFH ol thal A 25 2

7Y E5 A Y H S HAET 78 F5 Ao A Y H BE 73E g2 o Bg HY s
Z A 2 ). 778 E5 A AL 2D BN AFE} e A2 AE FHE e HYE A
Bl Bk AR} F ] o

7Y E7 A =), Yo EU x5 9] of e LA E 27 G 7= Afr e o]
g g4 o) Joli= 7} | AH] A7 ZH o] F24L Huoz g AgA) A F 2EZE 0] 4G
WE 5502 dla) AR X F HH A2z < ETF B g

8.1. RHEL] ¥ 78 =+ &

Red Hat Enterprise Linux= ¢+7 X} 5318 FZafo]d = ZAIE 7+ 4 Y= E7E A Fg .
o] & 31 &2 SCAP(Security Content Automation Protocol) 372 7]vFS 2 5l 77 F5 F & o] =}
s3d 2gE fla EAHAwH T

SCAP Workbench - scap-workbench zz]2 %€ 2]E]= 99 27 Ex= g7 A]2d o]
7Y " FHFH dAE TGS AHAGH G £ o]g]or 27 B FHIFE Jjuro 2 HoF
HIAE YYo= b AFE T = s

OpenSCAP - oscap 5 % = 7€ 2] E] Z Z g}5l+= OpenSCAP c}o] H 2] z] = Z 7 A] A dH o
Al 7Y B FHFE 2AE Y Y Y T ZH=Y F2YES AL o] et 2 ¥
FoFE ZJere 2 B A B 7po] =g Yol F A H Y5 H o

SCAP Security Guide(SSG) - scap-security-guide 7] 7] x]= Linux ] =gl o] gj st FH 3 H
A A HE A g o] AL F& 7lsot F-¢ 7 27 A Add A&7 4
3} 29 G222 PHFYT. o] ZRAEE dugH §H 27 AP EY 73 A F 79
23 & a2 o

SCE (Script Check Engine; == g E ZA} 9 7l) - SCEx= #&] =} 7} Bash, Python, Ruby 2}
ge 2374 Qo] E AIE o] HoF ZHIZE Ay 4 Q= SCAP ZZ & F9] g9/,
SCE 232 openscap-engine-sce 7] %] of] A 3> H 1] }. SCE z}7]+= SCAP 217 2] 27} of
Hyo.

of 2] A| 2o k] gF o 2 EsIE 7Y =7 HAE T 512 ¥ Red Hat Satellite o] OpenSCAP £
FHESAEE 7 AFH
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oscap(8) - oscap ¥ F = 7 € 2] E] 9] =5 T F o] | oA A] AFE TFs ot 5 AR o t o
A H55 A FH

Red Hat 2 oF g 2 : HQF 78 &4&F A58 5 A= AFERF X F HoF F 2 Zdl= 4 -
A HFE Hol FA W RG] =] F HoF FAL wi= F4=517] 95 Red Hat Enterprise Linux
of Zgrd ES A&l HFFF T A3l 7] BFE A= e Yy g2 9
g o]zt # A4S w55l A L} A 23] H A oF 1] &2 Red Hat 7A]°g €l o #2] 5]/ A] 2.

Red Hat # ¢F 5] 22: RHEL Security Technologies - ¥+ #2 53] OpenSCAPS Z ¢}3t
Red Hat Enterprise LinuxojA] Al &g = Q1= F8 HOF 7] &2 AFg3lo] RHEL A]2d 9] 2=
T Boke Pl WS g 7 Ao @S f3 o]2] e F A5S w55
A3l H A & 1§82 Red Hat 7§ & of] F2] 5}/ A] 2.

SCAP-workbench(8) - SCAP Workbench of Zz] 7] o] # 2] v 472! #] o] ] = of Za] 7] o] &
of gjgt 7] £ g H o] SCAP ZHl = 9] FA] = ol L0 gl g 2E5 A3 g1}

scap-security-guide(8) - scap-security-guide = Z ] € o] =2 2} 5] o] ] o X] A} & 7}5
o} ¢gt SCAP H oF 2 Z o gj gt 7} # 4] & A 39t tf. &g OpenSCAP -7 ¥ 2] E] & AF-§-5}
of A gH WX ]2 E A& 5= oA = EgEo] AFH .

Red Hat Satellite #z] 7} o] = 2] 1 o 578 #+ # 2] 9 4]+= Red Hat Satellite o] 4]
OpenSCAP A}-§- o] tj] g+ 4l g 1 &2 A 3 §F1] o

8.2. 7%k HA}
8.2.1. Red Hat Security Advisories OVAL Feed

Red Hat Enterprise Linux 3 oF ZFA} 7] 52 SCAP(Security Content Automation Protocol) <
zlpto 2 gy}, SCAP= 5318 74, F e 2 =] AL 7] Aol &+ 5 T HAF SFS A
Shis THEIE AFGE Z e 992 91 ).

SCAP A} ot2 A7) =g HF 7| E
A= A ZA =S Y. o] & F3 =5
W 758 7 sy

~

Zaz §Ho] & Yejx HE5 5ol

5}A] ol B ok = 4]
& 9l Wl o #Aglo] SCC(H g H)E o

Hol dlr

~

OVAL(Open Vulnerability Assessment Language):> SCAPoJA] 4F o]z Q& 74 25 91]
of. O E E B AIE&A XY 2 FHE] Ga] OVALLS {91% g o 2 F ol e]2= Jef5 HF 9.
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VAL == 43 22] v} scannerzli= OVAL 915 =2 e £2 A1-§ §1]t). OVALS] d
A ¢%' S S g S I
SCAP 74 249} m} 3715 2, OVAL:S XMLS 7]¢Fo 2 §f1]rf. SCAP Z &2 of 2] 54|
2 599 Ju g e g2 2L AFF .

= | =
't:‘—l—D'I:_

A2 G ik 242}
Red Hat 41 129/ £ Red Hat 211 8 1] := & 1 91 & 7 5 2 4sje] 2]
%] ¢18p1] of. Red Hat 522 &0+ 3 4]0 702 ¢+ 5] 2 12 9}
o2 7 = Bk

=4
o

Zl= T

o] AE=
2 HHE

g rlelz A2 5
x| & A g g/ ]. Red Hat£ OVAL j,I/x/ o] = A 5] 7 =] L5} 22 A] XH oAl

A g .
8 5t 2 5 AT
2 UH34 ggieh. o

ZFe] Apo] 2 Q18] 7 o} ©] Red Hat A3 2 9 7§
7t X’ﬁ&/
=

SHF vd 2 7]e 29
= CVSS(Common Vulnerability Scoring System) 7] =
o] =
o

214] EPALTF A 35k 39 <) RHSA OVAL 3.9 & AFg 5hi= A o] £
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A Hot 729 dE & FA

H ot Hjo]E] X%

8.9%. “ZH|o]r] & ] o]r] o] n]x] ol A] F o =7

8.2.2. FHoFH =7

oscap FYF # GeIEE AFGHH 2 2L A5, 7Y EF ZA2E F}, o] e e
1 5 Hos 200w 12k 2 710|285 48 5 SAg]). o] 27t OpenSCAP elo) 2]z <]
x el =l o 82 5] 323k SCAP ZH2 §-§ o] uje} a5 7]5L BE(59] §F)ol 275 E]

:Vl I r"

L)

openscap-scanner % EgressiIP 2 5 7] x] & 4 x] g} }.
I ~J# yum install openscap-scanner bzip2
Al=g] H RHSA OVAL g2 & tpz =gl o & 8 o33 Zeioh.

~J# wget -O - https.//www.redhat.com/security/data/oval/v2/RHEL 7/rhel-7.oval.xml.bz2 |
bzip2 --decompress > rhel-7.oval.xml

R Ao A] F oFF L ~70 3} ZF7E vulnerability.html 72 o] ] =Fgj1] ]

I ~J# oscap oval eval --report vulnerability.html rhel-7.oval.xml
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I ~]$ firefox vulnerability.html &
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8%4. 74 3 5 2 Ak ol sl Al 29 27

37

CVE OVAL 7/ AFol 4] k52 g eh mpefa] 27 "True"i= 4] 25 o] 7 Fate}
& A2 v 3px] gk "False™= FAFNA] 7 FF S WA Gehe2 o] . HTML
31414 o] g2 27 Yo Yy 6g FEFL.

oscap(8) =22 7] o] A].

Red Hat OVAL g 9] = %.

8.2.3. g7 A]Adoji] FHkH A7

SSH Z Z EZ2 53] oscap-ssh =1 A8 3519 OpenSCAP =717} Q= FH kg o] g7 Al=d
of = gl e Fx Yo,

Al 27 A G

[}
openscap-scanner 7| 7] X] = €] 2] A] 28l o] & x] g1}

SSH Aj = €12 A =H o)A A5 7 Y],

openscap-utils ¥ bzip2 7] 7] 2] & 4 ] §1] o}
I ~J# yum install openscap-utils bzip2

A] ~Hlo)] g st H X RHSA OVAL 3 9] & o} 2.2 =31}

~J# wget -O - https.//www.redhat.com/security/data/oval/v2/RHEL 7/rhel-7.oval.xml.bz2 |
bzip2 --decompress > rhel-7.oval.xml

machinel $XE o]F o g g7 A8 2 ~7]5] 7, FE 2294 SSHE &35l 12, joesec
Al GA} o] F& AFg-}o FFE S FAFelaZ 2= remote-vulnerability.html = &l of x| g 3}1]
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Red Hat Enterprise Linux 7 B ¢l 7}o]| =

ok

~J# oscap-ssh joesec@machine1 22 oval eval --report remote-vulnerability.html rhel-
7.oval.xml

oscap-ssh(8) =+ 2F zj o] A].
Red Hat OVAL g 9] =%

8.3. ¥ ¥ =T HA
8.3.1. RHEL 7°] 7% 7% &4

7Y 7 =T E2WE AE ] 5 ZF A Fost ]S T 7 s & Eof, vl F
P9l G elE 55 OSPP(5. A 1% 22 H)E 7 aloF & - 905 2A EZAA2 55 PCL
DSS(Payment Card Industry Data Security Standard)E 3o & + st 7§ &+ =L +
Jto] A2y Hole Zate 7= L]

Red Hat 2 93t ut= 24 Q £ 9) gjst Red Hat 24 A}l 7] 917] wj# o] SCAP H oF 7}o] & zj7]
=] of] #]] 3~¥ SCAP(Security Content Automation Protocol) Zdl =2 Z nj 2= Zlo] £51]r].

SCAP H o} 7}o] & g]7]x]= SCAP 1.2 @ SCAP 1.3 I FL F53l= ZHXE A FZg]cl
openscap =71 € 2] E]:= SCAP ¥ ¢F 7}o] = 5] 7] x] o] A 5>¥ SCAP 1.2 @ SCAP 1.3 ZHl =2} &

g,

7Y 7 E 2 G FYHNE A ZH O] i7H G Evotie AL bk

SCAP 39} 7}o| = A F2 oj 2] FHF 9] ZZHL to]E] 2EY FA] Fej=Z A5G . to]E
2EYL g, wAvp=z, Zzg D E 73 o] ZgdH A o). 7F 732 7 Fo) t g HE )
¥ 2 27 A1PEL A gLk RHEL 7.2 2o § 4 & F5617] 9)d) o] Z2HL AF gl 97
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Data stream

— xccaf
F— benchmark
— profile
F—rule
F— xccdf

— oval reference

—— — — —

— oval F— ocil reference
— ocil — cpe reference
L cpe L— remediation

ZZ 72 OSPP(£9 AA] H$ Z=ZZ) = PCI-DSS(Payment Card Industry Data Security
Standard) <} 7+& B oF F A S 7Juko 2 )= 73 F U o] Fall HOF EFEE 15l A5
H g0z N2ge gAE 5 dgt] .

Aujo]r] Ei= Aro]t] o] u oA 74 ZEefo] o~ g 2 H oL F=of
HA2.8.94. “Zr|o]] & Hr|o]i] o] v o4 ks ="

8.3.2. OpenSCAP =71 9] 7} 5o 47

OpenSCAP =719 g 5= tjo]5 A=y @ =287 282 jget S50 2} 7} ;7304 =
§ AAE AYEL 7 A o] 2Ll A7) BRoz vl g At 4H7 3 AT
g1t

3 8.1. OpenSCAP =7 9] 7}5 35t 47

A A

%3} AANA o] FH 1) FES B4 RYFU T

23 AR A o] #H 3} FESE A2 BARSY T

A=A OpenSCAPS| A & o] 7#2& 250 2 B7H31A e
Utk Al 28] o] 742 5502 F5ateA e
Ut

A gl o] 5. A Tl 4 HA gk
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a3 4

e = A = o] 2 2o =X ekHYth OpenSCAP->
ol 7+ & H7tekA fom Aol o] H 7 4 S A
SHA edE U

S Axbel @77t ARSI T AA T )
verboseDEVEL -4 & 218 &} o] oscap-scanner
FEES AE T F AU v RuME A st A

o] £t

e
4
53
o

Aol o 7] %] -2 o] A F YT AA g U &
& --verboseDEVEL &4 5 A}-&3lo] oscap-
scanner 3 < Q@ a 4 JsUthH 2 B A2
2k sk Aol EF U

833 7Y ¥ v Z2E B7]
HA = dld & Pl Z2HE AE-517] 9 v € 3]az oscap info 519 ' F & AHE-of o A4k &

A 27 AL

[ ]
openscap-scanner = scap-security-guide 5] 7] X] 7} & x] g 1] .l

24
1.
SCAP 1 ¢} 7}o] = Z R A EJA] A Fof= 74 778 E5 Z2HE A1§ )58 BE 3
= g

~]$ Is /usr/share/xml/scap/ssg/content/
ssg-firefox-cpe-dictionary.xml ssg-rhel6-ocil.xml
ssg-firefox-cpe-oval.xml ssg-rhel6-oval.xml
ssg-rhel6-ds-1.2.xml ssg-rhel8-xccdf.xml
ssg-rhel6-ds.xml

2.

oscap info 3} 9] 5 E 2 A1&3lo] {dE st glo]E ~E G gjsl AR FHE FA g b
o]E] AE L Z3tsl= XML 7192 o] Z9f -ds x| ¥ = FZA]H1]]. Profiles 4] o ] Al-&
Jlset ZZ28 D gD EE5LS Z2 5 Y.

I ~]$ oscap info /usr/share/xml/scap/ssg/content/ssg-rhel7-ds.xml
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Profiles:

Title: PCI-DSS v3.2.1 Control Baseline for Red Hat Enterprise Linux 7

Id: xcedf_org.ssgproject.content_profile _pci-dss

Title: OSPP - Protection Profile for General Purpose Operating Systems v. 4.2.1
Id: xcedf_org.ssgproject.content_profile_ospp

bloje] 2E g Hojr] 22 HL Hes} He gl 2 Fof gjot FI} A FEE A G
1. o] 97 &p2] ¥ o] 2l B 7 9] & 2o EA]H ID 7] A} 5 ol ~-profile %47} g7 oscap info
= Algg o). o & Sof PCI-DSS 3z 2 Z 9] ID= xcedf_org.ssgproject.content_profile_pci-
dss o] --profile 5% 2] -2 _pci-dss ¥ + &1l

~]$ oscap info --profile _pci-dss /usr/share/xml/scap/ssg/content/ssg-rhel7-ds.xml|

Profile
Title: PCI-DSS v3.2.1 Control Baseline for Red Hat Enterprise Linux 7
Id: xccdf_org.ssgproject.content_profile _pci-dss

Description: Ensures PCI-DSS v3.2.1 related security configuration settings are applied.

= GUIE #1-&3}= -9 scap-security-guide-doc 7 7] x| & 1 x] 6} 32 ¢ H z2}-2-%] o] x]
file:///usr/share/doc/scap-security-guide-doc-0.1.46/sg-rhel7-guide-index.html 5 ¥ 2 ¢ 1]
r}. 7}o] =] ¢ 23 3rto] 9l= Red Hat Enterprise Linux 7 £4] 9] HoF 74 o] gl= o
T Z2FL JYs1H s)g FE ol o]r] ZgHE ID7F FE F)E P86 S W F o EgE 9
AL goled + AFHo.

rr

scap-security-guide(8) =& 2 Fjo] X o= ZZ2 H EE 1 Fglyjo] Q5]

8.3.4. 5§ F|Zd e A1§ 1] 74 i1 w5 B

A2go] 5 F]E g Eaohed]

olspeldl ohg BAE 2442,

Jou

A 27 ALY

[}
openscap-scanner = scap-security-guide 5] 7] X] 7} & x] g 1] ..

A 2H o] EFaoF 5= 7] 4] =z H o] IDE &7 YL ID
" 7E g m2E 0] e FEANAL.
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Red Hat Enterprise Linux 7 B ¢l 7}o]| =
o3

Ao Tz KLY 7Y E5F HoF55 HAF A 7E reporthtml HTML 512 o]
A F ek A2 S 27 P

~]$ sudo oscap xccdf eval --report report.html --profile ospp
/usr/share/xml/scap/ssg/content/ssg-rhel7-ds.xml

48] Al3}: machinel % E o] Z, FE 220]4] ¥ 3 5= SSH, joesec A}-§ <] o] 5 A&
ol g7 A|2HL 27 5] v H7E remote-report.html 5} 2] of <3 ¢}1]c}.

~|$ oscap-ssh joesec@machine1 22 xccdf eval --report remote_report.html --profile ospp
/usr/share/xml/scap/ssg/content/ssg-rhel7-ds.xml

scap-security-guide(8) = -% 7 o] ]

file:///usr/share/doc/scap-security-guide-doc-0.1.46/ O] 2 g] 2] of] & =] H SCAP ¥ oI 7}o]
= g gyo.

scap- security-guide-doc 7] x] ¢} ¢}7] & %] Red Hat Enterprise Linux 7] H oF 7%
J}o] &,

8.4. 54 7] E AFg o} Al ALIGNL = 7

o] FAFE AFgslo] £ 7] YA =5 RHEL 7 A 2| & 7 M 3] A] 2. o] oA o] 4] =
Protection Profile for General Purpose Operating Systems (OSPP)E Al-& gfi]}.
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X587 AFE-31A w—.‘f -2 Remediate 5412 &
ol A 2H o] FE5lX] FE T M”"L/E} Red Hat:2 ¥ oF 7 oz olsl Wy
ALt S HEe]= 53ld WS A 3-51A "”"/IE} 3L 7/£ 7"“4«/ RHEL #]
2doiA] X AFL O H=] 7 A 2Ho] WFgH F¢ 82 Y5l H gl HoF =

2He #5944 28 5 AsT

r

A1 27 AL

scap-security-guide 7] 7] ] 7} RHEL 7 A] =gl of] & x| 5] o] Ql&1]].

23

1.
--remediate 541 7 317 oscap 3 %2 A1-& 3]}
~]$ sudo oscap xccdf eval --profile ospp --remediate /usr/share/xml/scap/ssg/content/ssg-
rhel7-ds.xml

2.
A2 HS A A Z g .

75

1
OSPP =2 dZ A 24 F4-5 % 7}3l52 ZA} 2 7S ospp_report.html 52 o ] 1]}

~]$ oscap xccdf eval --report ospp_report.html --profile ospp
/usr/share/xml/scap/ssg/content/ssg-rhel7-ds.xml

scap-security-guide(8) 2! oscap(8) =2 2 7 o] x|

8.5. SSG ANSIBLE Z ] o] -2 A}-§-3}0] 5 7]F 02 A ~AH 55

SCAP H ¢t 7}o] = Z 2 A E o] Ansible Z &) o] 5 2 JL Al§d]lo] 5 7]FH o2 A|2H2 5 Z 6}
& o2 Fz}E A& 514/ A] 2. o] o 4] o x]= Protection Profile for General Purpose Operating
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Systems (OSPP)E A& gf1] .

72—%'

W53t A18-314] &+ d-7 Remediate 54 & &-§3}5]o A|=8 F7}& &I
apEl A|=Ho] B35 515] @< 7 Y51/t Red Hat> B ot Za] =g o2 oot W7y
TS FEeE AEE By S AT Fuiin. 782 78 749 RHEL 4]
2goA AUF . A F A=Y o] WHH G T2 dPso] Bag Bl =
d& w7 2 T As

A 27 A

[}
scap-security-guide 7] 7] ] 7} RHEL 7 A] =gl of] & x| 5 o] Ql&1]].

[}
ansible 7] ] 7} 4 2] 5] o] glo] o} gHijch. 24 &2 Ansible 3] 7}o] =5 FE 54
Al Q.
23
1.
Ansible$- A}-§ 3} OSPPo] Bt A| 28-S wg gfi] o}
~J# ansible-playbook -i localhost, -c local /usr/share/scap-security-guide/ansible/ssg-rhel7-
role-ospp.yml|
2.
Al 22 g A] Al Z g )
s
1.
OSPP Z 23 2 A28 F4F F 7} F A} 4 7E ospp_report.html 712 o] %] g g} o).
~J# oscap xccdf eval --profile ospp --report ospp_report.html
/usr/share/xml/scap/ssg/content/ssg-rhel7-ds.xml
T Bl
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[ ]
scap-security-guide(8) 2! oscap(8) =+ 2 7 o] x|

Ansible & 2 4]

8.6. 5§ 7ML AFEafo] A|l=HS £ 3}7] 3] 32 ANSIBLE Z2]o] 5 4y

o] AA}E Alg o] A|2H S 5F J|FHF £g5f= b B9 g AFF ek ¥ gFs)= Ansible Z 2] o]
22 Y]], o] of A o] A]+= Protection Profile for General Purpose Operating Systems (OSPP)
£ A1E- g}, o] AAE 53] o] FFE LT AGL RA Y= A2 FaolHE YY), ol
21 HAE TP olH AP E o] d o 2= YR gon] o]F of FalAo]HE e Y FH] g

ok

A 27 ALY

scap-security-guide 7 7] X] 7} A] 2 gl o] =] =] o] 9l& 1]}

=
1.
AN 2H e 235 dHE A Fe
~J# oscap xccdf eval --profile ospp --results ospp-results.xml
/usr/share/xml/scap/ssg/content/ssg-rhel7-ds.xml
2.
o] Al TlAjojA] A3l ]2 7]uko Z Ansible Z 2] o] XL YA L],

~J# oscap xccdf generate fix --fix-type ansible --profile ospp --output ospp-remediations.yml
ospp-results.xml

3.
ospp-remediations.yml 5} 2 o ;= 17| o A] = o1 ZHA} 5=of &7t 73 o) b oF Ansible
TF o] Egleo] s Y H 7L A ES F ansible-playbook ospp-remediations.yml
§E L AHgale H&8 5 st

A&
1.
Mgl gl g~ E H 7 7] o x] ospp-remediations.yml 72 of] 1517 o A] 5= E ZH A} &l ot
77& o] Zg5 o] =A FEg
e
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scap-security-guide(8) 2 oscap(8) =+ 2 7 o] x|

Ansible & 5 4]

8.7. SCAP WORKBENCHE: A}-§3}o] A}-§2} 3] g H Zz gz A28 27

SCAP Workbench = 99 27 E= g7 A 284 74 2L Tl A28 8L T+ 51
HAF LS 7)o 2 H A E PP 5 = 2a)F 5 Y2 E] ¢ 1] }. SCAP Workbench<j+= oscap
g Z 392 E] o H]5)] 7] 5 o] A 3tE o] gl51r). SCAP Workbench = go]g] ~E g 312 o Z
Hol ZHl=Z 2] g,

8.7.1. SCAP Workbench = A}-& 51of A]~dle ~7 & 52

Mgt B oF Ao s A|2H L FIpe H o

]

& A§ 4] 2.

A 27 ALY

[ ]
scap-workbench 7 7]4] 7} Al = €lo] 4145 0] Y1)k,

GNOME Classic t] == g 873 o 4] SCAP WorkbenchZ &3 5}2] ¥ Super 7] £ =2/
Activities Overview= 9] 2 5} 7 scap-workbenchZ ¢} & ¢l O}-% Enter 7] & =51t} &+ O}
w2 ARE .

I ~]$ scap-workbench &
02 24 5 sL}Z AF-g3le] HoF F 2 el ]l
A Z} FofjA] ZE=2 ZE HE

SCAP 12 9} 7}o] =ojA] ZEl= & 7]

File (7)) w370 4] 7]E} 2l =S 932 5 5 XCCDF, SCAP RPM ¥ = tjjo]E] ~E
H 9oL HAg .
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Open SCAP Security Guide X

SCAP Security Guide was found installed on this machine.

The content provided by SCAP Security Guide allows you to
guickly scan your machine according to well stablished

security baselines.
Also, these guides are a good starting point if you'd like to
customize a policy or profile for your own needs.

Select one of the default guides to load, or select Other

S ECU RlTY GU | DE SCAP Content option to load your own content.
Select content to load: -

Close SCAP Workbenchl Load Contentl

Remediate 391¢t2 H195lo] A28 7242 25 798 7 dgr]th o] 542 B33}
vl SCAP Workbench:= g 4 o.4] 5§ 3t 119} 7730 me} |25 752 vg F]r). o]

ZAlZo A= A2 24} Foll oot AE GARE 79 5e 2 gk

/N

Scan #

7]

{5317 AFE-3lA] &= 7F-7 Remediate 5415 &4 3]5}of A]| = i3
12 Qe A AH o FESER] e 5= 941/}, Red Hat-2 1 oF 715}
T30 o3l vG Al HEe= E5EH BHS AR F5

792 712 799 RHEL N 2o A e H1] 5. 93] 7 A=5 ] vigd
B¢ 782 dYspo] Had woF X @S FoolA £ 7 v,
2 Feste] HO ¢ e Pz A2YL 2AF T
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ssg-rhel7-ds.xml - SCAP Workbench - o x
File Help

Checklist |scap_org‘open-scap_datastream_from_xccdf_ssg-rhel?—xccdf—l.z.xm[ /'scap_org.open-scap_cref_ssg-rhel7-xccdf-1.2.xml j
Title Guide to the Secure Configuration of Red Hat Enterprise Linux 7
Customization [None selected El
Profile |C25 for Red Hat Enterprise Linux 7 (214) j Customize
Target = Local Machine ¢ Remote Machine (over S5H)
Rules

bl

Add nosuid Option to Removable Media Partitions
Add nodev Option to Removable Media Partitions

Add noexec Option to Removable Media Partitions
Add noexec Option to /var/tmp

Add nodev Option to /home

Add nodev Option to /dev/shm
Disable Core Dumps for SUID programs
Disable Core Dumps for All Users

Enable ExecShield via sysctl

>
>

>

>

>

»  Add nosuid Option to fvarftmp
>

>

>

>

>

L

Enable Randomized Layout of Virtual Address Space

AR RN NN AN AR AA AR AR RRR AR ARRRNRRN 100% (214 resuis, 214 rules selected)

Clear | Save Results -| Generate remediation role .| Show Reportl

Processing has been finished!

5.
ZA} 2 #E XCCDF, ARF == HTML 7} 2 9] § 2] o = %] & 35}2] ¥ Save Results 31 3
A= Z¢ g1/t HTML Report 5532 {4 3lo] AFgho] 2/ & + &= FH o2 20 B IAE
4y ). XCCDF 2 ARF(tj o]E] 2Eg) §4]& 7} A& A 2] o F gt 4] 7} 5
S EF UEFoZ Fa g 5 Qg
6.

A3 7]l =32 59 Z ] Hij] 2] H Generate remediation ¢ & 9] v+ & A& 3]}

8.7.2. SCAP Workbench = A}-§35}of HoF iz 2 2 A& 2] o]

=g 73(o]: H2 95 Aol)olA w7 WE WA, GE gHoz §EHE 738 AAd2
7 78S et ¥ F AL Feste] Bl =
Fapo] A 732 & 7 Léioh.
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2 FAY A= 2 HL AFgx) 45 5= H] SCAP Workbenchs A1-§ 5= W52 B a7,
oscap FHE #GEIF P AFE G BEF Z2 2 T TE Ao,

@3

SCAP Workbench £ 2 315} SCAP 1 9F 7}o] =ojjA] ZEl=2 d7] = 32 mjrofi 7]
Bl ZH= 5 Jo] Al g ]G ZZHL He g,
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=</l §12) XCCDF 51912 w1431 %32 1) 4193 XCODF 22512/ 398 7 2=
A AFEA A Fol AHL. A 2 IDE A G,

r>.

Customize Profile x

Choose the ID of your profile.

Warning: Choose it wisely. It cannot be changed later and may be required if you choose
to use command line tools or various integrations of OpenSCAP.

The ID has to have a format of "xccdf_{reverse DNS} profile_{rest of the ID}.
For example "xccdf org.mycorporation_profile server".

New Profile ID |xccdf org.ssgproject.content_profile C25 customized

OK Cancel

= Search (74]) 2 =2 74 H 73 g7 Eg] 7X2&5 AF&s] T 5= 7
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Customizing "C25 for Red Hat Enterprise Linux 7 [CUSTOMIZED]" - = X
Undo History ‘ Deselect All ‘l Search
B C25 for Red Hat Enterprise Linux 7 [CUSTOMIZED] ﬁl Profile Properties & X
Guide to the Secure Configuration of Red Hat Enterprise Linux 7 n -
5] > "o prise binux 7 Title [i Hat Enterprise Linux 7 [CUSTOMIZED]
B Remediation functions used by the SCAP Security Guide Project
Remediation function set_faillock_option_to_value_in_pam_file [[s] |’Dject.contentj)rnﬁle_C2S_custumized2|
Remediation function fix_audit_syscall_rule Description
4?{ Remediation function firefox_cfg_setting - - -
2 b diation function disabl link This profile demonstrates compliance against the U.5.
<?< emediation function disable_prelin Government Commercial Cloud Services (C25)
@{ Remediation function firefox_js_setting baseline. This baseline was inspired by the Center for
@‘{ Remediation function service_command Internet Security (CIS) Red Hat Enterprise Linux 7
Benchmark, v2.1.1 - 01-31-2017. For the SCAP

4

é{ Remediation function replace_or_append Security Guide project to remain in compliance with
@{ Remediation function die CIs' terms and conditions, specifically Restrictions(8),
% Remediation function include_set_faillock_option note thete is no representat!m} or clairrj that the €25
Remediation function fix_audit watch_rule profile will ensure a system is in compliance or
consistency with the CIS baseline.
Remediation function perform_audit_rules_privileged_commands_reme
4?‘{’; Remediation function package_install
é{ Remediation function include_mount_options_functions
(?\{ Remediation function populate
é{ Remediation function package_remove
¥ Remediation function perform_audit_adjtimex_settimeofday_stime_rer
Remediation function include_dconf_settings
&\{ Remediation function ensure_there_are_servers_in_ntp_compatible_co
5} Services
=8 Obsolete Services
Rlogin, Rsh, and Rexec
.. [=] Uninstall rsh Packaae _’lLI

'§§

Delete profile Cancel | oK ”

WG A G I Aoz A Og §4 5 FE S F T

File 179 4] Save Customization only-2 A}-§ 35} A}-&X} 2] g 512 Hyx Z X3
g ok

"
)

Y v)iro 4] Save All & A}§51e] 2= ZH=E o vl X FF .

Into a directory 5412 1€l 5} SCAP Workbench <= XCCDF ¥= tjJo]E] 2 E
7 AFEA] X g UL X FH Ao BEF A Fg ). o] E WY £ FHOZ AE gl 7
Aed.

N

As RPM -$-#2 215} SCAP Workbenchdj] 5] o]E] ~E g 5123} A}-&3} 2|4 5}
o] g5 RPM 51755 Y4555 A8 7 )it o] Zl5e f40e a8 +
Sl Al 2R 119t ZH2E WESHT P AL E A ZHEE AL o 58 T
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SCAP Workbench = ot£3 zzZ g o] Z 3 7]vl 43 2 =] gl5}x] gFo = Z oscap
FdEE e g 29 T3S A& .

8.7.3. #d FH

scap-workbench(8) =% 2 zj o] ]

SCAP Workbench Al-& <} & 5]

Satellite 6.xE Al-& 3] A& <] X] %= SCAP § & wj ¥ - o+23 A7 EJ gjst 7]= <}
B A

8.8. H ] ¥ Hol Z2H 7 AR 5f= A]2H v 3 IMMEDIATELY

OpenSCAP A F72 A8 5l dx] Z 24~ 25 OSPP &= PCI-DSS9} Z+2 Hol z &3
s} RHEL A| 252 W] & 7= 251tk o] HE P2 41§ 51e] 1}50) a2 2T HEZ 4183
88 7 9= 59 732 A8Y + s} (o: 945 2ot FE B AHAY i73).

o

£ A)

A<

=
=]

-7

8.8.1. 2% 475 A1& 5] 7] RHEL A =8 ) &

£y 7]#57 A 5} RHEL Al 252 w] E5}2] ¥ 0}-3 AAHE ARG A] 2. o] o o 4] =
OSDPP(General Purpose Operating System)oj] X oF = 2 H S A& g},

A 25 AP

4.4

graphical 4 x] 2 723 o 2 By Ql51]r]. OSCAP Anaconda 9 =22 8/~ E F§&
A& A slA] g

Installation Summary 3ol 4] =g &1 o]

Installation Summary 3o 4] Software Selection2 2 g}1]}. Software Selection 3]
gg .
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file:///usr/share/doc/scap-workbench-1.1.6/user_manual.html
https://access.redhat.com/solutions/2377951
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2.
Base Environment o 4] Server 21752 Mg gfrjr}. 7] 2 4 sl ek g 5+ QF1
r}.
3.
Done& Z¢g/35}o] #7352 Z-& 351 Installation Summary 32 2 o}zl
4.
Security Policy=E Zg] g}1]}. Security Policy o] €& 1]l
5.
A| 2 Hl o ] i oF F 2 814 51512 # Apply security policy 2 ON© = g2l g}]].
6.

X Z 7 3o ] General Purpose Operating Systems <] Protection Profile for General
Purpose Operating Systems = 1 &/ gf1]r].

7.
Select Profile 2 &gl 5laf 18]S 80l gL}
8.
Changes that were done or need to be done2- g9l g1}, Ll vjX] -5 WG AlgS o=
g ok
9.

OSPPd) = F= 3 oF 3f= 4 o FE]AYY 2+ AFFo] 212 2 2 /boot, /home, /var,
/var/log, /var/tmp, /var/log/audito)] tj o} ¥ = 9] 5 E] {2 THFL]L].

W3} S5 F A2 DA JAE ol A2
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M

~J# oscap xccdf eval --profile ospp --report eval_postinstall_report.html
/usr/share/xml/scap/ssg/content/ssg-rhel7-ds.xml

F}E]A] ' o T 3 XA oF ] &2 75 FEH 7S FESFHAL.

8.8.2. Kickstart= A}-§ 5} of Baseline-Compliant RHEL Systems v

53 7]#7 Y]k RHEL A =82 mj£52] 8 - A5 A1&1 8] 2. o] oAl =
OSDPP(General Purpose Operating System)oj] H oF =z 2 H 2 A& gl ]},

A 27 ALY

[ ]
scap-security-guide 7 7] X] 7} A] 2 gl of] =] =] o] 914 1]}

3
1.

48] sl H 7 7] o A] /usr/share/scap-security-guide/kickstart/ssg-rhel7-ospp-ks.cfg

Kickstart 7 22 91/},
2.

74 27 AFgol 2 e H 7Y HEF 96 o) E §r] k. OSPP 73 #52] 3+
/boot,/home,/var /log,/var/tmp, /var/log/audit o oj ot ¥ = 9] 3 E] S 7% 5] of 5}.X] 7F o] 2] F
9] 278 WG T 7 AFL

'@ 9
OSCAP Anaconda o] =22 g ~2E -8 & Z 2] gslx] ooz
Kickstart 7} 2l o 4] ] = E §H S AFE 3R] vf§]A] 2. XA oF 1f] &2
RHBZ#16740019] 4] &5} A] 2.
3.

Kickstarts A5} o] A}& H A& T of= @ o 49 tf = Kickstart &3] = A g g

=
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https://access.redhat.com/documentation/en-us/red_hat_enterprise_linux/7/html-single/installation_guide/index#sect-custom-partitioning-x86
https://bugzilla.redhat.com/show_bug.cgi?id=1674001
https://access.redhat.com/documentation/en-us/red_hat_enterprise_linux/7/html-single/installation_guide/index#chap-kickstart-installations
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1]},

~J# oscap xccdf eval --profile ospp --report eval_postinstall_report.htm!
/usr/share/xml/scap/ssg/content/ssg-rhel7-ds.xml

A St L] 82 OSCAP Anaconda Add-on ZZ 3 E sjjo] x| & FZ 5] A]Q.

8.9. el o)1) % o] o r] YA ok 27

o] EAIE AlE-s}o] ZEH| o] FE= ZEo]r] o] n]x] o] B ¢k F oFF S gL

atomic ZAF § 9 = 7 € 2] E| & A1E 5} ZEH o] FE= o]

oscap-docker £ A}-§-51% oscap Zz 22 A1§5lo] Fuo]r] o]vjx] @ AEo|1]E A 7 2
Zu.

atomic 27 7] &5 AF§ 5}'H OpenSCAP =7 7] &5 AF& o] A| =yl 4] ZlE]o]i] o]r] x| & Z g
ojiE 2 7 gt ¢ CVE FHFF & 74 &7 o P& 24T 5 5. ZH o] o]r]
AE AYH FHAN 7Y & As

8.9.1. oscap-dockerZ Al-§& 3slo] ZE]o]i] ojo]x] @ AE]o]i] A7

oscap-docker %€ 2] E] & A}-§3}of ZE]o]i] & FAg o] o]u] X E ~A T 5 51}

328


https://www.open-scap.org/tools/oscap-anaconda-addon/

27

oscap-docker § 32 & sle)H FE Agto] H 25 AH o] ID= 7 WA o+
¢t

A 27 A

[ ]
openscap-containers ] 7] X] 7} H x] ¥ o] g4 1]}

Abo]] = ZIEo]1] o] 7] X <] IDE REr]h o & SH th23 ZEr]

~J# docker images
REPOSITORY TAG IMAGE ID CREATED SIZE
registry.access.redhat.com/ubi7/ubi latest 096cae65a207 7 weeks ago 239 MB

Zl | o] FE= o] 1] o] m] ] oA F L& HAS}aZ d7FE vulnerability.html 31 2 o] %
g

I ~J# oscap-docker image-cve 096cae65a207 --report vulnerability.htm!

Zl e o] ] Z HAl5l2] H image-cve ¢/ container-cve Z A g1l

oy
ol

A5 Hepp oA AFE AN A& S8 027 2E

I ~]$ firefox vulnerability.html &

2}A) 6t 1] &2 oscap-docker(8) = oscap(8) w7 ¥ #H o] x| & FZ I A L.

8.9.2. 14 HALE AlE3}o] Ao o]r ] B Aror] 27 A FFH A4
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atomic Z A} 7€ 2] E] & AF&-5}H A Ho]1] & F g o]1] o]p] =] o 4] Red Hatoj*] 2 2]~} CVE
OVAL go]e] g2]d &rejd 2ok 7 efg o tfs] =g = 2l5 1]t atomic scan g o= t}5] &
2§40 Agro

I ~J# atomic scan [OPTIONS] [ID]

ol 7141 ID = 2418 e o]r] o] m]x] B 78] o]t ] IDY 1] Lh.

41§ Apa]

[ ]
HE ZEo]r] o]u] x5 ZA}5}E] H --images X A& AFE- g .

2 E Aglo]] E 275} ¥ --containers X A]E-< Al-& gt}
F 382 2F Aol H -all XA AFg g .

ALE 753t BE F = 54 1} g5z atomic scan --help 5 52 A& 3 o

p54

atomic ZA} 53 0] 7] AL 382 CVE ZAF 1]tk Red Hato] 4] ] 323]= CVE OVAL <] o]
o)l el 1ok ko] AL Folepe] T o] F AFg F T},

A 27 ALY

[ ]
atomic install rhel7/openscap 3 32 A}-§3l9 RHCC(Red Hat Container Catalog) °J 4]
OpenSCAP | o]1] o]n ] 2.2 =al] 43 d& 1]t

gl 71 FHI e 1= 8 2l5)7] 9] FH X OpenSCAP ZE]ojir] o] ] x| 7} Ql=X] g2l gf1]
ok

I ~J# atomic help registry.access.redhat.com/rhel7/openscap | grep version
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https://www.redhat.com/security/data/oval/v2/RHEL7/
https://www.redhat.com/security/data/oval/v2/RHEL7/
https://access.redhat.com/containers/?tab=overview#/registry.access.redhat.com/rhel7/openscap

Red Hat2 Z/E]o]1] o]u] =] o] o= 9 gjo] EE A ggfr]cl. g3 FH 2l
OpenSCAP # 5] o]1] o] 1] ] Z Al-g-ka] CVE =71 5 oAl A}-§-k= OVAL 3
o7} Fal Se] el gl gt

of 2 2] 7l H9F F ok o] 9li= RHEL 7.2 o] o]m] x| & ~7 g}1] .

~J# atomic scan registry.access.redhat.com/rhel7:7.2

docker run -t --rm -v /etc/localtime/etc/localtime -v /run/atomic/2017-11-01-14-49-36-
614281:/scanin -v /var/lib/atomic/openscap/2017-11-01-14-49-36-614281./scanout:rw,Z -v
/etc/oscapd./etc/oscapd:ro registry.access.redhat.com/rhel7/openscap oscapd-evaluate scan
--no-standard-compliance --targets chroots-in-dir.///scanin --output /scanout

registry.access.redhat.com/rhel7:7.2 (98a88a8b722a718)
The following issues were found:

RHSA-2017:2832: nss security update (Important)
Severity: Important
RHSA URL: https://access.redhat.com/errata/RHSA-2017:2832
RHSA ID: RHSA-2017:2832-01
Associated CVEs:
CVE ID: CVE-2017-7805
CVE URL: htips://access.redhat.com/security/cve/CVE-2017-7805

Red Hat Enterprise Linux Atomic Host #]] & #4] 9] += atomic "5 & Al-§ 37 7€) o] of

g Al 8k &g o] EgrE o] Yt

Red Hat 22§ g2 Atomic CLI(5 3 = 2]z o] =)o) tj 6} 7}o] = E A 2]}

Mo

8.10. 5§ 7] =H& AFgte] Aro]r] = drlo]] o]v 2] 74 75 =5 F7}

HA ol mje} ZE)ojr] E= A o] o] r] R o] g & of Fo] njel £ 1 oF 7](4): Operating
System Protection Profile) &= PCI-DSS(Payment Card Industry Data Security Standard)2} Z+-2
58 2ot 7]&E oo

Al 27 A G
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https://access.redhat.com/containers/?tab=overview#/registry.access.redhat.com/rhel7/openscap
https://access.redhat.com/documentation/en/red-hat-enterprise-linux-atomic-host/
https://access.redhat.com/documentation/en-us/red_hat_enterprise_linux_atomic_host/7/html-single/cli_reference/

Red Hat Enterprise Linux 7 B ¢l 7}o]| =

openscap-utils = scap-security-guide = 7] X] 7} & x] 5 o] 9l 1] .

Ae o1 = Aro]r] |7 X 9] IDE F&1]ch ol S¥ g7 2l

~J# docker images
REPOSITORY TAG IMAGE ID CREATED  SIZE
registry.access.redhat.com/ubi7/ubi latest 096cae65a207 7 weeks ago 239 MB

OSPP sz gz Aro1] o]v] 2] 7% &+ %7}l 714} 2 7E report.htm| HTML 7}
oo 45 g)h.

~J$ sudo oscap-docker 096cae65a207 xccdf eval --report report.html --profile ospp
/usr/share/xml/scap/ssg/content/ssg-rhel7-ds.xml

43 &5 oL E PCI-DSS 7] #2° Z 3 7}5]H 096cae65a207 2 71| o] o]vj =] <] IDZ,
ospp #= pci-dss Z HIF L] .
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I ~]$ firefox report.html &

37

BEHR] g2 o Z FAH 7L Agloji]slH A] X H o] Fgxx] gh= X QL]
01212177/‘“" wlo] v 'E B 7}as] A =g o vk 5&-F o).

2pA) 5t 1] &2 oscap-docker(8) 2! scap-security-guide(8) mj 7 7] o] X Z FZE I A] L.

file:///usr/share/doc/scap-security-guide-doc-0.1.46/ O] 2 g] 2] of] & =] € SCAP ¥ oI 7}o]
= HHA 9] .
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file:///usr/share/doc/scap-security-guide-doc-0.1.46/

8.11. 913} FAFE AMg-3fo] o]t o]v] ] & ZAro]r] ] 74 AL 75
8.11.1. 213} FAIE AMg-51o] ZEo]] o]v] ] @ Ao]] ] 74 78 F5 A

o] & 5t 3-89 2712 Al-&5}o] OpenSCAP ZE|o]r] o] u]x] 1o vl 5= ] 35 SCAP Zel ==
Red Hat Enterprise Linux 7] v} 25 o] o] 1] 5] 9} # el ]1] & B 7}3pr] . o] & 54 SCAP 1.9 7}o]
EoJA] A gl BE ZZH Ao A7 o] Jl5 .

27

atomic 33 & FAg] o] Al-& o) f ok XA ot 1j]-§:2 Red Hat Enterprise Linux
Atomic Host || & éjl%f = #Z-=354/ 4] <. Red Hat j_77_',’ F 2 Atomic CLI(F F = <l
0] 2)o] t 3 7}o] = = AF g .

A 251 AP

[}
atomic install rhel7/openscap 3 32 A3} RHCC(Red Hat Container Catalog) °J 4]
OpenSCAP ZEjo]1] o]o] ] Z 2 Z =5lo] FA 1]

g

Ik

configuration_compliance Z Al tjj 3] OpenSCAP o] o] x] oj] A] ]| 3-5}+= SCAP Z &l

g,

[N
g

I ~J# atomic help registry.access.redhat.com/rhel7/openscap

Defense g H A] =gl HOF 7] = 3 7}o] =(DISA container Guide) g -2 A}-& 35} F
%1 Red Hat Enterprise Linux 7 71 g]o]1] o]njx] o] ;778 F5EF 8Fl5lZ FHAFJA] HTML ¥ 2
A& Yy o
~J# atomic scan --scan_type configuration_compliance --scanner_args xccdf-
id=scap_org.open-scap_cref_ssg-rhel7-xccdf-

1.2.xml,profile=xccdf_org.ssgproject.content_profile_stig-rhel7-disa,report
registry.access.redhat.com/rhel7:latest

o] 2l BF o] FEofi= vpx] pol] FAL} HFH Fe o] v g § 1T EFE o] U],

333


https://access.redhat.com/documentation/en/red-hat-enterprise-linux-atomic-host/
https://access.redhat.com/documentation/en-us/red_hat_enterprise_linux_atomic_host/7/html-single/cli_reference/
https://access.redhat.com/containers/?tab=overview#/registry.access.redhat.com/rhel7/openscap
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Files associated with this scan are in /var/lib/atomic/openscap/2017-11-03-13-35-34-296606.

~J# tree /var/lib/atomic/openscap/2017-11-03-13-35-34-296606
/var/lib/atomic/openscap/2017-11-03-13-35-34-296606

F— db7a70a0414e589d7c8c162712b329d4c670fad7ddde721250fb9fcdbed9cc2
—— arf.xml

— fix.sh

—— Jjson

—— report.html/

L— environment json

1 directory, 5 files

atomic ZA} A= B E A7) Z¢HE 59 O E e el E Y ¥ 51
/var/lib/atomic/openscap/ t] g g/ 2] o] FHA}oA] H gl 7] ZgHd arf.xml 312 7%
Fol )¢t & 2o Y§FLTh A gho] 912 5 gli= HTML 2. 524] 5122 44 52 v -
scanner_args 541 9 report suboptionS =7}gfLjr}].

48] A}g}l: DISAProgress Viewer 7| 8] 4 9+ XCCDF 4 7= % 5} ™ --
_7'_

o =
scanner_args 5419 stig-viewer 3}¢] 542 F7}gi] o}, 2 7= stig.xml o] FZA]H 1]},

NS =

¢ " --scanner_args 541 2] xccdf-id 5} 541 o] ek m A7) = X3l bgo]E] ~E
' g 7 o] A # A XCCDF 7§ 2204 Z2H S A ], o] ~Eg 7 i
ot 2JA o 1] £ 8.3.1Z. “RHEL 79] 7% 78 =" & FZ A L.

¢ A '
bl

8.11.2. g} HAIS A3} ZE| o] o] ] x| & ZHE|o]r] 9] 7Y 8 &+ +TF

e AEo]r] o] ] o s 7+ FEefo] 9= FHAFE 4 9 51 o] DISAonnectionFactory g% =+
& 98 7 AF . HAF A7 njel d st gAF d 7o g $F bash g o] £¢HdH +8 2ZHET}
YYFUT ze]d 78 22 HES} def e o]y o]u| Ao HgHU . o]F gl g +F
o2 Q5 ¥FH 7+ o] EgE ZH o]r] o] u] ] 7} gE ZE| o1 o]p]X] o] A AF o= FIFH .

gla) Zejo]r] ojn A= WAHA G5 A AET AYF . 58 ZZA A= B
74 A A Eo] EFHE A AElo]r] o u] A& WEFL. o] AlFe] FHEE 27 1
oF g o] me} 25 o] 2] 75 DISA STIG § 4 1] }. 5t 55 drjo]r] o]r]
27} 8+ Red Hato] 4] & o] 3 A5 31| @et]h. oli= 7§ AL Egteto] €2 2
Blo]1] o] u]x] 9} T2 7] a] &) o §5= A Y.

A 27 A
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atomic install rhel7/openscap 3 3= A& 3l RHCC(Red Hat Container Catalog) oJ 4]
OpenSCAP 7 g|o]1] o] o] ] & 0} 2 Z Es}o] HA G

configuration_compliance Z A}] tjj 3] OpenSCAP o] o] z] o] 4] %] 3 5}+= SCAP ZH = Z
g,

I ~J# atomic help registry.access.redhat.com/rhel7/openscap

e o]] o] X & X FH o] 5] 2 sleld 74 7 EFapo] ¢l 2718 u —remediate
54< atomic ZA}F B 3 o Fr}gl]o] o2 F %2 Red Hat Enterprise Linux 7 71 €] o] o] o]
Z] o 4] DISA810 g & 7 5 8l 5= A =2 773 ZH o] o]u]X] 5 W gL,

~J# atomic scan --remediate --scan_type configuration _compliance --scanner_args
profile=xccdf_org.ssgproject.content_profile_stig-rhel7-disa,report
registry.access.redhat.com/rhel7:latest

registry.access.redhat.com/rhel7:latest (db7a70a0414e589)

The following issues were found:

Configure Time Service Maxpoll Interval
Severity: Low
XCCDF result: fail

Configure LDAP Client to Use TLS For All Transactions
Severity: Moderate
XCCDF result: fail

Remediating rule 43/44: 'xccdf_org.ssgproject.content_rule_chronyd or_ntpd_set_maxpoll’
Remediating rule 44/44: 'xccdf_org.ssgproject.content_rule_Idap_client start tls’

Successfully built 9bbc7083760e
Successfully built remediated image 9bbc7083760e from
db7a70a0414e589d7c8¢c162712b329d4fc670fa47ddde721250fb9fcdbedIcc2.

Files associated with this scan are in /vat/lib/atomic/openscap/2017-11-06-13-01-42-785000.

A& AFg): atomic FA} B E 9] E2ol= 75H o] 7] ID7} Bz gk o] X E §17 7]
g = UEF el g7 go] YR o] F.02 H2E XY 7.

I ~J# docker tag 9bbc7083760e rhel7_disa_stig

8.12. RHEL 79j 4] X g ]+= SCAP H ¢} 7}o]E Z=J
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https://access.redhat.com/containers/?tab=overview#/registry.access.redhat.com/rhel7/openscap
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RHEL ¢] 5% nJo]i] & a]*ojjx] #]32¥ SCAP Z gl = vt AF-& gF1] ). 730 Fojsl= 7+4 27 A
JleoZ FrjFH ez o] Ex 7] wjZ 9]} o]2] g Y H o] EE ¥y 5)7] 95 SCAP ZEl = #H 7 o]
2 Q 5} x] ot o] #l Bl A7 3}y FBE A= L]l

7 Ao,

# 8.2. RHEL 7.9 4] =] ¢l 5+ SCAP H ¢F 7}o] = 27

[k

23 o]

]

g 29] CIS Red Hat Enterprise
Linux 7 ¥l X m} = - A 1]

CIS Red Hat Enterprise Linux 7 #l
Auka 523 1- A0

Red Hat Enterprise Linux 7 #l ]
vt - Y azE o)A

g 2 -9 32H oo CISRed
Hat Enterprise Linux 7 ¥l X] v} =

A1 A 2=H (ANSSI) BP-028<] 1
FFFEL AT ZFro] 2T

1 A 2~¥] (ANSSI) BP-028 <l H|
Zo) £EL AT mas o)

A\ Al 28 (ANSSI) BP-028
Minimal Level g Z &2 7}

C2S for Red Hat Enterprise Linux
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9] lE]H o 9l= F-¢ boot= <partition >(of 7] 4] < partition >
Y g3 Fo Frl514 A L.

Ry e {2 Folstel v og 9EL 9 g

~]$ df /boot

Filesystem 1K-blocks  Used Available Use% Mounted on
/dev/sdat 495844 53780 416464 12% /boot
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15 4] 3] o] 7 o] ¥ 5ol e boot= 74 §-4o] HES=A FelotaH e FY
& JYsje] FEH 2] W& 23 & HA(UUID)E &E g,

~J$ blkid /dev/sdat

/dev/sdat: UUID="05c000f1-{899-467b-a4d9-d5ca4424c797" TYPE="ext4"
#Y Y@ Fo UUIDE #7}51] ).

boot=UUID=05c000f1-1899-467b-a4d9-d5ca4424c797

RE zro] nj2] g Zo] WF .

GRUB 2

= T

/etc/default /grub 7<) o] GRUB_CMDLINE_LINUX 7] <] fips=1 = boot=<partition
of /boot> 3L F71g]]. ¥g A13< /etc/default/grub o F & 3}2] @ oS3} 7]
grub.cfg 79 jA] W =g

BIOS 7]y A] =€l o] A] root = r}S F &

I ~J# grub2-mkconfig -o /etc/grub2.cfg

UEFI 7] ¢t A] =g o 4] root = t}% & g

I ~J# grub2-mkconfig -o /etc/grub2-efi.cfg

zipl (IB z Systems o} 7] €] %] oj] 4] ¥F)

fips=1 & boot=<partition of /boot > 5 AHY
2 022 951 W AFgE F&

o 213 of] /etc/zipl.conf of 7} 5}

I ~J# zipl



)
o
re
oZ
I
4N
HE,
=
oX

ALE A d o] B] @y 35 o] Ql=A gelgd.

& o FZY gelo] Algj 2 Zs s H efo]Hele] ¥ vloju 2] & AFd Y2 s oF gt
Abd dde 7]EF o2 A HR] &2 prelink Z 7] X 2 =@ F o AR J27F HAH A G2
¢ o] A= FQslR] S AFH g =22 H] 8y 5)5)a] ¥ /etc/sysconfig/prelink g 7
& o 4] PRELINKING=no %82 Egg1t]. 2 A28 o] 7]E ALd dFdL b8y 3]
st d prelink -u -a 'F 3 & AHE g,

WENE

o
“

A

=4

wy

1,
AL A] FIPS 2= 243}

S2E7}FIPS140-2 =2 83 50] 97 08 27 AFF 5 5l1}7} £55 v 78 o] = FIPS140-2
wEZ 498 5 Asr

dracut-fips 77| ] = 7] o] 1] o & =] F1r]c}.

fetc/system-fips 7212 52 E o] ZIE]o]if o m2E FH1 ).

9.2. A Y HoF =2 73 2 HH A (NISPOM)

NISPOM (DoD 5220.22-Mo] 2} 37 % §})& <77} {F9] HoF 22 728 (NISP)2] 74 242, RF7HE JH
o} Adsfo] BE FR A ofRpo] gjol dEH o] A= B Q7 AL 7 g . F A NISPOM-2 20061 2
¢ 2892, 20134 3¢ 282 HE] o v F Alglo] Eglxo] ¢4} NISPOM #A4]= of2 URLJA] o}
22 g 5 &1l . http://www.nispom.org/NISPOM-download.html.

9.3. dA)] 7l= {9 Hlo]E] H oF ZF(PAYMENT CARD INDUSTRY DATA SECURITY STANDARD)

https://www.pcisecuritystandards.org/about/index.shtml o A]: PCI 3 oF & 9]¢l 5]= 2006 o
4] 5 9l © o] Data Security Standard (DSS)E Z g} $F PCl X o 3 Fof gj3t 7|4, #a], &g & QX =
= g9

https://www.pcisecuritystandards.org/security _standards/pci_dss.shtml o] PClI DSS Z#<&
2= 5 g
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9.4. Hol 7]= 78 7lo] =

STIG(Security Technical Implementation Guide):= Z/ 7+ &2 EgJo] & sl=gJo]o] ZF3H H
or g A W 92 Al E 9] FYyEQ .

STIG https://public.cyber.mil/stigs/ oj tj] ot x}4)] oF 1] 82 o}3 URLE FZ5lA] 2.

350


https://public.cyber.mil/stigs/

Al 57] ¢tss)
A.1.1. 327 ¢Fs 8] 5 - AES

o} 5 3] o 4] AES(Advanced Encryption Standard)= v]=Fo] |8l st 53] ZFQ) ) FJH. o] &
#2 AES-128, AES-192 ! AES-2569] 4] 7}=] 2& ¢}5 2, ¢l RijndaelZ A A€ tf 752 Z & H 4]
A=Al 2t AES ¢35 o= zFzf 7] =27] 7} 128, 192 2 256H] E 9] 128H] E B& =7] 7} Ql&1 .
AES ¢ts &= gy 9 opl #4 5 en HA b o]E ¢S 3} EF(DES)F vfId IR 2 H A A 02 ALE-

L3l

A.1.1.1. AES 7] =

AES+= r]= U.S.NIST(National Standards and Technology)ojA] ¥Z &1/} 200149 114 26
FIPS PUB 197 (FIPS 197) Rijndael-&- 7} 3 =] g} s}A] {1 &) s}7] 2o 15 7 o] Z A A)ZFo] /=L F 7}
HAFH o 20029 58 26 Y Z7 0 Z AP EH Ao gyFst s3] F 7| =] A& + .
AES= NSAZ} F 9] v] 2 g o] gjs] 5=2lgt X dl A 7] 2 AT oFs ¢/} AES<S] Wikipedia
2ajo] wot A4 7).

Rijndael ¢} 31= = 7J <] Belgian cryptographers, Joan Daemen 2 Vincent Rijmenoj <] aj 7}
259l o n] AES {5 Z 2420 9|5 A& 5 %1 o). Rijndael = 715 94} o] <]
portmanteau ¢/ ] cf.[%]

A.1.2. gjo]E] ¢Fs 3] 7+ - DES

bl o] ] ¢} 3} ZF(DES)2 19769 nj=F oyl g H =] 2] FZ F(FIPS) 2 Z 3 +2] National Bureau-}
He st 2= ¢Fs (375 H Y s3] Fe) L] o]=56H]E 7] & Al&5l= g F 7] ]S J]ule
=2 gy o] gue]EL 5o 2FdE dA 2, vl wF 32 7] Zdo], z2] 32 NSA(National Security
Agency) W of o] fjsl YA 7 AHo] YUF ) dFHFOE 2 779 g7 ZALF A FEH

o] 2% ¢k 2 95 5ol g I o] E 5= Az ) pLO]

A.1.2.1. DES History

oA & of Fa]FA o] s DES7} ¢FF 3} R] @& A e 2 7ZhH 1. o]«=56H]E 7] Z7] 7} 1]
2 7] mf ol gj-¢ = gfifr}. 19994 1€, distributed.net Zctronicdemoier Foundation-& 224 7+
1572 o]ijjo] DES 7] & g7/ & e =2 Fd3sl7] fl&] ¥ w1 Eol JA =2 nf2ES + AR vk ¢k 9
gjgt o] 29l TS HojF= E 7} 24 A7} Q5. o] dve]&L EFEF DES Fej= A&7
oz Qtdd Aoz gajx A v o] EF g7 ] ). H= B d &F¢F ¢f5 7} AES(Advanced

Encryption Standard)z tj 45 %<1 okl7]
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o) 4] o4 DESE H 702 757 DEA(HIOJE] 9453} Fwe]5)ehs S e 58 &

T
T

A.2. 3Z7)] 7] e}5 5}

N 7] el B gt s) Fue]lE W ot A| LA ARG H = ¢t o) o], BY S #E
gl L g3 7] dualE giil gl F 7] 2] 5L AFE 5= A ¢/ 1 o.Public-key encryption is a
cryptographic approach, used by many cryptographic algorithms and cryptosystems, whose
distinguishing characteristics is the use of symmetric key algorithms instead of symmetric key
algorithms. 327 7]-7] ¢l 7] $F&319] 7] &2 AFg5te] EIS B S 5tAL) o] o] i x| gL v
& Fole B2 W0l dg g e 2 Hqdgy . gl 7] due]E2 AIE T u] Q9 oja] 5} o] §2)
b)Y 7] & ok g 27] wao] Bestx 5]l B O 8 A2 viet o A g+ Azl

S 7] gFe = F A A e] 7] F o] 32 D] AFE-EH = 7] o], o]F &3 TLS(Transport Layer
Security) (successor to SSL), IRQ & GPG$} 72 QIE W E#2 Z5dl= g waeygl10]

N 7] g2 3ol AlEH = Tl e S FE e AL vAAE e 35l b AFEH = 7] 9 A 55l
A& == 7] 9] o5 1]} The distinguishing technique used in public key algorithms, where the key
used to encrypt a message is not the same as the key used to decrypt it. Z} A}-§ 2} A]= ¢F5 5}
7] (37 1<} 7N 21 7])o] A5k Q! 7= vl D2 FAHR ek Sl 7]= D] 2 7 s
AR = = 2pe] FA 72 erEsiE e g Al A2 A5G 5= sk A} 5 H o2 A
et A ¢l F]i= I FoNA FYE (ol: HA] = A d5)d 5 Gtk o= 19704 FuHE 9%

3 B2 s o2 Pz Fe] Wl

Oj=% 2 2, Symmetric-key Z322] &, 73 H S ARE H WY, W& X TIUR} S 2 v
2 7|E ARE e o (epA] 9ls sl B 91S s 5o dj el PR Q)

HoEE AN g G453 AAE AFE-5E H BAR} TUIA7F 7] E 2] e &)
.012]

g 7] Fue)Ee Ao G AN ° HiFY FH ol nz 7] wd D EL AFg o] 7] E w et
32 G 7] ) F 7] DE]ES AFE-SFe] Hjo]E & HE sl Aol dyF YL o) E Sof, IRQ
SSL/TLS A7) A F#& o & &of slo] el = 9453} A2 H o]t sp] 2 H 7 o] He= 53} Al
2ozt gh)opl13]

A.2.1. Diffie-Hellman

Diffie-Hellman 7] 5z 8 (D-H)-2 A1 2] o] & A2l A4 o] i 7 BAIR A} oFel 1) k2 8 A D2
Fa 34 U2 78 75 AT 7= 955 T2 2. 28 08 o 7| Algald 03 7] 9
SE Ag e T4 ENL ghege 5+ g1
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A.2.1.1. Diffie-Hellman 7] &

o] F A= 1976 Whitfield Diffie & Martin Hellman©oj] 2]5] %]% 2F3Z 5] QI x] uF L} 5=o]] Malcolm
J.ECDHEsondj] ¢/ GCHQoJ4] E W o] Wiz vyl 5 31 0 2 1]l g&1] ). 20024 o Hellman-2
35 7] ¢+5.3] (Hellman, 2002)2] Ralph Merkle2] 7] <f of oj

st ol &l o] oF w1 2] &L Diffie-Hellman-
Merkle ] s g-o] 2}5z #) ¢kl 1] o.[19]

Diffie-Hellman 7] 7] f 2}A4= 9] B (215 H =] &2) 7] FA ZZEZFo|A vt ¥t QsH ZZEF
2 9o 7| ore A Far], 953 A F2o] mpe} EDH = DHEZ F2 5= A& A5 2ot moi &
Wt Hg 1oL A Foe o Aggrol16]

U.S. o] ] 53] 4,200,7700] =+ 5] 9l 0 5] 272]& 2 Hellman, Diffie @ Merkle2 233134 & &3
g 171

A.2.2. RSA

o} 5 5}oj 4] RSA (Rivest, Shamir & Adleman)& 327j 7] ¢} 3} FZa]E 9Ll A 52 9F5 59
Hotol Aoz A7l A BA daalsoln ) 7] gFsslo] A WA EF HH & YA
RSA:= AXp 378 2o 4] Qo] A5 v, £33] 71 7|9} ] 78 182 BFWe 7 Y}
Y Qg

A.2.3. DSA

ar

DSA (Digital Signature Algorithm)x= t] x| & 4] 5 2 9] 5} o] A} g H

3z

g7 7ol O e AL 9
ZY 1] o). DSAE= A golj vk A}§- 5] m] 955} SFe]Zo] of ]k [18]

S

A.2.4. SSL/TLS

TLS(Transport Layer Security) = o] ] 1]zl 9] SSL(Secure Sockets Layer)2 ?IE/ 7 7-& H] E
HZE T FNE A HAS A5} ¢ed Z2EF ). TLS H SSL2 d$ 7|5 dE= F A=
o)A YEYZ AF HzHAEEZE QF53)

A&

o o] ZzEZL Y A4, A v, A5 FAFA, ol 2HE nAg 2 25-2IP(VoIP)s} 2
2 ofEe]A o] de)A de] g o191

A.2.5. Cramer-Shoup Cryptosystem

Cramer-Shoup ] =&

— K

3z

symmetric 7] ¢} 3] 2rza] o],
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ot "H2E FAo gisf ekt Ao 2 9/5H A WA a&F AARFH ) 2 HoRS oA 2%
Diffie-Hellman 7}-g o 0] ot A {H2] F J(H A F 2 718 5} vt S5 5 =] 8:2)& 7]vre 2 gl
19989 Ronald Cramer & Victor Shoupoj 4] 7§ ¥t %12 ElIGamal cryptosystem<] 23 9J1] ], nf-¢
HA gt + 9l= EIGamal = 2 2] Cramer-Shoup-2 =] £=2] 37 2o 3] v] 53 L H 617 98 =
7} 22F FIIg gL o] 2] gt H]u}pR] 52 & WA FA] gFr B FIF AES A Sle] Y HEZ, ¢oF
& g~ E}ElGamaloj |4 @ 7 v} 751201

A.2.6. EIGamal Encryption

o} 5 sloj 4] ElIGamal oF5 3} A =212 Diffie-Hellman 7] 7] e+ 7] vl 0 2 sl= g7 7] 953} oF5
3lof g st g3 7] oFs s} Fua]Z=91] ). 1985 Taher EIGamalo] <)) & 2 5 ¢l 4-1]}. EIGamal ¢F5
3le= 282 GNU 7J¢l FH HS 7le 2 Ego], 2 vl <l pgp & 7] E} cryptosystemsoj 4] A& H 1]
p.[21]

3]
"2 ¢Fe 3] EF". Wikipedia. 14 November 2009
http://en.wikipedia.org/wiki/Advanced_Encryption_Standard

4]
"2 ¢Fe 3] EF". Wikipedia. 14 November 2009
http://en.wikipedia.org/wiki/Advanced_Encryption_Standard

5]
"2 ¢Fe 3] ZF". Wikipedia. 14 November 2009
http://en.wikipedia.org/wiki/Advanced_Encryption_Standard

[6]
"gJo] g ¢F5 5} FEF". Wikipedia. 14 November 2009
http://en.wikipedia.org/wiki/Data_Encryption_Standard

[7]
"t o] E] g% 3} ZF". Wikipedia. 14 November 2009
http://en.wikipedia.org/wiki/Data_Encryption_Standard

8
"t o] E] ¢} 3} FZF". Wikipedia. 14 November 2009
http://en.wikipedia.org/wiki/Data_Encryption_Standard

9]
"public-key Encryption”. Wikipedia. 14 November 2009 http://en.wikipedia.org/wiki/Public-

key_cryptography

[10]
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